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[bookmark: foreword][bookmark: _Toc97268119]Foreword
[bookmark: spectype3]This Technical Report has been produced by the 3rd Generation Partnership Project (3GPP).
The contents of the present document are subject to continuing work within the TSG and may change following formal TSG approval. Should the TSG modify the contents of the present document, it will be re-released by the TSG with an identifying change of release date and an increase in version number as follows:
Version x.y.z
where:
x	the first digit:
1	presented to TSG for information;
2	presented to TSG for approval;
3	or greater indicates TSG approved document under change control.
y	the second digit is incremented for all changes of substance, i.e. technical enhancements, corrections, updates, etc.
z	the third digit is incremented when editorial only changes have been incorporated in the document.
In the present document, modal verbs have the following meanings:
shall	indicates a mandatory requirement to do something
shall not	indicates an interdiction (prohibition) to do something
The constructions "shall" and "shall not" are confined to the context of normative provisions, and do not appear in Technical Reports.
The constructions "must" and "must not" are not used as substitutes for "shall" and "shall not". Their use is avoided insofar as possible, and they are not used in a normative context except in a direct citation from an external, referenced, non-3GPP document, or so as to maintain continuity of style when extending or modifying the provisions of such a referenced document.
should	indicates a recommendation to do something
should not	indicates a recommendation not to do something
may	indicates permission to do something
need not	indicates permission not to do something
The construction "may not" is ambiguous and is not used in normative elements. The unambiguous constructions "might not" or "shall not" are used instead, depending upon the meaning intended.
can	indicates that something is possible
cannot	indicates that something is impossible
The constructions "can" and "cannot" are not substitutes for "may" and "need not".
will	indicates that something is certain or expected to happen as a result of action taken by an agency the behaviour of which is outside the scope of the present document
will not	indicates that something is certain or expected not to happen as a result of action taken by an agency the behaviour of which is outside the scope of the present document
might	indicates a likelihood that something will happen as a result of action taken by some agency the behaviour of which is outside the scope of the present document
might not	indicates a likelihood that something will not happen as a result of action taken by some agency the behaviour of which is outside the scope of the present document
In addition:
is	(or any other verb in the indicative mood) indicates a statement of fact
is not	(or any other negative verb in the indicative mood) indicates a statement of fact
The constructions "is" and "is not" do not indicate requirements.
[bookmark: introduction][bookmark: scope][bookmark: _Toc97268120]
1	Scope
Editor's note:	The content of this clause is based on SP-211638, and can be improved based on contributions.
The present document describes key issues and solutions for the phase 2 of the system enhancements for Edge Computing in 5GS.
Edge Computing is supported in 5GS since Rel-15. During Rel-17 FS_enh_EC study described in TR 23.748 [4] , further enhancements for supporting Edge Computing have been studied, including discovery and re-discovery of EAS, edge relocation etc. 4 key issues from FS_enh_EC study have been concluded and progressed in TS 23.548 [3] . Some other issues were raised during the Rel-17 study but not studied due to the time limitation in Rel-17.
This technical report will document the study of potential system enhancements for enhanced edge computing support, including:
-	improvements to roaming, to support access to EHE in a VPLMN (WT#1);
-	defining use cases that may benefit from exposure of additional data via the Local UPF/NEF including describing (on a high level) the characteristics of the data and data delivery to fulfil the use cases; investigating the solutions and their feasibility and suitability for improved network exposure of UE traffic related information to common Edge Application Server via Local UPF/NEF, such as network congestion status (WT#3);
NOTE:	XR/media and AI/ML services specific QoS information exposure are to be studied in corresponding study items with considering the same exposure framework as defined by this study.
NOTE:	This objective will look at the use cases and the data to be exposed but not at the actual UPF exposure mechanism or UPF-originated data, if/when already covered by FS_UPEAS.
-	investigating the potential need and solutions for supporting offload policies to match more granular sets of UE(s) without exposing operator-internal configurations to 3rd party AFs (WT#5);
-	investigating the potential need and solutions to influence of PSA-UPF and EAS (re)location for collection of UEs, e.g. in scenarios when UE(s) should use the same EAS and are not members of a pre-defined group (WT#6);
-	investigating potential impacts related to the GSMA Operator Platform Group work, and potential improvements related with 5GC and EHE being operated by different organizations (WT#7);
-	investigating the potential need and solutions to avoid the UE to switch the EC traffic away from the EC PDU Session and 5GS altogether, due to conflicting connectivity preferences in the device (e.g. via means outside of 3GPP connectivity, e.g. non-integrated Wifi) (WT#8);
-	investigating the potential solutions for the AF to be able to obtain/determine the DNAI that is associated to a certain selected EAS, for subsequent use with already defined services provided to the AF (WT#9).
[bookmark: references][bookmark: _Toc97268121]2	References
The following documents contain provisions which, through reference in this text, constitute provisions of the present document.
-	References are either specific (identified by date of publication, edition number, version number, etc.) or non‑specific.
-	For a specific reference, subsequent revisions do not apply.
-	For a non-specific reference, the latest version applies. In the case of a reference to a 3GPP document (including a GSM document), a non-specific reference implicitly refers to the latest version of that document in the same Release as the present document.
[1]	3GPP TR 21.905: "Vocabulary for 3GPP Specifications".
[2]	3GPP TS 23.501: "System architecture for the 5G System (5GS)".
[3]	3GPP TS 23.548: "5G System Enhancements for Edge Computing; Stage 2".
[4]	3GPP TR 23.748: "Study on enhancement of support for Edge Computing in 5G Core network (5GC)".
[5]	GSMA OPG.02: "Operator Platform Telco Edge Requirements", https://www.gsma.com/futurenetworks/wp-content/uploads/2021/07/GSMA-OPG-Telco-Edge-Requirements-2021.pdf.
[6]	SP-210583: "Reply LS to GSMA Operator Platform Group on edge computing definition and integration", SA#92e.
[bookmark: definitions][bookmark: _Toc97268122]3	Definitions of terms, symbols and abbreviations
[bookmark: _Toc97268123]3.1	Terms
For the purposes of the present document, the terms given in TR 21.905 [1], TS 23.501 [2], TS 23.548 [3] and the following apply. A term defined in the present document takes precedence over the definition of the same term, if any, in TR 21.905 [1].

[bookmark: _Toc97268124]3.2	Void

[bookmark: _Toc97268125]3.3	Abbreviations
For the purposes of the present document, the abbreviations given in TR 21.905 [1], TS 23.501 [2], TS 23.548 [3] and the following apply. An abbreviation defined in the present document takes precedence over the definition of the same abbreviation, if any, in TR 21.905 [1].

[bookmark: clause4][bookmark: _Toc97268126]4	Architectural assumptions and principles
[bookmark: _Toc93073656][bookmark: _Toc97268127]4.1	Architectural Assumptions
Existing solutions defined in Rel-15, Rel-16 and Rel-17 will be considered as baseline in this study.
The architecture for support of Edge Computing in 5GC shall be based on the following architecture assumptions:
-	the architecture for Edge computing specified in Release 17 is used as basis for further potential enhancement;
-	the Edge Hosting Environment (EHE) can be under the control of the serving network operator or a 3rd party;
-	interconnectivity between EHEs of different operators cannot be assumed to be available for all deployments.
[bookmark: _Toc93073657][bookmark: _Toc97268128]4.2	Architectural Requirements
Editor's note:	This clause will document agreed architecture requirements.
-	The solutions should minimize the impact on the application layer.
[bookmark: _Toc97268129]5	Key issues
[bookmark: _Toc97268130]5.1	KI#1: Accessing EHE in a VPLMN when roaming
[bookmark: _Toc97268131]5.1.1	Description
Editor's note:	This key issue corresponds to Work Task #1 in SP-211638. This clause can be further improved based on contributions.
The purpose of this key issue is to define 5GS improvements to support the UE access to an EHE in a VPLMN.
Two scenarios (i.e. UE accessing EHE in VPLMN via an LBO PDU Session and UE accessing EHE in VPLMN via a PDU Session established as HR) are described in clause 5.1.2.
For the scenario using LBO PDU Session, potential solutions should address the following:
-	how to establish the LBO PDU Session towards the correct S-NSSAI/DNN pair in order to access an EHE in the VPLMN;
-	how to support Rel-17 edge computing related procedures, such as EAS (re-)discovery, as specified in TS 23.548 [3], clause 6.
[bookmark: _Hlk95859795]For the scenario using a PDU Session with a PSA in the HPLMN, potential solutions should address the following:
-	how to authorize the PDU session to support local traffic routing to access an EHE in the VPLMN;
-	whether and how to support charging for the local traffic of a PDU session that supports local traffic routing to access an EHE in the VPLMN;
-	how to support Rel-17 edge computing related procedures, such as EAS (re-)discovery, as specified in TS 23.548 [3], clause 6;
-	how to ensure proper policy control and QoS enforcement;
-	potential impact on Policy and QoS control;
-	how to configure the VPLMN ECS address to UE in roaming scenarios;
-	how to support the edge relocation in roaming scenarios.
NOTE 1:	Interaction with SA5 is expected regarding charging aspects where needed.
NOTE 2:	Latency needs to be considered and addressed for all scenarios.
NOTE 3:	In Rel-17, the ECS address is provided by UDM, which requires further consideration in scenarios with ECS in a VPLMN. This may need some coordination with SA WG6.
[bookmark: _Toc97268132]5.1.2	Scenarios
Editor's note:	This clause will document the scenarios (and potential associated use cases) applicable to KI#1, if any. This clause will be removed if left empty.
For a roaming UE, accessing to EHE in VPLMN might be needed to fulfil use cases requiring edge computing. Two main scenarios should be considered:
1)	UE accessing V-EHE via a Local Breakout (LBO) PDU Session:
	The scenario supports all connectivity models and assumes that an LBO PDU Session is used to access an EHE in VPLMN for EC applications.
	With a LBO PDU Session, the UE can access an EHE in VPLMN.
NOTE 1:	Two different PDU Sessions are required to access an EHE in VPLMN and Home DN in HPLMN. With this scenario, it requires two sets of configurations (i.e. DNN and S-NSSAI pair).
2)	UE accessing V-EHE via a Home Routed (HR) PDU Session (i.e. with PSA in HPLMN):
	This scenario assumes the session breakout for the HR PDU Session is used to access EHE in VPLMN for EC application.
	With a single PDU Session, UE can access an EHE in VPLMN and also the DN in HPLMN.
NOTE 2:	With a single PDU Session and (DNN+S-NSSAI), it can support both EC and non-EC applications in either roaming or non-roaming case.
	To support such PDU Session, it needs to be studied how the UE can access the V-EHE via a HR PDU Session. Two sub-scenarios may be considered:
2.1)	HPLMN has the knowledge of EAS deployment information in VPLMN for specific services. The HPLMN triggers EAS discovery and local traffic routing in VPLMN.
2.2)	HPLMN does not have the knowledge of EAS deployment information in VPLMN. The VPLMN triggers EAS discovery and local traffic routing in VPLMN.
[bookmark: _Toc97268133]5.1.3	Assumptions
Editor's note:	This clause will document assumptions applicable to KI#1, if any. This clause will be removed if left empty.

[bookmark: _Toc97268134]5.2	KI#2: Fast and efficient network exposure improvements
[bookmark: _Toc97268135]5.2.1	Description
Editor's note:	This key issue corresponds to Work Task #3 in SP-211638. This clause can be further improved based on contributions.
This key issue addresses improvements to fast and efficient network exposure of UE traffic related information to Edge Application Server via Local UPF/NEF to support additional information, such as network congestion status.
This key issue defines use cases that may benefit from exposure of additional data via the Local UPF/NEF including describing (on a high level) the characteristics of the data and data delivery to fulfil the use cases.
Based on the use cases, this key issue investigates solutions and their feasibility and suitability for improved network exposure of UE traffic related information to common Edge Application Server via Local UPF/NEF, such as network congestion status. In this case, the following issues should be studied:
-	which information and at which level (e.g., per QoS Flow, per cell) needs to be provided to AF via local UPF/NEF?
-	how the above information is obtained?
NOTE 1:	XR/media and AI/ML services specific QoS information exposure are to be studied in corresponding study items with considering the same exposure framework as defined by this study.
NOTE 2:	This key issue will look at the use cases and the data to be exposed but not at the actual UPF exposure mechanism or UPF-originated data, if/when already covered by the FS_ UPEAS. UPF exposure mechanism to be discussed in FS_UPEAS is possibly reused.
NOTE 3:	The aim is to, whenever possible, re-use information already defined in existing 3GPP specifications.
[bookmark: _Toc97268136]5.2.2	Use cases and scenarios
Editor's note:	This clause will document the use cases and scenarios applicable to KI#2.

[bookmark: _Toc97268137]5.2.3	Assumptions
Editor's note:	This clause will document assumptions applicable to KI#2, if any. This clause will be removed if left empty.

[bookmark: _Toc97268138]5.3	KI#3: Policies for finer granular sets of UEs
[bookmark: _Toc97268139]5.3.1	Description
This key issue investigates the potential need and solutions for supporting offload policies for more granular sets of UE(s).
This key issue will study the following aspects:
-	how to identify set of UEs at a finer granularity that are associated with a dedicated offload policy, and how to express the set of UE in the offload policy;
-	impacts to 5GS needed to support providing traffic offload policy for such a set of UEs.
[bookmark: _Toc97268140]5.3.2	Scenarios
Considering limited or expensive EC resources, the application service provider or the operator may consider to provide EC services for certain users only under certain conditions, e.g., within a specific geographical area, or at specific time, etc. The AFs can provide the request to support some offload policies only for certain set of UE(s) following a set of specific criteria.
There are cases that traffic offload policy aims at a finer sets of UE(s), for instance, UEs satisfying a combination of criteria:
Case a:	UEs within a specific geographical area and have been associated with specific service provided by operator or application service provider;
Case b:	UEs that have been associated with a combination of services provided by operator or application service provider;
Case c:	UEs within a specific geographical area and have been associated with a combination of services provided by operator or application service provider;
Case d:	at specific time, UEs that have been associated with specific service or a combination of services provided by operator or application service provider;
Case e:	UEs belongs to both group-A and group-B, or UEs belongs to group-A and associated with specific service. It is possible that these users belong to pre-defined groups or do not belong to any pre-defined groups.
[bookmark: _Toc97268141]5.3.3	Assumptions
Editor's note:	This clause will document assumptions applicable to KI#3, if any. This clause will be removed if left empty.
Operator-internal configurations shall not be exposed to 3rd party AFs.
The application can be deployed in both central location(s) and edge cloud(s).
The application service provider is expected to be able to interact with the operator regarding setting the offload policies.
Solutions for this KI will identify their support for the following:
-	AF under operator control;
-	AF under 3rd party control.
[bookmark: _Toc97268142]5.4	KI#4: Influencing UPF and EAS (re)location for collections of UEs
[bookmark: _Toc97268143]5.4.1	Description
Editor's note:	This key issue corresponds to Work Task #6 in SP-211638. This clause can be further improved based on contributions.
Investigate the potential need and solutions to influence of PSA-UPF and EAS (re)location for collection of UEs, e.g. in scenarios when UE(s) should use the same EAS and are not members of a pre-defined group.
[bookmark: _Hlk96282774]In particular, the key issue will study the following aspects:
-	whether and how to define a collection of UEs forming a dynamic ad-hoc group that should use the same EAS and/or same local part of DN and/or same DNAI and how the collection is identified;
-	whether and how to influence UPF and EAS (re)location for a collection of UEs that should use the same EAS and/or same local part of DN and/or same DNAI;
[bookmark: _Hlk96442693]-	how to decide on a common local part of DN for the collection of UEs;
-	how to handle coordination of the UPF(s) and EAS (re)location for collections of UEs;
-	whether and how existing mechanisms suffice;
-	whether and what improvements are required for EAS discovery and re-discovery for UEs belonging to a collection of UEs.
[bookmark: _Toc97268144]5.4.2	Scenarios
Editor's note:	This clause will document the scenarios (and potential associated use cases) applicable to KI#4, if any. This clause will be removed if left empty.
There are use cases that UEs belonging to a non-predefined dynamic group should be treated the same way, and members of the dynamic group is likely to change dynamically, e.g. UE could join/leave the group randomly. For example:
-	Multi-user low latency Gaming: In such use cases, the Application client running on the UE are served by a particular application server which is the corresponding game hosting server i.e. Edge Application Server (EAS). This EAS provides gaming services and maintains individual UEs gaming profile, user level registration details, etc. These members could change dynamically over period of time. Also, due to maintenance purposes or due to overload situation EAS would require to be relocated to another one, thus moving all registered users to the new EAS.
-	Platooning: In case of platooning use case, all the member UEs involved have similar attributes and requirements, for example, all UEs in a particular platoon have similar mobility characteristics i.e. moving in the same direction and with similar speed, located in proximity to each other, and so on.
[bookmark: _Toc97268145]5.4.3	Assumptions
Editor's note:	This clause will document assumptions applicable to KI#4, if any. This clause will be removed if left empty.

[bookmark: _Toc97268146]5.5	KI#5: GSMA OPG impacts and improvements for EHE operated by separate party
[bookmark: _Toc97268147]5.5.1	Description
As indicated in the LS out SP-210583 to GSMA Operator Platform Group (OPG) [6], the ongoing GSMA OPG work may have impacts on 5G architecture.
GSMA OPG introduced the concept of Federation of Operator Platforms introduced in GSMA OPG.02 [5], to allow Application Providers to reach a wider geographical area and user base. The following aspects shall be studied:
-	investigate potential impacts related to the GSMA Operator Platform Group work, and potential improvements related with 5GC network and EHE being operated by different organizations;
-	investigate potential impacts related to the GSMA Operator Platform Group work on EAS discovery;
-	how the 5GS facilitates edge relocation between an EAS deployed by a source EHE provider to another EHE deployed by a target EHE provider, even in scenarios when EHEs are operated by different service providers.
[bookmark: _Toc97268148]5.5.2	Scenarios
Editor's note:	This clause will document the scenarios (and potential associated use cases) applicable to KI#5, if any. This clause will be removed if left empty.

[bookmark: _Toc97268149]5.5.3	Assumptions
Editor's note:	This clause will document assumptions applicable to KI#5, if any. This clause will be removed if left empty.

[bookmark: _Toc97268150]5.6	KI#6: Avoiding UE to switch away from EC PDU Session
[bookmark: _Toc97268151]5.6.1	Description
Editor's note:	This key issue corresponds to Work Task #8 in SP-211638. This clause can be further improved based on contributions.
This key issue investigates the potential need and solutions to avoid the UE to switch the EC traffic away from the EC PDU Session and 5GS altogether, due to conflicting connectivity preferences in the device (e.g. via means outside of 3GPP connectivity, e.g. non-integrated Wi-Fi).
In particular, this key issue will address:
-	how to determine what traffic is using the 5G System to access edge computing resources, and specifically in what granularity the traffic can be identified (e.g. Flow and/or PDU Session);
-	what actions might be taken when some application traffic is currently using the 5G System to access edge computing resources and connectivity outside of 5GS becomes available.
Editor's note:	If and how to address user preferences is FFS.
[bookmark: _Toc97268152]5.6.2	Scenarios
Editor's note:	This clause will document the scenarios (and potential associated use cases) applicable to KI#6, if any. This clause will be removed if left empty.
5GS may provide a number of enablers for Edge Computing, those for 3GPP Rel-17 being specified in TS 23.548 [3]. For example:
-	EAS (Re-)discovery for Distributed Anchor and Multiple PDU Sessions Connectivity Model;
-	EAS (Re-)discovery over Session Breakout Connectivity Model;
-	Edge Relocation Involving AF Change.
In some scenarios, these Edge Computing enablers cannot be used if the UE switches to an access for all UP traffic that is not integrated with 5GS or does not provide the expected characteristics. Problematic cases include:
-	non-integrated access, where re-connecting to the 5GS is not possible, e.g., because lack of UE support or an N3IWF could not be discovered or connected to and these Edge Computing enablers can only be reached via the 5GS;
-	re-connecting to the 5GS is possible but results in long UP paths because of e.g., a centralized N3IWF;
-	session breakout scenarios where an UL CL and L-PSA is used to obtain EC connectivity and switching to an access that is not integrated with 5GS would therefore break the EC connectivity.
A UE may use a PDU Session to access Edge Computing Services. When non-integrated connectivity becomes available for the UE, the UE's connectivity preferences may dictate that the UE use the non-integrated connectivity for traffic that is currently accessing Edge Computing Services via the 5G System.
[bookmark: _Toc97268153]5.6.3	Assumptions
Editor's note:	This clause will document assumptions applicable to KI#6, if any. This clause will be removed if left empty.
This key issue should consider all of the connectivity models that are described in clause 4.3 of TS 23.548 [3] (i.e. Distributed Anchor Point, Session Breakout, and Multiple PDU Session).
[bookmark: _Toc97268154]5.7	KI#7: Obtain and maintain mapping table between IP address/IP range with DNAI
[bookmark: _Toc97268155]5.7.1	Description
For edge computing scenarios, it is important for AF to obtain target DNAI in order to determine the target new EAS for edge relocation. Up to Rel-17, it has been assumed that the AF has been provisioned with the proper DNAI information if it is required to use it during its interactions with the 5GC. This key issue will investigate the potential solutions for the AF to be able to obtain/determine the DNAI that is associated to a certain selected EAS, for subsequent use with already defined services provided to the AF.
The following aspects shall be studied:
-	what information the AF should provide to 5GC (e.g., IP address or range thereof (i.e.IPv4 subnetwork and IPv6 prefixes) , FQDN) and how it should provide it to help determine proper DNAI if the AF does not have knowledge of the DNAI information;
-	whether and how the 5GC can provide a DNAI to AF to help the subsequent AF influence/request.
[bookmark: _Toc97268156]5.7.2	Scenarios
What we have met in the real network is that the AF does not understand the DNAI information. All the DNAIs are created by operators and transmitted to AF based on offline configuration. The DNAI information has been supported since Rel-15 by TS 23.501 [2] AF influence procedure.
However, there still existing the scenario that the AF has not been provided beforehand with DNAI information and needs to know the DNAI(s) associated with the EAS(s) in the EHE under its responsibility.
[bookmark: _Toc97268157]5.7.3	Assumptions
The existing service operations used by the AF and making use of DNAI shall not be impacted by this new functionality.
[bookmark: _Toc97268158]6	Solutions
[bookmark: _Toc97268159]6.0	Solution-Key issue matrix
The solutions in clause 6 can apply to one or more key issues described in clause 5 of this report. Table 6.0-1 describes the relationship between solutions and key issues.
Editor's note:	The table below will be updated with actual content when generating the TR with approved contributions. Page number is automatically updated to ease reference (ctrl-left click to reach the solution).
Table 6.0-1: Solution-Key issue matrix
	Solution
	Key issues

	Title
	(page)
	KI#1
	KI#2
	KI#3
	KI#4
	KI#5
	KI#6
	KI#7

	01: <solution title>
	10
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[bookmark: _Ref93394262][bookmark: _Toc97268160]6.1	Solution 01 (KI#x,KI#y): <descriptive solution title>
This solution corresponds to KI#x and KI#y.
[bookmark: _Toc97268161]7	Evaluation
Editor's note:	This clause will capture the evaluations related to the solutions per KI.

[bookmark: _Toc97268162]8	Conclusions
Editor's note:	This clause will capture the conclusions of the study.
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