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Foreword

This Technical Report has been produced by the 3rd Generation Partnership Project (3GPP).

The contents of the present document are subject to continuing work within the TSG and may change following formal TSG approval. Should the TSG modify the contents of the present document, it will be re-released by the TSG with an identifying change of release date and an increase in version number as follows:

Version x.y.z

where:

x
the first digit:

1
presented to TSG for information;

2
presented to TSG for approval;

3
or greater indicates TSG approved document under change control.

y
the second digit is incremented for all changes of substance, i.e. technical enhancements, corrections, updates, etc.

z
the third digit is incremented when editorial only changes have been incorporated in the document.

1
Scope

The present document  is a technical report which identifies the application enabling layer platform architecture, capabilities and services to efficiently support distribution, storage and delivery for the application content/data for vertical applications.

The study takes into consideration the existing stage 1 and stage 2 work within 3GPP related to data delivery and 3GPP system user plane aspects specified in 3GPP TS 22.261 [2], 3GPP TS 23.501 [6] and 3GPP TS 23.247 [4].

This document will provide recommendations for normative work.
2
References

The following documents contain provisions which, through reference in this text, constitute provisions of the present document.

-
References are either specific (identified by date of publication, edition number, version number, etc.) or non‑specific.

-
For a specific reference, subsequent revisions do not apply.

-
For a non-specific reference, the latest version applies. In the case of a reference to a 3GPP document (including a GSM document), a non-specific reference implicitly refers to the latest version of that document in the same Release as the present document.

[1]
3GPP TR 21.905: "Vocabulary for 3GPP Specifications".

[2]
3GPP TS 22.261: "Service requirements for the 5G system; Stage 1".

[3]
3GPP TS 23.222: "Functional architecture and information flows to support Common API Framework for 3GPP Northbound APIs; Stage 2".

[4]
3GPP TS 23.247: "Architectural enhancements for 5G multicast-broadcast services".

[5]
3GPP TS 23.434: "Service Enabler Architecture Layer for Verticals (SEAL); Functional architecture and information flows".

[6]
3GPP TS 23.501: "System architecture for the 5G System (5GS)".

[7]
3GPP TS 23.502: "Procedures for the 5G System; Stage 2".

[8]
3GPP TS 23.548: "5G System Enhancements for Edge Computing; Stage 2".

[9]
3GPP TS 23.554: "Application architecture for MSGin5G Service".

[10]
3GPP TS 23.558: "Architecture for enabling Edge Applications".

[11]
IEEE 802.1CB-2017: "IEEE Standard for Local and metropolitan area networks--Frame Replication and Elimination for Reliability".

3
Definitions, symbols and abbreviations
3.1
Definitions

For the purposes of the present document, the terms and definitions given in 3GPP TR 21.905 [1] and the following apply. A term defined in the present document takes precedence over the definition of the same term, if any, in 3GPP TR 21.905 [1].

example: text used to clarify abstract rules by applying them literally.

3.2
Symbols

For the purposes of the present document, the following symbols apply:

<symbol>
<Explanation>

3.3
Abbreviations

For the purposes of the present document, the abbreviations given in 3GPP TR 21.905 [1] and the following apply. 
An abbreviation defined in the present document takes precedence over the definition of the same abbreviation, if any, in 3GPP TR 21.905 [1].

SEAL
Service Enabler Architecture Layer

DD
Data Delivery
4
Key issues
4.1
Key issue #1: Support for E2E redundant transport
Industrial requirements for supporting redundant transports for URLLC are specified in clause 5.33.2.1 of 3GPP TS 23.501 [6] with dual connectivity based end to end redundant user paths. Rel-16 URLLC work in 5GS is limited to URSP solutions assuming that the UE's application layer or operating system supports duplication of the traffic and provides two distinct traffic descriptors for the two redundant traffic. How to initiate the establishment procedure and how to use the redundant user plane path are not defined yet (now they are up to the upper layer implementation). For example, the UE may use the implementation of FRER (Frame Replication and Elimination for Reliability), IEEE 802.1CB-2017 [11], in the UE's upper layer protocols (i.e. application layer or operating system layer), to establish two redundant PDU Sessions and manage the replication and elimination of redundant packets/frames. However, redundant implementation on upper layer protocols is not always available for application clients and application servers. In those cases where application client and application server support is not available for redundant implementation, the application enablement layer (with SEALDD client and SEALDD server) can support this functionality for the application. For the verticals/enterprises, it is a better choice to use the SEALDD service for the interaction with 5GC and management of the replication and elimination of redundant packets so as to remove the complication from the application. 
The following open issues can be studied to support E2E redundant transmission aspects as enabler capabilities:
1.
Whether and how to support the packet/data duplication and elimination between client (UE) and server (Network) at enabler layer for E2E redundant transport?
2.
Whether and how to support the interaction between the enabler service and 5GC to establish the E2E redundant transmission path?

NOTE:
Open issue 2 requires coordination with SA2.
4.2
Key issue #2: Support for Transport layer enhancement for UE's service continuity
3GPP TS 23.548 [8] and 3GPP TS 23.558 [10] specifies that, service continuity is required for EAS relocation and service continuity relies on application layer support of seamless context/status relocation between the EAS servers. Transport layer connection re-establishment also causes service interrupts. Thus EAS IP replacement is also discussed in 3GPP TS 23.548 [8], assuming that real-time transport layer relocation is supported between the source EAS and target EAS. However, the real-time context/status relocation and transport layer real-time relocation are not always supported for the verticals/enterprises. In those cases where network support is not available, the application enablement layer can support this functionality for the application. The data delivery enabler service in network can maintain the transport layer connection with corresponding client in the UE. EAS can use such data delivery enabler service for EAS relocation (including context transfer and lossless packet transfer). Such data delivery enabler can ensure the UE's service continuity including seamless data delivery and enhanced transport layer management.
For example, two basic scenarios can be considered involving the data delivery enabler:
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Figure 4.2-1: EAS relocation due to EAS load balancing
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Figure 4.2-2: EAS relocation due to UE location change
Figure 4.2-1 shows the EAS relocation due to EAS load balancing, in this scenario, UPF and SEALDD server are not changed. SEALDD server should support the seamless EAS relocation to ensure UE service continuity. SEALDD server may provide transport layer enhancement (i.e. transport layer packets processing to ensure the S-EAS and T-EAS can receive/send the packets properly without re-establishment of transport layer connection).

Figure 4.2-2 shows the EAS relocation due to UE location change, in this scenario, UPF and SEALDD server are changed. SEALDD server may provide transport layer enhancement (i.e. lossless packet transfer and transport layer status coordination during the whole relocation procedure).

The following aspects can be studied to support SEALDD enabled transport layer enhancement for UE continuity:
-
How to support EAS relocation scenarios involving SEALDD server (e.g. EAS relocation initiated by the AF/AS for load balancing or EAS relocation initiated by the 5GC because of UE location change).

-
How SEALDD enabler provides support for seamless relocation and lossless data delivery?

4.3
Key issue #3: Support for data transmission quality measurements

SEAL data delivery enabler can provide detailed end to end quality measurement reports since the application data is processed in SEAL data delivery enabler layer and transmitted between SEALDD clients and SEALDD servers.

NOTE 1:
It is assumed that SEALDD server should be co-located with application server or deployed close to the application server. 
SEAL data delivery enabler can employ data transmission quality measurement mechanisms (e.g. packet loss, network performance, connectivity status, media stream analytics) to analyse the end to end (UE to SEALDD server(s) supporting the Application Server) data transmission quality. SEAL data delivery enabler can also provide analytics as inputs to application layer e.g. for maintaining user experience. The following can be studied to support data transmission quality measurements aspects as enabler capabilities:

1.
How to support the data transmission quality measurements in SEALDD server/client?
2.
What APIs should SEALDD enabler provide to application clients/servers to support receiving transmission quality measurements?
3.
What APIs should SEALDD enabler provide to application clients/servers to support configuration of transmission quality measurements?

NOTE 2:
For media stream aspects, coordination with SA4 is required.

4.4
Key issue #4: SEALDD and MSGin5G

MSGin5G is specified in 3GPP TS 23.554 [9] to provide messaging communication capability in 5GS especially for Massive Internet of Things (MIoT). MSGin5G provides a data delivery method for application clients/servers in message format for industrial devices. And it can be implemented by PLMN/third party as one enablement service and exposes related API to application provider. As a data delivery enabler layer for general cases, SEAL data delivery enabler layer functions can also utilize MSGin5G to provide services for UEs in industrial environments.

Hence, it is required to study how to leverage MSGin5G service in SEALDD and integration possibility.

4.5
Key issue #5: SEALDD enabled Data Storage

Applications can employ data storage service to increase performance by reducing the need for data retrieval over the 3GPP network and backhaul network towards application server. In this case, data requested by the clients or application servers can be received from 3GPP network or specific application servers only once and then be stored in the data storage server. The subsequent requests for data can be sent to the data storage server and the data can be retrieved directly to save the processing time and transferring resources cost on interacting with 3GPP network or application server.
The data stored in the storage server can be content data. In this case, the data storage server acts as a cache server. Then the data storage server can provide cached application content once requested by other users in the same area. Meanwhile, for constrained devices, e.g. battery driven low-power IoT devices, while is sleeping, the data storage server could help to do some caching and then send it out after.

The data stored in the storage server can also be contexts, status reports or analytics collected from application server or 5GS. It will save processing resources and transferring resources of 5GC and application servers. Also, the data storage server can be an interchange server for consumers which do not have direct connections with the data providers (e.g. for application context transfer between EAS without connections).

The following aspects can be studied for this Key Issue:

-
What capability should the SEALDD server provide to support the data storage service?

-
What APIs should SEALDD enabler provide to enable the VAL server and VAL client to use the data storage service provided by SEALDD, such as the creation, refreshing, update, and deletion of the stored data?

-
What APIs should SEALDD enabler provide to VAL clients/servers to monitor the status of the cached data?
-
What management information or analytics should be provided to configure the storage service?

-
Whether and how to provide data storage service to support application data (e.g. application context) storage for VAL servers?
4.6
Key issue #6: SEALDD coordination with EEL

In SEALDD scenario, VAL application data traffic is converted to SEALDD traffic and the SEALDD traffic ends in SEALDD server. It means the packets sent from the UE uses the address of SEALDD server as the destination IP address. In EDGEAPP scenario, EEC gets the address of EAS via EAS discovery procedure from the EES, and the application data traffic sent from the Application Client on the UE has the address of EAS as the destination address. If the Application Client on the UE uses EEL to discover and select EAS, while the EAS uses SEALDD to help improve data delivery, then the coordination between SEALDD and EEL should be studied.
The following coordination aspects can be studied for this Key Issue:

-
Whether and how to enable the selection of a proper SEALDD server for an EAS.

4.7
Key issue #7: SEALDD server discovery and selection

SEALDD server is used to efficiently support distribution, storage and delivery of the application content/data for vertical applications. For a specific VAL server, which may be used for some specific service e.g. remote control, and have its own service area, mechanisms should be studied on how to discover and select the proper SEALDD server for the VAL server. 
A VAL server serving a VAL client on a UE can be changed (e.g. When UE moves out of the VAL server's service area or VAL server goes under maintenance). Usually a new VAL server is replaced as the serving VAL server. In this scenario, the SEALDD server may also be changed due to the change of VAL server. Hence, how to discover and select a new SEALDD server to support the change in VAL server should also be studied.

The following aspects can be studied for this Key Issue:

-
How to discover and select the proper SEALDD server for a specific VAL server.

-
How to discover and select a new SEALDD server due to the change in VAL server.

4.x
<key issue x>
Editor's Note:
Provide a suitable title for the key issue.

Editor's Note:
This subclause will describe the key issue.

5
Architectural requirements
5.1
General requirements
Editor's Note:
This subclause will describe general architectural requirements.

5.x
<application layer support aspect x> requirements
Editor's Note:
Provide a suitable title for the requirements.

5.x.1
Description

Editor's Note:
This subclause will describe the application layer support aspect.

5.x.2
Requirements

Editor's Note:
This subclause will describe the architectural requirements.

6
Solutions

6.1
Solution #1: Data delivery enabler service architecture
6.1.1
Solution description

6.1.1.1
Functional architecture description

This clause describes the architecture for enabling SEAL Data Delivery applications in the following representations:

-
A service-based representation as specified in 3GPP TS 23.434 [5], where the SEAL Data Delivery Enabler Layer functions (e.g. SEALDD server) enable other authorized Vertical Application Layer functions (e.g. VAL server) to access their services. 

-
A service-based representation as specified in 3GPP TS 23.501 [6], where the Network Functions (e.g. NEF) enable authorized SEAL Data Delivery Layer functions (e.g. SEALDD server) i.e. Application Functions, to access their services; 

-
A service-based representation, where the Core Network Northbound APIs as specified in 3GPP TS 23.501 [6] and 3GPP TS 23.502 [7], are utilized by authorized SEAL Data Delivery Enabler Layer functions via CAPIF core function specified in 3GPP TS 23.222 [3]; and
-
A reference point representation, where existing interactions between any two functions (e.g. SEALDD client and SEALDD server) is shown by an appropriate point-to-point reference point (e.g. SEALDD-UU). 

SEAL Data Delivery Enabler Layer functions shown in the service-based representation of the SEAL Data Delivery architecture shall only use service-based interfaces for their interactions.

Figure 6.1.1-1 illustrates the service based representation of SEAL Data Delivery function in the overall SEAL service-based representation which is specified in clause 15 of 3GPP TS 23.434 [5].
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Figure 6.1.1-1 SEALDD representation in SEAL generic functional model representation using service-based interfaces
The SEALDD function exhibits service-based interfaces which are used for providing and consuming SEALDD services. The service-based interface for SEALDD function is representation as Sdd.

NOTE:
Not all entities represented in this diagram will interact with the Sdd interface.

Figure 6.1.1-2 illustrates the service-based representation for utilization of the 5GS network services based on the 5GS SBA specified in 3GPP TS 23.501 [6].
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Figure 6.1.1-2: Utilization of 5GS network services based on the 5GS SBA – service based representation

The SEALDD server acts as AF for consuming network services from the 3GPP 5G Core Network entities over the Service Based Architecture specified in 3GPP TS 23.501 [6]. 

Figure 6.1.1-3 illustrates the service-based representation for utilization of the Core Network (5GC, EPC) northbound APIs via CAPIF.


[image: image7.emf] 


Figure 6.1.1-3: Utilization of Core Network Northbound APIs via CAPIF – service based representation

The SEALDD server acts as authorized API invoker to consume services from the Core Network (5GC, EPC) northbound API entities like SCEF, NEF, SCEF+NEF which act as API Exposing Function as specified in 3GPP TS 23.222 [3]. 

The mechanism for northbound APIs discovery using the service-based interfaces depicted in figure 6.1.1-3 is as specified in 3GPP TS 23.222 [3].
Figure 6.1.1-4 illustrates the architecture for SEAL Data Delivery enabler service.
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Figure 6.1.1-4 Architecture for SEAL Data Delivery Service
VAL client sends application data traffic to SEALDD client for SEALDD service over SEALDD-C. After data plane packet processing by SEALDD client, the application data traffic is converted to SEALDD data traffic and transferred to SEALDD server over SEALDD-UU. The SEALDD server restores the application data traffic and sends it to VAL server over SEALDD-S.

The SEAL Data Delivery client interacts with the SEAL data delivery server to establish application layer data transport path. 
Through this path, the SEALDD server and client provides data transport service capabilities such as data plane packet processing (e.g. packet duplication, elimination or transport coordination), data forwarding, data caching, background data transfer, etc. to support the VAL server and client.

6.1.1.2
Functional entities description
6.1.1.2.1
SEAL Data Delivery client

The SEAL data delivery client functional entity acts as the application client for the data delivery enablement. The SEALDD client supports the following capabilities:

Editor's note:
Detailed functionalities supported by SEALDD client is FFS.
6.1.1.2.2
SEAL Data Delivery server
The SEAL data delivery server functional entity acts as the application server for the data delivery enablement. The SEALDD server supports the following capabilities:

Editor's note:
Detailed functionalities supported by SEALDD server is FFS.

6.1.1.3
Reference points description
6.1.1.3.1
SEALDD reference points
6.1.1.3.1.1
SEALDD-UU
Reference point between SEALDD client and SEALDD server used to transfer data content and exchange information for SEALDD service provisioning, control, reporting etc.
6.1.1.3.1.2
SEALDD-C
Reference point between SEALDD client and VAL client to enable northbound client side API exposed by SEALDD client to VAL client for data delivery and SEALDD service provisioning, control, reporting etc.
6.1.1.3.1.3
SEALDD-S
Reference point between SEALDD server and VAL server to enable northbound server side API exposed by SEALDD server to VAL server for data delivery and SEALDD service provisioning, control, reporting etc.
6.1.1.3.1.4
SEALDD-E

Reference point enables interactions between two SEALDD servers to transfer data content and exchange information for SEALDD service provisioning, control, reporting etc.
6.1.1.3.2
3GPP system reference points used by SEALDD

The SEALDD server, acting as AF, may communicate with the 5G Core Network functions via NEF (N33) reference point (for interactions with PCF, NSACF, etc.), or interacting with PCF directly via N5, if permitted.
The N6 reference point is used by SEALDD service as the user plane path for data transmission.
6.1.2
Solution evaluation

Editor's Note:
This subclause will evaluate the solution.

6.2
Solution #2: E2E redundant transmission path establishment

6.2.1
Architecture enhancements

In this solution, as shown in Figure 6.2.1-1, SEALDD client and SEALDD server transfer SEALDD traffic via two redundant PDU sessions as specified in clause 5.33.2.1 of 3GPP TS 23.501 [6]. 

 SHAPE  \* MERGEFORMAT 



Figure 6.2.1-1: E2E redundant transmission architecture
In this solution, Figure 6.2.1-2 shows the data traffic flow of E2E redundant transmission. For uplink data delivery, VAL client sends application traffic to SEALDD client, the SEALDD client duplicates the application packets and maps them into two SEALDD traffic. Then the two SEALDD traffic are transferred to SEALDD server via the two redundant PDU sessions shown in figure 6.2.1-1. The SEALDD server eliminates the redundant packets and recovers the application traffic. The recovered application traffic is transferred to VAL server by the SEALDD server. For downlink data delivery, VAL server sends application traffic to SEALDD server, the SEALDD server duplicates the application packets and maps them into two SEALDD traffic. The two SEALDD traffic are transferred to UE via the two redundant PDU sessions. The SEALDD client eliminates the redundant SEALDD packets and recovers the application traffic, then sends the application traffic to the VAL client. 
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Figure 6.2.1-2: E2E redundant transmission traffic flow
6.2.2
Solution description
6.2.2.1
General

The following solution corresponds to the key issue #1 on Support for E2E redundant transport in clause 4.1. 

In this solution, SA2 mechanisms to establish redundant PDU Sessions are utilized to help establish the E2E redundant transport path. It is assumed that the 5GS deployment supports establishing the redundant PDU Sessions.

6.2.2.2
Procedure
Pre-conditions:

1.
The VAL server can discover and select the SEALDD server by CAPIF functions.
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Figure 6.2.2.2-1: E2E redundant transmission path establishment
1.
The VAL server decides to use SEALDD service to help ensuring data transmission quality for specific users or specific traffic and send a SEALDD service request to the SEALDD server discovered by CAPIF. The request may include e.g. UE ID/address, Application traffic profile, QoS requirements.
2.
Upon receiving the request, the SEALDD server decides to establish redundant transmission path according to the QoS requirements and the network status exposed by 5GS. The SEALDD server allocates two different addresses or ports for the two redundant transmission paths and sends an AF request to 5GS to create or update URSP rules as described in clause 4.15.6.10 of 3GPP TS 23.502 [7] for the UE(s) going to use the redundant transmission service. The AF request includes Identifiers of the UE(s) and application traffic descriptor containing the addresses or ports allocated by SEALDD server.

3.
If the processing of the request was successful, the SEALDD server responds with a SEALDD service response and indicates the VAL server that redundant transmission service should be activated. 

4.
If the redundant transmission requirement is not preconfigured or notified to the VAL client, the VAL server may notify the VAL client(s) which are going to use the redundant transmission service through application layer message.

5.
The VAL client sends a SEALDD service request to SEALDD client with the identifiers of the application traffic (e.g. the URI/address of the VAL server) and requests to use E2E redundant transmission for the application traffic.

6.
The SEALDD client responds with a SEALDD service response.

7.
The SEALDD client discover and select the proper SEALDD server for the VAL application.

NOTE 1:
How to discover and select the proper SEALDD server is discussed in other KIs.

8.
The SEALDD client sends path establishment request to SEALDD server. The request includes the identifiers of the application traffic for SEALDD server to identify the specific application traffic. 

9.
Upon receiving the request, the SEALDD server sends the addresses or ports for the redundant transmission pathes allocated in step 2 to SEALDD client. The SEALDD client and SEALDD server store the mapping between the application traffic and SEALDD traffic.

10.
The UE establishes two redundant PDU Sessions via 5GS as specified in clause 5.33.2.1 of 3GPP TS 23.501 [6]. 

NOTE 2:
After the establishment of the two redundant PDU sessions, the SEALDD client may communicate with SEALDD server through the redundant PDU sessions to let the SEALDD server know the UE's address(es) of the redundant PDU session to fulfil the traffic mapping.

Upon receiving application traffic from VAL client, the SEALDD client duplicates the application packets and maps them into two SEALDD traffic with destination addresses or ports as received from SEALDD server in step 8. The two SEALDD traffic is sent through two redundant PDU sessions to the SEALDD server. The SEALDD server maps the two SEALDD traffic to the same application traffic. After packet elimination and reordering the SEALDD server sends the recovered application traffic to VAL server. The downlink application traffic sends from VAL server to VAL client is processed similarly.
6.2.3
Solution evaluation
Editor's note:
Solution evaluation is FFS.

6.x
Solution #x: <title>
Editor's Note:
Provide a suitable title for the solution.

6.x.1
Solution description

Editor's Note:
This subclause will describe the solution.

6.x.2
Solution evaluation

Editor's Note:
This subclause will evaluate the solution.

7
Overall evaluation

Editor's Note:
This clause will provide evaluation of different solutions.

8
Conclusions

Editor's Note:
This clause is intended to list conclusions that have been agreed during the course of the study item activities.

Annex A:
Change history

	Change history

	Date
	Meeting
	TDoc
	CR
	Rev
	Cat
	Subject/Comment
	New version

	2021-10
	SA6#45-bis-e
	
	
	
	
	TR skeleton as approved by SA6 in S6-212343
	0.0.0

	2021-10
	SA6#45-bis-e
	
	
	
	
	Implementation of the following pCRs approved by SA6:

S6-212344, S6-212432, S6-212433, S6-212487
	0.1.0

	2021-11
	SA6#46-e
	
	
	
	
	Implementation of the following pCRs approved by SA6:

S6-212790, S6-212791, S6-212792
	0.2.0

	2022-02
	SA6#47-e
	
	
	
	
	Implementation of the following pCRs approved by SA6:

S6-220407, S6-220409, S6-220472, S6-220473
	0.3.0


DN/EDN





SEALDD server





Application server





UE





SEALDD client





Application client








[image: image1.png]~

5G



Npcf

SEALDD server (AF)

PCF

Nnef

SCEF+NEF/NEF




VAL UE

VAL client(s)

VAL server(s)

SEALDD client(s)

SEALDD server(s)

3GPP network system

SEAL

VAL

SEALDD-S

SEALDD-UU

SEALDD-C

VAL-UU

N33/N5

SEALDD-E

N6




VAL UE

VAL client(s)

VAL server(s)

SEALDD client(s)

SEALDD server(s)

Application Data Traffic

Application Data Traffic

SEALDD Data Traffic via

PDU Session A

SEALDD Data Traffic via

PDU Session B




SEALDD <-> VAL server

App traffic

SEALDD client

5GS

SEALDD server

2. AF influence URSP

1. SEALDD service request

8. SEALDD redundant transmission request

VAL client

VAL server

9.SEALDD redundant transmission response

10. Redundant PDU Sessions establishment

6.  SEALDD service response

5.  SEALDD service request

7.SEALDD server determination

3.  SEALDD service response

4.SEALDD redundant transmission notify

UE <-> SEALDD server traffic 2

UE <-> SEALDD server traffic 1

App traffic




Cccf

SEALDD server

CCF

Caef/T8

SCEF

Caef/Nnef

SCEF+NEF/NEF




_1701104488.vsd
�

Location management function


VAL function


Sval


Group management function


Slm


Sgm


Configuration management function


Scm


Identity management function


Sim


Key management function


Skm


Network resource management function


Snrm



