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Foreword
This Technical Report has been produced by the 3rd Generation Partnership Project (3GPP).
The contents of the present document are subject to continuing work within the TSG and may change following formal TSG approval. Should the TSG modify the contents of the present document, it will be re-released by the TSG with an identifying change of release date and an increase in version number as follows:
Version x.y.z
where:
x	the first digit:
1	presented to TSG for information;
2	presented to TSG for approval;
3	or greater indicates TSG approved document under change control.
y	the second digit is incremented for all changes of substance, i.e. technical enhancements, corrections, updates, etc.
z	the third digit is incremented when editorial only changes have been incorporated in the document.
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[bookmark: _Toc15541][bookmark: _Toc15638769][bookmark: _Toc7325][bookmark: _Toc4220][bookmark: _Toc11593][bookmark: _Toc38408265]
1	Scope
The present document studies solutions to satisfy the requirements for MSGin5G  Service (message service for MIoT over 5G System). This TR will study the application architecture needed to support MSGin5G  service over 5G system, based on the stage 1 requirements specified in 3GPP TS 22.262 [2]. 
[bookmark: _Toc19114][bookmark: _Toc12662][bookmark: _Toc23071][bookmark: _Toc5898][bookmark: _Toc15638770][bookmark: _Toc38408266]2	References
The following documents contain provisions which, through reference in this text, constitute provisions of the present document.
[bookmark: OLE_LINK3][bookmark: OLE_LINK2][bookmark: OLE_LINK4][bookmark: OLE_LINK1]-	References are either specific (identified by date of publication, edition number, version number, etc.) or non‑specific.
-	For a specific reference, subsequent revisions do not apply.
-	For a non-specific reference, the latest version applies. In the case of a reference to a 3GPP document (including a GSM document), a non-specific reference implicitly refers to the latest version of that document in the same Release as the present document.
[1]	3GPP TR 21.905: "Vocabulary for 3GPP Specifications".
[2]	3GPP TS 22.262:	"Message Service within the 5G System "
[3]	3GPP TS 23.682: "Architecture enhancements to facilitate communications with packet data networks and applications"
[4]	GSMA PRD RCC.07: "RCC.07 Rich Communication Suite 9.0 Advanced Communications Services and Client Specification v10.0"
[5]	OMA OMA-ERELD-LightweightM2M-V1_1-20180612-C: "Enabler Release Definition for LightweightM2M" 
[6]	3GPP TS 23.041: "Technical realization of Cell Broadcast Service (CBS)"
[7]	3GPP TS 23.038: "Alphabets and language-specific information"
[8]	3GPP TS 38.331: "NR; Radio Resource Control (RRC); protocol specification"
[9]	3GPP TS 23.434:	"Service Enabler Architecture Layer for Verticals"
[10]	3GPP TS 23.502:	"Procedures for the 5G System"
[11]	3GPP TS 23.040: "Technical realization of the Short Message Service (SMS)"
[12]	ATIS-0700008.v002: "Cell Broadcast Entity (CBE)-to-Cell Broadcast Center (CBC) Interface Specification"
[13]	3GPP TS 23.222: "Functional architecture and information flows to support Common API Framework for 3GPP Northbound APIs; Stage 2"
[14]	3GPP TS 23.501: "System Architecture for the 5G System (5GS); Stage 2"



[bookmark: _Toc21829][bookmark: _Toc15638771][bookmark: _Toc270][bookmark: _Toc23330][bookmark: _Toc5979][bookmark: _Toc38408267]3	Definitions, symbols and abbreviations
[bookmark: _Toc16333][bookmark: _Toc18514][bookmark: _Toc15638772][bookmark: _Toc24410][bookmark: _Toc11314][bookmark: _Toc38408268]3.1	Definitions
[bookmark: OLE_LINK6][bookmark: OLE_LINK8][bookmark: OLE_LINK7]For the purposes of the present document, the terms and definitions given in 3GPP TR 21.905 [1] and the following apply. A term defined in the present document takes precedence over the definition of the same term, if any, in 3GPP TR 21.905 [1].
Controller UE: usually a smart device or an application in the terminal that can send control message instructions to machine equipment. A controller terminal can control multiple controlled terminals.
Controlled UE: an IoT equipment which can access the network through a variety of technologies and network slicing. A controlled terminal can be controlled by a number of controller terminals.
For the purpose of the present document, the following terms given in 3GPP TS 22.262 [2] apply:
MSGin5G Server
MSGin5G Gateway
Editor's note:	non-3GPP message definition is FFS.
[bookmark: _Toc15638773][bookmark: _Toc525309838][bookmark: _Toc26489][bookmark: _Toc27582][bookmark: _Toc26024][bookmark: _Toc31406][bookmark: _Toc38408269]3.2	Symbols
For the purposes of the present document, the following symbols apply:
<symbol>	<Explanation>

[bookmark: _Toc20583][bookmark: _Toc13408][bookmark: _Toc17805][bookmark: _Toc15869][bookmark: _Toc15638774][bookmark: _Toc38408270]3.3	Abbreviations
For the purposes of the present document, the abbreviations given in 3GPP TR 21.905 [1] and the following apply. An abbreviation defined in the present document takes precedence over the definition of the same abbreviation, if any, in 3GPP TR 21.905 [1].

[bookmark: _Toc59][bookmark: _Toc30075][bookmark: _Toc15638775][bookmark: _Toc7341][bookmark: _Toc14629][bookmark: _Toc38408271]4	Scenarios
[Editor'’s Note: scenarios and service level requirements from Stage 1]

[bookmark: _Toc217730588][bookmark: _Toc15638776][bookmark: _Toc12628][bookmark: _Toc28882][bookmark: _Toc1554][bookmark: _Toc30939][bookmark: _Toc38408272]4.1	General
Four message communication models are specified in 3GPP TS 22.262 [2], including:
a) point-to-point message
b) application-to-point message 
c) group message
d) broadcast message
In this document, three logical UE types will be used to describe the scenarios of each message communication model from technical point of view, The UE types are classified depending on the type of underlying transport services supported, as follows:
· 5GMSGS UE type - originating/terminating only 5GMSGS transport.
· Legacy 3GPP UE type - originating/terminating only legacy 3GPP transports, e.g. SMS, NIDD, broadcast, etc.
· Non-3GPP UE type - originating/terminating only non-3GPP transports.
· NOTE:	Support for the 5GMSGS transport protocol is not equivalent with support for MSGin5G Application Services. All UE types described in this clause support MSGin5G Application Services
For each of these types, support of the corresponding messaging transports is exclusive, i.e. 5GMSGS UE type supports only 5GMSGS transport and does not support legacy 3GPP transports or non-3GPP transports. The correspondence between UE types A/B/C/D described in 3GPP TS 22.262 [2] and the UE types described in this Technical Report:
· The 5GMSGS type corresponds to both types A and B.  
· The Legacy 3GPP type is derived from type C and supports NIDD, broadcast, etc. in addition to SMS.  Legacy 3GPP UE type may also originate MSGin5G Application Service messaging. 
· The Non-3GPP type is derived from type D.
This Technical Report will focus on the common key issues of MSGin5G Service. The requirements specified in 3GPP TS 22.262 [2] and assumptions based on 3GPP TS 22.262 [2] apply to the scenarios:。
1)	The following applies to the point-to-point message scenario: 
-	Typical use case of point-to-point message is remote control of intelligent terminals (see 3GPP TS 22.262 [2])
-	[R-5.2.2-001] The MSGin5G Service shall support Mobile Originated Mobile Terminated (MOMT) messaging, i.e. messages are originated and terminated at UEs. 
-	[R-5.2.2-002] The MSGin5G Service shall support addressing the UE by IMSI/MSISDN or IMEI. 
The following assumptions can be made based on 3GPP TS 22.262 [2]: 
-	Most UEs in this scenario do not have the limitation of power, and are online most time.
2) The following applies to the application-to-point message scenario: 
-	Typical use cases of application-to-point message are monitoring data reporting and remote control.  (see 3GPP TS 22.262 [2])
-	[R-5.3.2-001] The MSGin5G Service shall support Mobile Originated Application Terminated (MOAT) messaging, i.e. messages are originated at a UE and terminated at an application server in the network.
-	[R-5.3.2-002] The MSGin5G Service shall support Application Originated Mobile Terminated (AOMT) messaging, i.e. messages are originated at an application server in the network and terminated at a UE.
-	[R-5.3.2-003] The MSGin5G Service shall support Application Originated Mobile Terminated messaging service with max latency of 10 seconds while maintaining battery life of at least 3 months for small data traffic once every hour and typical sized IOT battery [200-500mAh]. 
-	[R-5.1.2-006]	The MSGin5G Service shall support a server in the network triggering the UE to perform an action (e.g. wake up and establish a PDN connection). 
Based on requirements [R-5.3.2-003] and [R-5.1.2-006] listed above, the following assumptions can be made:
-	UE Power Saving Mode specified in 3GPP TS 23.682 [3] is needed to be considered.
-	Requirement [R-5.2.2-002] listed above will also apply.
3) The following applies to the group message scenario:
-	Typical use case of group message is smart home.  (see 3GPP TS 22.262 [2]).
-	[R-5.4.2-001] The MSGin5G Service shall support group message communication, i.e. a UE sends a message to a group of UEs. All the members in a group can send messages. The UEs in a group can be located in different geographical areas. 
The following assumptions can be made based on 3GPP TS 22.262 [2]:
-	All kinds of UE (e.g. application server, devices with or without power and computation limitation, devices always online or usually without IP connection) may use group message. Only a limited number of UEs in the group have the ability of group management.
-	Requirement [R-5.2.2-002] listed above will also apply to both originating UE and terminating UE.
4) The following applies to the broadcast message scenario: 
-	[R-5.5.2-002] The MSGin5G Service shall support an authorized application server or UE to send a broadcast message to all the UEs within a specific area which is configured according to application policy.
-	The assumptions of UE type in the group message scenario will also apply.
-	Requirement [R-5.2.2-002] listed above applies to the originating UE.
[bookmark: _Toc15638777][bookmark: _Toc1417][bookmark: _Toc3646][bookmark: _Toc25813][bookmark: _Toc7946][bookmark: _Toc38408273]4.2	Scenario 1: Point-to-point message
[bookmark: _Toc11422][bookmark: _Toc25242][bookmark: _Toc15638778][bookmark: _Toc11282][bookmark: _Toc5318][bookmark: _Toc38408274]4.2.1	Scenario 1.1: Message between MSGin5G devices
This scenario describes the case where Controller UE AUE1 (e.g. a mobile handset terminal A 1 or an application client APP 1 in a mobile handset Terminal A1) communicates with Controlled UE BUE2 (e.g. wearable devices Terminal BTerminal 2 like smart watch) or Controlled UE C. Both UE AUE1 and UE BUE2 are 5GMSGS type and connected to a same 5G system, use MSGin5G  service and served by same MSGin5G application layer. UE C is connected to the 5G system that supports SMS but does not support the MSGin5G Service. APP2 in the terminal Aterminal 1 may also MSGin5G capable, but not used in this communication. 
NOTE:	MSGin5G application layer may consist of numerous functions, e.g. MSGin5G Server. The application architecture to support the scenarios will be studied.
NOTE2: The UE1, UE2, etc in this Clause mean the party 1 and party 2 in a messaging procedure. It is not related t to a specific UE type.

The message will be routed via the 5G system from UE AUE1 to UE BUE2 or UE C, or vice versa. The message may also be first routed to the MSGin5G application layer and then forwarded to the other party. The scenario is illustrated in figure 4.2.1-1.



Figure 4.2.1-1: Message between MSGin5G 5GMSGS devicesclients
Editor's Note: The Figure 4.2.1-1 merges the changes from S6-200614 and S6-200585. The UE C needs to be updated according to S6-200614.
The scenario consists of the following aspects:
-	If message is originated by authorized UE AUE1, the MSGin5G service identifies the identity of UE BUE2 or UE C and forwards the MSGin5G message5GMSGS message to UE BUE2 or UE C. UE BUE2 or MSGin5G service may send the delivery status to UE AUE1.
-	If message is originated by authorized UE BUE2, the MSGin5G service identifies the identity of UE AUE1 (e.g. a specific APP1in terminal Aterminal 1) and forwards the MSGin5G message5GMSGS message to UE AUE1. UE AUE1 or MSGin5G service may send the delivery status to UE BUE2 or UE C.
[bookmark: _Toc25938][bookmark: _Toc2505][bookmark: _Toc15638779][bookmark: _Toc23391][bookmark: _Toc694][bookmark: _Toc38408275]4.2.2	Scenario 1.2: Message between non-3GPP Controller UE and MSGin5G Controlled UE
This scenario describes the case where Controller UE D 1 (e.g. a mobile handset Terminal D1, or an application client APP 1 in a mobile handset Terminal D1) communicates with Controlled UE2 B  (e.g. wearable device Terminal BTerminal 2 like a smart watch) by using non-3GPP message service (e.g. RCS message service specified in GSMA PRD RCC.07 [4]), and UE BUE2 uses MSGin5G service and 5GMSGS transport capable..
UE D 1 is connected to a non-3GPP message server and then connected to MSGin5G application layer via MSGin5G gateway. UE BUE2 connected the 5G system directly and served by MSGin5G application layer. The scenario is illustrated in figure 4.2.2-1.
NOTE:	The MSGin5G gateway facilitates the translation between the MSGin5G Service and non-3GPP message service. The application functional aspect and procedure in MSGin5G gateway will be studied.



Figure 4.2.2-1: Message between non-3GPP Controller UE and MSGin5G Controlled UE
The scenario consists of the following aspects:
-	UE D 1 is authorized by the MSGin5G service via MSGin5G Gateway. 
-	The MSGin5G gateway records the mapping between the identity in MSGin5G service and the identity in non-3GPP message service for both UE D 1 and UE BUE2.
-	If message is originated by authorized UE D1, non-3GPP message server forwards the message to MSGin5G gateway. MSGin5G service identifies the UE BUE2 and forward the MSGin5G 5GMSGS message to UE BUE2. UE BUE2 or MSGin5G  service may send the delivery status to UE D1.
For the case where Controller Controlled UE A 2 (e.g. wearable device Terminal 2 like smart watch)(e.g. a mobile handset Terminal A, or an application client APP 1 in a mobile handset Terminal A)  communicates with Controlled Controller UE D  1 (e.g. wearable device Terminal D like smart watch)(e.g. a mobile handset Terminal 1, or an application client APP 1 in a mobile handset Terminal 1) that uses non-3GPP message (e.g. RCS message service specified in GSMA PRD RCC.07 [4])  that uses non-3GPP message (e.g. RCS message service specified in GSMA PRD RCC.07 [4]).
-	If message is originated by authorized UE A2, the MSGin5G service forwards the message to UE D1 (mobile handset terminal  1 or a specific application in terminal D1) in the MSGin5G service, and the MSGin5G gateway forward the message to UE D1. UE D 1 or MSGin5G service may send the delivery status to UE A2.
[bookmark: _Toc8621][bookmark: _Toc15638780][bookmark: _Toc12301][bookmark: _Toc26058][bookmark: _Toc15080][bookmark: _Toc38408276]4.2.3	Scenario 1.3: Message between MSGin5G Controller UE and non-3GPP Controlled UE
This scenario describes the case where Controller UE AUE1 (e.g. a mobile handset Terminal ATerminal 1 , or an application client APP 1 in a mobile handset Terminal ATerminal 1) communicates with Controlled UE D  B  (e.g. wearable devices Terminal BTerminal 2 like smart watch) by using MSGin5G service, and UE D 2 uses non-3GPP message service (e.g. OMA LWM2M specified in OMA OMA-ERELD-LightweightM2M [5]). 
UE AUE1 connected to 5G system and served by MSGin5G application layer. UE D2 served by non-3GPP message server. The MSGin5G 5GMSGS message and non-3GPP message will be transferred to each other by the MSGin5G gateway. The scenario is illustrated in figure 4.2.3-1.



Figure 4.2.3-1: Message between MSGin5G Controller UE and non-3GPP Controlled UE 
The scenario consists of the following aspects:
-	UE D UE2 is authorized by the MSGin5G service via MSGin5G Gateway.
-	The MSGin5G gateway records the mapping between the identity in MSGin5G service and the identity in non-3GPP message service for both UE AUE1 and UE D2.
-	If message is originated by authorized UE AUE1, the MSGin5G service forwards the message to UE D 2 in the MSGin5G service, and the MSGin5G gateway forwards the message to UE D2. UE D2 or MSGin5G service may send the delivery status to UE AUE1.
For the case where Controller Controlled UE D 2 (e.g. wearable device Terminal 2 like smart watch)(e.g. a mobile handset Terminal D, or an application client APP 1 in a mobile handset Terminal D) that uses non-3GPP message communicates with Controlled Controller UE B1 (e.g. wearable device Terminal B like smart watch) (e.g. a mobile handset Terminal 1, or an application client APP 1 in a mobile handset Terminal 1).
-	If message is originated by authorized UE UE2D, the MSGin5G service forwards the 5GMSGS message to the non-3GPP message server forwards the message to MSGin5G gateway. MSGin5G service identifies the identity of UE B 1and forward the non-3GPP messageMSGin5G message to UE B1. UE B1 or MSGin5G service may send the delivery status to UE D2.
NOTE:	The scenario is out of scope if if both UE AUE1, UE B and UE UE2D use non-3GPP message.
[bookmark: _Toc15638781][bookmark: _Toc8281][bookmark: _Toc23299][bookmark: _Toc18388][bookmark: _Toc14963][bookmark: _Toc38408277]4.3	Scenario 2: Application-to-point message
[bookmark: _Toc563][bookmark: _Toc38408278]4.3.1	Application-to-point scenarios overview
In the application-to-point scenarios MSGin5G messages originate from an application, which may reside on Controller UEs A, UE C, or UE D. Controller UEs can be 5GMSGS UE type, Non-3GPP UE type or a combination of them. In all cases the message is sent to the MSGin5G application layer and terminates at the Application Server. All UEs send messages to the application layer via the 5G access network and the Application Server is connected to the MSGin5G application layer in the core network directly or through the NEF.
The Application Server processes the received messages and this could result, depending on the service requirements, in a message that is send sent by the Application Server and which terminates at a Controlled UE. Controlled UEs can be 5GMSGS UE type, Legacy 3GPP UE type, Non-3GPP UE type or a combination of them. UE B, UE C or UE D.
An example of such a service is where electric scooters send their status (e.g. location and battery level) at a regular interval to the server (APP1) and when such a scooter is rented by an individual (APP2) the server sends a message to that scooter to unlock it.
[bookmark: _Toc6106][bookmark: _Toc38408279]4.3.2	Scenario 2.1: Message from controller UE to Application Server
This scenario describes the case where a Controller UE (e.g. a mobile handset terminal or an application client APP 1 in a mobile handset terminal) communicates with the Application Server. 5GMSGS UEUE A, UE C or Non-3GPP UEUE D is connected to the 5G system, UE A uses the MSGin5G service and is served by the MSGin5G application layer. UE D uses  non-3GPP message service and is connected to MSGin5G application layer via MSGin5G gateway. 
5GMSGS UEUE A is connected to the 5G access network and sends messages via the MSGin5G5GMSGS transportservice to the MSGin5G application layer.
Legacy 3GPP UEUE C is connected to the 5G access network and sends messages via legacy 3GPP transports, e.g. SMS, NIDD,SMS to the MSGin5G application layer.
Non-3GPP UEUE D sends its non-3GPP messages via the MSGin5G Gateway to the MSGin5G application layer.
NOTE:	MSGin5G application layer may consist of numerous functions, e.g. MSGin5G Server. The application architecture to support the scenarios will be studied.
The message will be routed via the 5G system from the UE to the Application Server. The scenario is illustrated in figure 4.3.2-1.


 
Figure 4.3.2-1: Message from controller UE to Application Server
The scenario consists of the following aspects:
-	If a message is originated by authorized 5GMSGS UE or Non-3GPP UEUE A, UE C or UE D, the MSGin5G service identifies the identity of the Application Server and forwards the MSGin5G message5GMSGS message to this Application Server. The Application Server may send the delivery status to the originating UE via the MSGin5G service.
[bookmark: _Toc27379][bookmark: _Toc38408280]4.3.3	Scenario 2.2: Message from Application Server to MSGin5G  Controlled UE
This scenario describes the case where Application Server communicates with Controlled UE B, or UE C or UE Ds using the MSGin5G service. The controlled UEs can be 5GMSGS UE type, Legacy 3GPP UE type, Non-3GPP UE type or a combination of them.
The Application Server is connected directly to the MSGin5G application layer or via the NEF.
5GMSGS UEUE B is connected to the 5G access network and receives messages via the MSGin5G service.
Legacy 3GPP UEUE C is connected to the 5G access network and receives messages via legacy 3GPP transports, e.g. SMS, NIDD, broadcastSMS.
Non-3GPP UEUE D receives its non-3GPP messages via the MSGin5G Gateway.
The scenario is illustrated in figure 4.3.3-1.
NOTE:	The MSGin5G gateway facilitates the translation between the MSGin5G Service and non-3GPP message service. The application functional aspect and procedure in MSGin5G gateway will be studied.


 
Figure 4.3.3-1: Message from Application Server to MSGin5G Controlled UEsMessage between non-3GPP Controller UE and MSGin5G Controlled UE
The scenario consists of the following aspects:
-	The Application Server is authorized to use the MSGin5G application layer.
-	If a message is originated by an authorized Application Server and should terminate at 5GMSGS UEUE B or Legacy 3GPP UEUE C, then MSGin5G application layer delivers the message to the UE. The UE may send the delivery status to the Application Server.
-	The MSGin5G Gateway records the mapping between the identity in MSGin5G service and the identity in non-3GPP message service for Non-3GPP UEUE D.
-	If a message is originated by an authorized Application Server and should terminate at Non-3GPP UEUE D then the MSGin5G service identifies the Non-3GPP UEUE D and forwards the MSGin5G message5GMSGS message to MSGin5G Gateway. The MSGin5G Gateway converts the message format and delivers the message to Non-3GPP UEUE D. Non-3GPP UEUE D or the MSGin5G Gateway may send the delivery status to the Application Server.
[bookmark: _Toc29822][bookmark: _Toc30959][bookmark: _Toc9323][bookmark: _Toc15638782][bookmark: _Toc2406][bookmark: _Toc38408281]4.4	Scenario 3: Group message
[bookmark: _Toc32646][bookmark: _Toc15902][bookmark: _Toc21225][bookmark: _Toc12555][bookmark: _Toc38408282]4.4.1	Scenario 3.1: Group message between MSGin5G 5GMSGS devicesUEs
This scenario describes the case where MSGin5G 5GMSGS UE AUE1 (e.g. a mobile handset terminal Aterminal 1 or an application client APP 1 in a mobile handset Terminal ATerminal 1) communicates with a group of MSGin5G UEUEs (MSGin5G UEs or legacy 3GPP UEs or non-3GPP UE). All UEs are connected to the 5G system, use MSGin5G service and served by same MSGin5G server. All UEs may be in different geographical area. 
NOTE:	MSGin5G server may consist of numerous functions, e.g. MSGin5G Server,group function. The application architecture to support the scenarios will be studied.
The message will be first routed to the MSGin5G server and then forwarded to all other parties. The scenario is illustrated in figure 4.4.1-1.



Figure 4.4.1-1: Group message between MSGin5G devices
Editor's Note: The Figure 4.4.1-1 merges the changes from S6-200614 and S6-200521. The UEs name need to be updated according to S6-200614.
The scenario consists of the following aspects:
-	all MSGin5G UEs in group can communicate with each other, which means the message sent by a MSGin5G UE5GMSGS UE will be received by all the other MSGin5G UE UEs in the group, either directly from MSGin5G server (if MSGin5G UEs) or via MSGin5G gateway (if non-3GPP UEs).
NOTE:	Group message between UE C and UE D is also supported when the group is hosted on 5G MSG Server..
[bookmark: _Toc7468][bookmark: _Toc21688][bookmark: _Toc7102][bookmark: _Toc32592][bookmark: _Toc38408283]4.4.2	Scenario 3.2: Group message between non-3GPP devices UEs and MSGin5G 5GMSGS devicesUEs
This scenario describes the case where non-3GPP UE D1  (e.g. a mobile handset Terminal, or an application client APP 1 in a mobile handset Terminal ATerminal 1) communicates with a group of UEs by using non-3GPP message (e.g. RCS message service specified in GSMA PRD RCC.07 [4]), and some of UEs in this group use MSGin5G service. All UEs in the group may be in different geographical area.
UE D1 connect to a non-3GPP message server and then connected to MSGin5G server via MSGin5G gateway. All MSGin5G UE5GMSGS UEs connected the 5G system directly and served by MSGin5G server. The scenario is illustrated in figure 4.4.2-1.
NOTE:	The MSGin5G gateway facilitates the translation between the MSGin5G Service and non-3GPP message service. The application functional aspect and procedure in MSGin5G gateway will be studied.




Figure 4.4.2-1: Message from non-3GPP Message Service to MSGin5G group
The scenario consists of the following aspects:
-	all UEs in group can communicate with each other, which means the message sent by a non-3GPP Message Service UE will be received by all the other MSGin5G UE5GMSGS UEs in the group, and all the other MSGin5G UE5GMSGS UEs can send the message to a non-3GPP message service UE.
[bookmark: _Toc30770][bookmark: _Toc18913][bookmark: _Toc15638783][bookmark: _Toc21865][bookmark: _Toc687][bookmark: _Toc38408284]4.5	Scenario 4: Broadcast message
[bookmark: _Toc19452][bookmark: _Toc15161][bookmark: _Toc13552][bookmark: _Toc26890][bookmark: _Toc38408285]4.5.1	Scenario 4.1: Message Broadcast from MSGin5G Server
This scenario describes the case where an APP Server in the network communicates with Controlled UEs B or Controlled UE C by using MSGin5G service via broadcast. 
The message will be routed via the 5G system from the APP Server to UEs B or UE C. The scenario is illustrated in figure 4.5.1-1.
UE B is connected to 5G system and use MSGin5G service. UE C is connected to the same 5G system and support SMS.
Editor's note: Including UE B and UE C type in message broadcast from MSGin5G service is FFS.


 
Figure 4.5.1-1: Message Broadcast from APP Server to UEs 
Editor's Note: The Figure 4.4.1-1 merges the changes from S6-200612 and S6-200614. The UEs name need to be updated according to S6-200614.
The scenario consists of the following aspects:
-	The message is originated by authorized APP Server and the APP Server also provides the service area information. 
-	The MSGin5G Server forwards the MSGin5G message5GMSGS message to the 5G System, which takes care of broadcasting the message in the designated service area. 
-	UE s B  that support the MSGin5G Service and are is located in the service area and are configured to receive the message will receive it via broadcast.
-	UE C that is located in the service area and configured to receive the message will receive it via SMS.

[bookmark: _Toc24509][bookmark: _Toc29437][bookmark: _Toc5217][bookmark: _Toc895][bookmark: _Toc38408286]4.5.2	Scenario 4.2: Message Broadcast initiated from MSGin5G UE5GMSGS UE
This scenario describes the case where Controller UE AUE1 (e.g. a mobile handset Terminal ATerminal 1, or an application client APP 1 in a mobile handset Terminal ATerminal 1) communicates with Controlled UEs B by using MSGin5G service or controlled UE C via broadcast.
The message will be routed via the 5G system from the APP in UE AUE1 to UEs B or UE C. The scenario is illustrated in figure 4.5.2-1.
Editor's note: Including UE A, UE B and UE C type in message broadcast from MSGin5G service is FFS.



Figure 4.5.2-1: Message Broadcast from APP in UE AUE1 to UEs B or UEs C
Editor's Note: The Figure 4.4.1-1 merges the changes from S6-200612 and S6-200614. The UEs name need to be updated according to S6-200614.
The scenario consists of the following aspects:
-	The message is originated by authorized APP in UE AUE1 and the APP also provides the service area information. 
-	The MSGin5G Server forwards the MSGin5G message5GMSGS message to the 5G System, which takes care of broadcasting the message in the designated service area. 
-	UEs B that support the MSGin5G Service and are is located in the service area and are configured to receive the message will receive it via broadcast.
-	UEs C that is located in the service area and configured to receive the message will receive it via SMS.
[bookmark: _Toc12489][bookmark: _Toc20770][bookmark: _Toc4542][bookmark: _Toc22474][bookmark: _Toc38408287]4.5.3	Scenario 4.3: Message Broadcast from MSGin5G Server to non-3GPP Message Service
This scenario describes the case where an APP Server in the network communicates with Controlled UEs D by using MSGin5G service via broadcast. Controlled UEs are Non-3GPP UE andD use non-3GPP message (e.g. OMA LWM2M specified in OMA OMA-ERELD-LightweightM2M [5]).
All UEsUEs D served by non-3GPP message server. The MSGin5G message5GMSGS message and non-3GPP message will be transferred to each other by the MSGin5G gateway. The scenario is illustrated in figure 4.5.3-1.



[bookmark: _GoBack]Figure 4.5.3-1: Message Broadcast from APP Server to non-3GPP message service 
The scenario consists of the following aspects:
-	APP Server is authorized by the MSGin5G Server. 
-	The MSGin5G gateway translates the identity in MSGin5G service to the identity in non-3GPP message service.
-	If broadcast message is originated by authorized APP Server, the MSGin5G server forwards the message to all the UEs. UEs or MSGin5G Server may send the delivery status back to APP Server.
[bookmark: _Toc4241][bookmark: _Toc31966][bookmark: _Toc26370][bookmark: _Toc29607][bookmark: _Toc38408288]4.5.4	Scenario 4.4: Message broadcast from MSGin5G UE5GMSGS UE to non-3GPP Message Service
This scenario describes the scenario where 5GMSGS UEUE A1 (e.g. a mobile handset terminal Aterminal 1 or an application client APP 1 in a mobile handset Terminal ATerminal 1) delivers a broadcast message by using MSGin5G service to Non-3GPP UEsUEs B2 (e.g. persons and smart things) which is configured according to application policy, and the UEs  D2 use non-3GPP message (e.g. OMA LWM2M specified in OMA OMA-ERELD-LightweightM2M [5]). 
5GMSGS UEUE1 A connected to 5G system and served by MSGin5G server. The MSGin5G message5GMSGS message and non-3GPP message will be translated by the MSGin5G gateway. The scenario is illustrated in figure 4.5.4-1.



Figure 4.5.4-1: Message between MSGin5G Controller UE and non-3GPP message service 
The scenario consists of the following aspects:
-	Non-3GPP UEsUE A 2 is authorized by the MSGin5G service via MSGin5G Gateway. 
-	If broadcast message is originated by authorized 5GMSGS UEUE A1, the MSGin5G server broadcasts the message to all the Non-3GPP UEsUEs. Non-3GPP UEsUEs D or MSGin5G gateway may send the delivery status back to APP Server.
[bookmark: _Toc1932][bookmark: _Toc32502][bookmark: _Toc7265][bookmark: _Toc31283][bookmark: _Toc38408289]4.5.5	Scenario 4.5: Message broadcast from non-3GPP Message Service to MSGin5G UE5GMSGS UE or Application Server
This scenario describes the scenario where Non-3GPP UE1UE D  (e.g. OMA LWM2M specified in OMA OMA-ERELD-LightweightM2M [5]) or an APP server delivers a broadcast message by using non-3GPP Message service to 5GMSGS UEsUEs A2 (e.g. a mobile handset terminal Aterminal 1 or an application client APP 1 in a mobile handset Terminal ATerminal 1) which is configured according to application policy. 
5GMSGS UEsUE A 2 connected to 5G system and served by MSGin5G server. The MSGin5G 5GMSGS message and non-3GPP message will be translated by the MSGin5G gateway. The scenario is illustrated in figure 4.5.5-1.



Figure 4.5.5-1: Message between non-3GPP message service and MSGin5G Message5GMSGS message
The scenario consists of the following aspects:
-	If broadcast message is originated by authorized Non-3GPP UE1UE D or APP server, the non-3GPP message server broadcasts the message to all the UEs. 5GMSGS UEsUEs A may send the delivery status back to Non-3GPP UE1 UE D or APP Server.
[bookmark: _Toc24342][bookmark: _Toc22793][bookmark: _Toc26002][bookmark: _Toc26138][bookmark: _Toc15638784][bookmark: _Toc38408290]5	Key Issues
[bookmark: _Toc1909][bookmark: _Toc23918][bookmark: _Toc26203][bookmark: _Toc32554][bookmark: _Toc15638785][bookmark: _Toc38408291]5.1	Key Issue 1: support acknowledgement of delivery status
[bookmark: _Toc15638786][bookmark: _Toc22994][bookmark: _Toc15498][bookmark: _Toc6327898][bookmark: _Toc246][bookmark: _Toc17025][bookmark: _Toc38408292]5.1.1	Description
The requirement of supporting delivery status is specified in requirement [R-5.1.2-004] of 3GPP TS 22.262 [2]. 
In many use cases of MSGin5G service, the message originator cares about delivery status of some specific messages, or makes further decision based on the delivery status of previous messages. In some other use cases, the message originator may not care about delivery messages, e.g. a smart device in a group may not care whether a message it sent to the group is received by some other smart devices in the group, or in case of broadcast to a large number of devices an acknowledgement from receiving devices may not be useful.
Furthermore, if non-3GPP message is used by some UEs, delivery status of MSGin5G service is needed to be mapped to delivery status of non-3GPP message.
Issues include:
-	How to identify if delivery status is required for some specific message. 
-	How to require the delivery status of some specific message.
-	How the delivery status of MSGin5G service interwork with non-3GPP message services.
[bookmark: _Toc6327899][bookmark: _Toc7924][bookmark: _Toc29983][bookmark: _Toc12373][bookmark: _Toc5655][bookmark: _Toc15638787][bookmark: _Toc38408293]5.1.2	Identified Gaps
The following gaps have been identified to fulfill the delivery status acknowledgement:
-	The protocol requirements for delivery status acknowledgement and sending a delivery status acknowledgement shall be studied.
-	If delivery status acknowledgement is supported by the non-3GPP message service, the procedure of delivery status acknowledgement interworking in the MSGin5G gateway will be defined.
-	If delivery status acknowledgement is not supported by the non-3GPP message service, then if the MSGin5G gateway or MSGin5G server will send the delivery status acknowledgement on behalf of the non-3GPP UE needs to be defined.
[bookmark: _Toc4100][bookmark: _Toc6696][bookmark: _Toc15638788][bookmark: _Toc8867][bookmark: _Toc19370][bookmark: _Toc38408294]5.2	Key Issue 2: Cell Broadcast Service in MSGin5GS
[bookmark: _Toc26419][bookmark: _Toc32291][bookmark: _Toc9029][bookmark: _Toc15638789][bookmark: _Toc12223][bookmark: _Toc38408295]5.2.1	Description
[bookmark: _Toc15638790][bookmark: _Toc23203][bookmark: _Toc6816][bookmark: _Toc8069][bookmark: _Toc26946][bookmark: _Toc38408296]5.2.1.1	Issue statement
This key issue analyses if the Cell Broadcast Service as specified in 3GPP TS 23.041 [6] fulfills the requirements of the broadcast component of MSGin5GS as specified in 3GPP TS 22.262 [2].
[bookmark: _Toc15638791][bookmark: _Toc25065][bookmark: _Toc27949][bookmark: _Toc26299][bookmark: _Toc28386][bookmark: _Toc38408297]5.2.1.2	Introduction to the Cell Broadcast Service
The Cell Broadcast Service supports unacknowledged broadcasting of a text message in one or more cells. The message consists of Warning Message Content, Message Identifier, Serial Number and Data Coding Scheme parameters.
The Message Identifier indicates the source or type of content and together with the Serial Number identifies the message uniquely. The Data Coding Scheme indicates how the Warning Message Content is encoded.
The Warning Message Content NG-RAN IE contains the user information and is a string of maximum 9600 octets. This IE contains a maximum of 15 CBS-Message-Information-Pages of 82 octets each which results in 1230 octets, and not in 9600 octets. It is not specified how 9600 octets can be encoded.
The message is broadcast over the radio interface in SIB8; no data is sent over the User Plane (see 3GPP TS 38.331 [8]). The cmas-indication in the paging message is used to notify the UEs that SIB1 contains the scheduling information for receiving SIB8. The paging message is broadcast with a periodicity of 40 ms and SIB1 has a periodicity of 80 ms. SIB8 is broadcast with a configurable periodicity and 80 ms, 160 ms, 320 ms, and 640 ms are possible values. SIB8 may be segmented when it is broadcast over the air interface, when the maximum size of SIB8 is exceeded. This means that 200 ms is the minimum latency until the UE can start receiving the SIB8. The duration for receiving SIB8 depends on the total size of SIB8.
[bookmark: _Toc10693][bookmark: _Toc15638792][bookmark: _Toc7800][bookmark: _Toc27861][bookmark: _Toc23862][bookmark: _Toc38408298]5.2.1.3	Analyses of the requirements
3GPP TS 22.262 [2] contains general requirements in subclause 5.1.2 and broadcast message specific requirements in subclause 5.5.2. Other requirements are not related to message broadcast. These requirements are copied here (in italics) and analysed individually.
[R-5.1.2-001] The MSGin5G Service shall support UE sending and receiving a text or data message with end-to-end latency of less than 500 ms.
The latency for broadcasting SIB8 is at least 200 ms.
[R-5.1.2-002] The MSGin5G Service shall support variable size of payload of text and data with a maximum of 2048 bytes, and support segmented transmission if the content is larger than the maximum payload length of a message. 
Cell Broadcast allows encoding of a payload of up to 1230 octets, but it is not specified how 2048 octets can be encoded, even though the maximum size of the payload string is specified to be 9600 octets.
[R-5.1.2-003] The MSGin5G Service shall support delivery of a message to a specific application in the terminated UE. This message contains the contents that can be handled by the specific application. 
The Data Coding Scheme IE can be used to indicate that the payload is (U)SIM specific and shall be processed by an application instead of being displayed immediately (see 3GPP TS 23.038 [7]).
[R-5.1.2-004] The MSGin5G Service shall support acknowledgement of delivery status (success, failure) of a message and indication of reason if the delivery is failed. 
The NG-RAN nodes report successful scheduling of broadcast to the CBC (not of failed scheduling).
[R-5.1.2-005] The MSGin5G Service shall support storage of a message if a UE is unavailable (disconnected or power off) for future delivery once the UE becomes available. 
Cell Broadcast messages are repeatedly broadcast for as long as the message is valid.
[R-5.1.2-006] The MSGin5G Service shall support a server in the network triggering the UE to perform an action (e.g. wake up and establish a PDN connection). 
Cell Broadcast uses the cmas-indication in the paging message to notify the UE to obtain SIB1 which contains the scheduling information to obtain SIB8 and the Warning Message Content NG-RAN IE is used by the application to perform an action.
[R-5.1.2-007] The MSGin5G Service shall support a UE sending and receiving messages via a MSGin5G Gateway. 
The Cell Broadcast Centre (see 3GPP TS 23.041 [6]) could be an instantiation of a MSGin5G Gateway for broadcasting messages. Cell Broadcast does not support non-3GPP access. 
[R-5.1.2-008] The MSGin5G Service shall support the mobility of a UE (i.e. the UE can still send/receive messages when it changes the location of network access). 
Cell Broadcast broadcasts SIB8 repeatedly in one or more cells and UEs will receive that as long as they remain in coverage of those cells.
[R-5.5.2-001] The MSGin5G Service shall support broadcasting a text or data message with end-to-end latency less than [500] ms.
This requirement is identical to requirement R-5.1.2-001 above from a broadcast perspective.
[R-5.5.2-002] The MSGin5G Service shall support an authorized application server or UE to send a broadcast message to all the UEs within a specific area which is configured according to application policy. 
3GPP TS 23.041 [6] specifies a Cell Broadcast Entity which serves as an entity where the broadcast message is generated. CBE functionality and an interface towards the Cell Broadcast Centre are not specified.

[bookmark: _Toc18375][bookmark: _Toc15638793][bookmark: _Toc371][bookmark: _Toc5010][bookmark: _Toc28115][bookmark: _Toc38408299]5.2.2	Identified Gaps
If Cell Broadcast technology is used to support the broadcast message in the MSGin5G Service then the following requirements apply:
-	It needs to be specified how a maximum of 2048 octets can be encoded in the Warning Message Content NG-RAN IE.
-	The architecture for the MSGin5G architecture contains a Cell Broadcast Centre and the interface between that Cell Broadcast Centre and the MSGin5G Server may need to be specified.
[bookmark: _Toc14762][bookmark: _Toc25840][bookmark: _Toc24281][bookmark: _Toc12199][bookmark: _Toc38408300]5.3	Key Issue 3: identifier(s) of the UE
[bookmark: _Toc5208][bookmark: _Toc13013][bookmark: _Toc4001][bookmark: _Toc24597][bookmark: _Toc38408301]5.3.1	Description
The requirement of identifying the UE is specified in requirement [R-5.2.2-002] of 3GPP TS 22.262 [2]. It also applies to other three message scenarios according to the assumptions in section 4.1. 
Different MSGin5G enabled applications in a mobile handset Terminal shall be identified by MSGin5G services and the requirement is specified in requirement [R-5.2.2-003] of 3GPP TS 22.262 [2]. It also applies to other three message scenarios according to the assumptions in section 4.1. 
Furthermore, if 5GMSG UE communicates with non-3GPP message UE, the identifiers of non-3GPP UE shall be mapped with identifier of 5GMSG UE.
Issues include:
-	How to uniquely identify a UE in MSGin5G service, the UE may include MSGin5G enabled devices, MSGin5G enabled application in a device and non-3GPP message device. 
-	There may be many kinds of non-3GPP message services, whether it is necessary to establish a unique mechanism to map the non-3GPP identifier to 5GMSG identifier, and how to establish the mechanism.
[bookmark: _Toc12148][bookmark: _Toc13512][bookmark: _Toc3639][bookmark: _Toc6182][bookmark: _Toc38408302]5.3.2	Identified Gaps
The following gaps have been identified to fulfil the identifier requirements:
-	The IMSI/MSISDN or IMEI may not suitable to identify all kind of UEs, e.g. the applications in a mobile handset. The following studies are needed:
-	Whether the existing identifier(s) can fulfil the requirements.
-	Whether new identifier(s) is needed to be specified.
-	If the identifier(s) of UE is assigned by MSGin5G services, the procedure of generating, assigning and managing the identifier(s) are needed to be defined.
-	The procedure of managing both the MSGin5G identifiers(s) and identifier(s) of non-3GPP message services in MSGin5G Gateway is needed to be defined.
[bookmark: _Toc7881][bookmark: _Toc16454][bookmark: _Toc11754][bookmark: _Toc8455][bookmark: _Toc38408303]5.4	Key Issue 4: network triggering the UE
[bookmark: _Toc7039][bookmark: _Toc2997][bookmark: _Toc28444][bookmark: _Toc31900][bookmark: _Toc38408304]5.4.1	Description
The requirement of network triggering the UE is specified in requirement [R-5.1.2-006] of 3GPP TS 22.262 [2]. It applies to all message scenarios.
Some performance requirements also apply to the network triggering mechanism, i.e. the requirement [R-5.5.2-001] of 3GPP TS 22.262 [2].
Issues include:
-	Whether the existing network triggering mechanism, i.e. network triggered service request specified in clause 4.2.3.3 of 3GPP TS 23.502 [10], can fulfil the network triggering requirement specified in 3GPP TS 22.262 [2]. 
-	When UE uses non-3GPP message service, whether it is necessary for MSGin5G service to trigger the UE and how MSGin5G service triggers the UE.
[bookmark: _Toc31784][bookmark: _Toc13612][bookmark: _Toc1538][bookmark: _Toc16189][bookmark: _Toc38408305]5.4.2	Identified Gaps
The following gaps have been identified to fulfil the identifier requirements:
-	If network triggered service request specified in clause 4.2.3.3 of 3GPP TS 23.502 [10] is used to trigger the UE, potential impact to on 5G system is needed to be studied.
-	Specify an MSGin5G trigger procedure on top of 5GS if needed.
-	How to trigger non-3GPP message UE and the related procedure are needed to be studied.
[bookmark: _Toc7435][bookmark: _Toc30210][bookmark: _Toc12834][bookmark: _Toc20468][bookmark: _Toc38408306]5.5	Key Issue 5:	Message transfer from 5GMSGS UEUE A and Non-3GPP UEUE D to MSGin5G Server
[bookmark: _Toc8221712][bookmark: _Toc32516][bookmark: _Toc23784][bookmark: _Toc25660][bookmark: _Toc6776][bookmark: _Toc38408307]5.5.1	Description
UE A5GMSGS UE is a Controller UE that sends messages in MSGin5G message5GMSGS message format to the MSGin5G Server. 
Non-3GPP UEUE D is a Controller UE that sends messages in a non-3GPP message format via the MSGin5G Gateway to the MSGin5G Server.
The 5G Network provides data delivery methods over the control plane (i.e. via N1) and over the user plane (i.e. via N3). Application Servers access control plane and user plane data delivery features via N6 or via exposed APIs (e.g. T8 and Nnef).
[bookmark: _Toc8221713][bookmark: _Toc19520][bookmark: _Toc14283][bookmark: _Toc17538][bookmark: _Toc25797][bookmark: _Toc38408308]5.5.2	Identified gaps
Whether the MSGin5G Service uses existing control plane data delivery methods, existing user plane data delivery methods or both.
Whether the MSGin5G Service requires new or enhanced data delivery methods.
Whether the MSGin5G Service uses existing methods (e.g. N6, T8, and Nnef) in order to access user plane and/or control plane data delivery methods.
Whether the MSGin5G Service requires new or enhanced methods in order to access data delivery methods.
[bookmark: _Toc38408309][bookmark: _Toc18210][bookmark: _Toc3495][bookmark: _Toc9150][bookmark: _Toc16130]5.6	Key Issue 6:	Message delivery from MSGin5G Server to Non-3GPP UEUE D
[bookmark: _Toc24542][bookmark: _Toc30375][bookmark: _Toc3897][bookmark: _Toc26891][bookmark: _Toc38408310]5.6.1	Description
The MSGin5G Server supports messages in the MSGin5G message5GMSGS message format and needs to be able to deliver messages to Non-3GPP UEUE D type devices that do not support the MSGin5G message5GMSGS message format, but support a non-3GPP message format.
The MSGin5G Gateway acts as a gateway as shown in figure 5.6.1-1 and takes care of message delivery via the 5G System.
Figure 5.6.1-1 also shows message delivery (and reception) to Device E. Device E is a device that does not support the MSGin5G Service and is not connected to the 5G System but is connected to the MSGin5G Server, via the MSGin5G Inter-Working Function (IWF), but has otherwise similar capabilities and functionality as Non-3GPP UEUE D has.



Figure 5.6.1-1: MSGin5G Gateway as gateway
The MSGin5G Gateway needs to support the capability of message delivery to Non-3GPP UEUE D devices in point-to-point, point-to-group and broadcast scenarios. The MSGin5G5GMSGS Server supports this same capability for delivery of messages to 5GMSGS UEUE B type devices in the same scenarios.
[bookmark: _Toc22019][bookmark: _Toc9760][bookmark: _Toc3478][bookmark: _Toc10075][bookmark: _Toc38408311]5.6.2	Identified gaps
The interface between the MSGin5G Server and the MSGin5G Gateway needs to be specified.
The interface between the MSGin5G Server and the MSGin5G IWF needs to be specified and it needs to be studied if the interface towards the MSGin5G Gateway can be the same as the interface towards the MSGin5G IWF.
NOTE: Functionality of the MSGin5G Gateway and MSGin5G IWF beyond the interface to the MSGin5G Server are out of scope of the study.
[bookmark: _Toc4054][bookmark: _Toc29224][bookmark: _Toc26325][bookmark: _Toc19460][bookmark: _Toc38408312]5.7	Key Issue 7: group message
[bookmark: _Toc28053][bookmark: _Toc8798][bookmark: _Toc281][bookmark: _Toc12378][bookmark: _Toc38408313]5.7.1	Description
The requirement of group message is specified in requirement [R-5.4.2-001] of 3GPP TS 22.262 [2]:
-	[R-5.4.2-001] The MSGin5G Service shall support group message communication, i.e. a UE sends a message to a group of UEs. All the members in a group can send messages. The UEs in a group can be located in different geographical areas. 
The requirements of roaming and interconnection specified in 3GPP TS 22.262 [2] are also applied:
-	[R-8.2-001] The MSGin5G Service shall support a roaming UE sending and receiving messages.
-	[R-9.2-001] The MSGin5G Service shall support an UE within an operator sending a message to another UE within another operator.
The following conclusion can be made based on the requirements above:
-	The UEs in a group may locate in different PLMNs or roam to VPLMN.
According to requirement [R-5.1.2-007] of 3GPP TS 22.262 [2], non-3GPP message UE may also send and receive group message via MSGin5G gateway.
Issues include:
-	How to support different UEs sending and receiving group message in an MGSin5G group. The UE may include MSGin5G UE5GMSGS UE located in HPLMN, MSGin5G UE5GMSGS UE located in VPLMN, MSGin5G UE5GMSGS UE interconnected from other PLMN and non-3GPP message UE, 
[bookmark: _Toc19676][bookmark: _Toc14835][bookmark: _Toc32742][bookmark: _Toc1593][bookmark: _Toc38408314]5.7.2	Identified Gaps
The following gaps have been identified to fulfil the identifier requirements:
-	The procedures of group message, including originating and terminating group message for different UEs, are needed to be specified. 
-	The related functional requirements, e.g. identifier of group, authorization of UEs, etc, are needed to be specified.

[bookmark: _Toc25203][bookmark: _Toc19136][bookmark: _Toc13808][bookmark: _Toc18756][bookmark: _Toc38408315]5.8	Key Issue 8: group management
[bookmark: _Toc17623][bookmark: _Toc8221709][bookmark: _Toc31767][bookmark: _Toc3259][bookmark: _Toc30948][bookmark: _Toc38408316]5.8.1	Description
The requirement of group management is specified in requirement [R-5.4.2-002] of 3GPP TS 22.262 [2]. However, it is not specified that who (e.g. all UEs or some specific UEs in the group, the MSGin5G server) has the capability of group management.  
Issues include:
-	Analyze who can have the capability of group management from the technical perspective.
-	How to generate, manage and synchronize the group information on UE and MSGin5G server. The UE may include MSGin5G UE5GMSGS UE located in HPLMN, MSGin5G UE5GMSGS UE located in VPLMN, MSGin5G UE5GMSGS UE interconnected from other PLMN and non-3GPP message UE,
-	How to manage non-3GPP UE in a MSGin5G group message group.
[bookmark: _Toc20998][bookmark: _Toc15343][bookmark: _Toc19952][bookmark: _Toc13896][bookmark: _Toc38408317]5.8.2	Identified Gaps
The following gaps have been identified to fulfil the identifier requirements:
-	Whether the existing mechanism, e.g. SEAL specified in 3GPP TS 23.434 [9] can fulfil the group management requirements specified in 3GPP TS 22.262 [2]. If gaps are identified, the following studies are needed:
-	The group information used for MSGin5G group management.
-	The procedures of MSGin5G group management.
-	The group management interworking in the MSGin5G gateway are needed to be defined.
-	Technical requirements caused by the characters of UEs are needed to be fulfilled.
-	UE may have the limitation of resource, some specified mechanism of managing the group data in the UE are needed.
-	Long latency may exist between UE and MSGin5G server due to the UE may be offline or in Power Saving Mode specified in 3GPP TS 23.682 [3]. The group data in the UE and the MSGin5G server may not be synchronized on time, so some abnormal scenarios are needed to be specified.
[bookmark: _Toc38408318]5.9	Key Issue 9: Application-to-point message exchange
[bookmark: _Toc38408319]5.9.1	Description
The requirements of application-to-point message exchange are specified in requirement [R-5.3.2-001] and [R-5.3.2-002] of 3GPP TS 22.262 [2]. 
Various application servers may use the 5GMSGS Services, and different types of UE, e.g. MSGin5G UE, legacy 3GPP UE and non-3GPP UE, may exchange Application-to-point message with those application servers.
Issues include:
· For the MOAT message, 
· How to uniquely identify a logical application server in 5GMSGS service. The logical application servers may be connected to the 5GMSGS application layer in the 5G core network directly or through the NEF. 
NOTE:	The logical application server is used for a specific user service. There is only a single logical application server and many applications clients in UEs for a specific user service. Multiple logical application servers, each for a specific user service, may connect to a 5GMSGS Server.
· How to share the contact information of logical application server with different types of UE.
· How to interact between 5GMSGS server and different logical application servers in MOAT scenario.
· For the AOMT message
· How to share the contact information of different types of UE with different logical application servers. The UEs can be MSGin5G UE, legacy 3GPP UE and non-3GPP UE. The logical application servers may be connected to the 5GMSGS application layer in the 5G core network directly or through the NEF.
· How to interact between 5GMSGS server and different logical application servers in AOMT scenario.
[bookmark: _Toc38408320]5.9.2	Identified Gaps
The following gaps have been identified to fulfil the identifier requirements:
-	Whether the identifier(s) of UE also suitable for identifying the different kinds of logical application servers.
-	The procedure of sharing contact information between different kinds of logical application servers and UEs is needed to be defined.
-	The interaction procedure between different kinds of logical application servers and 5GMSGS server is needed to be defined.
[bookmark: _Toc38408321]5.10	Key Issue 10: broadcast area configuration
[bookmark: _Toc38408322]5.10.1	Description
The service requirement of broadcast area configuration is specified in requirement [R-5.5.2-002] of 3GPP TS 22.262 [2].
[R-5.5.2-002] The MSGin5G Service shall support an authorized application server or UE to send a broadcast message to all the UEs within a specific area which is configured according to application policy.
and 5.5.1 of 3GPP TS 22.262 [2]
The receivers of broadcast messages can be all UEs within a cell or multiple cells. The broadcast areas can be configured according to the policy of application.
The requirement applies to broadcast message scenarios.
The following conclusion can be made based on the requirements above:
-	broadcast area configuration should be specified in MSGin5G application layer.
Issues include:
-	Whether the existing broadcast area configuration, i.e. cell broadcast service specified in 3GPP TS 23.041 [6] supports the broadcast area configuration requirement specified in 3GPP TS 22.262 [2]
-	What and how broadcast areas configuration related information can be used in the application layer
[bookmark: _Toc38408323]5.10.2	Identified Gaps
The following gaps have been identified to fulfil the identifier requirements:
-	What is broadcast area configuration information used for MSGin5G broadcast message.
-	How broadcast areas configuration related information can be used in the application layer.
-	The broadcast area configuration interworking in the MSGin5G gateway are needed to be defined.
[bookmark: _Toc38408324]5.11	Key Issue 11: mobility management of MSGin5G related information
[bookmark: _Toc38408325]5.11.1	Description
The service requirement of mobility management of the UE is specified in requirement [R-5.1.2-008] of 3GPP TS 22.262 [2]. It applies to all message scenarios.
[R-5.1.2-008] The MSGin5G Service shall support the mobility of a UE (i.e. the UE can still send/receive messages when it changes the location of network access).
Issues include:
-	What mobility management of MSGin5G related information are required to be supported in MSGin5G service application layer.
-	Whether and how additional service APIs are required to be supported in MSGin5G service application layer,

[bookmark: _Toc38408326]5.11.2	Identified Gaps
The following gaps have been identified to fulfil the identifier requirements:
-	The mobility management of MSGin5G related information which fulfils the service requirement is needed to be defined.in MSGin5G service application layer.
-	Specify an MSGin5G mobility management on top of 5GS if needed.
-	How to manage the mobility of non-3GPP message UE and the related procedure are needed to be studied.
[bookmark: _Toc9737][bookmark: _Toc30847][bookmark: _Toc15638794][bookmark: _Toc17365][bookmark: _Toc29552][bookmark: _Toc38408327]6	Solutions
[bookmark: _Toc15638795][bookmark: _Toc6722][bookmark: _Toc12927][bookmark: _Toc15110][bookmark: _Toc12653][bookmark: _Toc38408328]6.1	Solution 1: Payload size of 2048 octets in Broadcast
[bookmark: _Toc15638796][bookmark: _Toc32222][bookmark: _Toc31683][bookmark: _Toc26251][bookmark: _Toc5972831][bookmark: _Toc16059][bookmark: _Toc38408329]6.1.1	Description
3GPP TS 23.041 [6] specifies in subclause 9.3.51 the maximum payload for the CB Data element to be 1230 octets. The payload consists of N pages of 82 octets each and N is equal to 15 or less.
By allowing N to be 25 or less, the maximum payload can be increased to 2050 octets.
[bookmark: _Toc22943][bookmark: _Toc30408][bookmark: _Toc8340][bookmark: _Toc15638797][bookmark: _Toc31962][bookmark: _Toc5972832][bookmark: _Toc38408330]6.1.2	Impacts on existing nodes and functionality
[bookmark: _Toc5972833]There is no backwards compatibility with this solution. The CBCF, the gNodeBs and the UEs will need to support a maximum of 25 pages of CB Data instead of the 15 as they do now.
[bookmark: _Toc15638798][bookmark: _Toc27146][bookmark: _Toc648][bookmark: _Toc15639][bookmark: _Toc18450][bookmark: _Toc38408331]6.1.3	Solution evaluation
Editor's Note: Evaluation depends on outcome of RAN2 guidance.
[bookmark: _Toc15638799][bookmark: _Toc17241][bookmark: _Toc30932][bookmark: _Toc26499][bookmark: _Toc7688][bookmark: _Toc38408332]6.2	Solution 2: Registering MSGin5G Client to MSGin5G Server 
[bookmark: _Toc26405][bookmark: _Toc15638800][bookmark: _Toc24536][bookmark: _Toc1499][bookmark: _Toc26783][bookmark: _Toc38408333]6.2.1	Description
[bookmark: _Toc2442][bookmark: _Toc38408334]6.2.1.1	General
This solution describes how the MSGin5G service identifies a UE and the Application Clients on the UE that interact with the MSGin5G service. This solution addresses the following open issue/gap under Key Issue #3.
-	How to uniquely identify a UE in MSGin5G service, the UE may include MSGin5G enabled devices, MSGin5G enabled application in a device and non-3GPP message device.
-	If the identifier(s) of UE is assigned by MSGin5G services, the procedure of generating, assigning and managing the identifier(s) are needed to be defined.
[bookmark: _Hlk23487758]The solution introduces a registration procedure for a MSGin5G Client to register with a MSGin5G Server.  The procedure is used to create a new, or update an existing, registration. The procedure is also used to provide the MSGin5G Client with a unique identifier that is assigned by the MSGin5G Server. During registration, the MSGin5G Client provides profile/availability information for the MSGin5G Client and the Application Clients that are serviced by the MSGin5G Client to the MSGin5G Server. The profile/availability information includes contact information such as UE Identifier(s) and port number(s) which the MSGin5G Client and the Application Clients listen on for incoming MSGin5G message5GMSGS messages, supported MSGin5G capabilities (e.g. MOMT, AOMT, MOAT, Group, Broadcast) and MSGin5G service requirements (e.g. required time windows of service, message latency and data rates). The MSGin5G Server validates the profile information to determine whether the MSGin5G requirements specified in the profiles can be fulfilled. The MSGin5G Server also stores the profile information such that this information can be later used by the MSGin5G Server to deliver MSGin5G message5GMSGS messages to/from the MSGin5G Client and Application Clients.
The solution also introduces a MSGin5G Client de-registration procedure. This procedure is used by a MSGin5G Client to de-register from an MSGin5G Server.
[bookmark: _Toc23783][bookmark: _Toc38408335]6.2.1.2	MSGin5G Client Registration
The signalling flow for MSGin5G Client registration is illustrated in figure 6.2.1.2-1. The solution assumes that the MSGin5G Client is responsible for triggering the registration to the MSGin5G Server.  
NOTE 1:	The trigger for registering is based on application service logic and is out of scope of this specification.
Pre-conditions:
1. The UE on which the MSGin5G Client resides is connected to an access network that provides connectivity to the MSGin5G Server.
2. The MSGin5G Client has been configured with the MSGin5G Server Identity.
3. The MSGin5G Client has been configured with the address (e.g. URI) of the MSGin5G Server.
4. Both the MSGin5G Client and MSGin5G Server have been configured with the necessary credentials to enable authenticating one another.
NOTE 2:	The structure and definition of the credentials required by the MSGin5G Client and MSGin5G Server to authenticate are left for SA3 to define.


Figure 6.2.1.2-1: MSGin5G Client registration
1. The MSGin5G Client sends a MSGin5G Client registration request (MSGin5G Client Profile) to the MSGin5G Server. The request includes security credentials required for the MSGin5G Client to register to the MSGin5G Server.  The request also includes a MSGin5G Client Profile for the MSGin5G Client initiating the registration request.  The MSGin5G Client Profile includes the information listed in Table 6.2.1.2-1.
[bookmark: _Hlk17381414]Table 6.2.1.2-1: MSGin5G Client Profile
	Information element
	Status
	Description

	UE ID
	M
	Identity of the UE hosting the MSGin5G Client (e.g. the External Identifier defined in TS 23.682 [x], or an MSISDN)

	MSGin5G Client Ports
	M
	List of port numbers that the MSGin5G Client listens on for messages (e.g. device triggers) from the MSGin5G Server and that target the MSGin5G Client. Also included with each port number is an associated protocol (e.g. SMS, NIDD, etc.).  

	MSGin5G Client ID
	O
	MSGin5G Client identifier assigned to the MSGin5G Client by the MSGin5G Server upon initial registration.

	MSGin5G Client Capabilities
	O
	A list of the MSGin5G capabilities supported by the MSGin5G Client (e.g. MOMT, AOMT, MOAT, Group, Broadcast)



2. Upon receiving the request from the MSGin5G Client, the MSGin5G Server validates the registration request and verifies the security credentials. The MSGin5G Server also checks if a MSGin5G Client ID is present within the MSGin5G Client Profile of the request to determine if the request is a new registration or an update to an existing registration. A registration update may be used to send a new or updated MSGin5G Client Profile to the MSGin5G Server. The MSGin5G Server also checks if the MSGin5G Client Capabilities are compatible with its own MSGin5G Server Capabilities.
3. The MSGin5G Server sends a MSGin5G Client registration response to the MSGin5G Client. If the registration is a new registration, the MSGin5G Server assigns a unique MSGin5G Client ID to the MSGin5G Client and returns it in the response. The MSGin5G Client stores the identifier and uses it in all future MSGin5G communication with the MSGin5G Server. If the MSGin5G Server is not able to fulfil, or provide, the MSGin5G services that are indicated within the MSGin5G Client Profile, then the MSGin5G Server will indicate this in the MSGin5G Client registration response. If the registration is successful, the MSGin5G Server stores the profile information such that this information can be later used by the MSGin5G Server to deliver MSGin5G message5GMSGS messages to/from the MSGin5G Client and Application Clients.
[bookmark: _Toc22499][bookmark: _Toc38408336]6.2.1.3	MSGin5G Client De-Registration
By de-registering, the MSGin5G Client informs the MSGin5G Server that it is no longer available to send or receive MSGin5G message5GMSGS messages to or from the MSGin5G Server and wishes to terminate its association with the MSGin5G Server.    
The procedure assumes that the MSGin5G Client is responsible for triggering the de-registration from the MSGin5G Server.  
NOTE:	The trigger condition for de-registering is based on application service logic and is out of scope of this specification.
The signalling flow for MSGin5G Client de-registration is illustrated in figure 6.2.1.3-1.
Pre-conditions:
1. The MSGin5G Client is registered to the MSGin5G Server.



Figure 6.2.1.3-1: MSGin5G Client De-registration
2. The MSGin5G Client determines that de-registration from the MSGin5G Server is needed (e.g. the UE powering down). 
3. The MSGin5G Client sends a De-registration Request to the MSGin5G Server that includes the MSGin5G Client ID of the MSGin5G Client.
4. The MSGin5G Server deletes any applicable MSGin5G Client Profile information that it has stored and replies to the MSGin5G Client with a De-registration Response.
[bookmark: _Toc15638801][bookmark: _Toc6482][bookmark: _Toc359][bookmark: _Toc28104][bookmark: _Toc14903][bookmark: _Toc38408337]6.2.2	Impacts on existing nodes and functionality
There is no backwards compatibility with this solution.
[bookmark: _Toc9715][bookmark: _Toc17309][bookmark: _Toc7947][bookmark: _Toc15638802][bookmark: _Toc2146][bookmark: _Toc38408338]6.2.3	Solution evaluation
This solution allows a MSGin5G Client to register to a MSGin5G Server. The solution enables a MSGin5G Server to assign a unique identity to a MSGin5G Client and to validate whether MSGin5G capabilities of the MSGin5G Client are compatible with MSGin5G capabilities of the MSGin5G Server.  The solution enables a MSGin5G5GSMSG Client to share contact information (e.g. UE identifiers and port numbers) with a MSGin5G Server.
[bookmark: _Toc38408339]6.3	Solution 3: MSGin5G Triggering 
[bookmark: _Toc38408340]6.3.1	Description
[bookmark: _Toc38408341]6.3.1.1	General
This solution addresses the identified gap under Key Issue #4 regarding specification of a MSGin5G trigger procedure .
The solution introduces a procedure that allows a MSGin5G Server to initiate a MSGin5G trigger to a UE that targets either a MSGin5G Client or Application Client on the UE.  Within the MSGin5G trigger request, a MSGin5G trigger payload is defined that includes informational elements such as the purpose of the trigger so that trigger actions can be performed by the targeted MSGin5G Client or Application Client on the UE. The procedure is agnostic to access network technologies and can be used over top of 3GPP as well as non-3GPP access networks. 
[bookmark: _Toc38408342]6.3.1.2	MSGin5G Triggering
Figure 6.3.1.2-1 shows the MSGin5G triggering procedure.
Pre-conditions:
1. A UE hosts a MSGin5G Client and/or Application Specific Client which are supported by the MSGin5G service. 
2. The MSGin5G Client registers with the MSGin5G Server and shares UE contact information (e.g. UE access network identifier and port number(s)). Alternatively, the MSGin5G Server may be provisioned with the contact information (e.g. for UEs that do not host a MSGin5G Client and cannot register to a MSGin5G Server).   
3. At a later time, the UE becomes unreachable by the MSGin5G Server. 



Figure 6.3.1.2-1: MSGin5G 5GMSGS Triggering Procedure
1. An Application Server initiates a request to a MSGin5G Server to send a MSGin5G message5GMSGS message to a targeted MSGin5G or Application Client on a UE.  
2. The MSGin5G Server determines that the UE is not reachable at this time and sends a trigger request to the UE. For example, if a MSGin5G Server detects that the UE does not have an access network connection and the MSGin5G Server needs to send a MSGin5G message to the UE, then the MSGin5G Server sends a MSGin5G trigger to the UE to have it establish an access network connection.  This trigger is initiated as a result of a MSGin5G request received from an Application Server that targets an Application Client on a UE. Alternatively, a MSGin5G Server initiates a trigger to a UE independent of receiving a MSGin5G request from an Application Server.  
If the UE is reachable then the trigger request is not required and the MSGin5G Server sends the MSGin5G message5GMSGS message to the UE as requested by the Application Server.
3. The MSGin5G Server determines the access network (e.g. 3GPP, etc.) and the access network message delivery method (e.g. SMS, NIDD, etc.) to deliver the trigger request to the targeted UE. To make this determination, the MSGin5G Server can rely on information provided to the MSGin5G Server by the MSGin5G Client of the targeted UE during the MSGin5G Client registration procedure. Alternatively, the MSGin5G Server can rely on information for the targeted UE that is provisioned into the MSGin5G Server.   
4. The MSGin5G Server sends a MSGin5G trigger request to the targeted UE which includes the information in Table 6.3.1.2-1. The MSGin5G Server embeds the MSGin5G trigger request information within an access network trigger request (e.g. an SMS trigger). For example, the MSGin5G Server configures the destination address of the access network trigger request with the UE Identifier of the targeted UE. The MSGin5G Server configures the destination port of the access network trigger request with the MSGin5G Client Port if the UE supports a MSGin5G Client or an Application Client Port if the UE does not support a MSGin5G Client. The MSGin5G server embeds the Trigger Purpose within the payload of the access network trigger request. 
NOTE 1: The details of how a MSGin5G Server maps the information within a MSGin5G trigger request to an access network trigger request is dependent on the type of access network and is out of scope of this study. 
Table 6.3.1.2-1: MSGin5G Trigger Request 
	Information element
	Status
	Description

	UE Identifier
	M 
	The identifier of the UE (e.g. 3GPP External Identifier, non-3GPP device identifier, IMSI, etc.)

	Client Port
	O
	The port number that the MSGin5G Client or Application Client is listening on to receive trigger requests.

	Trigger Purpose
	M
	Specifies the purpose of the trigger request.  
· For a MSGin5G Client or Application Client on the UE to establish an access network connection
· For a MSGin5G Client on the UE to register to the MSGin5G Server
· For an Application Client on the UE to be available for a period of time to receive a request from an Application Server 

	Trigger Info
	M
	Access Network specific information used to deliver the trigger payload information, e.g. reference number, validity period etc.



5. The access network delivers the trigger request to the targeted UE.
NOTE 2: The access network trigger delivery procedures are out of scope of this study.
6. The MSGin5G Server receives a response from the access network indicating the success or failure status of the request. The type of status indication provided depends on the capabilities of the access network mechanism used.
7. The targeted MSGin5G Client and/or Application Client on the UE listens on its respective port number and receives the access network trigger request.  The targeted MSGin5G Client and/or Application Client parses the payload of the access network trigger request which contains the Trigger Purpose.
Based on the Trigger Purpose, the targeted MSGin5G Client or Application Client performs the corresponding actions (e.g. establish access network connectivity, update Application Server with Application Client’s contact information, etc).
[bookmark: _Toc38408343]6.3.2	Impacts on existing nodes and functionality
This solution leverages existing access network triggering functionality and defines a MSGin5G trigger procedure that overlays on top of them, hence there is no backwards compatibility issues or impact with this solution.
[bookmark: _Toc38408344]6.3.3	Solution evaluation
The solution defines a MSGin5G trigger procedure that is agnostic to access network technologies and can be used over top of 3GPP as well as non-3GPP access networks should be defined.  This enables the MSGin5G Service to trigger 3GPP as well as non-3GPP devices if/when required.

[bookmark: _Toc12297][bookmark: _Toc38408345]6.4	Solution 4: Group management using SEAL
[bookmark: _Toc28094][bookmark: _Toc38408346]6.4.1	General
The following solution corresponds to the key issue #8 describing the group management using the procedures in SEAL TS 23.434 [9].
Editor's note:	The solution alignment based on inclusion of SEAL in the architecture figure is FFS.
[bookmark: _Toc5973][bookmark: _Toc38408347]6.4.2	Solution description for establishing a group
The solution in SEAL TS 23.434 [9] subclause 10.3.3 is used for group creation in MSGin5G Service. The MSGin5G Client (or the Application Server) acts as the Group management client and the MSGin5G Server acts as the Group management server as specified in 3GPP TS 23.434 [9].
[bookmark: _Toc12381][bookmark: _Toc38408348]6.4.3	Solution description for adding UEs to the group or removing UEs from the group
The solution in SEAL TS 23.434[9] subclause 10.3.5.2 is used for adding UEs to the group or removing UEs from the group in MSGin5G Service. The MSGin5G Client (or the Application Server) acts as the Group management client and the MSGin5G Server acts as the Group management server as specified in 3GPP TS 23.434 [9].
[bookmark: _Toc10769][bookmark: _Toc38408349]6.4.4	Solution description for configuration of a maximum number of members in a group
The solution in SEAL TS 23.434[9] subclause 10.3.6.1 is used for configuration of a maximum number of members in a group in MSGin5G Service. The MSGin5G Client (or the Application Server) acts as the Group management client and the MSGin5G Server acts as the Group management server as specified in 3GPP TS 23.434 [9].
[bookmark: _Toc7167][bookmark: _Toc38408350]6.4.5	Solution evaluation
Editor's Note: Solution evaluation is FFS.
[bookmark: _Toc14353896][bookmark: _Toc14352804][bookmark: _Toc24774][bookmark: _Toc38408351]7	Application architecture of the MSGin5G Service
[bookmark: _Toc19026785][bookmark: _Toc19036376][bookmark: _Toc14352758][bookmark: _Toc19034186][bookmark: _Toc23468][bookmark: _Toc19037374][bookmark: _Toc19047887][bookmark: _Toc38408352]7.1	Application architecture
Figure 7.1-1 shows the application architecture of the 5GMSGS MSGin5G Application Service.  The  5GMSGSMSGin5G Application Service shall fulfil the service requirements which are enumerated in 3GPP TS 22.262 [2].
NOTE 1: "5GMSGS" in this document is referred to the new defined transport for the MSGin5G service. replaces The service name in this document uses the "MSGin5G Service" term in 3GPP TS 22.262 [2], in order to disambiguate it from the MSGin5G protocol which is used as transport for the application level. 3GPP TS 22.262 [2] requirements for 5GMSGS use the “MSGin5G Service” terminology.
Editor’s Note: The reminder of this document needs to be updated to support the terminology change from “MSGin5G Service” to “5GMSGS” when describing the Application Service. The functional elements and reference point nomenclature need to be updated accordingly. 
The figure describes the application architecture using examples of three logical UE types, depending on the type of underlying transport services supported, as follows:
· 5GinMSG UE5GMSGS UE type - originating/terminating only 5GinMSG5GSMSG transport.
Editor'’s Note: The 5GinMSG5GMSGS transport protocol is FFS in 3GPP. 
[bookmark: _Hlk28949306]NOTE 2: Support for the 5GinMSG5GMSGS transport protocol is not equivalent with support for 5GMSGS MSGin5G Application Services. All UE types described in this clause support MSGin5G5GMSGS Application Services
· Legacy 3GPP UE type - originating/terminating only legacy 3GPP transports, e.g. SMS, NIDD, broadcast, etc.
· Non-3GPP UE type - originating/terminating only non-3GPP transports.
NOTE 3:  For UEs which do not host an MSGin5G5GMSGS Application Client, the MSGin5G5GMSGS Server may provide interworking to other  messaging services (e.g. SMS) to deliver messages to/from these UEs. 

For each of these types, support of the corresponding messaging transports is exclusive, i.e. 5GinMSG5GMSGS UE type supports only 5GinMSG5GMSGS transport and does not support legacy 3GPP transports or non-3GPP transports. Examples of 5GMSGS  Application Service deployment scenarios are described in clause 4.
Editor'’s Note: UEs may be implemented to support a combination of the transport protocols above (e.g. combined  5GinMSG5GMSGS and Legacy 3GPP type). However, specifying functionality for combined types is not in scope. 
Editor's Note:	Clause 4 scenario changes to reflect this UE type model are required. The correspondence between UE types A/B/C/D used in clause 4 and the UE types described here is as follows: 
· The 5GinMSG type corresponds to both types A and B.  
· The Legacy 3GPP type is derived from type C and supports NIDD, broadcast, etc. in addition to SMS.  Legacy 3GPP UE type may also originate 5GMSGS Application Service messaging. 
· The Non-3GPP type is derived from type D.


 
Figure 7.1-1: Application Architecture of the 5GMSGS Service
Editor's note:	Representing usage of SEAL in the above application architecture figure 7.1-1 is FFS.
The MSGin5G client5GMSGS client(s) interacts with SEAL clients over the SEAL-C reference point specified for each SEAL service. The MSGin5G server(s) interacts with SEAL servers over the SEAL-S reference point specified for each SEAL service. The interaction between a SEAL client and the corresponding SEAL server is supported by SEAL-UU reference point specified for each SEAL service as specified in 3GPP TS 23.434 [9].
Editor's note: The MSGin5G Service enhancements to reference points SEAL-C, SEAL-S, SEAL-UU reference points in 3GPP TS 23.434 [9] is FFS.
[bookmark: _Toc14352759][bookmark: _Toc19034187][bookmark: _Toc1143][bookmark: _Toc19036377][bookmark: _Toc19037375][bookmark: _Toc19026786][bookmark: _Toc19047888][bookmark: _Toc38408353]7.2	Functional elements
[bookmark: _Toc528832077][bookmark: _Toc7483219][bookmark: _Toc521435177][bookmark: _Toc19036378][bookmark: _Toc536270578][bookmark: _Toc7694][bookmark: _Toc14352760][bookmark: _Toc19026787][bookmark: _Toc19037376][bookmark: _Toc528832267][bookmark: _Toc536270885][bookmark: _Toc19047889][bookmark: _Toc19034188][bookmark: _Toc38408354]7.2.1	General
The functional entities of the application architecture for the MSGin5G Service are described in this clause.
[bookmark: _Toc19026788][bookmark: _Toc19034189][bookmark: _Toc13329][bookmark: _Toc19037377][bookmark: _Toc14352761][bookmark: _Toc19036379][bookmark: _Toc19047890][bookmark: _Toc38408355]7.2.2	MSGin5G Server
A MSGin5G Server provides server-side functionality to assist UE Application Clients with the sending and receiving of messages via the MSGin5G Service to/from Application Servers and/or Application Clients hosted on other UEs.
Functionalities of MSGin5G Server:
-	Exposing MSGin5G APIs to enable Application Servers to use the MSGin5G Service; 
-	Registration of MSGin5G Clients and MSGin5G Gateway Clients to enable the exchange of configuration information required for proper operation of the MSGin5G Service;
-	Exchanging MSGin5G messages with Application Servers, MSGin5G Clients and MSGin5G Gateway Clients; and
-	Providing information related to the MSGin5G Service, such as client availability, to MSGin5G Clients and MSGin5G Gateway Clients.
[bookmark: _Toc19026789][bookmark: _Toc19036380][bookmark: _Toc11681][bookmark: _Toc19034190][bookmark: _Toc19047891][bookmark: _Toc14352762][bookmark: _Toc19037378][bookmark: _Toc38408356]7.2.3	MSGin5G Client
A MSGin5G Client provides client-side functionality to assist UE Application Clients with the sending and receiving of messages via the MSGin5G Service to/from Application Servers and/or Application Clients hosted on other UEs.
Functionalities of MSGin5G Client:
-	Exposing MSGin5G APIs to enable Application Clients to use a MSGin5G Service; 
-	Registration of a MSGin5G Client to a MSGin5G Server to enable the exchange of configuration information required to use a MSGin5G Service; and
-	Exchanging MSGin5G messages with a MSGin5G Server.
[bookmark: _Toc19034191][bookmark: _Toc14352763][bookmark: _Toc19047892][bookmark: _Toc19026790][bookmark: _Toc19037379][bookmark: _Toc19036381][bookmark: _Toc8796][bookmark: _Toc38408357]7.2.4	MSGin5G Gateway Client
A MSGin5G Gateway Client provides functionality to assist a MSGin5G Gateway with the translation between the MSGin5G Service and a non-3GPP message service.  
Functionalities of MSGin5G Gateway Client:
-	Exposing MSGin5G APIs to enable a Non-3GPP Message Server to use a MSGin5G Service; 
-	Registration of a MSGin5G Gateway Client to a MSGin5G Server to enable the exchange of configuration information required to use a MSGin5G Service; and
[bookmark: _Toc14352764]-	Exchanging MSGin5G messages with a MSGin5G Server.
[bookmark: _Toc9052][bookmark: _Toc38408358]7.2.5	Application Client 
The Application Client provides client-side application functionality.
NOTE:	The details of the Application Client are out of scope of the present document.
[bookmark: _Toc14453][bookmark: _Toc38408359]7.2.6	Application Server 
The Application Server provides server-side application functionality.
NOTE:	The details of the Application Server are out of scope of the present document.
[bookmark: _Toc20427][bookmark: _Toc38408360]7.2.7	3GPP Message Client 
The 3GPP Message Client provides client-side functionality for a legacy 3GPP message service (e.g. SMS).
NOTE:	The details of the 3GPP Message Client are out of scope of the present document.
[bookmark: _Toc26906][bookmark: _Toc38408361]7.2.8	Non-3GPP Message Client 
The Non-3GPP Message Client provides client-side functionality for a Non-3GPP Message Service.
NOTE:	The details of the Non-3GPP Message Client are out of scope of the present document.
[bookmark: _Toc5541][bookmark: _Toc38408362]7.2.9	Non-3GPP Message Server 
The Non-3GPP Message Server provides server-side functionality for a Non-3GPP Message Service.
NOTE:	The details of the Non-3GPP Message Server are out of scope of the present document.
[bookmark: _Toc528832070][bookmark: _Toc528832260][bookmark: _Toc536270565][bookmark: _Toc536270872][bookmark: _Toc9812326][bookmark: _Toc9812570][bookmark: _Toc27953962][bookmark: _Toc38408363]7.2.10	SEAL client
[bookmark: _Toc528832071][bookmark: _Toc528832261][bookmark: _Toc536270566][bookmark: _Toc536270873]The following SEAL clients for MSGin5G Service are supported:
-	Group management client as specified in 3GPP TS 23.434 [9];
[bookmark: _Toc9812327][bookmark: _Toc9812571][bookmark: _Toc27953963]-	Configuration management client as specified in 3GPP TS 23.434 [9].
[bookmark: _Toc38408364]7.2.11	SEAL server
[bookmark: _Toc424654374][bookmark: _Toc428364963][bookmark: _Toc433209563][bookmark: _Toc453260081][bookmark: _Toc453260968][bookmark: _Toc453279705][bookmark: _Toc459375043][bookmark: _Toc468105277][bookmark: _Toc468110372][bookmark: _Toc525308934][bookmark: _Toc528832072][bookmark: _Toc528832262][bookmark: _Toc536270567][bookmark: _Toc536270874]The following SEAL servers for MSGin5G Service are supported:
-	Group management server as specified in 3GPP TS 23.434 [9];
-	Configuration management server as specified in 3GPP TS 23.434 [9].
Editor's note: Usage of other SEAL services (e.g. location) from 3GPP TS 23.434 [9] for MSGin5G5GMSGS Service is FFS.
[bookmark: _Toc19026791][bookmark: _Toc9039][bookmark: _Toc19047893][bookmark: _Toc19037380][bookmark: _Toc19036382][bookmark: _Toc19034192][bookmark: _Toc38408365]7.3	Reference Points
[bookmark: _Toc19026792][bookmark: _Toc19037381][bookmark: _Toc2659][bookmark: _Toc14352765][bookmark: _Toc19036383][bookmark: _Toc19034193][bookmark: _Toc19047894][bookmark: _Toc38408366]7.3.1	General
The reference points of the application architecture for the MSGin5G Service are described in this clause.
[bookmark: _Toc1824][bookmark: _Toc19047895][bookmark: _Toc19034194][bookmark: _Toc14352766][bookmark: _Toc19026793][bookmark: _Toc19037382][bookmark: _Toc19036384][bookmark: _Toc38408367]7.3.2	MSGin5G-1
The interactions related to enabling MSGin5G message exchange between a MSGin5G Client and a MSGin5G Server are supported by the MSGin5G-1 reference point. This reference point supports:
-	Registration of a MSGin5G Client to a MSGin5G Server; and
-	The exchange of MSGin5G messages.
[bookmark: _Toc19034195][bookmark: _Toc5234][bookmark: _Toc19026794][bookmark: _Toc19036385][bookmark: _Toc19047896][bookmark: _Toc19037383][bookmark: _Toc14352767][bookmark: _Toc38408368]7.3.3	MSGin5G-2
The interactions related to enabling MSGin5G message exchange between a MSGin5G Server and a 3GPP Network are supported by the MSGin5G-2 reference point. This reference point supports:
-	Access to 3GPP Network functions and APIs for retrieval of network capability information; and
-	Access to 3GPP Network functions and APIs to enable sending and receiving of MSGin5G messages.
[bookmark: _Toc19026795][bookmark: _Toc19036386][bookmark: _Toc19034196][bookmark: _Toc14352768][bookmark: _Toc19047897][bookmark: _Toc21904][bookmark: _Toc19037384][bookmark: _Toc38408369]7.3.4	MSGin5G-3
The interactions related to enabling MSGin5G message exchange between an Application Server and a MSGin5G Server are supported by the MSGin5G-3 reference point. This reference point supports:
-	Access to MSGin5G Server and APIs to enable sending and receiving of MSGin5G messages; and
-	Adherence to CAPIF as specified in 3GPP TS 23.222 [13].
[bookmark: _Toc15334][bookmark: _Toc14352769][bookmark: _Toc19034197][bookmark: _Toc19037385][bookmark: _Toc19047898][bookmark: _Toc19026796][bookmark: _Toc19036387][bookmark: _Toc38408370]7.3.5	MSGin5G-4
[bookmark: _Toc19037386][bookmark: _Toc19026797][bookmark: _Toc19034198][bookmark: _Toc19047899][bookmark: _Toc19036388]The interactions related to enabling MSGin5G message exchange between a MSGin5G Gateway Client and a MSGin5G Server are supported by the MSGin5G-4 reference point. This reference point supports:
-	Registration of MSGin5G Gateway Client to MSGin5G Server; and
-	The exchange of MSGin5G messages.
[bookmark: _Toc7421][bookmark: _Toc38408371]7.3.6	MSGin5G-5
The interactions related to enabling MSGin5G message exchange between an Application Client and a MSGin5G Client are supported by the MSGin5G-5 reference point. This reference point supports:
-	Obtaining information from Application Clients required to enable the MSGin5G Client and MSGin5G Server to exchange and route MSGin5G messages between Application Clients and Application Servers.
-	Configuring Application Clients with information required to enable the MSGin5G Client and MSGin5G Server to exchange and route MSGin5G messages between Application Clients and Application Servers.
-	Receiving outgoing requests from Application Clients to send MSGin5G messages to other Application Clients and Application Servers.
-	Sending notifications to Application Clients of incoming MSGin5G messages received from other Application Clients and Application Servers.
[bookmark: _Toc28015][bookmark: _Toc19034199][bookmark: _Toc19047900][bookmark: _Toc19036389][bookmark: _Toc19026798][bookmark: _Toc19037387][bookmark: _Toc38408372]7.3.7	MSGin5G-X
The interactions related to enabling MSGin5G message exchange between an Application Client and a 3GPP Message Client are supported by this reference point.
Editor'’s note:	It is FFS whether the MSGin5G-X reference point is in scope of the present document.
[bookmark: _Toc29700][bookmark: _Toc38408373]7.3.8	MSGin5G-Y		
The interactions related to enabling MSGin5G message exchange between a 3GPP Message Client and a 3GPP Network are supported by this reference point.
Editor'’s note:	It is FFS whether the MSGin5G-Y reference point is in scope of the present document.
[bookmark: _Toc528832084][bookmark: _Toc528832274][bookmark: _Toc536270585][bookmark: _Toc536270892][bookmark: _Toc9812336][bookmark: _Toc9812580][bookmark: _Toc27953972][bookmark: _Toc38408374]7.3.9	SEAL-C
[bookmark: _Toc528832085][bookmark: _Toc528832275][bookmark: _Toc536270586][bookmark: _Toc536270893]The following SEAL-C reference points for MSGin5G Service are supported:
-	GM-C reference point for group management as specified in 3GPP TS 23.434 [9];
-	CM-C reference point for configuration management as specified in 3GPP TS 23.434 [9].
[bookmark: _Toc9812337][bookmark: _Toc9812581][bookmark: _Toc27953973][bookmark: _Toc38408375]7.3.10	SEAL-S
The following SEAL-S reference points for MSGin5G Service are supported:
-	GM-S reference point for group management as specified in 3GPP TS 23.434 [9];
-	CM-S reference point for configuration management as specified in 3GPP TS 23.434 [9].
[bookmark: _Toc9812339][bookmark: _Toc9812583][bookmark: _Toc27953975][bookmark: _Toc38408376]7.3.11	SEAL-UU
[bookmark: _Toc536270589][bookmark: _Toc536270896]The following SEAL-UU reference points for MSGin5G Service are supported:
-	GM-UU reference point for group management as specified in 3GPP TS 23.434 [9];
-	CM-UU reference point for configuration management as specified in 3GPP TS 23.434 [9].

[bookmark: _Toc1775][bookmark: _Toc31930][bookmark: _Toc18980][bookmark: _Toc21983][bookmark: _Toc15638803][bookmark: _Toc38408377]8	Overall Evaluation


[bookmark: _Toc15638804][bookmark: _Toc8461][bookmark: _Toc31912][bookmark: _Toc27590][bookmark: _Toc31636][bookmark: _Toc38408378]9	Conclusions



[bookmark: _Toc27708][bookmark: _Toc8283][bookmark: _Toc9450][bookmark: _Toc4683][bookmark: _Toc38408379]Annex A: 5G Architecture considerations
The figures in section 4 on scenarios show high-level diagrams that need to be mapped onto the 5G architecture as specified in 3GPP TS 23.501 [14] in order to verify if the MSGin5G service can be provided by the 5G architecture. The MSGin5G service architecture as shown in figure A-1 is taken from 3GPP TS 22.262 [2] and shows the consolidated service architecture for all scenarios.
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Figure A-1: MSGin5G Service Architecture
UE A is a Controller UE which uses the MSGin5G Service to send messages to Controlled UEs, possibly via the APP Server in case the MSGin5G Server is unable to deal with APP specific issues.
UE B is a Controlled UE that supports the MSGin5G Service.
UE C is a Controlled UE which doesn't support the MSGin5G Service, but supports SMS. The MSGin5G Server converts MSGin5G messages into SMS messages.
UE D is a Controller UE or a Controlled UE which doesn't support the MSGin5G Service, but supports a non-3GPP messaging service.
All UEs (UE A, UE B, UE C and UE D) use the NG-RAN, either via the NR access network or via a non-3GPP access network.
NOTE1: Even though figure A-1 suggest the MSGin5G Gateway is in between the 5G Core or Access Network and UE D, 3GPP TS 22.262 [2] states that UE D is connected via NG-RAN.
NOTE2: Access via E-UTRAN is not in scope of the study.
The APP Server can generate messages in MSGin5G format which are distributed to Controlled UEs by the MSGin5G Server. 
Figure A-2 shows the MSGin5G architecture, based on the non-roaming architecture from 3GPP TS 23.501 [14] where the MSGF and MGWF reside in a trusted DN.




Figure A-2: MSGin5G System Architecture for non-roaming
All UEs are connected to the NG-RAN. 5GMSGS UEUE A and Non-3GPP UEUE D are Controller UEs and 5GMSGS UEUE B, Legacy 3GPP UEUE C and Non-3GPP UEUE D are Controlled UEs.
The MSGin5G Server is shown as the MSGin5G Function (MSGF) in figure A-2. The MSGin5G Gateway is shown as the MSGin5G Gateway Function (MGWF) and the APP Server connects directly to the MSGF (in case it supports the MSGin5G Service) or to the MGWF (if it supports a non-3GPP messaging service) and may reside outside the 5GS in an external DN.
The MSGF manages the distribution of the messages it has received from 5GMSGS UEUE A, Non-3GPP UEUE D, from an APP Server, or from the MSGF. The MSGF may use application specific functionality from the APP server that doesn't reside in the MSGF itself.
A CBCF is specified in 3GPP in 3GPP TS 23.041 [6] and can be used for broadcasting messages in the MSGin5G message5GMSGS message format to 5GMSGS UEUE B devices and in separate messages in a non-3GPP message format to Non-3GPP UEUE D devices. Even though the CBCF is shown in figure A-2 as a Service Producer network function, it has no service-based interface. This interface could be specified in stage 2 or ATIS-0700008.v002 [12] could be referred to.
The SMSF is specified in 3GPP TS 23.501 [14] and its services can be invoked by the MSGF to send a message as SMS to Legacy 3GPP UEUE C. 
Messages towards Non-3GPP UEUE D devices are sent from the MSGF in MSGin5G format to the MGWF and are converted by the MGWF into a non-3GPP message format and also distributed by the MSGF. An APP Server can be used to create messages in the MSGin5G format and the APP Server may receive messages from 5GMSGS UEUE A or Non-3GPP UEUE D. These messages are routed to the MSGF for further distribution to UEs of type 5GMSGS UEUE B, Legacy 3GPP UEUE C or Non-3GPP UEUE D. 
An APP Server that doesn't support the MSGin5G Service can send its messages to the MGWF, which converts the message to MSGin5G format before forwarding it to the MSGF.
5GMSGS UEUE A can send its MSGin5G message5GMSGS messages to the MSGF via the Control Plane or the User Plane (see Key Issue 5).
Non-3GPP UEUE D can send messages in a non-3GPP message format via the Control Plane or the User Plane (see Key Issue 5) to the MGWF and the MGWF will convert the message into a MSGin5G message5GMSGS message format before forwarding it to the MSGF.

Editor's note: Gaps are yet to be identified.
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