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Foreword
[bookmark: introduction][bookmark: spectype3]This Technical Report has been produced by the 3rd Generation Partnership Project (3GPP).
The contents of the present document are subject to continuing work within the TSG and may change following formal TSG approval. Should the TSG modify the contents of the present document, it will be re-released by the TSG with an identifying change of release date and an increase in version number as follows:
Version x.y.z
where:
x	the first digit:
1	presented to TSG for information;
2	presented to TSG for approval;
3	or greater indicates TSG approved document under change control.
y	the second digit is incremented for all changes of substance, i.e. technical enhancements, corrections, updates, etc.
z	the third digit is incremented when editorial only changes have been incorporated in the document.
In the present document, modal verbs have the following meanings:
shall	indicates a mandatory requirement to do something
shall not	indicates an interdiction (prohibition) to do something
The constructions "shall" and "shall not" are confined to the context of normative provisions, and do not appear in Technical Reports.
The constructions "must" and "must not" are not used as substitutes for "shall" and "shall not". Their use is avoided insofar as possible, and they are not used in a normative context except in a direct citation from an external, referenced, non-3GPP document, or so as to maintain continuity of style when extending or modifying the provisions of such a referenced document.
should	indicates a recommendation to do something
should not	indicates a recommendation not to do something
may	indicates permission to do something
need not	indicates permission not to do something
The construction "may not" is ambiguous and is not used in normative elements. The unambiguous constructions "might not" or "shall not" are used instead, depending upon the meaning intended.
can	indicates that something is possible
cannot	indicates that something is impossible
The constructions "can" and "cannot" are not substitutes for "may" and "need not".
will	indicates that something is certain or expected to happen as a result of action taken by an agency the behaviour of which is outside the scope of the present document
will not	indicates that something is certain or expected not to happen as a result of action taken by an agency the behaviour of which is outside the scope of the present document
might	indicates a likelihood that something will happen as a result of action taken by some agency the behaviour of which is outside the scope of the present document
might not	indicates a likelihood that something will not happen as a result of action taken by some agency the behaviour of which is outside the scope of the present document
In addition:
is	(or any other verb in the indicative mood) indicates a statement of fact
is not	(or any other negative verb in the indicative mood) indicates a statement of fact
The constructions "is" and "is not" do not indicate requirements.
[bookmark: scope][bookmark: _Toc21087530][bookmark: _Toc23326063][bookmark: _Toc25934653]
1	Scope
3GPP Rel-16 added 5GS support for Non-Public Networks based on stage 1 service requirements in TS 22.261 [2]. The scope of this Technical Report is to study further enhancements to the 5GS to fulfil the not yet supported stage 1 service requirements for Non-Public Networks in TS 22.261 [2] and requirements described in e.g. TS 22.263 [3].
The following aspects are in scope of the study:
1.	Study enhancements to enable support for SNPN along with subscription / credentials owned by an entity separate from the SNPN.
2.	Study how to support UE onboarding and provisioning for non-public networks.
3.	Study enhancements to the 5GS for NPN to support service requirements for production of audio-visual content and services e.g. for service continuity.
4.	Study the possibility for customizations or optimizations of 5GS when used for NPN considering different deployment scenarios, e.g. when the NPN is deployed and managed with the support of PLMN, when the NPN is deployed for different coverage and device density.
5.	Study the need for additional exposure capabilities due to support for NPN.
6.	Study support for SNPN and PLMN sharing the same NG-RAN, if anything missing from Rel-16.
7.	Study support for voice/IMS emergency services for SNPN.
[bookmark: references][bookmark: _Toc21087531][bookmark: _Toc23326064][bookmark: _Toc25934654]2	References
The following documents contain provisions which, through reference in this text, constitute provisions of the present document.
-	References are either specific (identified by date of publication, edition number, version number, etc.) or non‑specific.
-	For a specific reference, subsequent revisions do not apply.
-	For a non-specific reference, the latest version applies. In the case of a reference to a 3GPP document (including a GSM document), a non-specific reference implicitly refers to the latest version of that document in the same Release as the present document.
[1]	3GPP TR 21.905: "Vocabulary for 3GPP Specifications".
[2]	3GPP TS 22.261: "Service requirements for next generation new services and markets".
[3]	3GPP TS 22.263: " Service requirements for Video, Imaging and Audio for Professional Applications (VIAPA)".
[4]	3GPP TS 23.501: "System Architecture for the 5G System; Stage 2".
[5]	3GPP TS 23.122: "Non-Access-Stratum (NAS) functions related to Mobile Station in idle mode".
[bookmark: definitions][bookmark: _Toc21087532][bookmark: _Toc23326065][bookmark: _Toc25934655]3	Definitions of terms, symbols and abbreviations
[bookmark: _Toc21087533][bookmark: _Toc23326066][bookmark: _Toc25934656]3.1	Terms
For the purposes of the present document, the terms given in TR 21.905 [1] and the following apply. A term defined in the present document takes precedence over the definition of the same term, if any, in TR 21.905 [1].
NPN: Non-Public Network as defined in TS 23.501 [4]. The terminology NPN refers to both SNPN and PNI-NPN in this TR unless otherwise stated.
UE onboarding: Provisioning of information, to a UE and within the network, required for the UE to get authorized access and connectivity to an NPN
[bookmark: _Toc21087534][bookmark: _Toc23326067][bookmark: _Toc25934657]3.2	Symbols
Void.
[bookmark: _Toc21087535][bookmark: _Toc23326068][bookmark: _Toc25934658]3.3	Abbreviations
For the purposes of the present document, the abbreviations given in TR 21.905 [1] and the following apply. An abbreviation defined in the present document takes precedence over the definition of the same abbreviation, if any, in TR 21.905 [1].


[bookmark: clause4][bookmark: _Toc21087536][bookmark: _Toc23326069][bookmark: _Toc25934659]4	Architectural Assumptions and Requirements
Editor's note:	This clause includes the Architectural Assumptions and Requirements applicable for the study.
[bookmark: _Toc25934660]4.1	Architectural Requirements
-	Solutions shall build on the 5G System architectural principles as in TS 23.501 [4], including flexibility and modularity for newly introduced functionalities.
[bookmark: _Toc21087537][bookmark: _Toc23326070][bookmark: _Toc25934661]5	Key Issues
[bookmark: _Toc23236006][bookmark: _Toc25934662][bookmark: _Toc16839376][bookmark: _Toc16839381][bookmark: _Toc21087540][bookmark: _Toc23326073]5.1	Key Issue #1: Enhancements to Support SNPN along with credentials owned by an entity separate from the SNPN 
[bookmark: _Toc23236007][bookmark: _Toc25934663]5.1.1	Description
One area that needs further study is enhancements to the 5GS in order to enable support for SNPN along with subscriptions or credentials owned by an entity separate from the SNPN.
Studying 5GS enhancements specifically oriented towards support of SNPN with credentials owned by an entity separate from the SNPN is necessary to enable some of the main use cases for Non-Public Networks, such as wireless connectivity for industry, large residential buildings, campuses, malls, and merged SNPNs, which all contain several specialized and stringent requirements. Many of the relevant use cases may in turn potentially have an impact on the architecture.
This key issue aims at addressing the following points for SNPN along with subscription owned by an entity separate from the SNPN:
-	How to identify the separate entity providing the subscription; 
-	Network selection enhancements, including UEs with multiple subscriptions;
-	E.g. how does the UE discover and select an SNPN which provides authentication in an external entity;
-	Architecture enhancements needed to support multiple separate entities, e.g.:
-	What are the interfaces exposed and/or used by SNPN and the separate entity;
-	What is the architecture and solution for a UE accessing a separate entity via SNPN access network;
-	How to exchange authentication signalling between the SNPN and the separate entity, including:
-	Authentication by the PLMN, based on PLMN identities and credentials, for access to the SNPN;
-	Authentication via SNPN to separate entity based on non-3GPP identities (e.g. non-IMSI) and credentials;
-	Mobility scenarios, including service continuity, for:
-	UE moving from SNPN#1 with separate entity#1 to SNPN#2 with separate entity#1 available; and
-	UE moving between SNPN#1 (where separate entity=PLMN) and PLMN.
NOTE:	Security aspects should be defined by SA WG3.
[bookmark: _Toc23236008][bookmark: _Toc25934664]5.2	Key Issue #2: NPN support for Video, Imaging and Audio for Professional Applications (VIAPA) 
[bookmark: _Toc500949092][bookmark: _Toc16839377][bookmark: _Toc23236009][bookmark: _Toc25934665][bookmark: _Hlk500943653]5.2.1	Description
The TS 22.263 [3] captures the service requirements for "Video, Imaging and Audio for Professional Applications (VIAPA)".
This key issue aims at addressing the following aspects:
1.	Study whether there are support for service continuity (assuming PSA may reside in either PLMN or in the NPN) between PLMN and NPN (SNPN or PNI-NPN) with overlapping radio coverage areas;
2.	Study means to enable a UE to receive data services from one network (e.g. NPN), and paging as well as data services from another network (e.g. PLMN) simultaneously.
NOTE:	It is assumed that the FS_IIoT will cover aspects to enable low latency data services, and that FS_5MBS will cover aspects to enable low latency multicast downlink services, while the scope of the FS_eNPN is to enable these services while the UE is using two networks e.g. NPN and PLMN.
[bookmark: _Toc23236010][bookmark: _Toc25934666][bookmark: _Toc19722242]5.3	Key Issue #3: Support of IMS voice and emergency services for SNPN 
[bookmark: _Toc19722243][bookmark: _Toc23236011][bookmark: _Toc25934667]5.3.1	Description
3GPP Rel-16 includes IMS voice and emergency services support for Public network integrated Non-Public Networks, while for SNPNs the following was captured in TS 23.501 [4]:
"Emergency services are not supported in SNPN access mode.
NOTE 1:	Voice support with emergency services in SNPN access mode is not specified in this release."
This key issue aims at addressing the following points for SNPN:
-	Study the architectural impacts for support of IMS voice and emergency services offered by SNPN;
-	Study whether basic IMS functionality for SNPN via 3GPP access requires any specification changes to enable non-IMSI based IMPI usage over 3GPP access.
[bookmark: _Toc25934668]5.4	Key issue #4: UE Onboarding and remote provisioning
[bookmark: _Toc25934669]5.4.1	Description
The Key Issue is to study the architecture and solutions to support UE onboarding and provisioning for the NPN, including: 
-	Architecture including which NFs are involved, and which scenario(s) the solution is addressing, including:
-	Which network entity performs UE’s subscription provisioning and where is the network entity located.
-	If the network entity performing UE subscription provisioning is external to the SNPN, what is the service-based interface exposed by the SNPN towards that network entity for UE onboarding and provisioning.
-	Means for a UE, that is verifiably secure and uniquely identifiable to 5GS, for remote provisioning, including:
-	How does the UE discover and select the NPN before UE subscription is provisioned.
-	How does the network authenticate the UE before the UE’s subscription is provisioned.
-	How does the 5G system provides and updates the subscription of an authorized UE in order to allow the UE to request connectivity to a desired NPN.
-	Means to remotely provision the required new or updated information to the UE for enabling the UE to access the NPN using 5GS, including e.g.:
-	Triggers and procedures used to initiate the provisioning procedure.
-	How to establish a secure connectivity between the UE and the network entity for provisioning.
-	How the network entity provisions the NPN subscription to the UE.
-	Support of exposure via APIs to support onboarding and remote provisioning, if required.
The associated solutions need to consider the following UE characteristics:
-	Before the onboarding process there should be information in the UE for it to be "uniquely identifiable and verifiably secure".
NOTE 1:This does not mean the UE is required to support the frequency bands the PLMN deploys for public network.
-	A TE might not have an interface that can be used to provision the MT.
NOTE 2:	This key issue covers devices with and without a UICC.
NOTE 3:	Security aspects should be discussed and confirmed by SA WG3.
[bookmark: _Toc25934670]5.5	Key Issue #5: Support for equivalent SNPNs 
5.5.1 [bookmark: _Toc25934671]Description
This key issue is to enable a UE access multiple SNPNs and the ability to support optimized access control and service continuity between SNPNs. This is to enable support for equivalent SNPN (similar to equivalent PLMN) and/or equivalent home SNPN (similar to equivalent HPLMN). Impact to 5G System due to the following scenarios are in the scope:
-	Individual SNPNs with their own PLMN ID and NID identification but they are all equivalent. This implies that the UE with subscription for one of the SNPN has access to its equivalent SNPN(s). This also implies that the UE treat individual SNPNs with equal priority for network selection.
It has the following objectives for study:
-	Enabling an authorized UE to be able to efficiently access and move between equivalent SNPNs; and
-	Enabling an authorized UE to be able to efficiently select equivalent SNPNs during network selection.
[bookmark: _Toc20049535][bookmark: _Toc25934672]5.6	Key Issue #6: Support of non-3GPP access for SNPN services
[bookmark: _Toc25934673]5.6.1	Description
One area that needs further study is enhancements to the 5GS in order to enable support for direct connection of non-3GPP access networks to the SNPN's 5GC. There are already non-3GPP access technologies which are in use in enterprises and campuses and it is foreseen that such non-3GPP access technologies will continue to evolve. The integration of these existing assets in the SNPN would add flexibility to the SNPN operators. 
This key issue aims at addressing the following points for SNPN:
-	How to provide direct access to SNPN services via non-3GPP access networks:
-	Support of trusted non-3GPP access network (TNAN);
-	Support of untrusted non-3GPP access network; and
-	Whether and how Wireline 5G Access Network can be used to connect to SNPN.

[bookmark: _Toc25934674]6	Solutions
[bookmark: _Toc23326074][bookmark: _Toc25934675][bookmark: _Toc16839382][bookmark: _Toc21087541]6.0	Mapping Solutions to Key Issues
Table 6.0-1: Mapping of Solutions to Key Issues
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[bookmark: _Toc25934676][bookmark: _Toc23326075]6.1	Solution #1: Standalone non-public network supporting service providers 
[bookmark: _Toc25934677]6.1.1	Introduction
The solution addresses key issue #1 (Enhancements to Support SNPN along with credentials owned by an entity separate from the SNPN).


Figure 6.1.1-1: Standalone Non-public network supporting service providers
NOTE:	The entity separate from the SNPN is referred to as service provider. It can be either a PLMN or an SNPN. In the case service provider is an SNPN, SNPN owns a 5GC including at least a UDM. In case the service provider is a PLMN, PLMN owns 5GC including at least a UDM.
The following are the main principles of the solution:
-	In figure 6.1.1-1, the standalone non-public network (SNPN) takes the role of a visited network and the service provider is the home network.
-	Another way of viewing the configuration in figure 6.1.1-1 is that the home network is in the role of a mobile virtual network operator.
-	For each subscription with a service provider, the UE is configured with an “Equivalent home network” list that assists the UE in network selection.
[bookmark: _Toc25934678]6.1.2	Functional Description


Figure 6.1.2-1: Standalone Non-public network supporting service continuity
The solution has the following assumptions:
-	The service provider has an agreement with the standalone non-public network.
-	A standalone non-public network has control plane and optionally user plane interfaces with one or more service providers.
Editor's note:	The list of interfaces between SNPN and service providers needs to be further clarified.
-	SNPN access mode in the UE as defined in Rel-16 is not required to be supported because the network selection is controlled via a configured list which includes both PLMN ID and combination of PLMN ID and NID.
The solution is based on the following principles: 
-	The UE has subscription with service provider identified with a service provider ID (SPID). The service provider identifier may be a PLMN ID or PLMN ID+NID.
-	When the service provider of the UE is a PLMN, the UE subscription data and credentials are stored at the UDM/AUSF of the PLMN. This is represented in Figure 6.1.2-1, where UE#A has subscription with SP#1 and the UE is authorized to services provided by SP#1.
-	The stand-alone non-public network can provide local services to the UE using the local breakout architecture or provide access to the service provider services using the home-routed roaming architecture.
-	When the service provider of the UE is a PLMN, the standalone non-public network selects the session management function and PDU Session Anchor (PSA) in the PLMN to support PDU sessions that require service continuity using the home-routed roaming architecture.
-	Mobility in the absence of the N14 interface between SNPN and PLMN is handled by the “Existing PDU Session” indication in the PDU Session Establishment Request.
-	When the service provider of the UE is a SNPN, the UE subscription data and credentials are maintained by the SNPN. This is represented in Figure 6.1.2-1, where UE#B has subscription with SP#2 and the UE is authorized to services provided by SP#2.
-	The NG-RAN nodes in the standalone non-public network broadcasts the following:
-	List of combined PLMN IDs and NIDs identifying the standalone non-public networks to which the NG-RAN provides access.
-	The UE shall be configured with the following:
-	Subscriber identifier and credentials for the subscribed service provider.
-	An “Equivalent Home Network list” which is modelled based on the EHPLMN list defined in TS 23.122 [5].This list can include both PLMN ID and combination of PLMN ID and NID ranked in priority order. Alternatively, the UE may be configured with an “Operator Controlled Network Selector with Access Technology” list which is modelled based on the Operator Controlled PLMN Selector with Access Technology list defined in TS 23.122 [5].
[bookmark: _Toc25934679]6.1.3	Procedures
The UE configuration is described in clause 6.1.2.
The principles for standalone non-public network discovery and selection with support for service providers is as given below:
-	UE has subscription with a service provider identified by its SPID (For example - identified as SP#X).
-	SP#X has an agreement with standalone non-public network that is identified by its NID (For example - identified as NPN#A), allowing the UEs that have subscription with SP#X to access the services of SP#X via NPN#A.
-	The UE has a stored "Equivalent Home Network" list or "Operator Controlled Network Selector with Access Technology" list that contains both SP#X and NPN#A.
-	The radio access network of NPN#A broadcasts its own ID i.e., NPN#A.
-	The UE which has subscription with SP #X selects NPN #A since NPN #A is configured in UE's "Equivalent Home Network" list or "Operator Controlled Network Selector with Access Technology" list.
-	Once the network selection is complete, the UE registers with the network by providing the UE identity and credential corresponding to the SPID. It is assumed that the authentication request is routed to UDM in the service provider’s administrative domain.
[bookmark: _Toc25934680]6.X.4	Impacts on existing entities and interfaces
Editor's note:	This clause lists impacts to existing entities and interfaces.
[bookmark: _Toc25934681]6.X	Solution #<X>: <Solution Title> 
[bookmark: _Toc16839383][bookmark: _Toc21087542][bookmark: _Toc23326076][bookmark: _Toc25934682]6.X.1	Introduction
Editor's note:	This clause lists the key issue(s) addressed by this solution, and briefly the main principles of the solution.
[bookmark: _Toc16839384][bookmark: _Toc21087543]
[bookmark: _Toc23326077][bookmark: _Toc25934683]6.X.2	Functional Description
Editor's note:	This clause further details the solution principles and any assumptions made.
[bookmark: _Toc16839385][bookmark: _Toc21087544]
[bookmark: _Toc23326078][bookmark: _Toc25934684]6.X.3	Procedures
Editor's note:	This clause describes procedures and information flows for the solution.
[bookmark: _Toc16839386][bookmark: _Toc21087545]
[bookmark: _Toc23326079][bookmark: _Toc25934685]6.X.4	Impacts on existing entities and interfaces
Editor's note:	This clause lists impacts to existing entities and interfaces.

[bookmark: _Toc16839388][bookmark: _Toc21087547][bookmark: _Toc23326080][bookmark: _Toc25934686]7	Evaluation
[bookmark: _Toc16839389][bookmark: _Toc21087548][bookmark: _Toc23326081][bookmark: _Toc25934687]7.X	Key Issue #<X>: <Key Issue Title> 
Editor's note:	This clause will provide a general evaluation and comparison of the solutions per Key Issue #<X>.

[bookmark: _Toc16839390][bookmark: _Toc21087549][bookmark: _Toc23326082][bookmark: _Toc25934688]8	Conclusions
[bookmark: _Toc16839391][bookmark: _Toc21087550][bookmark: _Toc23326083][bookmark: _Toc25934689]8.X	Key Issue #<X>: <Key Issue Title> 
Editor's Note:	This clause will capture conclusions for Key Issue #<X>.
[bookmark: tsgNames]
[bookmark: _Toc21087551][bookmark: _Toc23326084][bookmark: _Toc25934690]
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