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Foreword

This Technical Report has been produced by the 3rd Generation Partnership Project (3GPP).

The contents of the present document are subject to continuing work within the TSG and may change following formal TSG approval. Should the TSG modify the contents of the present document, it will be re-released by the TSG with an identifying change of release date and an increase in version number as follows:

Version x.y.z

where:

x
the first digit:

1
presented to TSG for information;

2
presented to TSG for approval;

3
or greater indicates TSG approved document under change control.

y
the second digit is incremented for all changes of substance, i.e. technical enhancements, corrections, updates, etc.

z
the third digit is incremented when editorial only changes have been incorporated in the document.

Introduction
1
Scope

The present document specifies the functional architecture, procedures, information flows and APIs for MSGin5G Service. MSGin5G Service provides messaging communication capability in 5GS especially for Massive Internet of Things (MIoT). 
 MSGin5G Service includes the following message communication models:

-
Point-to-point message;

-
Application-to-point message/ Point-to-application message;

-
Group message;

-
Broadcast message.
The corresponding service requirements are defined in 3GPP TS 22.262 [2].
Editor's Note:
The future contributions are recommended to follow the clause numbers proposed in the discussion paper S6-210483.
2
References

The following documents contain provisions which, through reference in this text, constitute provisions of the present document.

-
References are either specific (identified by date of publication, edition number, version number, etc.) or non‑specific.

-
For a specific reference, subsequent revisions do not apply.

-
For a non-specific reference, the latest version applies. In the case of a reference to a 3GPP document (including a GSM document), a non-specific reference implicitly refers to the latest version of that document in the same Release as the present document.

[1]
3GPP TR 21.905: "Vocabulary for 3GPP Specifications".
[2]
3GPP TS 22.262: "Message Service within the 5G System".
[3]
GSMA PRD RCC.07: "RCC.07 Rich Communication Suite 9.0 Advanced Communications Services and Client Specification".
[4]
OMA OMA-ERELD-LightweightM2M-V1_1-20180612-C: "Enabler Release Definition for LightweightM2M".
[5]
3GPP TS 23.434: "Service Enabler Architecture Layer for Verticals".
[6]
3GPP TS 23.222: "Functional architecture and information flows to support Common API Framework for 3GPP Northbound APIs; Stage 2".

…

[x]
<doctype> <#>[ ([up to and including]{yyyy[-mm]|V<a[.b[.c]]>}[onwards])]: "<Title>".

3
Definitions, symbols and abbreviations
3.1
Definitions

For the purposes of the present document, the terms and definitions given in 3GPP TR 21.905 [1] and the following apply. A term defined in the present document takes precedence over the definition of the same term, if any, in 3GPP TR 21.905 [1].
MSGin5G Server: A server in MSGin5G Service that delivers MSGin5G messages among MSGin5G Service endpoints.

Legacy 3GPP Message Gateway: the entity in MSGin5G Service to support interworking with Legacy 3GPP UEs.
Non-3GPP Message Gateway: the entity in MSGin5G Service to support interworking with Non-3GPP UEs.
Message Gateway: general terminology for Legacy 3GPP Message Gateway or Non-3GPP Message Gateway.

MSGin5G Client: the client that enables MSGin5G Message sending and receiving.
MSGin5G UE:  the UE that uses MSGin5G Client in MSGin5G Service.
Legacy 3GPP UE: the UE that supports legacy 3GPP message sending and receiving (e.g. SMS, NIDD, etc) in MSGin5G Service.
Non-3GPP UE: the UE that supports non-3GPP message sending and receiving (e.g. RCS message as specified in GSMA PRD RCC.07 [3], OMA LWM2M message as specified in OMA OMA-ERELD-LightweightM2M [4]) in MSGin5G Service.

NOTE:
The MSGin5G UE utilizes MSGin5G Client in MSGin5G service. The Legacy 3GPP UE and Non-3GPP UE does not utilize MSGin5G Client in MSGin5G service.
MSGin5G Group: the group of UEs which members may be MSGin5G UE, Legacy 3GPP UE and Non-3GPP UE.
Editor's note: Definitions alignment to Architecture is FFS.
3.2
Symbols

For the purposes of the present document, the following symbols apply:

<symbol>
<Explanation>

3.3
Abbreviations

For the purposes of the present document, the abbreviations given in 3GPP TR 21.905 [1] and the following apply. An abbreviation defined in the present document takes precedence over the definition of the same abbreviation, if any, in 3GPP TR 21.905 [1].

4
Architectural requirements
4.1
General
4.2
Architectural requirements
5
Application layer architecture
5.1
General
5.2
Application Architecture
Figure 5.2-1 shows the application architecture of the MSGin5G Service.  The MSGin5G Service shall fulfil the service requirements which are enumerated in 3GPP TS 22.262 [2].
NOTE 1: "MSGin5G" in this document is referred to the new defined transport for the MSGin5G service. The service name in this document uses the "MSGin5G Service" term in 3GPP TS 22.262 [2].
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Figure 5.2-1: Application Architecture of the MSGin5G Service

The MSGin5G client(s) interacts with SEAL clients over the SEAL-C reference point specified for each SEAL service. The MSGin5G server(s) interacts with SEAL servers over the SEAL-S reference point specified for each SEAL service. The interaction between a SEAL client and the corresponding SEAL server is supported by SEAL-UU reference point specified for each SEAL service as specified in 3GPP TS 23.434 [5].
The MSGinUE-1 may be constrained devices and unconstrained devices with advanced capabilities, and can communicate with MSGin5G server over MSGin5G-1 reference point. The MSGin5G UE-2 is constrained device which do not have enough capability to communicate with MSGin5G Server. If allowed by configuration, the MSGin5G UE-1 may act as a UE Message Gateway to MSGin5G UE-2.
NOTE 2:
In certain deployment option, a Group management function based on SEAL Group Management Server specified in 3GPP TS 23.434 [5] can be implemented in the MSGin5G Server. The implementation of such deployment option is out of this specification.

NOTE 3:
In certain deployment option, the UE-2 may not contain MSGin5G Client. In such scenario, the application client in UE-2 will interact with MSGin5G Client in UE-1 to send messages.

NOTE 4:
When both UE-1 and UE-2 support MSGin5G client, MSGin5G client in UE-1 acts as a relay for the MSGin5G client in UE-2 to receive MSGin5G service. When UE-2 does not support MSGin5G client and only UE-1 supports MSGin5G client, MSGin5G client in UE-1 acts as a gateway for the Application client in UE-2 to receive MSGin5G service.

NOTE 5:
Depending on the non-3GPP message service, the interaction between Non-3GPP message client and Non-3GPP Message Gateway may involve 3GPP Core Network.

NOTE 6:
3GPP Core Network may not be involved for the interaction between the Non-3GPP Message Gateway and the MSGin5G Server.

Editor's note:
Specifying details of MSGin5G Client interaction towards Application Client is FFS.

Editor's note:
Application Client ID while using Message Gateway UE is FFS.
5.3
Functional entities
Editor's Note: the three logical Client types: MSGin5G Client, Legacy 3GPP Client, Non-3GPP Client
5.3.1
General

The functional entities of the application architecture for the MSGin5G Service are described in this clause.

5.3.2
MSGin5G Server

A MSGin5G server provides server-side functionality to assist MSGin5G clients with the sending and receiving of messages via the MSGin5G Service to/from Application Servers and/or other MSGin5G service endpoints on other UEs.

Functionalities of MSGin5G Server:
-
To resolve message delivery mechanism for the MSGin5G service end point based on the terminating MSGSin5G service ID to determine if the message is to be delivered to a MSGin5G UE, an Application Server or a Message Gateway for final delivery;

-
Interworking with non 3GPP messaging service through the Non-3GPP Message Gateway;
-
Interworking with legacy 3GPP messaging service through the Legacy 3GPP Message Gateway;
-
Exchanging MSGin5G messages with application servers, MSGin5G clients, Legacy 3GPP Message Gateway and Non-3GPP Message Gateway; and
-
Providing information related to the MSGin5G Service, such as MSGin5G client availability, to MSGin5G clients, Legacy 3GPP Message Gateway and Non-3GPP Message Gateway.
5.3.2.1
Target resolution and Gateway selection

Upon receiving the MSGin5G Message Request to deliver the message to the target UE (which could be any of the MSGin5G UE, Legacy 3GPP UE, Non-3GPP UE) on the terminating side, the MSGin5G service performs certain actions in order to ensure message delivery to the right target UE and in appropriate format. The actions include determining the service supported by the target UE, need for gateway and selection of appropriate gateway, and the need for translation the MSGin5G Message Request to a format understood by the target UE.
Upon receiving the MSGin5G Message Request, the MSGin5G server checks the MSGin5G UE registration repository (created at the time of each MSGin5G UE registration to MSGin5G Server) for the target end point identifier. If the target found in the registration repository is MSGin5G UE, MSGin5G Server will attempt for delivery towards MSGin5G UE. If the target found in the registration repository is non-MSGin5G UE, MSGin5G server delivers the message to Message Gateway that the non-MSGin5G UE is registered with, determined from the non-MSGin5G UE registration.
5.3.2.2
Protocol Conversion Function

The MSGin5G service supports both constrained devices with limited capabilities and unconstrained devices with advanced capabilities. It may be possible that both types of devices support different protocols. The protocol conversion function in the Msgin5G Server converts one protocol format (for example, CoAP) into another protocol format (for example, HTTP) or vice versa.
NOTE: The actual protocol selection is out of scope of this specification. 

5.3.3
MSGin5G Client

A MSGin5G client provides client-side functionality for UE Application Clients with the sending and receiving of messages via the MSGin5G Service to/from Application Servers and/or other MSGin5G service endpoints; i.e. UEs.

Functionalities of MSGin5G client:

-
Exposing MSGin5G APIs to enable application clients to use a MSGin5G Service; 

-
Supporting registration of a MSGin5G client to a MSGin5G Server to use a MSGin5G Service; and

-
Supporting configuration of a MSGin5G client required to use MSGin5G Service;

-
Construct MSGin5G message when requested by a native application or application client;

-
Deliver MSGin5G message payload to the targeted native application or application client; and

-
Exchanging MSGin5G messages via a MSGin5G Server to/from Application Servers and/or other MSGin5G service endpoints; i.e. UEs.

NOTE: A native application on a MSGin5G UE is the application logic built within the MSGin5G client.

5.3.4
Message Gateway 

A Message Gateway in MSGin5G application architecture provides functionality to deliver MSGin5G messages to non-MSGin5G UEs. 
A Message Gateway performs the role of interconnecting two different messaging delivery mechanisms and assure the message integrity between different message delivery mechanisms. A message delivery mechanism comprises the specific set of protocols, procedures and rules. 

Functionalities of Message Gateway:

-
Enable s seamless delivery of a MSGin5G message between different message delivery mechanisms with integrity;

-
Communicates with the MSGin5G server using either a MSGin5G client or similar functions to enable sending and receiving MSGin5G messages;

-
Delivers payload of a MSGin5G message to the non-MSGin5G UE using the specific message delivery mechanism available to that non-MSGin5G UE; Performs message sender and receiver addresses conversion according to the two connected message delivery mechanisms and maintain the mapping of the address pair used for a response message delivery;

-
Perform registration and de-registration with the MSGin5G server on behalf of the non-MSGin5G UEs;

-
Act as a service endpoint to perform message segmentation and reassembly for the non-MSGin5G UEs when needed;

-
Performs conversion of the target UE address that is understood in the destination domain; and

-
Performs protocols and non-message payload information conversion according to the service supported by the target UE and assure no loss of message payload and essential non message payload information such as a delivery report request; 

There are two types of Message Gateways used to deliver MSGin5G messages to different UE types: the Legacy 3GPP Message Gateway and the non-3GPP Message Gateway 

NOTE:
Implementation of the Legacy 3GPP Message Gateway and the MSGin5G Server together is deployment option that is out of this specification.

5.3.4.1
Legacy 3GPP Message Gateway 

The Legacy 3GPP Message Gateway is used to deliver MSGin5G message to Legacy 3GPP UEs, using their supported message delivery mechanisms.

5.3.4.2
Non-3GPP Message Gateway 

The Non-3GPP Message Gateway is used to deliver MSGin5G message to non-3GPP UEs, using their supported message delivery mechanisms.

5.3.5
Application Client 

The application client provides client-side messaging service logic and needed information for the MSGin5G client to perform MSGin5G service with other endpoints. Using application client to provide this information to the MSGin5G client is optional as there are other ways to provide this information to the MSGin5G client such as a native UE implementation with pre-configured information.

5.3.6
Application Server 

The Application Server supports sending and receiving messages with MSGin5G service layer protocols and procedures.

5.3.7
Legacy 3GPP Message Client 

The Legacy 3GPP message client provides client-side functionality for a Legacy 3GPP messaging service (e.g. SMS, NIDD).

NOTE:
The details of the Legacy 3GPP message client are out of scope of the present document.

5.3.8
Non-3GPP Message Client 

The Non-3GPP message client provides client-side functionality for a Non-3GPP messaging service.

NOTE:
The details of the Non-3GPP message client are out of scope of the present document.

5.3.9
SEAL client

The following SEAL clients for MSGin5G Service are supported:

-
Group management client as specified in 3GPP TS 23.434 [5];

-
Configuration management client as specified in 3GPP TS 23.434 [5].

5.3.10
SEAL server

The following SEAL servers for MSGin5G Service are supported:

-
Group management server as specified in 3GPP TS 23.434 [5];

-
Configuration management server as specified in 3GPP TS 23.434 [5].

Editor's Note:
Usage of other SEAL services (e.g. location) from 3GPP TS 23.434 [5] for MSGin5G Service is FFS.
5.4
Reference Points
5.4.1
General

The reference points of the service architecture for the MSGin5G Service are described in this clause.

5.4.2
MSGin5G-1

The interactions related to enabling MSGin5G message exchange between a MSGin5G client and a MSGin5G Server are supported by the MSGin5G-1 reference point. This reference point supports:

-
Registration of a MSGin5G client to a MSGin5G Server when not using IMS base solution; and

-
The exchange of MSGin5G messages.

5.4.3
MSGin5G-2

The interactions related to enabling MSGin5G message exchange between a MSGin5G Server and the Legacy 3GPP Message Gateway are supported by the MSGin5G-2 reference point. This reference point supports:

-
indicating the underlying message delivery mechanism to the Legacy 3GPP Message Gateway;

-
exchange of MSGin5G messages; and

-
registration of Legacy 3GPP Message Gateway to MSGin5G Server.

5.4.4
MSGin5G-3

The interactions related to enabling MSGin5G message exchange between an Application Server and a MSGin5G Server are supported by the MSGin5G-3 reference point. This reference point supports:

-
Access to MSGin5G Server and APIs to enable sending and receiving of MSGin5G messages; and

-
Adherence to CAPIF as specified in 3GPP TS 23.222 [6].
5.4.5
MSGin5G-4

The interactions related to enabling MSGin5G message exchange between a Non-3GPP Message Gateway and a MSGin5G Server are supported by the MSGin5G-4 reference point. This reference point supports:

-
Registration of Non-3GPP Message Gateway to MSGin5G Server; and

-
The exchange of MSGin5G messages.

5.4.6
MSGin5G-5

The interactions related to enabling MSGin5G message related information exchange between an application client and a MSGin5G client are supported by the MSGin5G-5 reference point. This reference point supports:

-
Providing information from application clients required to enable the MSGin5G client to construct a MSGin5G message to be delivered to other MSGin5G service endpoints.

-
Configuring application clients with information required to enable the MSGin5G client and MSGin5G Server to exchange and route MSGin5G messages to other MSGin5G service endpoints.
-
Sending notifications and information in the incoming MSGin5G messages received by the MSGin5G client to the application clients from other MSGin5G service endpoints.
5.4.7
MSGin5G-6

The MSGin5G Client-2 of MSGin5G UE-2 communicates with MSGin5G Client-1 of MSGin5G UE-1 over MSGin5G-6 reference point. The interface is based on NR PC5.
5.4.8
SEAL-C

The following SEAL-C reference points for MSGin5G Service are supported:

-
GM-C reference point for group management as specified in 3GPP TS 23.434 [5];

-
CM-C reference point for configuration management as specified in 3GPP TS 23.434 [5].

5.4.9
SEAL-S

The following SEAL-S reference points for MSGin5G Service are supported:

-
GM-S reference point for group management as specified in 3GPP TS 23.434 [5];

-
CM-S reference point for configuration management as specified in 3GPP TS 23.434 [5].

5.4.10
SEAL-UU

The following SEAL-UU reference points for MSGin5G Service are supported:

-
GM-UU reference point for group management as specified in 3GPP TS 23.434 [5];

-
CM-UU reference point for configuration management as specified in 3GPP TS 23.434 [5].

5.5
Capability exposure for enabling MSGin5G Service

6
Identities
Editor's Note:
All identities will be specified in this clause. The identities includes (may not limited to):

AS service ID (The service ID  of  Application serv)
MSGC service ID (The service ID  of MSGin5G Client)
Application Client ID (out of scope)

7
Procedures and information flows
Editor's note:
The clause number of the following procedure will be changed in the future version.
7.1
MSGin5G Messages

7.1.1
General

All MSGin5G message traffic is routed via the MSGin5G Server. The present subclause specifies all MSGin5G message traffic towards and from the MSGSin5G Server. 

Editor's note:
Alignment of this solution with the architecture and the conclusions from the study is FFS.
7.1.2
MSGin5G inbound messages into the MSGin5G Server

Figure 7.1.2-1 shows the procedure for a MSGin5G UE that initiates a MSGin5G message request.
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Figure 7.1.2-1: New MSGin5G Message Request from UE
Figure 7.1.2-2 shows the procedure for an Application Server that initiates an API request for sending a MSGin5G Message to UE.

Editor's note:
The APIs provided by MSGin5G Server to App Server is to be specified in another section of the TS.
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Figure 7.1.2-2: Application Server initiates a request for sending a MSGin5G message

Figure 7.1.2-3 shows the procedure for a Legacy 3GPP Message Gateway or a non-3GPP Message Gateway that sends a new MSGin5G message request to the MSGin5G Server on behalf of a Legacy 3GPP UE or Non-3GPP UE.
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Figure 7.1.2-3: New MSGin5G Message Request sending from Message Gateway

The following procedure applies to the above figures 7.1.2-1, 7.1.2-2 and 7.1.2-3 with the exception that step 1 only applies to figure 7.1.2-1.
1. The Application Client-1 in the UE sends a request to the MSGin5G Client for invoking the MSGin5G Client to send a new MSGin5G Message to a recipient or to multiple recipients. 

Editor's note:
The APIs provided by the MSGin5G Client to the Application Client is to be specified in another section of the TS. 

2. As shown in figure 7.1.2-1 or 7.1.2-3, the MSGin5G Client or Message Gateway sends the MSGin5G Message Request to the MSGin5G Server and includes the IEs as listed in table 7.1.2-1 in the request; or as shown in figure 7.1.2-2, the Application Server sends an API request to the MSGin5G Server for sending a MSGin5G message, the API request includes the IEs as listed in table 7.1.2-1.
Table 7.1.2-1: Request to MSGin5G Server for sending MSGin5G message

	Information element
	Status
	Description

	Originating MSGin5G Service ID
	M
	The service identity of the sending MSGin5G Client, Legacy 3GPP UE, Non-3GPP UE or the sending Application Server.

	Recipient MSGSin5G Service ID
	O
	The service identity of the receiving MSGin5G Client, Legacy 3GPP UE, Non-3GPP UE or the receiving Application Server.

This IE is mandatory for point-to-point messaging, application-to-point messaging, AOMT messaging and MOAT messaging and is not present in other message scenarios.

	Recipient Group ID
	O
	The identifier of the target MSGin5G Group. 

This IE is mandatory for a Group Message and is not present in other message scenarios.

	Recipient Service Area ID
	O
	The identifier of the Service Area where the message needs to be broadcast. 

This IE is mandatory in the Broadcast Message and is not present in other message scenarios.

	Messaging Topic
	O
	Indicates which messaging topic this message is related to. 
This IE is mandatory for a message distribution based on topic and is not present in other message scenarios.

	Application ID
	O
	Identifies the application for which the payload is intended.

This IE is required when the message is sent to one of multiple Application Clients served by same MSGin5G Client.
This IE may be included when the message is sent to an Application Server or to an Application Client.

MSGin5G Server is unaware of the content.

	Message ID
	M
	Unique identifier of this message.

If the request is a Delivery Report (as shown in step 6) the Message ID IE is copied from the MSGin5G message that is being acknowledged.

	Security Credentials
	O
	Security information required by the MSGin5G Server.

This is a placeholder for SA3 security information.

	Delivery Status Required
	O
	Indicates if delivery acknowledgement from the recipient is requested.

This IE is not present if the MSGin5G message request is a Delivery Report (as shown in step 6).

	Failure Cause
	O
	If the request is a Delivery Report (as shown in step 6) the Failure Cause indicates the failure reason, if applicable.

	Payload
	O
	Payload of the message.

MSGin5G Server/Client is unaware of the content.

If the Request is a Delivery Report (as shown in step 6) the Payload IE is not included.

The maximum size of this IE is a configurable value that shall not exceed 2048 octets.

	Priority Type
	O
	Application priority level requested for this message. 

If the Request is a Delivery Report (as shown in step 6) the Priority Type IE is copied from the message that is being acknowledged.

	Message is segmented
	O
	Indicates this message is part of a segmented message.

	Total number of message segments
	O
	Indicates the total number of segments for the message.

	Message segment number
	O
	The message segment number for the segmented message


3. The MSGin5G Server determines if the recipients are available to receive the message or if the message needs to be stored for deferred delivery.

4. If the message needs to be stored for deferred delivery, the MSGin5G Server stores the message request with the relevant delivery information.

5. The MSGin5G Server may return a response to the originating entity and includes the IEs as listed in table 7.1.2‑2 in the response.

Table 7.1.2-2: Information Elements in Response
	Information element
	Status
	Description

	Originating MSGin5G service ID
	M
	The identity of the MSGin5G Client, Legacy 3GPP UE, Non-3GPP UE or the identity of the Application Server that initiated the previous Request.

	Message ID
	M
	Identifier of the initiating Request.

	Delivery Status
	O
	Indicates if delivery is a failure, or if the message is stored for deferred delivery.

	Failure Cause
	O
	The reason for failure


7.1.3
MSGin5G outbound messages from the MSGin5G Server

Figure 7.1.3-1 shows the procedure for the MSGin5G Server that forwards a MSGin5G Message.
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Figure 7.1.3-1: MSGin5G Message towards UE
Figure 7.1.3-2 shows the same procedure (step 1 only), however for the MSGin5G Server that sends the message payload to an Application Server by application request.
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Figure 7.1.3-2: Message towards an Application Server

Figure 7.1.3-3 shows the procedure for the MSGin5G Server that sends a MSGin5G Message to a Legacy 3GPP Message Gateway or a Non-3GPP Message Gateway.
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Figure 7.1.3-3: MSGin5G Message towards a Message Gateway
The following procedure applies to the above figures 7.1.3-1, 7.1.3-2 and 7.1.3-3 with the exception that step 2 only applies to figure 7.1.3-1. 

1. The MSGin5G Server sends the MSGin5G Message and includes the IEs as listed in table 7.1.3-1. 

Table 7.1.3-1: MSGin5G Message Request from MSGin5G Server

	Information element
	Status
	Description

	Originating MSGin5G Service ID
	M
	The service identity of the originating MSGin5G Client, Legacy 3GPP UE, Non-3GPP UE or the originating Application Server.

This IE is copied from the associated inbound message.

	Recipient MSGSin5G Service ID
	O
	The service identity of the receiving entity.

This IE is mandatory for point-to-point messaging, application-to-point messaging, AOMT messaging and MOAT messaging and is not present in other message scenarios.

This IE is copied from the associated inbound message.

	Recipient Service Area ID
	O
	The identifier of the Service Area where the message needs to be broadcast. 

This IE is mandatory in the Broadcast Message and is not present in other message scenarios.

This IE is copied from the associated inbound message.

	Application ID
	O
	Identifies the application for which the payload is intended.

This IE is required when the message is sent to one of multiple Application Clients served by same MSGin5G Client.
This IE may be included when the message is sent to an Application Server or to an Application Client.

This IE is copied from the associated inbound message.

	Message ID
	M
	Unique identifier of this message.

This IE is copied from the associated inbound message.

	Security Credentials
	O
	Security information.

	Delivery Status Required
	O
	Indicates if delivery acknowledgement from the recipient is requested.

This IE is copied from the associated inbound message.

	Failure Cause
	O
	If the MSGin5G Message is a Delivery Report the Failure Cause indicates the failure reason, if applicable.

This IE is copied from the associated inbound message.

	Payload
	O
	Payload of the message.

This IE is copied from the associated inbound message.

	Message is segmented
	O
	Indicates this message is part of a segmented message.

	Total number of message segments
	O
	Indicates the total number of segments for the message.

	Message segment number
	O
	The message segment number for the segmented message.


If the MSGin5G Message Request is Group Message, the MSGin5G Server shall replace the Recipient Group ID IE with the Recipient MSGin5G Service ID of each individual group member.
7.1.4
Message Aggregation

7.1.4.1
General

Based on maximum segment size allowed to transmit over available transport, the MSGin5G service can optimize communications by aggregating one or more messages towards the target.
The following pre-conditions apply for message aggregation:

1. The recipient UE(s) support a MSGin5G Client or the (Legacy-3GPP and non-3GPP) Message Gateway support the MSGin5G Client capability.

2. The MSGin5G Client 1 and MSGin5G Client 2 are registered with the MSGin5G Server.

7.1.4.2
Message Aggregation at MSGin5G Client
Figure 7.1.4.2-1 shows the procedure for a MSGin5G Client aggregating point-to-point messages and group messages each carrying small amounts of data.
NOTE 1:
Aggregation of multiple messages can also be done with the Application Client; in this case it is implementation specific and out of the scope of the current specification.
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Figure 7.1.4.2-1: MSGin5G Client aggregates messages towards target end point

1)
Application Client(s) on UE 1 initiates a request to the MSGin5G Client 1 to send a message to another target or to send a group message. 

2)
The MSGin5G Client 1 checks if aggregation is allowed for this message, checks the message data size, and the priority level to determine if the received message can be aggregated. For example, MSGin5G Client 1 finds that the messages have small payload size when compared to the maximum segment size that can be transmitted over available transport and are not high priority messages, which could be sent as per scheduling policy towards a selected target.

NOTE 2:
MSGin5G Client 1 decides to continue aggregating messages until optimal use of segment size before sending message towards MSGin5G Server.
NOTE 3:
How the MSGin5G Client 1 uses individual message priority, maximum time to wait, etc for aggregating and sending is out of scope of the present document.
3)
The MSGin5G Client 1 aggregates multiple MSGin5G message requests intended for a selected target and sends the aggregated message request as defined in Table 7.1.4.2-1 and Table 7.1.4.2-2 according to scheduling policy towards MSGin5G Server. 

Table 7.1.4.2-1: Aggregated message request (MSGin5G Client to MSGin5G Server)

	Information element
	Status
	Description

	Originator MSGin5G Service ID
	M
	The service identity of the sending MSGin5G Client.

	Recipient MSGSin5G Service ID
	M
	The service identity of the receiving MSGin5G Client.

	Message ID
	M
	Unique identifier of the aggregated message

	Number of individual messages
	M
	Indicates total number of messages which are aggregated into single message

	List of individual messages
	M
	Each element in this list contains information as specified in Table 7.1.4.2-2.


Table 7.1.4.2-2: Individual message data

	Information element
	Status
	Description

	Individual Message ID
	M
	Unique identifier of this individual message

	Application ID
	O
	Identifies the application for which the payload is intended

	Disposition Type
	O
	Indicates the disposition type expected from the receiver (i.e. delivery report)

	Payload
	M
	Payload of the message

	Priority Type
	O
	Application priority level requested for this message. 


NOTE 4:
Total size of Aggregated message request is less than or equal to maximum segment size allowed to be transmitted over available transport.

4)
MSGin5G server checks whether the MSGin5G Client 1 is authenticated and authorized to send Aggregated message request. If authenticated and authorized, the MSGin5G server skips step 5.

5)
If MSGin5G Client 1 is not authorized to send Aggregated message request or the Aggregated message request is not valid, the MSGin5G server sends Aggregated message reject to the MSGin5G Client 1. The information elements defined in Table 7.1.4.2-3 are included in the request.
Table 7.1.4.2-3: Aggregated message reject (MSGin5G Server to MSGin5G Client)

	Information element
	Status
	Description

	Destination MSGin5G Client ID
	M
	The identity of the MSGin5G Client sending the original message.

	Message ID
	M
	Unique identifier of this message

	Reject Reason
	O
	This IE contains the failure reason, e.g. the originator is not authorized to send a message request or one of the multiple messages aggregated has an issue, may be included in this IE.


Editor's Note: If the Application ID should be in table 7.1.4.2-3 instead of table 7.1.4.2-2 is FFS.
6)
If MSGin5G Client 1 is authorized to send Aggregated message request, the MSGin5G server sends Aggregated message request towards the selected target MSGin5G Client(s) 2.

7)
The MSGin5G Client 2 splits the received Aggregated message request into multiple individual MSGin5G message requests per application and sends them towards Application Client(s).

8)
The Application Client(s) may initiate sending a delivery report, if requested in the original message that is received as in Step 7. MSGin5G Client 2 forwards the delivery report towards the Application Client(s) on UE 1 via MSGin5G Server and MSGin5G Client 1.

NOTE 5:
The delivery reports can also be aggregated into a single message.
7.1.4.3
Message Aggregation at MSGin5G Server

Figure 7.1.4.3-1 shows the procedure for MSGin5G Server aggregating application-to-point messages each carrying small data targeted towards the target UE.

NOTE 1:
Aggregation of multiple messages can also be done at the Application Server; in this case it is implementation specific and out of the scope of the current specification.
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Figure 7.1.4.3-1: MSGin5G Client aggregates messages towards target end point

1)
The Application Server initiates to send application-to-point message or a group message towards target UE(s) 1 and sends the request to MSGin5G Server and includes an indication that message aggregation is allowed for this message.

2)
The MSGin5G Server checks the message data size and the priority level to determine if the received message can be aggregated. For example, MSGin5G server finds that the messages have small payload size when compared to the maximum segment size that can be transmitted over available transport and are not high priority messages, which could be sent as per scheduling policy towards a selected target.

NOTE 2:
MSGin5G Server decides to continue aggregating messages until optimal use of segment size before sending message towards MSGin5G Client 1.
3)
The MSGin5G Server aggregates multiple MSGin5G message requests intended for the target UE and sends the aggregated message request as defined in Table 7.1.4.3-1 and Table 7.1.4.2-2 according to scheduling policy towards the MSGin5G Client 1.

Table 7.1.4.3-1: Aggregated message request (MSGin5G Server to MSGin5G Client)

	Information element
	Status
	Description

	Recipient MSGSin5G Service ID
	M
	The service identity of the receiving MSGin5G Client.

	Message ID
	M
	Unique identifier of this message

	Number of individual messages
	M
	Indicates total number of messages which are aggregated into single message

	List of Individual messages
	M
	Each element in this list contains information as specified in Table 7.1.4.2-2


Editor's Note: Table 7.1.4.3-1 is identical to table 7.1.4.2-1 but lacks the Originator MSGin5G Service ID. It is FFS if only table 7.1.4.2-1 is sufficient.
NOTE 3:
Total size of Aggregated message request is less than or equal to maximum segment size allowed to transmit over available transport.

4)
The MSGin5G Client 1 splits the received Aggregated message request into multiple individual MSGin5G message requests per application and sends towards Application Client(s) as notifications.
NOTE 4:
The MSGin5G Server may aggregate messages towards the target UE if it receives message from multiple MSGin5G UEs (instead of application server).
8
Information Elements
Editor's Note:
The IEs in the procedures will be specified in this clause. E.g. Message ID, Application ID
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