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[bookmark: foreword][bookmark: _Toc23931][bookmark: _Toc106116311][bookmark: _Toc117504805]Foreword
[bookmark: spectype3]This Technical Specification has been produced by the 3rd Generation Partnership Project (3GPP).
The contents of the present document are subject to continuing work within the TSG and may change following formal TSG approval. Should the TSG modify the contents of the present document, it will be re-released by the TSG with an identifying change of release date and an increase in version number as follows:
Version x.y.z
where:
x	the first digit:
1	presented to TSG for information;
2	presented to TSG for approval;
3	or greater indicates TSG approved document under change control.
y	the second digit is incremented for all changes of substance, i.e. technical enhancements, corrections, updates, etc.
z	the third digit is incremented when editorial only changes have been incorporated in the document.
In the present document, modal verbs have the following meanings:
shall		indicates a mandatory requirement to do something
shall not	indicates an interdiction (prohibition) to do something
The constructions "shall" and "shall not" are confined to the context of normative provisions, and do not appear in Technical Reports.
The constructions "must" and "must not" are not used as substitutes for "shall" and "shall not". Their use is avoided insofar as possible, and they are not used in a normative context except in a direct citation from an external, referenced, non-3GPP document, or so as to maintain continuity of style when extending or modifying the provisions of such a referenced document.
should		indicates a recommendation to do something
should not	indicates a recommendation not to do something
may		indicates permission to do something
need not	indicates permission not to do something
The construction "may not" is ambiguous and is not used in normative elements. The unambiguous constructions "might not" or "shall not" are used instead, depending upon the meaning intended.
can		indicates that something is possible
cannot		indicates that something is impossible
The constructions "can" and "cannot" are not substitutes for "may" and "need not".
will		indicates that something is certain or expected to happen as a result of action taken by an agency the behaviour of which is outside the scope of the present document
will not		indicates that something is certain or expected not to happen as a result of action taken by an agency the behaviour of which is outside the scope of the present document
might	indicates a likelihood that something will happen as a result of action taken by some agency the behaviour of which is outside the scope of the present document
might not	indicates a likelihood that something will not happen as a result of action taken by some agency the behaviour of which is outside the scope of the present document
In addition:
is	(or any other verb in the indicative mood) indicates a statement of fact
is not	(or any other negative verb in the indicative mood) indicates a statement of fact
The constructions "is" and "is not" do not indicate requirements.
[bookmark: introduction][bookmark: _Toc8318][bookmark: _Toc106116312][bookmark: _Toc117504806]Introduction
Network slice capability enablement(NSCE) is a service that enabling the network slice related capabilities towards 3rd party on the basis of R17 SEAL. The NSCE service providing additional functionality and expose slice capabilities based on SA5 MnS services and SA2 service (e.g. NEF APIs, NWDAF APIs, NSACF APIs). This technical specification provides procedures for enabling NSCE service over 3GPP networks while the architecture is defined in TS 23.434[x2].

[bookmark: scope][bookmark: _Toc106116313][bookmark: _Toc11697][bookmark: _Toc117504807]
1	Scope
The present document specifies the procedures and information flows necessary for Network Slice Capability Exposure for Application Layer Enablement on the basis of R17 SEAL.
[bookmark: references][bookmark: _Toc16850][bookmark: _Toc106116314][bookmark: _Toc117504808]2	References
The following documents contain provisions which, through reference in this text, constitute provisions of the present document.
-	References are either specific (identified by date of publication, edition number, version number, etc.) or non‑specific.
-	For a specific reference, subsequent revisions do not apply.
-	For a non-specific reference, the latest version applies. In the case of a reference to a 3GPP document (including a GSM document), a non-specific reference implicitly refers to the latest version of that document in the same Release as the present document.
[1]	3GPP TR 21.905: "Vocabulary for 3GPP Specifications".
[2]	3GPP TS 23.434: "Service Enabler Architecture Layer for Verticals (SEAL); Functional architecture and information flows".
[3]	3GPP TS 23.222: "Functional architecture and information flows to support Common API Framework for 3GPP Northbound APIs; Stage 2".

…
[bookmark: definitions][bookmark: _Toc22259][bookmark: _Toc106116315][bookmark: _Toc117504809]3	Definitions of terms, symbols and abbreviations
This clause and its three subclauses are mandatory. The contents shall be shown as "void" if the TS/TR does not define any terms, symbols, or abbreviations.
[bookmark: _Toc21747][bookmark: _Toc106116316][bookmark: _Toc117504810]3.1	Terms
For the purposes of the present document, the terms given in 3GPP TR 21.905 [1] and the following apply. A term defined in the present document takes precedence over the definition of the same term, if any, in 3GPP TR 21.905 [1].
Definition format (Normal)
<defined term>: <definition>.
example: text used to clarify abstract rules by applying them literally.
[bookmark: _Toc19701][bookmark: _Toc106116317][bookmark: _Toc117504811]3.2	Symbols
For the purposes of the present document, the following symbols apply:
Symbol format (EW)
<symbol>	<Explanation>

[bookmark: _Toc106116318][bookmark: _Toc20571][bookmark: _Toc117504812]3.3	Abbreviations
For the purposes of the present document, the abbreviations given in 3GPP TR 21.905 [1] and the following apply. An abbreviation defined in the present document takes precedence over the definition of the same abbreviation, if any, in 3GPP TR 21.905 [1].
Abbreviation format (EW)
<ABBREVIATION>	<Expansion>

[bookmark: clause4][bookmark: _Toc32663][bookmark: _Toc106116319][bookmark: _Toc117504813]4	Overview
Clauses under this clause shall document the functionalities of the Network Slice Capability Exposure for Application Layer Enablement.
[bookmark: _Toc117504814][bookmark: _Toc4744][bookmark: _Toc106116320]4.1	Slice API configuration and translation 
This functionality is provided to the vertical application specific layer and configures the exposure of APIs in a slice-tailored manner. It is assumed that the VAL server is not initially aware of the all the API exposure capabilities and information which will be needed for the given slice based on the SLA, and NSCE plays a vital role in configuring and translating the slice API based on the per slice requirements to service APIs.
[bookmark: _Toc117504815]4.2	Application layer network slice lifecycle management
Application layer network slice lifecycle management is provided to the VAL to better meet consumer's requirement without having to interact with 5GS frequently, based on network slice status collected from 5GS and QoE collected from application layer.
[bookmark: _Toc117504816]4.3	Network slice optimization based on AF policy
Network slice optimization based on AF policy optimizes the network slice for the vertical applications by triggering the network slice modification exposed by EGMF defined in SA5. 
[bookmark: _Toc117504817]4.x	<Functionality>
Add a copy of this clause for each  functionality, adding a title and description.
[bookmark: _Toc106116321][bookmark: _Toc20728][bookmark: _Toc117504818]5	Business models and relationships for NSCALE
Clauses under this clause shall document the business relationships for NSCALE.
[bookmark: _Toc106116322][bookmark: _Toc25681][bookmark: _Toc117504819]6	Architectural requirements 
Clauses under this clause shall document the architectural requirements for the architecture.
[bookmark: _Toc24826][bookmark: _Toc106116324][bookmark: _Toc117504820]6.1	General Description
[bookmark: _Toc7887][bookmark: _Toc106116325]The following clauses specify the requirements for network slice capability enablement services for application layers.
[bookmark: _Toc117504821]6.2	General requirements
[AR-6.2-1] The NSCE architecture shall support the NSCE server to communicate with the VAL server with one or more applications.
[AR-6.2-2] The NSCE architecture shall support the NSCE server to communicate with one or more VAL servers.
[AR-6.2-3] The application enablement layer shall support the interactions with 3GPP network management system to consume network slice management service provided by MNO. 
[AR-6.2-4] The APIs interactions between the vertical application server(s) and NSCE server(s) shall conform to CAPIF as specified in 3GPP TS 23.222 [3].

[bookmark: _Toc117504822]6.3	Network slice Lifecycle management requirements
[AR-6.3-1] The NSCE server shall enable lifecycle management capability exposure of network slice by authorized VAL server.
[AR-6.3-2] The NSCE architecture shall enable lifecycle management capability exposure of network slice communication service by authorized VAL server.
[AR-6.3-3] The NSCE server shall support the interactions with 3GPP network management system to consume network slice management service provided by MNO.
[AR-6.3-4] The NSCE server shall support the end-to-end network slice performance and analytics monitoring capability exposure to authorized VAL server. 
[AR-6.3-5] The NSCE server shall support the network slice adaption capability exposure to authorized VAL server. 
[AR-6.3-6] The NSCE server shall support the network slice adaption capability exposure to authorized NSCE client. 
[AR-6.3-7] The NSCE server shall support the network slice configuration capability exposure to authorized VAL server.
[AR-6.3-8] The NSCE server shall support the network slice translation capability to enable the translation of slice API invocated by VAL server.

[bookmark: _Toc117504823]6.x	<Architectural requirements>
Add a copy of this clause for each architectural requirements, adding a title and description.

[bookmark: _Toc106116326][bookmark: _Toc528][bookmark: _Toc117504824]7	Application architecture for NSCALE
The application architecture are specified in clause 16 TS 23.434 [2].Add a reference to TS 23.434.

[bookmark: _Toc6527][bookmark: _Toc25613509][bookmark: _Toc19026903][bookmark: _Toc25613773][bookmark: _Toc29234024][bookmark: _Toc106116327][bookmark: _Toc19036504][bookmark: _Toc27161514][bookmark: _Toc25612806][bookmark: _Toc19034314][bookmark: _Toc19037502][bookmark: _Toc117504825][bookmark: _Toc19037389][bookmark: _Toc25612648][bookmark: _Toc14352770][bookmark: _Toc25613351][bookmark: _Toc25613615][bookmark: _Toc19034201][bookmark: _Toc19036391][bookmark: _Toc19026799]8	Identities and commonly used values
[bookmark: _Toc101258815][bookmark: _Toc104796539][bookmark: _Toc117504826][bookmark: _Toc19037503][bookmark: _Toc19026904][bookmark: _Toc25613510][bookmark: _Toc19036505][bookmark: _Toc25612807][bookmark: _Toc19034315][bookmark: _Toc25613774]8.1	General
The common identities for SEAL refer to TS 23.434[2]. The following clauses list the additional identities and commonly used values for Network Slice Capability Enablement. 
[bookmark: _Toc101258817][bookmark: _Toc104796541][bookmark: _Toc117504827]8.2	NSCE server ID
The NSCE server ID uniquely identifies the Network Slice Capability enablement server.
[bookmark: _Toc104796542][bookmark: _Toc101258818][bookmark: _Toc117504828]8.3	NSCE client ID
The Network Slice Capability enablement client ID identifies a particular NSCE client.
[bookmark: _Toc101258821][bookmark: _Toc104796545][bookmark: _Toc117504829]8.4	Slice coverage area
The slice coverage area is the area where the network slice is available in the whole PLMN or in one or more Tracking Areas of the PLMN. The slice coverage area can be expressed as a Topological Service Area (e.g. a list of TA), a Geographical Service Area (e.g. geographical coordinates) or both.
[bookmark: _Toc104796546][bookmark: _Toc101258822][bookmark: _Toc117504830]8.5	NSCE service area
The NSCE service area is the area where the Network Slice Capability Enablement server owner provides its services. It is equal to the collection of coverage area of slices it can enable. 
The NSCE service area can be expressed as a Topological Service Area (e.g. a list of TA), a Geographical Service Area (e.g. geographical coordinates) or both.  
NOTE:	The NSCE server service area shall not smaller than the collection of slice(s) coverage area(s) the NSCE server can enable.
[bookmark: _Toc27161520][bookmark: _Toc29234030][bookmark: _Toc106116330][bookmark: _Toc31746][bookmark: _Toc117504831]9	Procedures and information flows
[bookmark: _Toc19026800][bookmark: _Toc19037390][bookmark: _Toc25613616][bookmark: _Toc14352771][bookmark: _Toc25612649][bookmark: _Toc25613352][bookmark: _Toc19036392][bookmark: _Toc19034202]Subclause of this clause shall describe the procedures for the application architecture for enabling Edge Application.
[bookmark: _Toc106116331][bookmark: _Toc29234031][bookmark: _Toc4714][bookmark: _Toc117504832][bookmark: _Toc27161521]9.1	General
[bookmark: _Toc117504833][bookmark: _Toc28552][bookmark: _Toc27161522][bookmark: _Toc29234032][bookmark: _Toc106116332]9.2	VAL server registration
[bookmark: _Toc117504834]9.2.1	General
The NSCE layer supports the exposure of network slice related capabilities to the VAL. To access network slice related enablement capabilities, e.g. monitoring of network slice performance, the VAL server should register on the NSCE layer. 
[bookmark: _Toc117504835]9.2.2	Procedure
[bookmark: _Toc117504836]9.2.2.1	VAL server registration
For registration of the VAL server to be a recognized user of the NSCE server, the VAL server triggers registration procedure which is defined as onboarding the API invoker in TS 23.222[3] clause 8.1.3. In such procedure, the NSCE server could play the role of CAPIF core function.
[bookmark: _Toc117504837]9.2.2.2	VAL server de-registration
For de-registration of the VAL server, the VAL server triggers de-registration procedure which is defined as offboarding the API invoker in TS 23.222[3] clause 8.2.3.
[bookmark: _Toc117504838]9.2.3	Information flows
[bookmark: _Toc117504839]9.2.3.1	General
The following information flows are specified for VAL server registrationservice provisioning:
-	VAL server registration request and response; and
-	VAL server de-registration request and response.
[bookmark: _Toc117504840]9.2.3.2	VAL server registration request
Table 9.2.3.2-1 describes information elements for the VAL server registration request from the VAL server to the NSCE server.
Table 9.2.3.2-1: VAL server registration request
	Information element
	Status
	Description

	Registration information
	M
	The information of the VAL server

	>VAL server ID
	M
	The identifier of the VAL server

	>VAL Endpoint
	M
	Endpoint information (e.g. URI, FQDN, IP address) used to communicate with the VAL.

	>Security credentials
	M
	Security credentials resulting from a successful authorization for the NSCE service.

	>Proposed expiration time
	O
	Proposed expiration time for the registration

	APIs for enrollment
	O
	Indicates interested NSCE services.


 
[bookmark: _Toc117504841]9.2.3.3	VAL server registration response
The information elements specified in the Table 9.2.3.3-1-1 is used for the VAL server registration response sent from the NSCE server to the VAL server.
Table 9.2.3.3-1: VAL server registration response
	Information element
	Status
	Description

	Registration status
	M
	The result of Registration request

	>Successful response (NOTE1)
	O
	Indicates that the VAL server registration request was successful.

	> >Registration ID
	M
	Identifier of the registration.

	> >Expiration time
	O
	Indicates the expiration time of the registration. To maintain an active registration status, a registration update is required before the expiration time.

If the Expiration time IE is not included, it indicates that the registration never expires.

	>Failure response (NOTE1)
	O
	Indicates that the VAL server registration request failed.

	Registration information
	O
(NOTE 2)
	Information allow the VAL server to be authenticated and to obtain authorization for service APIs

	Service API information
	O
(NOTE 3)
	NSCE service API name, service API type, communication type, description, Serving Area Information (optional), AEF location (optional), interface details (e.g. IP address, port number, URI), protocols, version numbers, and data format.

	Reason
	O 
(NOTE 4)
	Indicates the cause of VAL server registration request failure

	NOTE 1:	One of these IEs shall be present in the message.
NOTE 2:	Information element shall be present when registration status is successful.
NOTE 3:	Information element may be present when registration status is successful.
NOTE 4:	Information element shall be present when registration status is failure.



[bookmark: _Toc117504842]9.2.3.4	Network slice capability de-registration request
Table 9.2.3.4-1 describes information elements for the network slice capability de-registration request from the VAL server to the NSCE server.
Table 9.2.3.4-1: Network slice capability de-registration request
	Information element
	Status
	Description

	Registration ID
	M
	Identifier of the registration.

	Security credentials
	M
	Security credentials of the EAS

	Reason
	O
	Indicate the reason of de-registration


 
[bookmark: _Toc117504843]9.2.3.5	Network slice capability de-registration response
The information elements specified in the Table 9.2.3.5-1-1 is used for the Network slice capability de-registration response sent from the NSCE server to the VAL server.
Table 9.2.3.5-1: Network slice capability de-registration response
	Information element
	Status
	Description

	Successful response (NOTE)
	O
	Indicates that the Network slice capability de-registration request was successful.

	Failure response (NOTE)
	O
	Indicates that the Network slice capability de-registration request failed.

	> Cause
	O
	Indicates the cause of Network slice capability de-registration request failure

	NOTE:	One of these IEs shall be present in the message.


 
 
[bookmark: _Toc117504844]9.2.4	APIs 
[bookmark: _Toc117504845]9.2.4.1	General
Table 9.2.4.1-1 illustrates the API for VAL server registration.
Table 9.2.4.1-1: Ensce_VALRegistration API
	API Name
	API Operations
	Operation
Semantics
	Consumer(s)

	Ensce_VALRegistration
	Request
	Request/Response

	VAL

	
	Deregister
	
	


 
[bookmark: _Toc117504846]9.2.4.2	Ensce_VALRegistration_Request operation
API operation name: Ensce_VALRegistration_Request
Description: The consumer requests to register the VAL server on the NSCE server.
Inputs: See clause 9.2.3.2.
Outputs: See clause 9.2.3.3.
See clause 9.2.2.1 for details of usage of this operation.
[bookmark: _Toc117504847]9.2.4.3	Ensce_VALRegistration_Deregister operation
API operation name: Ensce_VALRegistration_Deregister
Description: The consumer requests to deregister the VAL server from the NSCE server.
Inputs: See clause 9.2.3.4.
Outputs: See clause 9.2.3.5.
See clause 9.2.2.2 for details of usage of this operation.
[bookmark: _Toc117504848]9.3	Slice API configuration and translation procedures
[bookmark: _Toc117504849]9.3.1	General
This functionality is a service related to the translation of the service API as invoked by the end applications to slice APIs based on the API configuration and application to slice mapping. Slice APIs can be defined as customized/tailored sets of service APIs (which can be either NEF northbound APIs or OAM provided APIs or enabler layer/SEAL provided APIs) and can be mapped to particular slice instances. The slice APIs can be a bundled or combined API comprising of different types of APIs, which will be used to expose the telco (5GS/SEAL)-provided services as needed by the applications of the slice customer. Each slice API may be configured per network slice instance. 
[bookmark: _Toc117504850]9.3.2	Procedure on slice API configuration
In this procedure, the VAL server initially provides an application requirement to enabler server including the service KPIs and the subscribed/preferred slices. Then, the slice enabler configures the mapping of the VAL application to a slice API which is a combination/bundling of northbound APIs (from both management and control plane). In particular, a slice API consists of telco-provided/platform dependent service APIs (e.g., NEF, OAM, SEAL, etc), and provides an abstraction/simplification on top of them. The procedure also covers the scenario where a trigger event occurs (e.g., QoS degradation, slice load) and the mapping configuration or the slice API configuration needs to change. In this scenario, the slice enabler updates the configuration of the API and provides a notification to the VAL server. 
These two procedures for the initial configuration and the configuration update are covered in 9.3.2.1 and 9.3.2.2 accordingly.
[bookmark: _Toc117504851]9.3.2.1	Initial Configuration
Figure 9.3.2.1-1 illustrates the flow for the initial slice API configuration.
Pre-conditions:
1.	The VAL server has registered to receive network slice capability enablement services. 


Figure 9.3.2.1-1: Initial Slice API configuration
1.	The VAL server sends a VAL application requirement request to the network slice capability enablement server. 
2.	The network slice capability enablement server maps the VAL application requirement to a slice API which includes a list of APIs which are needed to be consumed as part of this service capability exposure. 
The network slice capability enablement server may also store the mapping of the slice API to the service API list and per service API information (e.g. data encoding, transport technology, API protocol and versions)
3.	The network slice capability enablement server registers to consume the corresponding APIs from the 5GS (NEF and OAM) and SEAL service producers. The network slice capability enablement server registers to the following:
-	to consume NEF monitoring events as specified in TS 29.522 clause 5 e.g., related to network monitoring, slice status, analytics exposure, 
-	to consume PM services and KPI monitoring from OAM 
-	to consume SEAL services based on TS 23.434
4.	The network slice capability enablement server sends a VAL application requirement response to notify on the result of the request and indicate whether configuration of the slice API can be possible or not.
5.	The network slice capability enablement server sends the slice API information notify to the VAL server.
[bookmark: _Toc117504852]9.3.2.2	VAL server-initiated Configuration Update
Figure 9.3.2.2-1 illustrates the flow for the slice API configuration updated based on a trigger event.


Figure 9.3.2.2-1: Slice API configuration update
1.	A trigger event is captured by the VAL server side (application server relocation to different EDN/DN, UE mobility to different EDN, application change of behaviour). 
2.	The network slice capability enablement server processes the trigger event and checks the feasibility of such change and updates the mapping of service APIs to the slice APIs. One criterion for the update of the mapping is, if possible, to avoid changing the slice API configuration, which can be achieved by the re-mapping of the underlying service APIs 
3.	The network slice capability enablement server updates the subscription/registration to the underlying 5GS and SEAL service producers, if an update on the service APIs (e.g., NEF APIs, SEAL APIs, OAM provided APIs) is needed.
4.	The network slice capability enablement server optionally sends a slice API information update notification to the VAL server.
[bookmark: _Toc117504853]9.3.3	Procedure on slice API translation
This procedure follows the 9.3.2 and aims to describe how the slice API invocation request is translated to service API invocations after the slice API configuration mapping. In this procedure, the network slice capability enablement server initially receives a slice API invocation request from the vertical application. Then, the network slice capability enablement server based on the slice API request fetches the service APIs to be invoked based on the slice API configuration and performs invocation requests to the corresponding service API providers. 
Figure 9.3.3-1 illustrates the flow for the slice API translation based on the initial configuration.
Pre-conditions:
1.	The VAL server has registered to receive network slice capability enablement services.
[bookmark: _1695022591]2.	The slice API mapping to the VAL server has been performed based on 9.3.2.1 step 2 and the slice API information is provided to the VAL server based on 9.3.2.1 step 5.


Figure 9.3.3-1: Slice API translation
1.	The VAL server sends a slice API invocation request to the network slice capability enablement server
2.	The network slice capability enablement server checks that the user is authenticated and authorized to perform the slice API invocation and maps the requested slice API to a service APIs. If CAPIF is used, the network slice capability enablement server acts as AEF, and the authorization is obtained by CCF. 
3.	The network slice capability enablement server generates a trigger for service API invocation requests to all the service APIs within the slice API. 
4.	The network slice capability enablement server performs the corresponding service API invocation procedures based on CAPIF or via performing requests to the corresponding service API providers, which are mapped to the slice API.	If CAPIF is used, the requests are sent to the corresponding AEFs of the API provider's domain, and the authorization is obtained by CCF.
5.	The network slice capability enablement server sends to the VAL server a slice API invocation response, based on the result of the service API invocation response(s) of step 4.
 
[bookmark: _Toc117504854]9.3.4	Information flows
[bookmark: _Toc117504855]9.3.4.1	General
The following information flows are specified for slice API translation and configuration based on 9.3.2 and 9.3.3.
[bookmark: _Toc117504856]9.3.4.2	VAL application requirement request
Table 9.3.4.2-1 describes information elements for the VAL application requirement request from the VAL server to the NSCE server.
This request provides the service requirements / KPIs, the capability exposure requirements and a preferred/subscribed slice identification (e.g., S-NSSAI or ENSI).
Table 9.3.4.2-1: VAL application requirement request
	Information element
	Status
	Description

	VAL server ID
	M
	The identifier of the VAL server

	Service requirements 
	M
	The VAL application requirements 

	> VAL server KPIs
	O
	KPIs including application QoS requirements (latency, error rates, throughput, jitter,..)

	> Slice ID (NOTE)
	M
	S-NSSAI or ENSI for which the request applies

	> NSI ID (NOTE)
	M
	If the request applies for a certain NSI, the identifier of the NSI shall be present

	> Service Profile
	O
	If known by the VAL server, the Service Profile can be provided to the NSCE server.

	Area of Interest
	O
	The geographical or service area for which the requirement request applies

	Time validity
	O
	The time validity of the request

	NOTE: One of this shall be present



[bookmark: _Toc117504857]9.3.4.3	VAL application requirement response
Table 9.3.4.3-1 describes information elements for the VAL application requirement response from the NSCE server to the VAL server.
Table 9.3.4.3-1: VAL application requirement response
	Information element
	Status
	Description

	Result
	M
	Indicates the success or failure of the application requirements request.



[bookmark: _Toc117504858]9.3.4.4	Slice API information notify
Table 9.3.4.4-1 describes information elements for the Slice API information notify from the NSCE server to the VAL server.
Table 9.3.4.4-1: Slice API information notify
	Information element
	Status
	Description

	Slice API info
	M
	The information for the configured slice API

	> API details
	M
	The slice API name, type and identifier

	> API version
	O
	The version of the slice API

	> Communication method
	O
	The communication type (e.g. request/response, subscribe/notify)

	List of service API information
	O
	The service API information which are mapped to the slice API.



[bookmark: _Toc117504859]9.3.4.5	VAL server-initiated trigger event
Table 9.3.4.5-1 describes information elements for the Trigger Event from the VAL server to the NSCE server.
Table 9.3.4.5-1: VAL server-initiated trigger event
	Information element
	Status
	Description

	VAL server ID
	M
	The identifier of the VAL server

	Trigger Event Details
	M
	The trigger event details can be included, providing the cause for the need slice API configuration adaptation. Such trigger event can be:
· the UE mobility to a different service area (outside the original area of interest), 
· application server migration to different edge/cloud platform, 
· service API unavailability, 
· VAL application QoS requirements change 


 
[bookmark: _Toc117504860]9.3.4.6	slice API invocation request
Table 9.3.4.6-1 describes information elements for the slice API invocation request from the VAL server to the NSCE server.
Table 9.3.4.6-1: slice API invocation request
	Information element
	Status
	Description

	API invoker identity information
	M
	The information that determines the identity of the API invoker

	Authorization information
	O
	The authorization information obtained before initiating the slice API invocation request

	Slice API identification
	M
	The identification information of the slice API for which invocation is requested. The slice API identification is part of the specific slice API invocation request.


 
[bookmark: _Toc117504861]9.3.4.7	slice API invocation response
Table 9.3.4.7-1 describes information elements for the slice API invocation response from the NSCE server to the VAL server.
Table 9.3.4.7-1: slice API invocation response
	Information element
	Status
	Description

	Result
	M
	Indicates the success or failure of slice API invocation.


 
[bookmark: _Toc117504862]9.3.5	APIs 
Table 9.3.5-1 illustrates the NSCALE APIs for the slice API configuration and translation feature.
Table 9.3.5-1: List of APIs for slice API configuration and translation feature
	API Name
	API Operations
	Known Consumer(s)
	Communication Type

	SS_VAL_Application_requirement
	VAL_Application_requirement
	VAL server
	Request /Response

	SS_Slice_API_notification
	Slice_API_information_notify
	VAL server
	Subscribe/Notify

	SS_Slice_API_invocation
	Slice_API_invocation
	VAL server
	Request /Response


 
[bookmark: _Toc106027233][bookmark: _Toc117504863]9.3.5.1	SS_VAL_Application_requirement API
[bookmark: _Toc106027234][bookmark: _Toc117504864]9.3.5.1.1	General
API description: This API enables the VAL server to communicate with the network slice capability enablement server for providing the slice related application requirement over NSCE-S.
[bookmark: _Toc106027235][bookmark: _Toc117504865]9.3.5.1.2	VAL_Application_requirement
API operation name: VAL_Application_requirement
Description: Providing for VAL_Application_requirement to the NSCE server.
Known Consumers: VAL server.
Inputs: See subclause 9.3.4.2
Outputs: See subclause 9.3.4.3
[bookmark: _Toc117504866]9.3.5.2	SS_Slice_API_notification API
[bookmark: _Toc117504867]9.3.5.1.1	General
API description: This API enables the network slice capability enablement server to communicate with the VAL server for notifying the slice API information over NSCE-S.
[bookmark: _Toc117504868]9.3.5.1.2	Slice_API_information_notify
API operation name: Slice_API_information_notify
Description: Notifying the slice API information
Known Consumers: VAL server.
Inputs: -
Outputs: See subclause 9.3.4.4
[bookmark: _Toc117504869]9.3.5.1	SS_Slice_API_invocation API
[bookmark: _Toc117504870]9.3.5.1.1	General
API description: This API enables the VAL server to communicate with the network slice capability enablement server for invoking the slice API over NSCE-S.
[bookmark: _Toc117504871]9.3.5.1.2	Slice_API_invocation
API operation name: SS_Slice_API_invocation
Description: Requesting slice API invocation from NSCE server.
Known Consumers: VAL server.
Inputs: See subclause 9.3.4.6
Outputs: See subclause 9.3.4.7
[bookmark: _Toc26360][bookmark: _Toc117504872]9.4	Automatic application layer network slice lifecycle management
[bookmark: _Toc20130][bookmark: _Toc117504873]9.4.1	General
When NSCE receives a request for automatic  application layer network slice lifecycle management (AutoAppLayer_NS_LCM) from VAL server, the NSCE server performs the service operations including subscribing the event which may trigger the automatic  network slice lifecycle management, making the network slice lifecycle management recommendation/decision, triggering the network slice lifecycle management operations, notifying the consumer about the network slice information.
[bookmark: _Toc117504874]9.4.2	Procedure
Figure 9.4.2-1 illustrates a procedure of automatic  application layer network slice lifecycle management based on network slice related data and QoE collected from application layer.
Pre-conditions:
1.	The NSCE server has authenticated and authorized to the capabilities to collect current network slice from 5GS.
2.	The NSCE server has authenticated and authorized to the capabilities trigger the network slice LCM operations.
3. There is signed contract for LCM between the entities using VAL server and entities using NSCE. 



[bookmark: _MON_1724103477]
Figure 9.4.2-1: Automatic application layer network slice lifecycle management
1.	The VAL server sends the automatic  application layer network slice lifecycle management (AutoAppLayer-NS-LCM) subscribe request to NSCE server,  with network slice requirements (e.g. delay, throughput, load, the maximum number of users supported, etc.). The request can indicate whether the notification is needed before performing the AppLayerauto-NS-LCM. The request can also indicate the trigger conditions, such as by providing the monitored parameters and the corresponding thresholds as described in clause 9.4.3.2.
2.	After receiving the request, the NSCE server checks that the user is authenticated and authorized to perform the corresponding AppLayerauto-NS-LCM operations, and filters the unauthorized requests, if any.
3. 43.	According to network slice requirements and/or the trigger conditions, NSCE server triggers the provision of network slice status and QoE metrics. 
4a3a.	The network slice status could be collected through subscribing or requesting to 5GS. For example, to monitor the slice load, it could subscribe to/request the relevant service(s), such as AnalyticsExposure defined in TS 23.502 [4] clause 5.2.6.16, provisioning data report exposure for NSI in clause 5 of TS 28.532 [8]. If the trigger conditions are not indicated in the subscription, the NSCE server can help to configure an appropriate trigger condition, such as report period or thresholds.
Editor’s note: Exact list of network slice status parameters to be collected is FFS.
4b3b.	Also, the NSCE could get the information of QoE metrics from the application layer domain by QoE metric subscribe as described in clause 9.4.3.5. 
4.	Once authenticated and authorized, the NSCE server sends the AppLayer-NS-LCM response to the VAL server.

5.	Once the trigger condition or the combination of trigger conditions is met, based on requirements and network slice capabilities with updated network slice status and QoE metrics collected in step 4, such as changing in QoE, changing in network slice status etc., the NSCE determines whether and what network slice LCM operations should be taken and makes the decision(s)/recommendation(s), such as modifyNsi/AllocateNsi/DeallocateNsi request as specified in TS 28.531 [5]. 
6.	Optionally, if it is indicated in the request to notify the VAL server/consumer before performing the AppLayerauto-NS-LCM, the NSCE sends the network slice LCM recommendation(s) with network slice information to VAL server, to see whether takes the recommendation(s) or not.
7.	Optionally, the VAL server sends the response to NSCE server.
8.	Based on decision made by VAL server or NSCE server, the NSCE server performs the corresponding operation(s).
9. According to the corresponding operation(s) result, the NSCE server sends the response to the VAL server.
[bookmark: _Toc117504875]9.4.3	Information flows
[bookmark: _Toc117504876]9.4.3.1	General
The following information flows are specified for AppLayerAuto_NS_LCM:
-	AppLayerAuto_NS_LCM subscribe, response and notification;
-	QoE metrics subscribe, response and notification;
-	Network slice LCM recommendation request and response;
[bookmark: _Toc117504877]9.4.3.2	Automatic application layer network slice lifecycle management subscribe request
Table 9.4.3.2-1 describes information elements for the Automatic application layer network slice lifecycle management subscribe request from the VAL server to the NSCE server.
Table 9.4.3.2-1: AppLayerAuto-NS-LCM Subscribe
	Information element
	Status
	Description

	Requestor Identifier
	M
	Unique identifier of the requestor (i.e. VAL server ID).

	Security credentials
	M
	Security credentials resulting from a successful authorization for the NSCE service.

	Notification Target Address
	O
	The Notification Target Address (e.g. URL) where the notifications destined for the requestor should be sent to.

	Network slice requirements
	M
	The requirement of network requirements or updated requirements when the network slice was created. The GST defined by GSMA (see [x]) and the service performance requirements defined in 3GPP TS 22.261 [y] are all considered as input for the network slice related requirements.

	List of S-NSSAI(s)
	M
	Identifier of the interested network slice

	AppLayerAuto-NS-LCM notification indication
	M
	Indicates whether to notify the VAL server/consumer about the AppLayerauto-NS-LCM

	>AppLayerAuto-NS-LCM notification address (NOTE)
	MO
	The address (e.g. URL)  of the consumer that can receive the AppLayerauto-NS-LCM notification 

	Trigger condition
	O
	Indicates the monitored parameters and the corresponding thresholds which could trigger the AppLayerAuto-NS-LCM

	Proposed expiration time
	O
	Proposed expiration time for the subscription

	NOTE:	When the AppLayerauto-NS-LCM recommendation notification indication is needed, AppLayer-NS-LCM notification indicationthis information element should be provided.



Editor’s note: Exact listing of network slice requirements is FFS.
Editor’s note: Exact listing of trigger conditions is FFS.

[bookmark: _Toc117504878]9.4.3.3	Automatic application layer network slice lifecycle management response
The information elements specified in the Table 9.4.3.3-1 is used for the Automatic application layer network slice lifecycle management response sent from the NSCE server to the VAL server.
Table 9.4.3.3-1: AppLayerAuto-NS-LCM Response
	Information element
	Status
	Description

	Successful response (NOTE)
	O
	Indicates that the AppLayerAuto-NS-LCM request was successful.

	Failure response (NOTE)
	O
	Indicates that the AppLayerAuto-NS-LCM request failed.

	> Cause
	O
	Indicates the cause of AppLayerAuto-NS-LCM request failure

	NOTE:	One of these IEs shall be present in the message.



[bookmark: _Toc117504879]9.4.3.4	Automatic application layer network slice lifecycle management notify
The information elements specified in the Table 9.4.3.4-1 is used for the Automatic  application layer network slice lifecycle management notify sent from the NSCE server to the VAL server.
Table 9.4.3.4-1: AppLayerAuto-NS-LCM Notify
	Information element
	Status
	Description

	Successful response (NOTE)
	O
	Indicates that the AppLayerAuto-NS-LCM request was successful.

	>network slice information 
	M
	Network slice information (i.e. NEST) with network slice identifier(i.e. S-NSSAI)

	Failure response (NOTE)
	O
	Indicates that the AppLayerAuto-NS-LCM request failed.

	> Cause
	O
	Indicates the cause of AppLayerAuto-NS-LCM request failure

	NOTE:	One of these IEs shall be present in the message.



[bookmark: _Toc117504880]9.4.3.5	QoE metrics subscribe
Table 9.4.3.5-1 describes information elements for the QoE metrics subscribe from the NSCE server to the VAL server. 
Table 9.4.3.5-1: QoE metrics Subscribe
	Information element
	Status
	Description

	Requestor Identifier
	M
	Unique identifier of the requestor (i.e. NSCE server ID).

	Security credentials
	M
	Security credentials resulting from a successful authorization.

	Notification Target Address
	O
	The Notification Target Address (e.g. URL) where the notifications destined for the requestor should be sent to.

	Event Filter
	M
	The associated filter on a network slice to be notified

	>Application indicator
	O
	Indicator of the interested application (i.e. App ID)

	>QoE type indicator
	O
	QoE metric type including latency, throughput, jitter, etc.  

	Event Reporting information
	M
	Information indicates whether the notification is threshold based or the notification is periodical and optionally the Immediate reporting flag

	>Threshold
	O
	Threshold of QoE metrics

	>Reporting period 
	O
	Indicating the metrics reporting period

	>Immediate reporting flag
	O
	Indicating the request needs immediate reporting or not

	Proposed expiration time
	O
	Proposed expiration time for the subscribe


 
[bookmark: _Toc117504881]9.4.3.6	QoE metrics response
Table 9.4.3.6-1 describes the information elements for the QoE metrics response from the VAL server to the NSCE server.
Table 9.4.3.6-1: QoE metrics Response
	Information element
	Status
	Description

	Successful response (NOTE)
	O
	Indicates that the QoE metrics request was successful.

	> Subscription ID
	M 
	Subscription identifier corresponding to the subscription.

	>QoE metrics report
	O
	List of result values for the observed or computed QoE metrics value if the immediate reporting is needed.

	Failure response (NOTE)
	O
	Indicates that the QoE metrics request failed.

	> Cause
	O
	Indicates the cause of QoE metrics request failure

	NOTE:	One of these IEs shall be present in the message.



[bookmark: _Toc117504882]9.4.3.7	QoE metrics notification 
Table 9.4.3.7-1 describes the information elements for the QoE metrics notification from the VAL server to the NSCE server.
Table 9.4.3.7-1: QoE metrics Notify
	Information element
	Status
	Description

	Subscription ID
	M
	Indicates that the QoE metrics request was successful.

	QoE metrics report
	M
	List of result values for the observed or computed QoE metrics value.


  
[bookmark: _Toc117504883]9.4.3.8	Network slice LCM recommendation request
Table 9.4.3.8-1 describes information elements for the Network slice LCM recommendation request from the NSCE server to the VAL server. 
Table 9.4.3.8-1: Network slice LCM recommendation Request
	Information element
	Status
	Description

	Requestor Identifier
	M
	Unique identifier of the requestor (i.e. NSCE server ID).

	Security credentials
	M
	Security credentials resulting from a successful authorization.

	Network slice LCM recommendation
	M
	Recommended network slice lifecycle management operation

	>Network slice identifier(i.e. S-NSSAI)
	M
	Unique identifier of network slice (i.e. S-NSSAI)

	>Recommend network slice LCM action 
	M
	Recommend network slice LCM action(i.e. modifying the configuration, allocating a network slice)

	>Network slice information
	O
	Network slice information if the action is taken(i.e. NEST) 


 
[bookmark: _Toc117504884]9.4.3.9	Network slice LCM recommendation response 
Table 9.4.3.9-1 describes the information elements for the Network slice LCM recommendation response from the VAL server to the NSCE server.
Table 9.4.3.9-1: Network slice LCM recommendation Response
	Information element
	Status
	Description

	Recommendation accepted flag
	M
	Indicates that the Network slice LCM recommendation request was accepted or not.



[bookmark: _Toc117504885]9.4.4	APIs 
[bookmark: _Toc117504886]9.4.4.1	General
Table 9.4.4.1-1 illustrates the API for Automatic application layer network slice lifecycle management.
Table 9.4.4.1-1: API for Automatic application layer network slice lifecycle management
	API Name
	API Operations
	Operation
Semantics
	Consumer(s)

	Ensce_AppLayerAutoNSLCM
 
	Subscribe
	Subscribe/Response
	VAL server

	
	Notify
	Notify
	VAL server

	Eval_QoEMetrics
	Subscribe
	Subscribe/Response
	NSCE

	
	Notify
	Notify
	NSCE

	Eval_NSLCMRecommendation 
	Subscribe
	Subscribe/Response
	NSCE



[bookmark: _Toc117504887]9.4.4.2	Ensce_AppLayerAutoNSLCM_Subscribe operation
API operation name: Ensce_AppLayerAutoNSLCM_Request
Description: The consumer subscribes for AppLayerAuto_NS_LCM.
Inputs: See clause 9.4.3.2.
Outputs: See clause 9.4.3.3.
See clause 9.4.2 for details of usage of this operation.
[bookmark: _Toc117504888]9.4.4.3	Ensce_AppLayerAutoNSLCM_Notify operation
API operation name: Ensce_AppLayerAutoNSLCM_Notify
Description: The consumer is notified with result of AppLayerAuto_NS_LCM.
Inputs: See clause 9.4.3.4.
Outputs: None
See clause 9.4.2 for details of usage of this operation.
[bookmark: _Toc117504889]9.4.4.4	Eval_QoEMetrics_Subscribe operation
API operation name: Eval_QoEMetrics_SubscribeEnsce_AutoNSLC_Request
Description: The consumer subscribes for the QoE metrics.
Inputs: See clause 9.4.3.5.
Outputs: See clause 9.4.3.6.
See clause 9.4.2 for details of usage of this operation.
[bookmark: _Toc117504890]9.4.4.5	Eval_QoEMetrics_Notify operation
API operation name: Eval_QoEMetrics_Notify
Description: The consumer is notified with the QoE metrics.
Inputs: See clause 9.4.3.7.
Outputs: None
See clause 9.4.2 for details of usage of this operation.
[bookmark: _Toc117504891]9.4.4.6	Eval_NSLCMRecommendation _Request operation
API operation name: Eval_NSLCMRecommendation _Request
Description: The consumer request for whether to take the recommendation of the AppLayerAuto_NS_LCM.
Inputs: See clause 9.4.3.8.
Outputs: See clause 9.4.3.9.
See clause 9.4.2 for details of usage of this operation.
[bookmark: _Toc117504892]9.5	Network slice optimization based on AF policy 
[bookmark: _Toc117504893][bookmark: _Toc113273790][bookmark: _Toc107917155][bookmark: _Toc107917717]9.5.1	General
Based on policy from the vertical applications (e.g., to trigger some network slice operations when the pre-configured thresholds are met), the network slice parameters for the vertical applications could be optimized by triggering the slice modification. The slice optimization can be triggered by OAM, NWDAF, and NSCE server itself as describe in 9.5.2.2.
[bookmark: _Toc117504894]9.5.2	Procedure
[bookmark: _Toc117504895]9.5.2.1		AF policy provisioning 
Figure 9.5.2.1 illustrates the procedure of AF policy provisioning from VAL server to NSCE server.
Pre-conditions:
1.	The NSCE server has information about the existing slice/slice profile/slice services which VAL server is using。


Figure 9.5.2.1: AF policy provisioning
1. VAL server sends AF policy provisioning request to NSCE server. The request contains the policy, VAL server ID and S-NSSAI. Optionally, the request contains the indicator of policy harmonization.
The AF policy is in form of a policy profile which contains list of trigger events associated with the parameters and expected actions.
The supported policies are: 
· Based on monitored performance metric from OAM, when the max number of PDU sessions or max number of UE is reached, trigger the slice modification with expected parameters.
· Based on monitored Network Slice load predictions from NWDAF, when Network Slice load predictions (Predicted Number of PDU Session establishments at the Network Slice) exceeds the threshold with high confidence, trigger the slice modification with expected parameters.
· Based on the monitored the time period, when getting to a certain time period (e.g. summer vacation, spring festival etc.), trigger the slice modification with expected parameters.
2.	The NSCE server checks whether the policy is conflict with the service profile and other pre-configured policy. One criterion is to translate the network slice parameters in the service profile to see whether it is conflict with that in the AF provided policy. If yes, the request could be rejected. The NSCE server also checks the validity of the policy (in terms of time, or number of times the event has occurred) to avoid a ping-pong effect of slice modification. If the policy is invalid, the request could be rejected.
3.	If the policy harmonization is requested, the NSCE server may determine parameters harmonizing the policy if previously authorized..
Editor's note: The detail procedure of the policy harmonization is FFS.
4.	NSCE server sends the AF policy provisioning response to the VAL server to indicating whether the request is successful or not. If it is successful, policy ID is provided to VAL server.
[bookmark: _Toc117504896]9.5.2.2		Network slice optimization based on AF policy
Figure 9.5.2.2 illustrates the procedure of network slice optimization based on AF policy. 
Pre-conditions:
1.	The NSCE server is authorized to get network slice management data notification from OAM, and/or NWDAF;
2.	The VAL server is authorized to the NSCE server for network slice optimization.
3.	There is enough network capacity when the expected action is to expand the network slice.
4.	The AF policy has been pre-configured on the VAL server.
5.	The AF policy has been provided to the NSCE server as specified in clause 9.5.2.1.



Figure 9.5.2.2: Network slice optimization based on AF policy
1. VAL server sends network slice optimization subscription request to NSCE server. The request contains the policy ID indicating the different policies. 
2. The NSCE server translates the trigger event to service API(s) with necessary parameters, and subscribe to the related service if needed.
-	To get the monitored performance metric from OAM, the notifyThresholdCrossing as defined in TS 28.532[8] clause 11.3.1.3 which is filled in with corresponding S-NSSAI in objectInstance could be used. 
-	To monitor the Network Slice load predictions from NWDAF, the NSCE server subscribe to the NWDAF prediction by using the Nnwdaf_AnalyticsSubscription_Subscribe or Nnwdaf_AnalyticsInfo_Request as defined in TS 23.288[17] clause 6.1.1, and the procedures are defined in TS 23.288[17] clause 6.3.4, and clause 6.8.
-	To monitor the time period, the NSCE server setup the timer.
3.	NSCE server sends the network slice optimization subscription response to the VAL server to confirm the subscription of network slice optimization.
4.	Upon receiving the notification which indicating the threshold in the trigger event is met or specific time period is arrived, the NSCE server performs the expected action by triggering the slice modification as specified in the AF policy. The network slice modification could be triggered by consuming the Network Slice Provisioning service with the modifyMOIAttributes operation as specified in TS 28.531 [y]. The OAM responds back to NSCE server that the requested slice modification was successful or not. The slice modification requests contain the parameters need to be updated, including at least one of the following, uLThptPerSlice, dLThptPerSlice, maximum number of UEs, maximum number of PDU session as specified in TS 28.541 [z].
NOTE 1:	The slice modification could be done by application layer network slice lifecycle management as defined in clause 9.4.
5.	The NSCE server provides a network slice optimization notification to the VAL server.
NOTE 2:	There is no expectation to have constant and exact mapping between slice configuration parameters and actual traffic load of the same slice.
[bookmark: _Toc27190][bookmark: _Toc117504897]9.5.3	Information flows
[bookmark: _Toc98854405][bookmark: _Toc117504898][bookmark: _Toc57673701][bookmark: _Toc50584790][bookmark: _Toc37791074][bookmark: _Toc50584446][bookmark: _Toc42004062]9.5.3.1	General
The following information flows are specified:
-	AF policy provisioning request and notification;
-	Network slice optimization subscription, response and notification.
[bookmark: _Toc117504899][bookmark: _Toc98854408][bookmark: _Toc50584791][bookmark: _Toc37791075][bookmark: _Toc57673702][bookmark: _Toc50584447][bookmark: _Toc50644981][bookmark: _Toc42004063]9.5.3.2	AF policy provisioning request
Table 9.5.3.2-1 describes information elements for the AF policy provisioning request from the VAL server to the NSCE server. 
Table 9.5.3.2-1: AF policy provisioning Request
	Information element
	Status
	Description

	Requestor Identifier
	M
	Unique identifier of the requestor (i.e. VAL server ID).

	Security credentials
	M
	Security credentials resulting from a successful authorization.

	Requested slice information
	O
	Indication of the slice which is requested.

	Requested DNN 
	O
	Indication of the DNN which is requested.

	Indicator of policy harmonization
	O
	Indicating whether the policy harmonization is requested.

	Policy
	O
	The policy profile is defined in Table 9.5.3.2-2. The supported AF policies are listed in Table 9.5.3.2-3 to Table 9.5.3.2-5.



Table 9.5.3.2-2 describes Policy profile of the AF policy provisioning request. 
Table 9.5.3.2-2: Policy profile
	Information element
	Status
	Description

	Policy
	O
	The name of AF policy.

	Trigger event
	M
	Indicating the event that should be monitored, associated with the threshold of the monitored parameter.

	Expected action
	M
	Indicating the excepted actions associated with the updated parameter.

	Lifetime or number of events
	M
	Time duration or number of events for which the policy is valid.



Editor's note: Whether more policies consisting of trigger events and actions could be supported is FFS.
Table 9.5.3.2-3 to Table 9.5.3.2-5 list the supported policy.
Table 9.5.3.2-3: Policy of Max number of PDU sessions/ max number of UEs
	Information element
	Status
	Description

	Policy
	O
	Max number of PDU sessions/ max number of UEs

	>Trigger event
	M
	Threshold PDU sessions/ Threshold UEs (reached utilization of available capacity in %)

	>Expected action
	M
	Modification of PDU sessions / max number of UEs (step for increase in %)

	Lifetime or number of events
	M
	Time duration



Table 9.5.3.2-4: Policy of Network slice load prediction
	Information element
	Status
	Description

	Policy
	O
	Network slice load prediction 

	>Trigger event
	M
	Network Slice load predictions from NWDAF as defined in TS 23.288[17] clause 6.1.1 (exceeding utilization of available capacity in %)

	>Expected action
	M
	Modification of related network slice parameters (step for increase in %)

	Lifetime or number of events
	M
	Time duration



Table 9.5.3.2-5: Policy of Time period
	Information element
	Status
	Description

	Policy
	O
	Time period 

	>Trigger event
	M
	Time/day configuration where specific network slice capacity is expected

	>Expected action
	M
	Modification of slice capacity (increase or decrease in %)

	Lifetime or number of events
	M
	Time duration



[bookmark: _Toc117504900]9.5.3.3	AF policy provisioning response 
Table 9.5.3.3-1 describes the information elements for the AF policy provisioning response from the NSCE server to the VAL server.
Table 9.5.3.3-1: AF policy provisioning Response
	Information element
	Status
	Description

	Successful response (NOTE)
	O
	Indicates that the AF policy provisioning request was successful.

	> Policy ID
	M
	Identifies the provided policy.

	Failure response (NOTE)
	O
	Indicates that the AF policy provisioning request failed.

	> Cause
	M
	Indicates the cause of AF policy provisioning request failure.

	NOTE:	One of these IEs shall be present in the message.



[bookmark: _Toc117504901]9.5.3.4	Network slice optimization subscription request
Table 9.5.3.4-1 describes information elements for the Network slice optimization subscription request from the VAL server to the NSCE server.
Table 9.5.3.4-1: Network slice optimization subscription request
	Information element
	Status
	Description

	Requestor Identifier
	M
	Unique identifier of the requestor (i.e. VAL server ID).

	Security credentials
	M
	Security credentials resulting from a successful authorization for the NSCE service.

	Notification Target Address
	O
	The Notification Target Address (e.g. URL) where the notifications destined for the requestor should be sent to.

	Requested slice information
	O
	Indication of the slice which is requested.

	Requested DNN 
	O
	Indication of the DNN which is requested.

	Policy ID
	O
	Identifies the AF Policy.

	Proposed expiration time
	O
	Proposed expiration time for the subscription.


[bookmark: _Toc117504902]
9.5.3.5	Network slice optimization subscription response
The information elements specified in the table 9.5.3.5-1 is used for the Network slice optimization subscription response sent from the NSCE server to the VAL server.
Table 9.5.3.5-1: Network slice optimization subscription Response
	Information element
	Status
	Description

	Successful response (NOTE)
	O
	Indicates that the Network slice optimization subscription request was successful.

	> Subscribe ID
	M
	Identifies the Network slice optimization subscribe event.

	Failure response (NOTE)
	O
	Indicates that the Network slice optimization subscription request failed.

	> Cause
	O
	Indicates the cause of Network slice optimization subscription request failure

	NOTE:	One of these IEs shall be present in the message.



[bookmark: _Toc117504903]9.5.3.6	Network slice optimization notify
The information elements specified in the table 9.5.3.6-1 is used for the Network slice optimization notify sent from the NSCE server to the VAL server.
Table 9.5.3.6-1: Network slice optimization Notify
	Information element
	Status
	Description

	Successful response (NOTE)
	O
	Indicates that the Network slice optimization request was successful.

	> Subscribe ID
	M
	Identifies the Network slice optimization subscribe event.

	>Network slice information 
	M
	Network slice information (i.e. NEST) with network slice identifier(i.e. S-NSSAI)

	Failure response (NOTE)
	O
	Indicates that the Network slice optimization request failed.

	> Cause
	O
	Indicates the cause of Network slice optimization request failure

	NOTE:	One of these IEs shall be present in the message.



[bookmark: _Toc117504904][bookmark: _Toc2752]9.5.4	APIs 
[bookmark: _Toc57673584][bookmark: _Toc91843272][bookmark: _Toc117504905]9.5.4.1	General
Table 9.5.4.1-1 illustrates the API for Network slice optimization based on AF policy.
Table 9.5.4.1-1: Network slice optimization based on AF policy
	API Name
	API Operations
	Operation
Semantics
	Consumer(s)

	Eval_AFPolicyProvisioning
	Request
	Request/Response
	NSCE

	Ensce_NSOptimization
	Subscribe
	Subscribe/Notify

	VAL



[bookmark: _Toc57673585][bookmark: _Toc91843273][bookmark: _Toc117504906]9.5.4.2	Eval_AFPolicyProvisioning operation
API operation name: Eval_AFPolicyProvisioning_Request
Description: The consumer subscribes for AF Policy Provisioning.
Inputs: See clause 9.5.3.2.
Outputs: See clause 9.5.3.3.
See clause 9.5.2.1 for details of usage of this operation.
[bookmark: _Toc117504907]9.5.4.6	Ensce_NSOptimization_Subscribe Request operation
API operation name: Ensce_NSOptimization _ Subscribe
Description: The consumer request for Network Slice Optimization.
Inputs: See clause 9.5.3.4.
Outputs: See clause 9.5.3.5.
See clause 9.5.2.2 for details of usage of this operation.
[bookmark: _Toc117504908]9.5.4.3	Ensce_NSOptimization_Notify operation
API operation name: Ensce_NSOptimization_Notify
Description: The consumer is notified with result of Network Slice Optimization.
Inputs: See clause 9.5.3.6.
Outputs: None
See clause 9.5.2.2 for details of usage of this operation.
[bookmark: _Toc117504909]9.x	<procedure name>
Add a copy of this clause for each procedure, adding a title, a general description, information flows and the procedure. Include an APIs clause if APIs are needed for the procedure.
[bookmark: _Toc29234033][bookmark: _Toc27161523][bookmark: _Toc13594][bookmark: _Toc106116333][bookmark: _Toc117504910]9.x.1	General
[bookmark: _Toc21456][bookmark: _Toc117504911][bookmark: _Toc27161524][bookmark: _Toc29234034][bookmark: _Toc106116334]9.x.2	Procedure
[bookmark: _Toc22234][bookmark: _Toc117504912]9.x.3	Information flows
[bookmark: _Toc29234036][bookmark: _Toc106116336][bookmark: _Toc26606][bookmark: _Toc27161526][bookmark: _Toc117504913]9.x.4	APIs (if applicable)
This clause may be skipped if the procedure under 10.x does not require specification of APIs.

[bookmark: _Toc106116337][bookmark: _Toc32523][bookmark: _Toc117504914]Annex A (informative): 
Deployment models
Informative annexes may appear in both Technical Specifications and Technical Reports. Use style "Heading 8" for use in TSs.
Informative annexes shall not contain requirements for the implementation of the Technical Specification.
[bookmark: _Toc106116338][bookmark: _Toc20434][bookmark: _Toc117504915]
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