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Foreword
This Technical Specification has been produced by the 3rd Generation Partnership Project (3GPP).
The contents of the present document are subject to continuing work within the TSG and may change following formal TSG approval. Should the TSG modify the contents of the present document, it will be re-released by the TSG with an identifying change of release date and an increase in version number as follows:
Version x.y.z
where:
x
the first digit:
1
presented to TSG for information;
2
presented to TSG for approval;
3
or greater indicates TSG approved document under change control.
y
the second digit is incremented for all changes of substance, i.e. technical enhancements, corrections, updates, etc.
z
the third digit is incremented when editorial only changes have been incorporated in the document.
In the present document, modal verbs have the following meanings:
shall

indicates a mandatory requirement to do something
shall not
indicates an interdiction (prohibition) to do something
The constructions "shall" and "shall not" are confined to the context of normative provisions, and do not appear in Technical Reports.
The constructions "must" and "must not" are not used as substitutes for "shall" and "shall not". Their use is avoided insofar as possible, and they are not used in a normative context except in a direct citation from an external, referenced, non-3GPP document, or so as to maintain continuity of style when extending or modifying the provisions of such a referenced document.
should

indicates a recommendation to do something
should not
indicates a recommendation not to do something
may

indicates permission to do something
need not
indicates permission not to do something
The construction "may not" is ambiguous and is not used in normative elements. The unambiguous constructions "might not" or "shall not" are used instead, depending upon the meaning intended.
can

indicates that something is possible
cannot

indicates that something is impossible
The constructions "can" and "cannot" are not substitutes for "may" and "need not".
will

indicates that something is certain or expected to happen as a result of action taken by an agency the behaviour of which is outside the scope of the present document
will not

indicates that something is certain or expected not to happen as a result of action taken by an agency the behaviour of which is outside the scope of the present document
might
indicates a likelihood that something will happen as a result of action taken by some agency the behaviour of which is outside the scope of the present document
might not
indicates a likelihood that something will not happen as a result of action taken by some agency the behaviour of which is outside the scope of the present document
In addition:
is
(or any other verb in the indicative mood) indicates a statement of fact
is not
(or any other negative verb in the indicative mood) indicates a statement of fact
The constructions "is" and "is not" do not indicate requirements.
Introduction
With increasing demand of applications consumption over mobile networks, more and more application content is transmitted over the mobile networks. Vertical applications have diverse requirements for the application content distribution and delivery. To ease the various data delivery demands for vertical applications, a data delivery enabler is specified in this document.

The data delivery service is part of the SEAL services specified in 3GPP TS 23.434 [4].
1
Scope
The present document specifies the application enabling layer platform architecture, capabilities and services to efficiently support storage and delivery for the application content/data for vertical applications as part of SEAL services specified in 3GPP TS 23.434 [4].

This work takes into consideration the existing stage 1 and stage 2 work within 3GPP related to data delivery and 3GPP system user plane aspects specified in 3GPP TS 22.261 [2] and 3GPP TS 23.501 [5].
2
References
The following documents contain provisions which, through reference in this text, constitute provisions of the present document.
-
References are either specific (identified by date of publication, edition number, version number, etc.) or non‑specific.
-
For a specific reference, subsequent revisions do not apply.
-
For a non-specific reference, the latest version applies. In the case of a reference to a 3GPP document (including a GSM document), a non-specific reference implicitly refers to the latest version of that document in the same Release as the present document.
[1]
3GPP TR 21.905: "Vocabulary for 3GPP Specifications".
[2]
3GPP TS 22.261: "Service requirements for the 5G system; Stage 1".
[3]
3GPP TS 23.222: "Functional architecture and information flows to support Common API Framework for 3GPP Northbound APIs; Stage 2". 
[4]
3GPP TS 23.434: "Service Enabler Architecture Layer for Verticals (SEAL); Functional architecture and information flows".

[5]
3GPP TS 23.501: "System architecture for the 5G System (5GS); Stage 2".

[6]
3GPP TS 23.502: "Procedures for the 5G System (5GS); Stage 2"

[7]
3GPP TS 23.554: "Application architecture for MSGin5G Service; Stage 2".
[8]
3GPP TS 23.558: "Architecture for enabling Edge Applications".
3
Definitions of terms, symbols and abbreviations
3.1
Terms
For the purposes of the present document, the terms given in 3GPP TR 21.905 [1] and the following apply. A term defined in the present document takes precedence over the definition of the same term, if any, in 3GPP TR 21.905 [1].
example: text used to clarify abstract rules by applying them literally.
3.2
Symbols
For the purposes of the present document, the following symbols apply:
<symbol>
<Explanation>
3.3
Abbreviations
For the purposes of the present document, the abbreviations given in 3GPP TR 21.905 [1] and the following apply. An abbreviation defined in the present document takes precedence over the definition of the same abbreviation, if any, in 3GPP TR 21.905 [1].
DD:
Data Delivery

SEAL:
Service Enabler Architecture Layer for verticals

<ABBREVIATION>
<Expansion>
4
Overview
4.x
<Functionality>
Editor's note: Add a copy of this clause for each functionality, adding a title and description.

5
Business relationships

5.1
General

The clause specifies the business relationships between the various stakeholders like VAL user, VAL service provider, SEALDD provider and PLMN operator.
5.2
Business relationship option-A

Figure 5.2-1 shows the business relationship option-A that exist and that are needed to support a single VAL user.
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Figure 5.2-1: Business relationship option-A for VAL services
The VAL user belongs to a VAL service provider based on a VAL service agreement between the VAL user and the VAL service provider. The VAL service provider can have VAL service agreements with several VAL users. The VAL user can have VAL service agreements with several VAL service providers.

The VAL service provider and the PLMN operator can be part of the same organization, in which case the business relationship between the two is internal to a single organization.

The VAL service provider can have SEAL provider arrangements with multiple SEAL providers and the SEAL provider can have PLMN operator service arrangements with multiple PLMN operators. The SEAL provider and the VAL service provider or the PLMN operator can be part of the same organization, in which case the business relationship between the two is internal to a single organization. 

The PLMN operator can have PLMN operator service arrangements with multiple VAL service providers and the VAL service provider can have PLMN operator service arrangements with multiple PLMN operators. As part of the PLMN operator service arrangement between the VAL service provider and the PLMN operator, PLMN subscription arrangements can be provided which allows the VAL UEs to register with PLMN operator network.

NOTE:
The roaming cases are not discussed in this release.
5.3
Business relationship option-B

Figure 5.3-1 shows the business relationship option-B that exist and that are needed to support a single VAL user.
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Figure 5.3-1: Business relationship option-B for VAL services

The VAL user belongs to a VAL service provider based on a VAL service agreement between the VAL user and the VAL service provider. The VAL service provider can have VAL service agreements with several VAL users. The VAL user can have VAL service agreements with several VAL service providers.

The VAL user can have PLMN operator service arrangements with the PLMN operator. The PLMN operator service arrangement includes the UE subscription arrangement which allows the VAL UEs to register with operator network.
The VAL service provider can have SEALDD provider arrangements with multiple SEALDD providers and the SEALDD provider can have SEALDD provider arrangements with multiple VAL service providers. 
The PLMN operator can have PLMN operator service arrangements with multiple SEALDD service providers and the SEALDD service provider can have PLMN operator service arrangements with multiple PLMN operators. The SEALDD service provider and the PLMN operator can be part of the same organization, in which case the business relationship between the two is internal to a single organization.

NOTE:
The roaming cases are not discussed in this release.
6
Architectural requirements 
Editor's note: Clauses under this clause shall document the architectural requirements for the architecture.
6.1
General
6.X
<Functionality> requirements

Editor's note: Add a copy of this clause for each architectural requirements, adding a title and description.
7
Architecture

7.1
General

This clause provides the overall architecture description:

-
Clause 7.2 describes the functional architecture and corresponding to the functional architecture;

-
Clause 7.3 describes the functional entities;

-
Clause 7.4 describes the reference points;

-
Clause 7.5 describes the cardinality of functional entities and reference points; and

7.2
Architecture

This clause describes the architecture for enabling SEAL Data Delivery applications in the following representations:

-
A service-based representation as specified in 3GPP TS 23.434 [4], where the SEAL Data Delivery Enabler Layer functions (e.g. SEALDD server) enable other authorized Vertical Application Layer functions (e.g. VAL server) to access their services. 

-
A service-based representation as specified in 3GPP TS 23.501 [5], where the Network Functions (e.g. NEF) enable authorized SEAL Data Delivery Layer functions (e.g. SEALDD server) i.e. Application Functions, to access their services; 

-
A service-based representation, where the Core Network Northbound APIs as specified in 3GPP TS 23.501 [5] and 3GPP TS 23.502 [6], are utilized by authorized SEAL Data Delivery Enabler Layer functions via CAPIF core function specified in 3GPP TS 23.222 [3]; and
-
A reference point representation, where existing interactions between any two functions (e.g. SEALDD client and SEALDD server) is shown by an appropriate point-to-point reference point (e.g. SEALDD-UU). 

SEAL Data Delivery Enabler Layer functions shown in the service-based representation of the SEAL Data Delivery architecture shall only use service-based interfaces for their interactions.

The service based representation of SEAL Data Delivery function in the overall SEAL service-based representation is specified in clause 15 of 3GPP TS 23.434 [4]. The SEALDD function exhibits service-based interfaces which are used for providing and consuming SEALDD services. The service-based interface for SEALDD function is representation as Sdd.

Figure 7.2-1 illustrates the service-based representation for utilization of the 5GS network services based on the 5GS SBA specified in 3GPP TS 23.501 [5].
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Figure 7.2-1: Utilization of 5GS network services based on the 5GS SBA – service based representation

The SEALDD server acts as AF for consuming network services from the 3GPP 5G Core Network entities over the Service Based Architecture specified in 3GPP TS 23.501 [5]. 

Figure 7.2-2 illustrates the service-based representation for utilization of the Core Network (5GC, EPC) northbound APIs via CAPIF.
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Figure 7.2-2: Utilization of Core Network Northbound APIs via CAPIF – service based representation

The SEALDD server acts as authorized API invoker to consume services from the Core Network (5GC, EPC) northbound API entities like SCEF, NEF, SCEF+NEF which act as API Exposing Function as specified in 3GPP TS 23.222 [3]. 

Editor's Note:
Whether the SEAL service specific SBA representation can be generalized and moved to TS 23.434 is FFS.
The mechanism for northbound APIs discovery using the service-based interfaces depicted in figure 7.2-3 is as specified in 3GPP TS 23.222 [3].
Figure 7.2-3 illustrates the architecture for SEAL Data Delivery enabler service.
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Figure 7.2-3 Architecture for SEAL Data Delivery Service
The SEALDD server can communicate with the control plane of 3GPP core network via N33/N5 interface with the SEALDD control plane functionality.

Editor's Note:
Relationship and API interactions between SEALDD and NRM are FFS.

For uplink traffic, VAL client sends application data traffic to SEALDD client for SEALDD service over SEALDD-C. After data plane packet processing by SEALDD client, the application data traffic is converted to SEALDD data traffic and transferred to SEALDD server over SEALDD-UU. The SEALDD server restores the application data traffic and sends it to VAL server over SEALDD-S. For downlink traffic, VAL server sends application data traffic to SEALDD server for SEALDD service over SEALDD-S. After data plane packet processing by SEALDD server, the application data traffic is converted to SEALDD data traffic and transferred to SEALDD client over SEALDD-UU. The SEALDD client restores the application data traffic and sends it to VAL client over SEALDD-C. Optionally, VAL deployments may choose to route application signalling traffic and application data traffic for some or all functions it offers using SEALDD service and figure 7.2-4 illustrates the architecture for achieving this. In this case the VAL client and VAL server may choose not to maintain application connection by themselves and transfer all the application traffic over SEALDD connections for those functions.
NOTE:
SEALDD capabilities are provided as APIs to the VAL Layer, it is up to VAL layer to decide which traffic to be transferred (e.g. application signalling, application data).
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Figure 7.2-4: Architecture for application traffic transfer
The SEAL Data Delivery client interacts with the SEAL data delivery server to establish application layer data transport path. 

Through this path, the SEALDD server and client provides data transport service capabilities such as data plane packet processing (e.g. packet duplication, elimination or transport coordination), data forwarding, data caching, background data transfer, etc. to support the VAL server and client. Annex X describes a typical lifecycle of SEALDD to establish the SEALDD connection for the VAL client and VAL server.
7.3
Functional entities

7.3.1
General

The functional entities for SEALDD service are described in the following clauses.
7.3.2
SEAL Data Delivery server

The SEAL data delivery server functional entity acts as the application server for the data delivery enablement. The SEALDD server supports the following capabilities:

Editor's Note:
Detailed functionalities supported by SEALDD server is FFS.
7.3.3
SEAL Data Delivery client

The SEAL data delivery client functional entity acts as the application client for the data delivery enablement. The SEALDD client supports the following capabilities:

Editor's Note:
Detailed functionalities supported by SEALDD client is FFS.
7.4
Reference points

7.4.1
General

The reference points for the functional model for SEALDD are described in the following clauses.
7.4.2
SEALDD-UU

Reference point between SEALDD client and SEALDD server used to transfer data content and exchange information for SEALDD service provisioning, control, reporting etc.
7.4.3
SEALDD-C

Reference point between SEALDD client and VAL client to enable northbound client side API exposed by SEALDD client to VAL client for data delivery and SEALDD service provisioning, control, reporting etc.

NOTE:
Detailed specification of this reference point is out of scope of this release of this specification.
7.4.4
SEALDD-S

Reference point between SEALDD server and VAL server to enable northbound server side API exposed by SEALDD server to VAL server for data delivery and SEALDD service provisioning, control, reporting etc.
7.4.5
SEALDD-E

Reference point enables interactions between two SEALDD servers to transfer data content and exchange information for SEALDD service provisioning, control, reporting etc.

7.4.6
N6

Reference point enables interactions between SEALDD server and 5GC to transfer SEALDD traffic packets.

7.4.7
N33/N5

Reference point enables interactions between SEALDD server and 5GC to send control plane requirements or receive control plane notification for optimized data transmission. 

7.5
Cardinality rules

Editor's Note:
Detailed Cardinality rules about the deployment of SEALDD are FFS.
8
Identities and commonly used values
8.1
General

8.X
<Item>
Editor's note: Identify suitable title for identity and commonly used values.

9
Procedures and information flows
9.1
General
9.2
SEALDD regular connection establishment 
9.2.1
General

The following clauses specify procedures, information flow and APIs for SEALDD regular connection establishment including signalling transmission and regular data transmission.
NOTE:
SEALDD server and VAL server may have different behaviour when establishing the connection for signalling transmission and regular data transmission. For signalling transmission, the VAL server may allocate the same address and port to send/receive the signalling traffic of all the users. For data transmission, the VAL server may allocate different addresses and ports to send/receive the data traffic of different users. And SEALDD server may need to identify the data traffic by checking the SEALDD connection establishment request since different SEALDD clients’ application data traffic should be mapped to their specific SEALDD-S connection.

Editor's Note:
How to differentiate the different use cases (shared address/port or UE specific address/port) stated in the NOTE of clause 9.2.1 is FFS and correspondingly the procedure text change is needed to use a more generic way instead of application signalling/data.
9.2.2
Procedure

9.2.2.1
SEALDD enabled signalling transmission connection establishment procedure

Figure 9.2.2.1-1 illustrate the procedure for signalling transmission connection establishment.

Pre-condition:

-
The VAL server can discover and select the SEALDD server by CAPIF functions.
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Figure 9.2.2.1-1: SEALDD signalling transmission connection establishment procedure
1.
The VAL server decides to use SEALDD service for application signalling transfer and allocates address/port as SEALDD-S Data transmission connection information for receiving the application signalling packets from SEALDD server. The VAL server sends an Sdd_RegularTransmission request to the SEALDD server. The service request includes the VAL server ID, VAL service ID to identify the VAL application traffic, the SEALDD-S Data transmission connection information of the VAL server side. 

2.
Upon receiving the request, the SEALDD server performs an authorization check. If authorization is successful, the SEALDD server allocates a specific address or port used for SEALDD traffic transfer with the incoming SEALDD client(s) for the VAL server and responds with a SEALDD service response.  

NOTE: The SEALDD server does not allocate address/port in this step and VAL server treats the SEASLDD-S Data transmission connection information as wildcard endpoint for SEALDD-S reference point to receive all the application signalling traffic.

3.
The VAL client sends a SEALDD service request to SEALDD client. The service request also indicates to establish application signalling transmission connection.

4.
The VAL/SEALDD client discover and select the proper SEALDD server for the VAL application. After this step, the VAL server is discovered and selected along with the associated SEALDD server, the SEALDD client can get the SEALDD server's address.

5.
The SEALDD client allocates a SEALDD flow ID mapping to application traffic for application signalling transmission. The SEALDD client sends Sdd_RegularTransmissionConnection_Establish request to SEALDD server with the SEALDD client ID, the SEALDD flow ID, VAL server ID, VAL service ID and the SEALDD traffic descriptor of the SEALDD client side (the address/port of the SEALDD client for receiving the downlink SEALDD traffic). 

NOTE 1:
The SEALDD flow ID is used by the SEALDD client and SEALDD server to identify different application traffic, and it is mapped to the VAL service ID.

6.
The SEALDD server responds to the SEALDD client with the SEALDD traffic descriptor of SEALDD server side (e.g. address/port allocated in step 2, transport layer protocol) mapping to the application traffic.

Editor's Note:
How to correlate the SEALDD-S connection information negotiated in step 1-2 and the SEALDD-UU connection information in step 5-6 is FFS.
7.
The SEALDD server stores the SEALDD client ID, SEALDD flow ID to identify the SEALDD traffic and establishes SEALDD-S connection with VAL server for the VAL client to transmit application traffic mapping to the SEALDD traffic. SEALDD server may use different address/port to establish the SEALDD-S data transmission connection for application signalling transfer towards the VAL server for different SEALDD client and SEALDD flow. Then each VAL client will have different SEALDD-S data transmission connection at the SEALDD server side. 

8.
The SEALDD client uses the SEALDD traffic descriptor of SEALDD server side for SEALDD connection establishment.
NOTE 2:
If the UE's address for SEALDD traffic transfer is different from the address used in the control plane interaction (step 5 and 6), another SEALDD interaction procedure may be triggered to notify the SEALDD server about the address/port used by the SEALDD client for SEALDD traffic transfer. Or the SEALDD server reuses the SEALDD client's address used in step 5 for SEALDD traffic transfer.


After this step, the SEALDD client and SEALDD server both get the whole SEALDD traffic descriptor (including the UE's address/port and SEALDD server's address/port for the SEALDD traffic transmission). The SEALDD client gets the mapping information (i.e. SEALDD flow ID for the application signalling transfer). The SEALDD server gets the mapping information between the SEALDD flow ID, the signalling transmission Session ID and the SEALDD-S connection. The SEALDD client and SEALDD server store the mapping between the application traffic and SEALDD traffic.

Upon receiving application signalling traffic from VAL client, the SEALDD client maps it into SEALDD traffic with SEALDD traffic descriptor as negotiated with SEALDD server. The SEALDD server maps the SEALDD traffic to the application traffic according to the stored SEALDD traffic descriptor, SEALDD client ID, SEALDD flow ID. The SEALDD server sends the recovered application traffic to VAL server via the connection established in step 7 according to the mapping relationship between the SEALDD-S connection and the SEALDD traffic.

For the downlink application signalling traffic in response to the uplink application signalling, the VAL server can respond to the source address/port (SEALDD-S address/port of the SEALDD server side) of the uplink signalling traffic. Upon receiving the downlink application signalling traffic from the SEALDD-S connection, the SEALDD server can map the downlink application signalling traffic to the related SEALDD client ID and SEALDD flow ID and send the mapped SEALDD traffic to the SEALDD client. The rest of the downlink application traffic transfer is processed similarly with the uplink traffic. 

After the connection establishment, the VAL server can communicate with VAL client for application layer signalling traffic transfer via the established SEALDD connection. 
9.2.2.2
SEALDD enabled regular data transmission connection establishment procedure
Figure 9.2.2.2-1 illustrate the procedure for establishing regular SEALDD data transmission connection.

Pre-condition:

-
The VAL server can discover and select the SEALDD server by CAPIF functions.
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Figure 9.2.2.2-1: SEALDD enabled regular data transmission connection establishment procedure
1.
The VAL server decides to use SEALDD service for application traffic transfer and allocates address/port as SEALDD-S Data transmission connection information for receiving the data packets from SEALDD server. The VAL server sends Sdd_RegularTransmission request to the SEALDD server discovered by CAPIF. The service request includes UE ID/address, VAL server ID, VAL service ID, SEALDD-S Data transmission connection information of the VAL server side.

2.
Upon receiving the request, the SEALDD server performs an authorization check. If authorization is successful, SEALDD server allocates address/port of the SEALDD server to receive the packets from the VAL server for application data transfer as SEALDD-S data transmission connection information of the SEALDD server side. The SEALDD server allocates a specific address or port used for SEALDD traffic transfer with the specific UE for the VAL server and responds with a SEALDD service response (including SEALDD-S data transmission connection information of the SEALDD server side). The VAL server and SEALDD server can use SEALDD-S data transmission connection information to establish the data transmission connection between VAL server and SEALDD server for application data transfer.
3.
Data transmission session information is provisioned to the VAL client by the VAL server via application signalling.
NOTE 1:
The application signalling may be transmitted via direct application layer connection or via the SEALDD layer.

4.
The VAL client sends a SEALDD service request to SEALDD client.

5.
The VAL/SEALDD client discover and select the proper SEALDD server for the VAL application. After this step, the VAL server is discovered and selected along with the associated SEALDD server, the SEALDD client can get the SEALDD server's address.

Editor's Note:
Whether interaction between VAL client and SEALDD client, SEALDD server determination steps should be described in this procedure are FFS.

6.
The SEALDD client allocates a SEALDD flow ID mapping to the identifiers of the application traffic. The SEALDD client sends Sdd_RegularTransmissionConnection_Establish request to SEALDD server with the SEALDD client ID, the SEALDD flow ID, the SEALDD traffic descriptor of the SEALDD client side (the address/port of the SEALDD client for receiving the downlink SEALDD traffic), VAL server ID, VAL service ID. 
Editor's Note:
How to correlate the SEALDD-S connection information negotiated in step 1-2 and the SEALDD-UU connection information in step 6-7 is FFS.
NOTE 2:
The SEALDD flow ID is used by the SEALDD client and SEALDD server to identify different VAL application traffic of the same SEALDD client. The SEALDD flow ID may be same with the identifiers of the application traffic or new simplified IDs allocated by SEALDD. 

7.
The SEALDD server responds to the SEALDD client with the SEALDD traffic descriptor of SEALDD server side (e.g. address/port allocated in step 2, transport layer protocol) mapping to the application traffic.

8.
If the connection between VAL server and SEALDD server is not established in step 2, the SEALDD server establishes connection with VAL server for the VAL client to transmit application traffic mapping to the SEALDD traffic according to the SEALDD-S information negotiated in step 1-2.

9.
The SEALDD client uses the SEALDD traffic descriptor of SEALDD server side for SEALDD connection establishment. 


After this step, the SEALDD client and SEALDD server both get the whole SEALDD traffic descriptor (including the UE's address/port and SEALDD server's address/port for the SEALDD traffic transmission).

After the negotiation and establishment of the connections, the SEALDD client gets the mapping information between application traffic and SEALDD flow ID. The SEALDD server gets the mapping information between the SEALDD flow ID and the SEALDD-S connection. Upon receiving application traffic from VAL client, the SEALDD maps it to SEALDD traffic with SEALDD traffic descriptors as negotiated with SEALDD server in step 6 and step 7. The SEALDD traffic is sent to the SEALDD server. The SEALDD server maps the SEALDD traffic to the application traffic according to the stored SEALDD traffic descriptor, SEALDD client ID and SEALDD flow ID. The SEALDD server sends the recovered application traffic to VAL server via the connection established in step 2 or 8 according to the mapping information. The downlink application traffic sent from VAL server to VAL client is processed similarly.
9.2.3
Information flows

9.2.3.1
SEALDD enabled regular transmission request

Table 9.2.3.1-1 describes the information flow from the VAL server to the SEALDD server for requesting the regular application transmission service.
Editor's Note:
Whether the information flow and API between SEALDD server and VAL server should be merged to one generic API is FFS. API format of a merged generic API or separated APIs or both approaches can be decided in stage 3.
Table 9.2.3.1-1: SEALDD enabled Regular transmission request

	Information element
	Status
	Description

	VAL server ID
	M
	Identity of the VAL server

	VAL service ID
	O
	Identity of the VAL service

	UE identity
	O
	Identifier of specific UE, e.g. UE ID, UE address

	SEALDD-S Data transmission connection information
	M
	Address/port of the VAL server to receive the application packets from the SEALDD server 


9.2.3.2
SEALDD enabled regular transmission response

Table 9.2.3.2-1 describes the information flow from the SEALDD server to the VAL server for responding to the regular application transmission.
Table 9.2.3.2-1: SEALDD enabled regular transmission response
	Information element
	Status
	Description

	Result 
	M
	Success or failure.

	SEALDD-S information Data transmission connection information 
	O
	Address/port of the SEALDD server to receive the packets from the VAL server for application traffic transfer


9.2.3.3
SEALDD enabled regular transmission connection establishment request
Table 9.2.3.3-1 describes the information flow from the SEALDD client to the SEALDD server for requesting the regular SEALDD connection establishment.

Table 9.2.3.3-1: SEALDD enabled regular transmission connection establishment request
	Information element
	Status
	Description

	SEALDD client ID
	M
	Identity of the SEALDD client.

	SEALDD flow ID
	M

(See NOTE)
	Identity of the SEALDD flow.

	VAL server ID
	M
	Identity of the VAL server

	VAL service ID
	O
	Identity of the VAL service

	SEALDD traffic descriptor
	O
	SEALDD traffic descriptor (e.g. address, port, transport layer protocol) of the SEALDD client side used to establish SEALDD connection.

	NOTE:
The SEALDD flow ID is used by the SEALDD client and SEALDD server to identify different application traffic, and it is mapped to the identifiers of the application traffic and data transmission session.


9.2.3.4
SEALDD enabled regular transmission connection establishment response
Table 9.2.3.4-1 describes the information flow from the SEALDD server to the SEALDD client for responding to the regular SEALDD connection establishment.

Table 9.2.3.4-1: SEALDD enabled regular transmission connection establishment response
	Information element
	Status
	Description

	Result 
	M
	Indicates the success or failure of establishing the SEALDD connection.

	SEALDD traffic descriptor
	O
	SEALDD traffic descriptor (e.g. address, port, transport layer protocol) of the SEALDD server side used to establish SEALDD connection.


9.2.4
APIs

9.2.4.1
General
Table 9.2.4.1-1 illustrates the APIs exposed by SEALDD server for regular connection establishment.

Table 9.2.4.1-1: List of SEALDD server APIs for data distribution
	API Name
	API Operations
	Operation Semantics
	Consumer(s)

	Sdd_RegularTransmission
	Request
	Request/Response
	VAL server

	Sdd_RegularTransmissionConnection _Establish
	Request
	Request/Response
	SEALDD client


9.2.4.2
Sdd_RegularTransmission operation

API operation name: Sdd_RegularDataTransmission_Request

Description: The consumer requests for one time for SEALDD enabled regular data transmission.

Inputs: See clause 9.2.3.1.
Outputs: See clause 9.2.3.2.
See clause 9.2.2.1 and 9.2.2.2 for details of usage of this operation.

9.2.4.3
Sdd_RegularTransmissionConnection_Establish operation

API operation name: Sdd_RegularConnectionEstablishment_Request

Description: The consumer requests for one time for SEALDD enabled regular data connection establishment.

Inputs: See clause 9.2.3.3.
Outputs: See clause 9.2.3.4.

See clause 9.2.2.1 and 9.2.2.2 for details of usage of this operation.

9.3
SEALDD enabled E2E redundant transmission
9.3.1
General
The following clauses specify procedures, information flow and APIs for SEALDD enabled E2E redundant transmission.

SEALDD client and SEALDD server transfer SEALDD traffic via two redundant PDU sessions as specified in clause 5.33.2.1 of 3GPP TS 23.501 [5]. 

Figure 9.3.1-1 shows the data traffic flow of E2E redundant transmission. For uplink data delivery, VAL client sends application traffic to SEALDD client, the SEALDD client duplicates the application packets and maps them into two SEALDD traffic. Then the two SEALDD traffic are transferred to SEALDD server via the two redundant PDU sessions shown in figure 9.3.1-1. The SEALDD server eliminates the redundant packets and recovers the application traffic. The recovered application traffic is transferred to VAL server by the SEALDD server. For downlink data delivery, VAL server sends application traffic to SEALDD server, the SEALDD server duplicates the application packets and maps them into two SEALDD traffic. The two SEALDD traffic are transferred to UE via the two redundant PDU sessions. The SEALDD client eliminates the redundant SEALDD packets and recovers the application traffic, then sends the application traffic to the VAL client. 
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Figure 9.3.1-1: E2E redundant transmission traffic flow

Figure 9.3.1-2 shows the data traffic flow of E2E redundant transmission for multiple VAL servers. In this scenario, SEALDD server and SEALDD client use different SEALDD flow IDs and SEALDD traffic descriptors to identify SEALDD traffic for different VAL servers. 
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Figure 9.3.1-2: E2E redundant transmission traffic flow for multiple VAL servers

For outbound data delivery, VAL application traffic is sent to SEALDD enabler layer, the SEALDD enabler duplicates the application packets and maps them into two SEALDD traffic (with the same Flow ID). Then according to the SEALDD traffic descriptors of the SEALDD flow, the SEALDD traffic is sent out with different destination addresses or ports and different source addresses or ports. For inbound data delivery, two SEALDD traffic (with different source addresses or ports and different destination addresses or ports) are received. According to the SEALDD traffic descriptors, SEALDD enabler decides they belong to the same Flow. Then after packet elimination and reordering, the two SEALDD traffic is aggregated to one VAL application traffic.

9.3.2
Procedure

9.3.2.1
E2E redundant transmission path establishment procedure

Figure 9.3.2.1-1 illustrate the procedure for redundant transmission establishment. This procedure can be triggered by the VAL server for data transfer per application layer transaction.

Pre-conditions:
1.
The VAL server has discovered and selected the SEALDD server by CAPIF functions.

2.
The VAL server has established application connection with the VAL client and can get the VAL client’s UE ID or UE address via the application connection.
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Figure 9.3.2.1-1: E2E redundant transmission path establishment

1.
The VAL server decides to use SEALDD service to help ensuring data transmission quality for application traffic transfer and send a Sdd_URLLCTransmission request to the SEALDD server discovered by CAPIF. The request includes UE ID/address, VAL server ID, VAL service ID, SEALDD-S Data transmission connection information of the VAL server side, QoS requirements. The VAL server ID and VAL service ID can be used to identify the VAL application traffic.
2.
Upon receiving the request, the SEALDD server decides to establish redundant transmission path. The SEALDD server allocates two different addresses or ports for the two redundant transmission paths and sends an AF request to 5GS to create or update URSP rules as described in clause 4.15.6.10 of 3GPP TS 23.502 [6] for the UE(s) going to use the redundant transmission service. The AF request includes Identifiers of the UE(s) and application traffic descriptor containing the addresses or ports allocated by SEALDD server.

3.
If the processing of the request was successful, SEALDD server allocates address/port of the SEALDD server to receive the packets from the VAL server for application data transfer as SEALDD-S data transmission connection information of the SEALDD server side. The SEALDD server responds with a SEALDD service response (including SEALDD-S data transmission connection information of the SEALDD server side) and indicates the VAL server that redundant transmission service should be activated. The VAL server and SEALDD server can use SEALDD-S data transmission connection information to establish the data transmission connection between VAL server and SEALDD server for application data transfer.

4.
If the redundant transmission requirement is not preconfigured or notified to the VAL client, the VAL server may notify the VAL client(s) which are going to use the redundant transmission service through application layer message.
NOTE 1:
The application signalling may be transmitted via direct application layer connection or via the SEALDD layer. 
NOTE 2:
The VAL client can be preconfigured that the VAL service should always be transmitted via redundant transmission. Or this application layer notification may be notified to the UE in other period before the VAL application traffic is really transmitted.

5.
The VAL client sends a SEALDD service request to use E2E redundant transmission for the application traffic.

6.
The SEALDD client discover and select the proper SEALDD server for the VAL application.

Editor's Note:
Whether interaction between VAL client and SEALDD client, SEALDD server determination steps should be described in this procedure are FFS.
Editor's Note:
How to discover and select the proper SEALDD server is discussed in KI #6 and KI #7 of TR 23.700-34 and this step will be updated according to the specification of KI #6 and KI #7.

7.
The SEALDD client allocates a SEALDD flow ID mapping to the application traffic. The SEALDD client sends Sdd_URLLCTransmissionConnection_Establish request to SEALDD server. The request includes the SEALDD client ID, SEALDD flow ID, VAL server ID, VAL service ID for SEALDD server to identify the specific application traffic. 
Editor's Note:
How to correlate the SEALDD-S connection information negotiated in step 1, 3 and the SEALDD-UU connection information in step 7, 8 is FFS.
8.
Upon receiving the request, the SEALDD server sends SEALDD traffic descriptor for redundant transmission of the SEALDD server side (i.e. the addresses or ports for the redundant transmission paths allocated in step 2 and the transport protocol used for the SEALDD traffic) to SEALDD client.

9.
The UE uses the SEALDD traffic descriptor of the SEALDD server side to trigger the two redundant PDU Sessions establishment procedure via 5GS as specified in clause 5.33.2.1 of 3GPP TS 23.501 [5]. 

10.
[Optional] The SEALDD client sends Sdd_URLLCTransmissionConnection_Update request to SEALDD server. The request includes the SEALDD client ID, the SEALDD flow ID, the SEALDD traffic descriptors for redundant transmission of the SEALDD client side (i.e. UE addresses and ports of the two redundant PDU Sessions). The two redundant SEALDD traffic use the same SEALDD flow ID for identification.

11.
[Optional] The SEALDD server sends response to SEALDD client. After this step, the SEALDD client and SEALDD server both get the whole SEALDD traffic descriptors (including the UE's addresses/ports and SEALDD server's addresses/ports for the SEALDD traffic transmission). The SEALDD client and SEALDD server store the mapping between the application traffic and SEALDD traffic.

12.
[Optional] If the connection between VAL server and SEALDD server is not established in step 3, the SEALDD server establishes connection with VAL server for the VAL client to transmit application traffic mapping to the redundant SEALDD traffic according to the SEALDD-S information negotiated in step 1-3
NOTE 3:
Step 10 and Step 11 are optional. If the redundant PDU sessions are already established before step 7, the IP addresses of the UE may be notified to the SEALDD server in step 7. In other cases, after the establishment of the two redundant PDU sessions, the SEALDD client may communicate with SEALDD server through the redundant PDU sessions to let the SEALDD server know the UE's address(es) of the redundant PDU session to fulfil the traffic mapping or the SEALDD client and SEALDD server may use other mapping mechanisms, it is up to the transport protocol used by SEALDD client and SEALDD server for the SEALDD traffic.

13.
The SEALDD client responds with a SEALDD service response.
After the negotiation and establishment of the connections, the SEALDD client gets the mapping information between the application traffic and SEALDD flow ID. The SEALDD server gets the mapping information between the SEALDD flow ID and the SEALDD-S connection. Upon receiving application traffic from VAL client, the SEALDD client duplicates the application packets and maps them into two SEALDD traffic with SEALDD traffic descriptors as negotiated with SEALDD server in step 8 and step 10. The two SEALDD traffic is sent through two redundant PDU sessions to the SEALDD server. The SEALDD server maps the two SEALDD traffic to the same application traffic according to the stored SEALDD traffic descriptors, SEALDD client ID and SEALDD flow ID. After packet elimination and reordering the SEALDD server sends the aggregated application traffic to VAL server via the connection established in step 3 according to the mapping information. The downlink application traffic sent from VAL server to VAL client is processed similarly.
9.3.3
Information flows
9.3.3.1
SEALDD URLLC transmission request
Table 9.3.3.1-1 describes the information flow from the VAL server to the SEALDD server for requesting the URLLC transmission service.

Editor's Note:
Whether the information flow and API between SEALDD server and VAL server should be merged to one generic API is FFS.

Table 9.3.3.3-1: SEALDD URLLC transmission request
	Information element
	Status
	Description

	VAL server ID
	M
	Identity of the VAL server

	VAL service ID
	O
	Identity of the VAL service

	UE identity
	M
	Identity of UE (e.g. UE ID/address)

	SEALDD-S Data transmission connection information
	M
	Address/port of the VAL server to receive the packets from the SEALDD server for application logic processing


9.3.3.2
SEALDD URLLC transmission response

Table 9.3.3.2-1 describes the information flow from the SEALDD server to the VAL server for responding to the URLLC transmission request.

Table 9.3.3.4-1: SEALDD URLLC transmission response
	Information element
	Status
	Description

	Result 
	M
	Success or failure.

	SEALDD-S Data transmission connection information
	M
	Address/port of the SEALDD server to receive the packets from the VAL server for application data transfer


9.3.3.3
SEALDD URLLC transmission connection establishment request

Table 9.3.3.3-1 describes the information flow from the SEALDD client to the SEALDD server for requesting the URLLC transmission connection establishment.

Table 9.3.3.3-1: SEALDD URLLC transmission connection establishment request
	Information element
	Status
	Description

	SEALDD client ID
	M
	Identity of the SEALDD client.

	SEALDD flow ID
	M

(See NOTE)
	Identity of the SEALDD flow.

	VAL server ID
	O

(See NOTE)
	Identity of the VAL server.

	VAL service ID
	O

(See NOTE)
	Identity of the VAL service.

	SEALDD traffic descriptors
	O
	A pair of SEALDD traffic descriptors (e.g. address, port, transport layer protocol) of the SEALDD client side used to establish redundant SEALDD connection.

	NOTE:
The SEALDD flow ID is used by the SEALDD client and SEALDD server to identify different application traffic, and it is mapped from the VAL service ID.


9.3.3.4
SEALDD URLLC transmission connection establishment response

Table 9.3.3.4-1 describes the information flow from the SEALDD server to the SEALDD client for responding to the URLLC transmission connection establishment.

Table 9.3.3.4-1: SEALDD URLLC transmission connection establishment response
	Information element
	Status
	Description

	Result 
	M
	Indicates the success or failure of establishing the SEALDD connection.

	SEALDD traffic descriptors
	O
	A pair of SEALDD traffic descriptors (e.g. address, port, transport layer protocol) of the SEALDD server side used to establish redundant SEALDD connection.


9.3.3.5
SEALDD URLLC transmission connection update request

Table 9.3.3.5-1 describes the information flow from the SEALDD client to the SEALDD server for requesting the URLLC transmission connection update.

Table 9.3.3.5-1: SEALDD URLLC transmission connection update request
	Information element
	Status
	Description

	SEALDD client ID
	M
	Identity of the SEALDD client.

	SEALDD flow ID
	M

(See NOTE)
	Identity of the SEALDD flow.

	VAL server ID
	O

(See NOTE)
	Identity of the VAL server.

	VAL service ID
	O

(See NOTE)
	Identity of the VAL service.

	SEALDD traffic descriptors
	O
	A pair of SEALDD traffic descriptors (e.g. address, port, transport layer protocol) of the SEALDD client side used to establish redundant SEALDD connection.

	NOTE:
The SEALDD flow ID is used by the SEALDD client and SEALDD server to identify different application traffic, and it is mapped from the VAL service ID.


9.3.3.6
SEALDD URLLC transmission connection update response

Table 9.3.3.6-1 describes the information flow from the SEALDD server to the SEALDD client for responding to the redundant transmission connection update.
Table 9.3.3.6-1: SEALDD URLLC transmission connection update response
	Information element
	Status
	Description

	Result 
	M
	Indicates the success or failure of updating the SEALDD connection.


9.3.4
APIs

9.3.4.1
General

Table 9.3.4.1-1 illustrates the APIs exposed by SEALDD server for URLLC transmission.

Table 9.3.4.1-1: List of SEALDD server APIs for redundant transmission
	API Name
	API Operations
	Operation Semantics
	Consumer(s)

	Sdd_URLLCTransmission
	Request
	Request/Response
	VAL server

	Sdd_URLLCTransmissionConnnection_Establish
	Request
	Request/Response
	SEALDD client

	Sdd_URLLCTransmissionConnnection_Update
	Request
	Request/Response
	SEALDD client


9.3.4.2
Sdd_URLLCTransmission Request operation

API operation name: Sdd_URLLCTransmission Request

Description: The consumer requests for one time for URLLC transmission service.

Inputs: See clause 9.3.3.1.
Outputs: See clause 9.3.3.2

See clause 9.3.2.1 for details of usage of this operation.

9.3.4.3
Sdd_URLLCTransmissionConnection_Establish Request operation

API operation name: Sdd_URLLCTransmissionConnection_Establish Request

Description: The consumer requests for one time for URLLC transmission connection establishment.

Inputs: See clause 9.3.3.3.
Outputs: See clause 9.3.3.4.

See clause 9.3.2.1 for details of usage of this operation.

9.3.4.4
Sdd_URLLCTransmissionConnection_Update Request operation

API operation name: Sdd_URLLCTransmissionConnection_Update Request

Description: The consumer requests for one time for URLLC transmission connection update.

Inputs: See clause 9.3.3.5.
Outputs: See clause 9.3.3.6.

See clause 9.3.2.1 for details of usage of this operation.
9.4
SEALDD server discovery and selection
9.4.1
General
The following clauses specify procedures, information flow and APIs for SEALDD server discovery and selection for VAL server and SEALDD client.

There are two scenarios of how SEALDD service is used:

-
Scenario (a): SEALDD service is used for both signalling and data traffic transfer.

-
Scenario (b): SEALDD service is used only for data traffic transfer.
NOTE:
For the same VAL application, VAL servers for Scenario (a) and Scenario (b) and VAL servers without SEALDD service may coexist in the same EDN. The three types of servers may use different EAS IDs or other information (e.g. EAS service, additional associated SEALDD server information) to differentiate each other for EAS discovery.
9.4.2
SEALDD server discovery and selection for VAL server
9.4.2.1
General

CAPIF architecture and functionalities can be reused to enable VAL server discover and select SEALDD server.
9.4.2.2
Procedure
The SEALDD server and VAL server may support CAPIF as shown in Figure 9.4.2.2-1. When CAPIF is supported:
-
The SEALDD server shall support the CAPIF API provider domain functions (i.e. CAPIF-2/2e (SEALDD-S interface), CAPIF-3/3e, CAPIF-4/4e and CAPIF-5/5e as specified in 3GPP TS 23.222 [3]);

-
The VAL server shall act as API invoker and support the API invoker functions (i.e. CAPIF-1/1e and CAPIF-2/2e (SEALDD-S interface) as specified in 3GPP TS 23.222 [3]); and

-
The SEALDD server shall act as API invoker and support the API invoker functions (i.e. CAPIF-1/1e and CAPIF-2/2e (SEALDD-E interface) as specified in 3GPP TS 23.222 [3]).
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Figure 9.4.2.2-1: SEALDD adaptation in the CAPIF architecture

The VAL server can discover a proper SEALDD server from CAPIF core function with different discovery filters, e.g. expected AEF location. If a VAL server is changed during UE mobility, a new SEALDD server may be discovered and selected.This is also applicable for EAS to discover and select an SEALDD server to use SEALDD-S services, if any. 
9.4.3
SEALDD server discovery and selection for SEALDD client
9.4.3.1
General

The VAL client can use existing mechanisms (e.g. DNS query mechanism, application layer signalling mechanism) to find an appropriate SEALDD server in non-EDN scenario and EDN scenario. The VAL client can provide the SEALDD server information to the SEALDD client when the SEALDD service is required. 
NOTE:
DNS query mechanism and application layer signalling mechanism are outside the scope of SA6.

The EAS registration procedure of 3GPP TS 23.558 [8] can be enhanced to enable VAL/SEALDD client to discover and select proper SEALDD server in EDN scenario.
9.4.3.2
EDN scenario
9.4.3.2.1
VAL server registered to EES with associated SEALDD server address as VAL server endpoint
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Figure 9.4.3.2.1-1: VAL server registered to EES with associated SEALDD server address as VAL server endpoint
1.
The VAL server can discover and select the SEALDD server (e.g. by CAPIF functions). 

2.
The VAL server decides to use SEALDD service to enhance data transmission and send a regular SEALDD data transmission subscription request to the SEALDD server. 

3.
Upon receiving the request, the SEALDD server performs an authorization check and responds with a regular SEALDD data transmission subscription response. 

4.
The VAL server (as an EAS) registers to the EES as described in clause 8.3.3.2.2 of 3GPP TS 23.558 [8] with the associated SEALDD server address as EAS Endpoint in the EAS profile. The EAS ID used by VAL server in registration may indicate the application service association between the VAL service and SEALDD service implicitly or explicitly.

This procedure reuses the current procedure described in clause 8.3.3.2.2 of 3GPP TS 23.558 [8]. The VAL server (as an EAS) registers to the EES with the associated SEALDD server address as the EAS Endpoint in the EAS profile. Then the EEC can use the EAS discovery procedure defined in clause 8.5 of 3GPP TS 23.558 [8] to find the VAL server's address which is SEALDD server's address. The VAL client can initiate SEALDD service via SEALDD client with the SEALDD server's address. This procedure can be used for scenario (a).

9.4.3.2.2
EAS registered to EES with associated SEALDD server information
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Figure 9.4.3.2.2-1: EAS register to EES with associated SEALDD server information

1.
The SEALDD server (as an EAS) registered to EES with SEALDD profile (i.e. EAS profile) as an API provider.

2.
The EAS (VAL) server can discover and select the SEALDD server (e.g. by CAPIF functions). 

3.
The EAS (VAL server) decides to use SEALDD service to enhance data transmission and send a regular SEALDD data transmission subscription request to the SEALDD server. 

4.
Upon receiving the request, the SEALDD server performs an authorization check and responds with a regular SEALDD data transmission subscription response. 

5.
The VAL server (as an EAS) registers to the EES as described in clause 8.3.3.2.2 of 3GPP TS 23.558 [8] with the associated SEALDD server information (i.e. SEALDD service and SEALDD server address) as associated EAS ID and EAS Endpoint in the EAS profile.

Editor's Note:
Whether and how the SEALDD server can reuse the format defined in EAS bundles related solutions studied in FS_eEDGEAPP is FFS.
This procedure reuses the current procedure described in clause 8.3.3.2.2 of 3GPP TS 23.558 [8]. The VAL server (as an EAS) registers to the EES with the associated SEALDD server information (i.e. SEALDD service and SEALDD server address) as associated EAS ID and EAS Endpoint in the EAS profile. Then the EEC can use the EAS discovery procedure defined in clause 8.5 of 3GPP TS 23.558 [8] to find the VAL server's address and associated SEALDD server's address. The VAL client can initiate SEALDD service via SEALDD client with the SEALDD server's address. For scenario (b), the VAL client can also establish the connection with VAL server using the VAL server's information for application signalling transfer and only use the SEALDD connection for application data transfer.

Editor's Note:
Whether EAS discovery procedure should be enhanced is FFS.
9.4.4
Information flows

Editor's Note:
Information flows is FFS.
9.4.5
APIs

Editor's Note:
APIs is FFS.
9.X
<Feature>
Editor's note: Identify suitable title for feature and describe the details of the features per the following clauses. Add a copy of this clause for each procedure, adding a title, a general description, information flows and the procedure. Include an APIs clause if APIs are needed for the procedure. This clause 9.x.4 APIs may be skipped if the procedure under 9.x does not require specification of APIs.
9.X.1
General

9.X.2
Procedures
9.X.3
Information flows

9.X.4
APIs

Annex A (informative):
Deployment models
Editor's note: Capture examples of deployment models of SEAL DD.
Annex B (Informative):
Message delivery option: Utilizing MSGin5G

B.1
General
MSGin5G provides a data delivery messaging service enabling IoT device communications. It has been specified starting with Rel-17 in 3GPP TS 23.554 [7]. SEALDD is proposed as a generic data delivery enabler layer for all the verticals utilizing SEAL. It is beneficial to deploy one unified data delivery system suitable for all kinds of terminals to reduce the complexity of vertical applications.
B.2
SEALDD utilizing MSGin5G
MSGin5G functions described in 3GPP TS 23.554 [7] are integrated in SEALDD enabler layer. As shown in Figure B.2-1, MSGin5G client function is integrated in SEALDD client, and MSGin5G server function is integrated in SEALDD server. SEALDD server and SEALDD client can use MSGin5G functions to send SEALDD traffic in MSGin5G message format. 
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Figure B.2-1 SEALDD utilizing MSGin5G
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