3GPP TS 23.286 V18.4.0 (2023-12)
59
Release 18

[bookmark: page1]3GPP TS 23.286 V18.4.0 (2023-12)
Technical Specification
3rd Generation Partnership Project;
Technical Specification Group Services and System Aspects;
Application layer support for
Vehicle-to-Everything (V2X) services;
Functional architecture and information flows;
 (Release 18)
	
	
	
	

	[image: ]

The present document has been developed within the 3rd Generation Partnership Project (3GPP TM) and may be further elaborated for the purposes of 3GPP.
The present document has not been subject to any approval process by the 3GPP Organizational Partners and shall not be implemented.
This Report is provided for future development work within 3GPP only. The Organizational Partners accept no liability for any use of this Specification.
Specifications and Reports for implementation of the 3GPP TM system should be obtained via the 3GPP Organizational Partners' Publications Offices.



[bookmark: page2]
Keywords
<keyword[, keyword]>

3GPP
Postal address

3GPP support office address
650 Route des Lucioles - Sophia Antipolis
Valbonne - FRANCE
Tel.: +33 4 92 94 42 00 Fax: +33 4 93 65 47 16
Intpp.org

Copyright Notification
No part may be reproduced except as authorized by written permission.
The copyright and the foregoing restriction extend to reproduction in all media.

[bookmark: copyrightaddon]© 2023, 3GPP Organizational Partners (ARIB, ATIS, CCSA, ETSI, TSDSI, TTA, TTC).
All rights reserved.

UMTS™ is a Trade Mark of ETSI registered for the benefit of its members
3GPP™ is a Trade Mark of ETSI registered for the benefit of its Members and of the 3GPP Organizational Partners
LTE™ is a Trade Mark of ETSI registered for the benefit of its Members and of the 3GPP Organizational Partners
GSM® and the GSM logo are registered and owned by the GSM Association


Contents
Foreword	11
Introduction	11
1	Scope	12
2	References	12
3	Definitions and abbreviations	13
3.1	Definitions	13
3.2	Abbreviations	13
4	Architectural requirements	14
4.1	General	14
4.1.1	Description	14
4.1.2	Requirements	14
4.2	V2X group communication	14
4.2.1	Description	14
4.2.2	Requirements	14
4.3	V2X dynamic groups	15
4.3.1	Description	15
4.3.2	Requirements	15
4.4	File distribution capability	15
4.4.1	Description	15
4.4.2	Requirements	15
4.5	V2X application message distribution	15
4.5.1	Description	15
4.5.2	Requirements	15
4.6	Service continuity	16
4.6.1	Description	16
4.6.2	Requirements	16
4.7	PC5 Provisioning in multi-operator V2X scenarios	16
4.7.1	Description	16
4.7.2	Requirements	16
4.8	Support for VRU zone configuration and operation	16
4.8.1	Description	16
4.8.2	Requirements	16
4.9	V2P communications requirements	16
4.9.1	Description	16
4.9.2	Requirements	16
5	Involved business relationships	17
6	Functional model	17
6.1	General	17
6.2	Functional model description	18
6.3	Functional entities description	20
6.3.1	General	20
6.3.2	V2X application specific client	20
6.3.3	V2X application specific server	20
6.3.4	VAE client	20
6.3.5	VAE server	20
6.3.6	SEAL client	21
6.3.7	SEAL server	21
6.4	Reference points description	21
6.4.1	General	21
6.4.2	V1-AE	22
6.4.3	V1-APP	22
6.4.4	V5-AE	22
6.4.5	V5-APP	22
6.4.6	Vs	22
6.4.7	Vc	22
6.4.8	SEAL-C	22
6.4.9	SEAL-S	22
6.4.10	SEAL-PC5	23
6.4.11	SEAL-UU	23
6.4.12	VAE-E	23
6.5	External reference points	23
6.5.1	General	23
6.5.2	V2	23
6.5.3	Rx	23
6.5.4	MB2-C	24
6.5.5	MB2-U	24
6.5.6	xMB-C	24
6.5.7	xMB-U	24
6.5.8	T8	24
6.5.9	N5	24
6.5.10	N33	24
7	Deployment models	24
7.1	General	24
7.2	Deployment of VAE server	24
7.2.1	Centralized deployments	25
7.2.2	Distributed deployment	26
8	Identities	28
8.1	V2X user identity (V2X user ID)	28
8.2	V2X UE identity (V2X UE ID)	29
8.3	V2X service identity (V2X service ID)	29
8.4	V2X group identity (V2X group ID)	29
8.5	Geographical area identity (GEO ID)	29
9	Procedures and information flows	29
9.1	Usage of SEAL services	29
9.1.1	Group management service	29
9.1.1.1	General	29
9.1.1.2	Information flows	29
9.1.1.3	Procedures	31
9.1.2	Configuration management service	32
9.1.2.1	General	32
9.1.2.2	Information flows	32
9.1.2.3	Procedures	32
9.1.3	Location management service	32
9.1.3.1	General	32
9.1.3.2	Information flows	32
9.1.3.3	Procedures	33
9.1.4	Identity management service	33
9.1.4.1	General	33
9.1.4.2	Information flows	33
9.1.4.3	Procedures	33
9.1.5	Key management service	34
9.1.5.1	General	34
9.1.5.2	Information flows	34
9.1.5.3	Procedures	34
9.1.6	Network resource management service	34
9.1.6.1	General	34
9.1.6.2	Information flows	34
9.1.6.3	Procedures	34
9.2	V2X UE registration	35
9.2.1	General	35
9.2.2	Information flows	35
9.2.2.1	Registration request	35
9.2.2.2	Registration response	35
9.2.2.3	Deregistration request	36
9.2.2.4	Deregistration response	36
9.2.3	V2X UE registration for receiving V2X messages	36
9.2.3.1	General	36
9.2.3.2	Procedure	36
9.2.4	V2X UE deregistration from receiving V2X messages	36
9.2.4.1	General	36
9.2.4.2	Procedure	37
9.3	Application level location tracking	37
9.3.1	General	37
9.3.2	Information flows	37
9.3.2.1	Subscription request	37
9.3.2.2	Subscription response	37
9.3.2.3	Unsubscription request	37
9.3.2.4	Unsubscription response	38
9.3.3	Tracking geographical location at the VAE server	38
9.3.3.1	General	38
9.3.3.2	Procedure	38
9.4	V2X message delivery	39
9.4.1	General	39
9.4.2	Information flows	39
9.4.2.1	V2X message	39
9.4.2.2	V2X message reception report	39
9.4.2.3	V2X group message	39
9.4.2.4	V2X uplink message	40
9.4.2.5	V2X uplink message reception report	40
9.4.2.6	Subscribe V2X message delivery request	40
9.4.2.7	Subscribe V2X message delivery response	41
9.4.2.8	Unsubscribe V2X message delivery request	41
9.4.2.9	Unsubscribe V2X message delivery response	41
9.4.3	Message delivery to target geographical areas from the VAE server	41
9.4.3.1	General	41
9.4.3.2	Procedure	42
9.4.4	V2X group message distribution	42
9.4.4.1	General	42
9.4.4.2	Procedure	42
9.4.5	Uplink V2X message delivery	43
9.4.5.1	General	43
9.4.5.2	Procedure for uplink message delivery	43
9.4.6	Procedure for subscription to message delivery	44
9.5	File Distribution	44
9.5.1	General	44
9.5.2	Use of MBMS "files" session type	44
9.6	Provisioning 3GPP system information by VAE server	45
9.6.1	General	45
9.6.2	Information flows	45
9.6.2.1	V2X USD announcement	45
9.6.2.2	Set PC5 parameters request	45
9.6.2.3	Set PC5 parameters response	46
9.6.3	V2X USD provisioning	46
9.6.3.1	General	46
9.6.3.2	Procedure	46
9.6.4	PC5 parameters provisioning	47
9.6.4.1	General	47
9.6.4.2	Procedure	47
9.7	Network monitoring by the V2X UE	47
9.7.1	General	47
9.7.2	Information flows	47
9.7.2.1	Network monitoring information subscription request	47
9.7.2.2	Network monitoring information subscription response	48
9.7.2.3	Network monitoring information notification	48
9.7.3	V2X UE subscription for network monitoring information	49
9.7.3.1	General	49
9.7.3.2	Procedure	49
9.7.4	Notifications for network monitoring information	49
9.7.4.1	General	49
9.7.4.2	Procedure	49
9.8	Switching modes of operations for V2V communications	50
9.8.1	General	50
9.8.2	Information flows	51
9.8.2.1	Communication status request	51
9.8.2.2	Communication status response	51
9.8.2.3	V2V communication assistance info	51
9.8.3	Assistance for V2V communication mode switching	51
9.8.3.1	General	51
9.8.3.2	Procedure	52
9.9	V2X service discovery	52
9.9.1	General	52
9.9.2	Information flows	53
9.9.2.1	Get V2X UE service discovery request	53
9.9.2.2	Get V2X UE service discovery response	53
9.9.3	V2X UE service discovery	53
9.9.3.1	General	53
9.9.3.2	Procedure	53
9.9.4	V2X service discovery across multiple V2X service providers	54
9.9.4.1	General	54
9.9.4.2	Procedure	54
9.10	V2X service continuity	55
9.10.1	General	55
9.10.2	Information flows	55
9.10.2.1	Service continuity request	55
9.10.2.2	Service continuity response	55
9.10.2.3	Local service information request (VAE client to VAE server)	55
9.10.2.3a	Local service information request (between VAE servers)	56
9.10.2.4	Local service information response	56
9.10.3	V2X service continuity management	56
9.10.3.1	General	56
9.10.3.2	Procedure	56
9.10.4	Dynamic local service information	57
9.10.4.1	General	57
9.10.4.2	Procedure	57
9.10.5	Procedure for dynamic local service information in multiple V2X service provider scenario	58
9.11	V2X application resource management	59
9.11.1	General	59
9.11.2	Information flows	59
9.11.2.1	V2X application requirement request	59
9.11.2.2	V2X application requirement response	59
9.11.2.3	V2X application requirement notification	59
9.11.3	V2X application resource adaptation	59
9.11.3.1	General	59
9.11.3.2	Procedure	60
9.12	Dynamic group management	60
9.12.1	General	60
9.12.2	Information flows	61
9.12.2.1	Push Layer-2 group ID mapping	61
9.12.2.2	Configure dynamic group request	61
9.12.2.3	Configure dynamic group response	61
9.12.2.4	Configure dynamic group notification	61
9.12.2.5	Identity list notification	61
9.12.2.6	Dynamic group information update request	62
9.12.2.7	Dynamic group information update response	62
9.12.2.8	Dynamic group information update consent request	62
9.12.2.9	Dynamic group information update consent response	62
9.12.2.10	Dynamic group information update notification	62
9.12.2.11	Dynamic group information update indication	63
9.12.2.12	Dynamic group information update consent request (Off network)	63
9.12.2.13	Dynamic group information update consent response (Off network)	63
9.12.3	On-network dynamic group creation	63
9.12.3.1	General	63
9.12.3.2	Procedure	63
9.12.4	Off-network dynamic group creation	64
9.12.4.1	General	64
9.12.4.2	Procedure	64
9.12.5	On-network dynamic group notification	65
9.12.5.1	General	65
9.12.5.2	Procedure	65
9.12.6	On network dynamic group information update procedure	66
9.12.6.1	General	66
9.12.6.2	VAE client initiated on network dynamic group information update procedure	66
9.12.6.3	VAE server initiated on network dynamic group information update procedure	68
9.12.6.4	VAE Server taking consent from user	68
9.12.7	Off network dynamic group information update procedure	69
9.13	Network situation and QoS monitoring and reporting	70
9.13.1	General	70
9.13.2	Information flows	71
9.13.2.1	Monitoring request	71
9.13.2.2	Monitoring response	71
9.13.2.3	Monitoring report	71
9.13.3	Procedure	71
9.14	Service negotiation with underlying 3GPP network	71
9.14.1	General	71
9.14.2	Information flows	71
9.14.2.1	On-demand QoS request	71
9.14.2.2	On-demand QoS response	71
9.14.2.3	Background data transfer request	71
9.14.2.4	Background data transfer response	72
9.14.2.5	Network Status Request	72
9.14.2.6	Network Status Response	72
9.14.2.7	Network Status Report	72
9.14.2.8	Network Status Acknowledgment	72
9.14.3	Communication of service requirements from the VAE server	72
9.14.4	Notification generation by the SCEF function	72
9.15	PC5 Provisioning in multi-operator V2X scenarios	72
9.15.1	General	72
9.15.2	Information flows	72
9.15.2.1	V2X PC5 provisioning requirement	72
9.15.2.2	PC5 provisioning status request	73
9.15.2.3	PC5 provisioning status response	73
9.15.2.4	Void	74
9.15.2.5	Void	74
9.15.2.6	V2X PC5 provisioning requirement notification	74
9.15.3	PC5 provisioning for multi-operator V2X services	74
9.15.3.1	General	74
9.15.3.2	Procedure	74
9.16	Support for HD map dynamic information	75
9.16.1	General	75
9.16.2	Information flows	75
9.16.2.1	Subscribe HD map dynamic information request	75
9.16.2.2	Subscribe HD map dynamic information response	76
9.16.2.3	Notify HD map dynamic information	76
9.16.2.4	Notification of dynamic information	76
9.16.3	Subscription for HD map dynamic information	76
9.16.4	Management of dynamic UE location based group	77
9.16.5	Obtaining dynamic information of the UEs in proximity range	79
9.16.5.1	Subscription procedure within V2X SP	79
9.16.5.2	Subscription procedure across V2X SPs	79
9.16.5.3	Notification procedure	80
9.16.6	Notification of HD map dynamic information	80
9.17	V2X groupcast/broadcast configuration by VAE layer	81
9.17.1	General	81
9.17.2	Information flows	81
9.17.2.1	V2V configuration requirement request	81
9.17.2.2	V2V configuration requirement response	81
9.17.2.3	V2X groupcast/broadcast configuration request	82
9.17.2.4	V2X groupcast/broadcast configuration response	82
9.17.2.5	UE-to-UE groupcast/broadcast configuration request	82
9.17.2.6	UE-to-UE groupcast/broadcast configuration response	83
9.17.2.7	VAE message	83
9.17.3	V2X groupcast/broadcast configuration by VAE layer	84
9.17.3.1	General	84
9.17.3.2	Procedure	84
9.17.4	V2X groupcast/broadcast delivery by VAE layer	85
9.17.4.1	General	85
9.17.4.2	Procedure	85
9.18	Local MBMS support	86
9.19	Session-oriented services	86
9.19.1	General	86
9.19.2	Information flows	86
9.19.2.1	Session-oriented service trigger request	86
9.19.2.2	Session-oriented service trigger response	86
9.19.2.3	Session-oriented service establishment notification	86
9.19.2.4	Session-oriented change trigger request	87
9.19.2.5	Session-oriented change trigger response	87
9.19.2.6	Session-oriented service change notification	87
9.19.2.7	Session-oriented termination trigger request	87
9.19.2.8	Session-oriented termination trigger response	88
9.19.2.9	Session-oriented service termination notification	88
9.19.3	UE initiated session-oriented service	88
9.19.3.1	General	88
9.19.3.2	UE initiated session-oriented service establishment	88
9.19.3.3	UE initiated session-oriented service update	89
9.19.3.4	UE initiated session-oriented service termination	89
9.19.4	V2X application specific server triggered session-oriented service	90
9.19.4.1	General	90
9.19.4.2	Triggering of session-oriented service establishment	90
9.19.4.3	Triggering of session-oriented service update	90
9.19.4.4	Triggering of session-oriented service termination	91
9.19.5	Session-oriented service	91
9.19.5.1	General	91
9.19.5.2	Session-oriented service establishment	91
9.19.5.3	Session-oriented service update	92
9.19.5.4	Session-oriented service termination	93
9.20	Monitoring and control of QoS for eV2X communications	93
9.20.1	General	93
9.20.2	Information flows	94
9.20.2.1	Service adaptation and QoS control subscription request	94
9.20.2.2	Service adaptation and QoS control subscription response	94
9.20.2.3	Service requirement adaptation notification request	94
9.20.2.4	Service requirement adaptation notification response	94
9.20.3	Subscription Procedure	95
9.20.4	Notification Procedure	95
9.21	Support for VRU zone configuration and operation	97
9.21.1	General	97
9.21.2	Information flows	97
9.21.2.1	VRU zone management subscription request	97
9.21.2.2	VRU zone management subscription response	97
9.21.2.3	VRU zone info notification	97
9.21.2.4	Enter/Leave Notification	98
9.21.3	 Procedure on VAL server - triggered VRU zone configuration	98
9.22	VAE support for Energy Efficient V2P communications	100
9.22.1	General	100
9.22.2	Information flows	100
9.22.2.1	V2P application requirement request	100
9.22.2.2	V2P application requirement response	100
9.22.2.3	V2P schedule configuration request	101
9.22.2.4	V2P schedule configuration response	101
9.22.2.5	V2P schedule notification	101
9.22.2.6	V2P schedule update request	101
9.22.2.7	V2P schedule update response	102
9.22.3.1	Procedure on VAE server enabled V2P communication schedule configuration	102
9.22.3.2	Procedure on VAE client enabled V2P communication schedule configuration	103
10	VAE layer APIs	105
10.1	General	105
10.2	VAE server APIs	105
10.2.1	General	105
10.2.2	VAE_MessageDelivery API	107
10.2.2.1	General	107
10.2.2.2	Deliver_DL_Message operation	107
10.2.2.3	Deliver_UL_Message operation	107
10.2.2.4	V2X_MessageDelivery_Subscribe operation	107
10.2.2.5	V2X_MessageDelivery_Unsubscribe operation	107
10.2.3	VAE_FileDistribution API	108
10.2.3.1	General	108
10.2.3.2	Distribute_File operation	108
10.2.4	VAE_ApplicationRequirement API	108
10.2.4.1	General	108
10.2.4.2	Reserve_NetworkResource operation	108
10.2.4.3	Notify_NetworkResource operation	108
10.2.5	VAE_DynamicGroup API	109
10.2.5.1	General	109
10.2.5.2	Configure_DynamicGroup operation	109
10.2.5.3	Notify_DynamicGroup operation	109
10.2.6	VAE_ServiceContinuity API	109
10.2.6.1	General	109
10.2.6.2	Query_ServiceContinuity operation	109
10.2.7	VAE_HDMapDynamicInfo API	110
10.2.7.1	General	110
10.2.7.2	Subscribe_HDMapDynamicInfo operation	110
10.2.7.3	Notify_HDMapDynamicInfo operation	110
10.2.8	VAE_SessionOrientedService API	110
10.2.8.1	General	110
10.2.8.2	Establish_Session operation	110
10.2.8.3	Notify_Establish_Session operation	110
10.2.8.4	Update_Session operation	111
10.2.8.5	Notify_Update_Session operation	111
10.2.8.6	Terminate_Session operation	111
10.2.8.7	Notify_Terminate_Session operation	111
10.2.9	VAE_PC5ProvisioningRequirement API	112
10.2.9.1	General	112
10.2.9.2	Config_PC5ProvisioningRequirement operation	112
10.2.9.3	Notify_PC5ProvisioningRequirement operation	112
10.2.10	VAE_V2VConfigRequirement API	112
10.2.10.1	General	112
10.2.10.2	Request_V2VConfigRequirement operation	112
10.2.11	VAE_ ServiceAndQoSControlInfo API	113
10.2.11.1	General	113
10.2.11.2	Subscribe_ ServiceAndQoSControlInfo operation	113
10.2.11.3	Notify_ ServiceAndQoSControlInfo operation	113
10.2.12	VAE_ VRUzoneManagement API	113
10.2.12.1	General	113
10.2.12.2	Subscribe_VRUzoneManagement operation	113
10.2.12.3	Notify_ Enter/Leave operation	113
10.2.13	VAE_ V2PApplicationRequirement	114
10.2.13.1	General	114
10.2.13.2	Request_V2PApplicationRequirement	114
Annex A (informative): Detailed V2X application layer functional model	114
Annex B (informative): Functionalities with SA2 dependency	115
B.1	Service negotiation with underlying 3GPP network	115
B.1.1	General	115
B.1.2	Information flows	115
B.1.2.1	Supporting information request	115
B.1.2.2	Supporting information response	116
B.1.2.3	Void	116
B.1.2.4	Void	116
B.1.3	Void	116
B.1.4	Void	116
B.2	Void	116
Annex C (normative): V2X application enabler related configuration data	116
C.1	General	116
C.2	VAE client configuration data	116
C.3	VAE server configuration data	117
Annex D (normative): Utilization of edge computing	117
Annex D: Change history	119

[bookmark: _Toc528832034][bookmark: _Toc528832224][bookmark: _Toc536270529][bookmark: _Toc536270836][bookmark: _Toc9812290][bookmark: _Toc9812534][bookmark: _Toc154934060]
Foreword
This Technical Report has been produced by the 3rd Generation Partnership Project (3GPP).
The contents of the present document are subject to continuing work within the TSG and may change following formal TSG approval. Should the TSG modify the contents of the present document, it will be re-released by the TSG with an identifying change of release date and an increase in version number as follows:
Version x.y.z
where:
x	the first digit:
1	presented to TSG for information;
2	presented to TSG for approval;
3	or greater indicates TSG approved document under change control.
y	the second digit is incremented for all changes of substance, i.e. technical enhancements, corrections, updates, etc.
z	the third digit is incremented when editorial only changes have been incorporated in the document.
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In order to ensure efficient use and deployment of V2X applications on 3GPP networks an architecture for V2X application layer consisting of V2X application enabler is specified in this document. 
The V2X application enabler capabilities takes into consideration the study in 3GPP TR 23.795 [9], the existing stage 1 and stage 2 work within 3GPP related to V2X in 3GPP TS 22.185 [2], 3GPP TS 22.186 [3] and 3GPP TS 23.285 [5], as well as V2X application standards defined outside 3GPP (e.g. ETSI, SAE).
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1	Scope
The present document specifies the functional architecture, procedures and information flows for V2X application enabler layer. This specification includes the capabilities of the application layer support for V2X services that are necessary to ensure efficient use and deployment of V2X services over 3GPP systems. The VAE capabilities applies to EPS and 5GS.
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-	For a specific reference, subsequent revisions do not apply.
-	For a non-specific reference, the latest version applies. In the case of a reference to a 3GPP document (including a GSM document), a non-specific reference implicitly refers to the latest version of that document in the same Release as the present document.
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[13]	3GPP TS 29.468: "Group Communication System Enablers for LTE (GCSE_LTE); MB2 Reference Point; Stage 3".
[14]	3GPP TS 36.300: " Evolved Universal Terrestrial Radio Access (E-UTRA) and Evolved Universal Terrestrial Radio Access Network (E-UTRAN); Overall description; Stage 2".
[15]	ETSI EN 302 637-3 (V1.3.1): "Intelligent Transport Systems (ITS); Vehicular Communications; Basic Set of Applications; Part 3: Specifications of Decentralized Environmental Notification Basic Service".
[16]	ETSI TS 102 894-2 (V1.2.1): "Intelligent Transport Systems (ITS); Users and applications requirements; Part 2: Applications and facilities layer common data dictionaryMultimedia Broadcast/Multicast Service (MBMS); Protocols and codecs".
[17]	ETSI TS 102 965 (V1.4.1): "Intelligent Transport Systems (ITS); Application Object Identifier (ITS-AID); Registration".
[18]	ISO TS 17419: "Intelligent Transport Systems - Cooperative systems - Classification and management of ITS applications in a global context".
[19]	3GPP TS 23.287: " Architecture enhancements for 5G System (5GS) to support Vehicle-to-Everything (V2X) services".
[20]	3GPP TS 23.501: "System architecture for the 5G System (5GS)".
[21]	3GPP TS 23.222: "Functional architecture and information flows to support Common API Framework for 3GPP Northbound APIs; Stage 2".
[22]	3GPP TS 29.116: "Representational state transfer over xMB reference point between Content Provider and BM-SC".
[23]	3GPP TS 23.003: "Numbering, Addressing and Identification".
[24]	3GPP TS 23.288: "Architecture enhancements for 5G System (5GS) to support network data analytics services".
[25]	3GPP TS 23.558: "Architecture for enabling Edge Applications".
[bookmark: _Toc528832038][bookmark: _Toc528832228][bookmark: _Toc536270533][bookmark: _Toc536270840][bookmark: _Toc9812294][bookmark: _Toc9812538][bookmark: _Toc154934064]3	Definitions and abbreviations
[bookmark: _Toc528832039][bookmark: _Toc528832229][bookmark: _Toc536270534][bookmark: _Toc536270841][bookmark: _Toc9812295][bookmark: _Toc9812539][bookmark: _Toc154934065]3.1	Definitions
[bookmark: OLE_LINK1][bookmark: OLE_LINK2][bookmark: OLE_LINK3][bookmark: OLE_LINK4][bookmark: OLE_LINK5]For the purposes of the present document, the terms and definitions given in 3GPP TR 21.905 [1] and the following apply. A term defined in the present document takes precedence over the definition of the same term, if any, in 3GPP TR 21.905 [1].
V2X group: A defined set of V2X UEs configured for specific purpose in V2X service.
V2X dynamic group: A V2X group where the V2X UEs are determined dynamically corresponding to a group criteria (e.g. proximity).
[bookmark: _Toc528832040][bookmark: _Toc528832230][bookmark: _Toc536270535][bookmark: _Toc536270842]V2X service: A service offered by a V2X application which supports the related communications between two entities (e.g. V2X UE and V2X UE, V2X UE and V2X application server).
[bookmark: _Toc9812296][bookmark: _Toc9812540][bookmark: _Toc154934066]3.2	Abbreviations
For the purposes of the present document, the abbreviations given in 3GPP TR 21.905 [1] and the following apply. 
An abbreviation defined in the present document takes precedence over the definition of the same abbreviation, if any, in 3GPP TR 21.905 [1].
5GS	5G System
AS	Application Server
AID	Application Object Identifier 
CAPIF	Common API Framework for northbound APIs
E-UTRAN	Evolved Universal Terrestrial Radio Access Network
EPS	Evolved Packet System
ETSI	European Telecommunications Standards Institute
GPSI	Generic Public Subscription Identifier 
LTE	Long-Term Evolution
MBMS	Multimedia Broadcast Multicast Service
PSID	Provider Service Identifier
SAE	Society of Automotive Engineers
SCEF	Service Capability Exposure Function
SCS	Services Capability Server
UE	User Equipment
USD	User Service Description
V2I	Vehicle-to-Infrastructure
V2N	Vehicle-to-Network
V2P	Vehicle-to-Pedestrian
V2V	Vehicle-to-Vehicle
V2X	Vehicle-to-Everything
VAE	V2X Application Enabler

[bookmark: _Toc475064958][bookmark: _Toc478400624][bookmark: _Toc528832041][bookmark: _Toc528832231][bookmark: _Toc536270536][bookmark: _Toc536270843][bookmark: _Toc9812297][bookmark: _Toc9812541][bookmark: _Toc154934067]4	Architectural requirements
[bookmark: _Toc478400625][bookmark: _Toc528832042][bookmark: _Toc528832232][bookmark: _Toc536270537][bookmark: _Toc536270844][bookmark: _Toc9812298][bookmark: _Toc9812542][bookmark: _Toc154934068]4.1	General
[bookmark: _Toc478400626][bookmark: _Toc528832043][bookmark: _Toc528832233][bookmark: _Toc536270538][bookmark: _Toc536270845][bookmark: _Toc9812299][bookmark: _Toc9812543][bookmark: _Toc154934069]4.1.1	Description
This subclause specifies the general requirements for V2X application layer functional architecture.
[bookmark: _Toc528832044][bookmark: _Toc528832234][bookmark: _Toc536270539][bookmark: _Toc536270846][bookmark: _Toc9812300][bookmark: _Toc9812544][bookmark: _Toc154934070]4.1.2	Requirements
[AR-4.1.2-a] The VAE client and the VAE server shall support one or more V2X applications.
[AR-4.1.2-b] The VAE capabilities should be offered as APIs to the V2X applications.
[bookmark: _Toc526019521][bookmark: _Toc528832045][bookmark: _Toc528832235][bookmark: _Toc536270540][bookmark: _Toc536270847][AR-4.1.2-c] The VAE capabilities shall enable V2X UEs to obtain the address of available V2X application servers associated with served geographical area information.
[AR-4.1.2-d] The VAE capabilities shall enable V2X UEs to obtain the information of available V2X services (e.g. identified byV2X service ID).
[AR-4.1.2-e] The VAE capabilities shall support obtaining information of the available V2X services (e.g. identified by V2X service ID) from the V2X application.
[AR-4.1.2-f] The VAE capabilities shall support obtaining information of the associated geographical area from the V2X application.
[AR-4.1.2-g] The VAE client shall be able to communicate to multiple VAE servers.
[bookmark: _Toc9812301][bookmark: _Toc9812545][bookmark: _Toc154934071]4.2	V2X group communication
[bookmark: _Toc526019522][bookmark: _Toc528832046][bookmark: _Toc528832236][bookmark: _Toc536270541][bookmark: _Toc536270848][bookmark: _Toc9812302][bookmark: _Toc9812546][bookmark: _Toc154934072]4.2.1	Description
This subclause specifies the V2X group communication related requirements.
[bookmark: _Toc526019523][bookmark: _Toc528832047][bookmark: _Toc528832237][bookmark: _Toc536270542][bookmark: _Toc536270849][bookmark: _Toc9812303][bookmark: _Toc9812547][bookmark: _Toc154934073]4.2.2	Requirements
[AR-4.2.2-a] The VAE capabilities shall enable configuring ProSe group communication parameters to the VAE clients.
[AR-4.2.2-b] The VAE capabilities shall enable broadcast of the group communication parameters.
[AR-4.2.2-c] The VAE capabilities shall enable VAE clients to generate the group communication parameters.
[AR-4.2.2-d] The VAE capabilities shall enable to prevent overlapping of group communication.
[bookmark: _Toc528832048][bookmark: _Toc528832238][bookmark: _Toc536270543][bookmark: _Toc536270850][bookmark: _Toc9812304][bookmark: _Toc9812548][bookmark: _Toc154934074]4.3	V2X dynamic groups
[bookmark: _Toc528832049][bookmark: _Toc528832239][bookmark: _Toc536270544][bookmark: _Toc536270851][bookmark: _Toc9812305][bookmark: _Toc9812549][bookmark: _Toc154934075]4.3.1	Description
This subclause specifies the V2X dynamic groups related requirements.
[bookmark: _Toc528832050][bookmark: _Toc528832240][bookmark: _Toc536270545][bookmark: _Toc536270852][bookmark: _Toc9812306][bookmark: _Toc9812550][bookmark: _Toc154934076]4.3.2	Requirements
[AR-4.3.2-a] The VAE capabilities shall enable V2X dynamic groups formation.
[AR-4.3.2-b] The VAE capabilities shall enable configuring dynamic group communication parameters to the VAE client.
[AR-4.3.2-c] The VAE capabilities shall enable switching from Uu to PC5-based communication.
[AR-4.3.2-d] The VAE capabilities shall enable determining V2X UEs in the proximity.
[AR-4.3.2-e] The VAE capabilities shall enable V2X dynamic group management (e.g. joining, adding or removing V2X UEs, split or merge).
[bookmark: _Toc528832051][bookmark: _Toc528832241][bookmark: _Toc536270546][bookmark: _Toc536270853][bookmark: _Toc9812307][bookmark: _Toc9812551][bookmark: _Toc154934077]4.4	File distribution capability
[bookmark: _Toc528832052][bookmark: _Toc528832242][bookmark: _Toc536270547][bookmark: _Toc536270854][bookmark: _Toc9812308][bookmark: _Toc9812552][bookmark: _Toc154934078]4.4.1	Description
This subclause specifies the architectural requirements for file distribution.
[bookmark: _Toc528832053][bookmark: _Toc528832243][bookmark: _Toc536270548][bookmark: _Toc536270855][bookmark: _Toc9812309][bookmark: _Toc9812553][bookmark: _Toc154934079]4.4.2	Requirements
[AR-4.4.2-a] The VAE capabilities shall be able to support delivery of large files using unicast. 
[AR-4.4.2-b] The VAE capabilities shall be able to support delivery of large files using MBMS.
[AR-4.4.2-c] The VAE server shall enable the re-use of MBMS capabilities for file distribution.
[bookmark: _Toc528832054][bookmark: _Toc528832244][bookmark: _Toc536270549][bookmark: _Toc536270856][bookmark: _Toc9812310][bookmark: _Toc9812554][AR-4.4.2-d] The VAE capabilities shall be able to support local MBMS based MBMS data delivery.
[bookmark: _Toc154934080]4.5	V2X application message distribution
[bookmark: _Toc528832055][bookmark: _Toc528832245][bookmark: _Toc536270550][bookmark: _Toc536270857][bookmark: _Toc9812311][bookmark: _Toc9812555][bookmark: _Toc154934081]4.5.1	Description
This subclause specifies the V2X (e.g. ETSI ITS, SAE) message distribution requirements.
[bookmark: _Toc528832056][bookmark: _Toc528832246][bookmark: _Toc536270551][bookmark: _Toc536270858][bookmark: _Toc9812312][bookmark: _Toc9812556][bookmark: _Toc154934082]4.5.2	Requirements
[AR-4.5.2-a] The VAE server shall provide a mechanism to distribute V2X messages to all registered receivers in targeted geographical areas.
[AR-4.5.2-b] The VAE server shall enable the delivery of several V2X messages over the same connection. 
[AR-4.5.2-c] The VAE client shall have the capability to register to V2X messages within one or more geographical area.
[AR-4.5.2-d] The VAE server shall have the capability to only forward V2X messages to authorized V2X UEs in target geographical areas.
[AR-4.5.2-e] The VAE server shall provide a mechanism for priority support of different V2X messages (e.g. safety message).
[AR-4.5.2-f] The VAE capabilities shall support the transmission of V2X messages from the V2X UE to the V2X application server.
[AR-4.5.2-g] The VAE layer shall provide a mechanism to support session-oriented services.
[AR-4.5.2-h] The VAE layer shall support the delivery of V2X messages over pre-established sessions.
[bookmark: _Toc478400629][bookmark: _Toc528832060][bookmark: _Toc528832250][bookmark: _Toc536270555][bookmark: _Toc536270862][bookmark: _Toc2819232][bookmark: _Toc9812313][bookmark: _Toc9812557][bookmark: _Toc154934083]4.6	Service continuity
[bookmark: _Toc2819233][bookmark: _Toc9812314][bookmark: _Toc9812558][bookmark: _Toc154934084]4.6.1	Description
This subclause specifies the V2X service continuity related requirements.
[bookmark: _Toc2819234][bookmark: _Toc9812315][bookmark: _Toc9812559][bookmark: _Toc154934085]4.6.2	Requirements
[AR-4.6.2-a] The VAE capabilities shall enable V2X UEs to continue receiving V2X service when changing geographical area.
[bookmark: _Toc27953940][bookmark: _Toc154934086]4.7	PC5 Provisioning in multi-operator V2X scenarios
[bookmark: _Toc27953941][bookmark: _Toc154934087]4.7.1	Description
This subclause specifies the PC5 Provisioning for multi-operator V2X services related requirements.
[bookmark: _Toc27953942][bookmark: _Toc154934088]4.7.2	Requirements
[AR-4.7.2-a] The VAE capabilities shall support PC5 policy/parameter provisioning for V2X services provided by a single V2X service provider; and offered by more than one MNO (aka multi-operator V2X services).
[bookmark: _Toc9812316][bookmark: _Toc9812560][bookmark: _Toc154934089]4.8	Support for VRU zone configuration and operation
[bookmark: _Toc154934090]4.8.1	Description
This subclause specifies the VRU zone configuration and operation related requirements.
[bookmark: _Toc154934091]4.8.2	Requirements
[AR-4.8.2-a] The VAE capabilities shall support VRU zone configurations (e.g. distribution of VRU zone related configuration information) to the relevant V2X UEs.
[bookmark: _Toc83159844][bookmark: _Toc154934092]4.9	V2P communications requirements
[bookmark: _Toc83159845][bookmark: _Toc154934093]4.9.1	Description
[bookmark: _Toc83159846]This subclause specifies the V2P communications related requirements.
[bookmark: _Toc154934094]4.9.2	Requirements
[AR-4.9.2-a] The VAE capabilities shall provide mechanisms (e.g. configurations) to support V2P communications.
[bookmark: _Toc154934095]5	Involved business relationships
[bookmark: _Toc528832061][bookmark: _Toc528832251]Figure 5-1 shows the business relationships that exist and that are needed to support a single V2X user. 


Figure 5-1: Business relationships for V2X services
The V2X user belongs to a V2X service provider based on a V2X service agreement between the V2X user and the V2X service provider. The V2X service provider can have V2X service agreements with several V2X users. The V2X user can have V2X service agreements with several V2X service providers. The V2X service provider can have V2X service provider agreements with several partner V2X service providers.
The V2X service provider and the home PLMN operator can be part of the same organization, in which case the business relationship between the two is internal to a single organization.
The home PLMN operator can have PLMN operator service arrangements with multiple V2X service providers and the V2X service provider can have PLMN operator service arrangements with multiple home PLMN operators. As part of the PLMN operator service arrangement between the V2X service provider and the home PLMN operator, PLMN subscription arrangements can be provided which allows the V2X UEs to register with home PLMN operator network.
The home PLMN operator can have PLMN roaming agreements with multiple visited PLMN operators and the visited PLMN operator can have PLMN roaming agreements with multiple home PLMN operators.
[bookmark: _Toc536270556][bookmark: _Toc536270863][bookmark: _Toc9812317][bookmark: _Toc9812561][bookmark: _Toc154934096]6	Functional model
[bookmark: _Toc528832062][bookmark: _Toc528832252][bookmark: _Toc536270557][bookmark: _Toc536270864][bookmark: _Toc9812318][bookmark: _Toc9812562][bookmark: _Toc154934097]6.1	General
The functional model for the V2X application layer is organized into functional entities to describe a functional architecture which addresses the application layer support aspects for V2X applications.
[bookmark: _Toc528832063][bookmark: _Toc528832253][bookmark: _Toc536270558][bookmark: _Toc536270865][bookmark: _Toc9812319][bookmark: _Toc9812563][bookmark: _Toc154934098]6.2	Functional model description
Figure 6.2-1 illustrates the simplified architectural model for the V2X application layer. It utilizes the architectural reference model specified in clause 4.2 in 3GPP TS 23.285 [5] and clause 4.2 in 3GPP TS 23.287 [19] which have impact on the application layer support aspects.


Figure 6.2-1: Simplified architectural model for the V2X application layer
The V2X UE1 communicates with V2X application server over V1 reference point. The V2X UE1 and V2X UE2 communicate over V5 reference point. V2X UE1 can also act as a UE-to-network relay, to enable V2X UE2 to access the V2X application server over V1 reference point.
The reference point V1 supports the V2X application related interactions between V2X UE and V2X AS and is specified in 3GPP TS 23.285 [5] and 3GPP TS 23.287 [19]. This reference point is supported for both unicast and multicast delivery modes. The reference point V5 supports the interactions between the V2X UEs and is specified in 3GPP TS 23.285 [5] and 3GPP TS 23.287 [19].
Figure 6.2-2 illustrates the detailed V2X application layer functional model. It enhances the simplified architectural model for the V2X application layer by specifying the functional entities at the V2X application layer.


Figure 6.2-2: V2X application layer functional model
The V2X application layer functional entities for the V2X UE and the V2X application server are grouped into the V2X application specific layer and the VAE layer. The VAE layer offers the VAE capabilities to the V2X application specific layer. The V2X application layer functional model utilizes the SEAL services as specified in 3GPP TS 23.434 [6].
The VAE server is located in the VAE layer. The SEAL services utilized by VAE layer are location management, group management, configuration management, identity management, key management and network resource management. The V2X application specific layer consists of the V2X application specific functionalities.
NOTE 1:	The functionalities of the V2X application specific layer are out of scope of the present document.
The V2X application server consists of the VAE server, the SEAL servers and the V2X application specific server. The VAE server provides the V2X application layer support functions to the V2X application specific server over Vs reference point. The SEAL server(s) provide the SEAL services to the V2X application specific server over SEAL‑S reference point.
The V2X UEs consist of the VAE client, the SEAL clients and the V2X application specific client. The VAE client provides the V2X application layer support functions to the V2X application specific client over Vc reference point. The SEAL client(s) provide the SEAL services to the V2X application specific client over SEAL‑C reference point.
NOTE 2:	In some deployments, the client and server entities of SEAL can be part of VAE client and VAE server respectively.
The VAE client acts as a VAL client for its interaction with the SEAL clients as specified in 3GPP TS 23.434 [6]. The VAE server acts as a VAL server for its interaction with the SEAL servers as specified in 3GPP TS 23.434 [6].
In the VAE layer, the VAE client communicates with the VAE server over V1-AE reference point. In the V2X application specific layer, the V2X application specific client communicates with V2X application specific server over V1-APP reference point.
NOTE 3:	The V1-APP reference point is out of scope of the present document.
In the VAE layer, the VAE client of V2X UE2 communicates with VAE client of V2X UE1 over V5-AE reference point. In the V2X application specific layer, the V2X application specific client of V2X UE2 communicates with VAE client of V2X UE1 over V5-APP reference point.
NOTE 4:	The V5-APP reference point is out of scope of the present document.
The following SEAL services for V2X applications are supported:
-	Location management as specified in 3GPP TS 23.434 [6];
-	Group management as specified in 3GPP TS 23.434 [6];
-	Configuration management as specified in 3GPP TS 23.434 [6];
-	Identity management as specified in 3GPP TS 23.434 [6];
-	Key management as specified in 3GPP TS 23.434 [6]; and
-	Network resource management as specified in 3GPP TS 23.434 [6].
The VAE client interacts with SEAL clients over the SEAL-C reference point specified for each SEAL service. The VAE server interacts with SEAL servers over the SEAL-S reference point specified for each SEAL service. The interaction between the SEAL clients is supported by SEAL-PC5 reference point specified for each SEAL service. The interaction between a SEAL client and the corresponding SEAL server is supported by SEAL-UU reference point specified for each SEAL service.
NOTE 5:	The SEAL-C, SEAL-S, SEAL-PC5, SEAL-UU reference points for each SEAL service is specified in 3GPP TS 23.434 [6].
To support distributed VAE server deployments, the VAE server interacts with another VAE server over VAE-E reference point.
V2X UE1 can also act as a UE-to-network relay,
-	to enable VAE client on V2X UE2 to access VAE server over V1-AE reference point; and
-	to enable V2X application specific client on V2X UE2 to access V2X application specific server over V1-APP reference point.
A V1-AE message can be sent over unicast, transparent multicast via xMB, transparent multicast via MB2. The non-transparent multicast via xMB (as specified in 3GPP TS 26.348 [11]) is triggered by a V1-AE message. Multicast distribution can be supported by both transparent and non-transparent multicast modes.
The VAE server interacts with the 3GPP network system over V2, MB2, xMB, Rx, T8, N5 and N33 reference points. The EPS and 5GS are considered as the 3GPP network system.
[bookmark: _Toc528832064][bookmark: _Toc528832254][bookmark: _Toc536270559][bookmark: _Toc536270866][bookmark: _Toc9812320][bookmark: _Toc9812564][bookmark: _Toc154934099]6.3	Functional entities description
[bookmark: _Toc521435171][bookmark: _Toc528832065][bookmark: _Toc528832255][bookmark: _Toc536270560][bookmark: _Toc536270867][bookmark: _Toc9812321][bookmark: _Toc9812565][bookmark: _Toc154934100]6.3.1	General
Each subclause is a description of a functional entity corresponding to V2X application layer and does not imply a physical entity.
[bookmark: _Toc521435172][bookmark: _Toc528832066][bookmark: _Toc528832256][bookmark: _Toc536270561][bookmark: _Toc536270868][bookmark: _Toc9812322][bookmark: _Toc9812566][bookmark: _Toc154934101]6.3.2	V2X application specific client
The V2X application specific client provides the client side functionalities corresponding to the V2X applications (e.g. platooning client). The V2X application specific client utilizes the VAE client for the V2X application layer support functions.
NOTE:	The details of the V2X application specific client is out of scope of the present document.
[bookmark: _Toc521435174][bookmark: _Toc528832068][bookmark: _Toc528832258][bookmark: _Toc536270563][bookmark: _Toc536270870][bookmark: _Toc9812323][bookmark: _Toc9812567][bookmark: _Toc154934102]6.3.3	V2X application specific server
The V2X application specific server provides the server side functionalities corresponding to the V2X applications (e.g. platooning server). The V2X application specific server utilizes the VAE server for the V2X application layer support functions. If CAPIF is supported, the V2X application specific server acts as CAPIF's API invoker as specified in 3GPP TS 23.222 [21].NOTE:	The details of the V2X application specific server is out of scope of the present document.
[bookmark: _Toc521435175][bookmark: _Toc528832069][bookmark: _Toc528832259][bookmark: _Toc536270564][bookmark: _Toc536270871][bookmark: _Toc521435173][bookmark: _Toc528832067][bookmark: _Toc528832257][bookmark: _Toc536270562][bookmark: _Toc536270869][bookmark: _Toc9812324][bookmark: _Toc9812568][bookmark: _Toc154934103]6.3.4	VAE client
The VAE client provides the client side V2X application layer support functions as below:
-	registration of VAE clients for receiving V2X messages;
-	receiving V2X messages from the VAE server and the delivery to V2X application specific client(s) according to the V2X service ID;
-	perform the role of the MBMS client for multicast file transfer using xMB APIs;
-	receiving network monitoring reports from the VAE server;
-	supports switching the modes of operations for V2V communications (e.g. between direct and in-direct V2V communications);
-	providing application level locations to the VAE server (e.g. tile, geo-fence);
-	receiving 3GPP system configuration information (e.g. V2X USD, PC5 parameters) from the VAE server; and
-	supporting dynamic group management.
The VAE client supports interactions with the V2X application specific client(s).
[bookmark: _Toc9812325][bookmark: _Toc9812569][bookmark: _Toc154934104]6.3.5	VAE server
The VAE server acts as a GCS AS as described in 3GPP TS 23.468 [7] or acts as a content provider as described in 3GPP TS 26.346 [10]. If CAPIF is supported, the VAE server acts as CAPIF's API exposing function to provide service APIs to the V2X application specific server or another VAE server as specified in 3GPP TS 23.222 [21], or acts as CAPIF's API invoker to consume the service APIs provided by another VAE server.
The VAE server provides the server side V2X application layer support functions as below:
-	communicating with the underlying 3GPP network systems (EPS, 5GS) for unicast and multicast network resource management;
-	receiving monitoring reports/events from the underlying 3GPP network systems (EPS, 5GS) regarding network situation corresponding to RAN and core network;
-	supporting registration of V2X UEs;
-	tracking the application level geographic location of the V2X UEs;
-	supporting V2X message distribution for the V2X applications;
-	supporting provisioning of 3GPP system configuration information (e.g. V2X USD, PC5 parameters);
-	perform the role of content provider for multicast file transfer using xMB APIs;
-	providing network monitoring reports to the V2X UEs;
-	communicating V2X service requirements to the underlying 3GPP network systems (EPS, 5GS);
-	maintaining the mapping between the V2X user ID and the V2X UE ID;
-	providing V2X service discovery;
-	supporting V2X service continuity; and
-	supporting V2X application resource adaptation.
[bookmark: _Toc528832070][bookmark: _Toc528832260][bookmark: _Toc536270565][bookmark: _Toc536270872][bookmark: _Toc9812326][bookmark: _Toc9812570][bookmark: _Toc154934105]6.3.6	SEAL client
[bookmark: _Toc528832071][bookmark: _Toc528832261][bookmark: _Toc536270566][bookmark: _Toc536270873]The following SEAL clients for V2X applications are supported:
-	Location management client as specified in 3GPP TS 23.434 [6];
-	Group management client as specified in 3GPP TS 23.434 [6];
-	Configuration management client as specified in 3GPP TS 23.434 [6];
-	Identity management client as specified in 3GPP TS 23.434 [6];
-	Key management client as specified in 3GPP TS 23.434 [6]; and
-	Network resource management client as specified in 3GPP TS 23.434 [6].
[bookmark: _Toc9812327][bookmark: _Toc9812571][bookmark: _Toc154934106]6.3.7	SEAL server
[bookmark: _Toc424654374][bookmark: _Toc428364963][bookmark: _Toc433209563][bookmark: _Toc453260081][bookmark: _Toc453260968][bookmark: _Toc453279705][bookmark: _Toc459375043][bookmark: _Toc468105277][bookmark: _Toc468110372][bookmark: _Toc525308934][bookmark: _Toc528832072][bookmark: _Toc528832262][bookmark: _Toc536270567][bookmark: _Toc536270874]The following SEAL servers for V2X applications are supported:
-	Location management server as specified in 3GPP TS 23.434 [6];
-	Group management server as specified in 3GPP TS 23.434 [6];
-	Configuration management server as specified in 3GPP TS 23.434 [6];
-	Identity management server as specified in 3GPP TS 23.434 [6];
-	Key management server as specified in 3GPP TS 23.434 [6]; and
-	Network resource management server as specified in 3GPP TS 23.434 [6].
[bookmark: _Toc528832076][bookmark: _Toc528832266][bookmark: _Toc536270577][bookmark: _Toc536270884][bookmark: _Toc9812328][bookmark: _Toc9812572][bookmark: _Toc154934107]6.4	Reference points description
[bookmark: _Toc521435177][bookmark: _Toc528832077][bookmark: _Toc528832267][bookmark: _Toc536270578][bookmark: _Toc536270885][bookmark: _Toc9812329][bookmark: _Toc9812573][bookmark: _Toc154934108]6.4.1	General
The reference points for the V2X application layer are described in the following subclauses.
[bookmark: _Toc521435178][bookmark: _Toc528832078][bookmark: _Toc528832268][bookmark: _Toc536270579][bookmark: _Toc536270886][bookmark: _Toc9812330][bookmark: _Toc9812574][bookmark: _Toc154934109]6.4.2	V1-AE
The interactions related to V2X application layer support functions between VAE client and VAE server are supported by V1-AE reference point. This reference point is an instance of V1 reference point as described in 3GPP TS 23.285 [5]. This reference point is supported for both unicast and multicast delivery modes.
[bookmark: _Toc521435179][bookmark: _Toc528832079][bookmark: _Toc528832269][bookmark: _Toc536270580][bookmark: _Toc536270887][bookmark: _Toc9812331][bookmark: _Toc9812575][bookmark: _Toc154934110]6.4.3	V1-APP
The interactions related to V2X applications between V2X application specific client and V2X application specific server are supported by V1-APP reference point. This reference point is an instance of V1 reference point described in 3GPP TS 23.285 [5]. The details of V1-APP reference point is out of scope of the present document.
[bookmark: _Toc521435180][bookmark: _Toc528832080][bookmark: _Toc528832270][bookmark: _Toc536270581][bookmark: _Toc536270888][bookmark: _Toc9812332][bookmark: _Toc9812576][bookmark: _Toc154934111]6.4.4	V5-AE
The interactions related to V2X application layer support functions between the VAE clients are supported by V5-AE reference point. This reference point is an instance of V5 reference point as described in 3GPP TS 23.285 [5].
[bookmark: _Toc521435181][bookmark: _Toc528832081][bookmark: _Toc528832271][bookmark: _Toc536270582][bookmark: _Toc536270889][bookmark: _Toc9812333][bookmark: _Toc9812577][bookmark: _Toc154934112]6.4.5	V5-APP
The interactions related to V2X applications between V2X application specific clients are supported by V5-APP reference point. This reference point is an instance of V5 reference point described in 3GPP TS 23.285 [5]. The details of V5-APP reference point is out of scope of the present document.
[bookmark: _Toc521435182][bookmark: _Toc528832082][bookmark: _Toc528832272][bookmark: _Toc536270583][bookmark: _Toc536270890][bookmark: _Toc9812334][bookmark: _Toc9812578][bookmark: _Toc154934113]6.4.6	Vs
The interactions related to V2X application layer support functions between the VAE server and the V2X application specific server are supported by Vs reference point. If CAPIF is supported, this reference point is an instance of CAPIF-2/2e reference point as specified in 3GPP TS 23.222 [21].
[bookmark: _Toc521435183][bookmark: _Toc528832083][bookmark: _Toc528832273][bookmark: _Toc536270584][bookmark: _Toc536270891][bookmark: _Toc9812335][bookmark: _Toc9812579][bookmark: _Toc154934114]6.4.7	Vc
The interactions related to V2X application layer support functions between the VAE client and the V2X application specific client are supported by Vc reference point.
[bookmark: _Toc521435184][bookmark: _Toc528832084][bookmark: _Toc528832274][bookmark: _Toc536270585][bookmark: _Toc536270892][bookmark: _Toc9812336][bookmark: _Toc9812580][bookmark: _Toc154934115]6.4.8	SEAL-C
[bookmark: _Toc528832085][bookmark: _Toc528832275][bookmark: _Toc536270586][bookmark: _Toc536270893]The following SEAL-C reference points for V2X applications are supported:
-	LM-C reference point for location management as specified in 3GPP TS 23.434 [6];
-	GM-C reference point for group management as specified in 3GPP TS 23.434 [6];
-	CM-C reference point for configuration management as specified in 3GPP TS 23.434 [6];
-	IM-C reference point for identity management as specified in 3GPP TS 23.434 [6];
-	KM-C reference point for key management as specified in 3GPP TS 23.434 [6]; and
-	NRM-C reference point for network resource management as specified in 3GPP TS 23.434 [6].
[bookmark: _Toc9812337][bookmark: _Toc9812581][bookmark: _Toc154934116]6.4.9	SEAL-S
[bookmark: _Toc528832086][bookmark: _Toc528832276][bookmark: _Toc536270587][bookmark: _Toc536270894]The following SEAL-S reference points for V2X applications are supported:
-	LM-S reference point for location management as specified in 3GPP TS 23.434 [6];
-	GM-S reference point for group management as specified in 3GPP TS 23.434 [6];
-	CM-S reference point for configuration management as specified in 3GPP TS 23.434 [6];
-	IM-S reference point for identity management as specified in 3GPP TS 23.434 [6];
-	KM-S reference point for key management as specified in 3GPP TS 23.434 [6]; and
-	NRM-S reference point for network resource management as specified in 3GPP TS 23.434 [6].
[bookmark: _Toc9812338][bookmark: _Toc9812582][bookmark: _Toc154934117]6.4.10	SEAL-PC5
[bookmark: _Toc528832087][bookmark: _Toc528832277][bookmark: _Toc536270588][bookmark: _Toc536270895]The following SEAL-PC5 reference points for V2X applications are supported:
-	LM-PC5 reference point for location management as specified in 3GPP TS 23.434 [6];
-	GM-PC5 reference point for group management as specified in 3GPP TS 23.434 [6];
-	CM-PC5 reference point for configuration management as specified in 3GPP TS 23.434 [6];
-	IM-PC5 reference point for identity management as specified in 3GPP TS 23.434 [6];
-	KM-PC5 reference point for key management as specified in 3GPP TS 23.434 [6]; and
-	NRM-PC5 reference point for network resource management as specified in 3GPP TS 23.434 [6].
[bookmark: _Toc9812339][bookmark: _Toc9812583][bookmark: _Toc154934118]6.4.11	SEAL-UU
[bookmark: _Toc536270589][bookmark: _Toc536270896]The following SEAL-UU reference points for V2X applications are supported:
-	LM-UU reference point for location management as specified in 3GPP TS 23.434 [6];
-	GM-UU reference point for group management as specified in 3GPP TS 23.434 [6];
-	CM-UU reference point for configuration management as specified in 3GPP TS 23.434 [6];
-	IM-UU reference point for identity management as specified in 3GPP TS 23.434 [6];
-	KM-UU reference point for key management as specified in 3GPP TS 23.434 [6]; and
-	NRM-UU reference point for network resource management as specified in 3GPP TS 23.434 [6].
[bookmark: _Toc528832090][bookmark: _Toc528832280][bookmark: _Toc536270596][bookmark: _Toc536270903][bookmark: _Toc9812340][bookmark: _Toc9812584][bookmark: _Toc154934119]6.4.12	VAE-E
The interactions related to V2X application supports functions between the VAE servers in a distributed deployment are supported by VAE-E reference point. If CAPIF is supported, this reference point is an instance of CAPIF-2/2e reference point as specified in 3GPP TS 23.222 [21].
[bookmark: _Toc536270597][bookmark: _Toc536270904][bookmark: _Toc9812341][bookmark: _Toc9812585][bookmark: _Toc154934120]6.5	External reference points
[bookmark: _Toc521435185][bookmark: _Toc528832091][bookmark: _Toc528832281][bookmark: _Toc536270598][bookmark: _Toc536270905][bookmark: _Toc9812342][bookmark: _Toc9812586][bookmark: _Toc154934121]6.5.1	General
The reference points between the V2X application layer and the 3GPP network systems (EPS, 5GS) are described in the following clauses.
[bookmark: _Toc521435186][bookmark: _Toc528832092][bookmark: _Toc528832282][bookmark: _Toc536270599][bookmark: _Toc536270906][bookmark: _Toc9812343][bookmark: _Toc9812587][bookmark: _Toc154934122]6.5.2	V2
The reference point V2 supports the interactions between V2X AS and the V2X control function of the EPS and is specified in 3GPP TS 23.285 [5].
[bookmark: _Toc521435187][bookmark: _Toc528832093][bookmark: _Toc528832283][bookmark: _Toc536270600][bookmark: _Toc536270907][bookmark: _Toc9812344][bookmark: _Toc9812588][bookmark: _Toc154934123]6.5.3	Rx
The reference point Rx supports the interactions between the V2X AS and the PCRF and is specified in 3GPP TS 29.214 [12]. The functions for Rx reference point are supported by the network resource management server of the SEAL.
[bookmark: _Toc521435188][bookmark: _Toc528832094][bookmark: _Toc528832284][bookmark: _Toc536270601][bookmark: _Toc536270908][bookmark: _Toc9812345][bookmark: _Toc9812589][bookmark: _Toc154934124]6.5.4	MB2-C
The reference point MB2-C supports the control plane interactions between the V2X AS and the BM-SC and is specified in 3GPP TS 29.468 [13]. The functions for MB2-C reference point are supported by the network resource management server of the SEAL.
[bookmark: _Toc521435189][bookmark: _Toc528832095][bookmark: _Toc528832285][bookmark: _Toc536270602][bookmark: _Toc536270909][bookmark: _Toc9812346][bookmark: _Toc9812590][bookmark: _Toc154934125]6.5.5	MB2-U
The reference point MB2-U supports the user plane interactions between the V2X AS and the BM-SC and is specified in 3GPP TS 29.468 [13]. The functions for MB2-U reference point are supported by the VAE server.
[bookmark: _Toc536270603][bookmark: _Toc536270910][bookmark: _Toc9812347][bookmark: _Toc9812591][bookmark: _Toc154934126]6.5.6	xMB-C
The reference point xMB-C supports the control plane interactions between the V2X AS and the BM-SC and is specified in 3GPP TS 26.346 [10]. The functions for xMB reference point are supported by the network resource management server of the SEAL.
[bookmark: _Toc521435190][bookmark: _Toc528832096][bookmark: _Toc528832286][bookmark: _Toc536270604][bookmark: _Toc536270911][bookmark: _Toc9812348][bookmark: _Toc9812592][bookmark: _Toc154934127]6.5.7	xMB-U
The reference point xMB-U supports the user plane interactions between the V2X AS and the BM-SC and is specified in 3GPP TS 26.346 [10]. The functions for xMB-U reference point are supported by the VAE server.
[bookmark: _Toc536270605][bookmark: _Toc536270912][bookmark: _Toc9812349][bookmark: _Toc9812593][bookmark: _Toc154934128]6.5.8	T8
The reference point T8 supports the interactions between the V2X AS and the SCEF and is specified in 3GPP TS 23.682 [8]. The functions of T8 interface are supported by VAE server and the functions related to location management of T8 are supported by the location management server.
[bookmark: _Toc154934129]6.5.9	N5
The reference point N5 supports the interactions between the V2X AS and the PCF and is specified in 3GPP TS 23.501 [20]. The functions of N5 interface are supported by VAE server.
[bookmark: _Toc154934130]6.5.10	N33
The reference point N33 supports the interactions between the V2X AS and the NEF and is specified in 3GPP TS 23.501 [20]. The functions of N33 interface are supported by VAE server and the functions related to location management of N33 are supported by the location management server.
[bookmark: _Toc528832097][bookmark: _Toc528832287][bookmark: _Toc536270606][bookmark: _Toc536270913][bookmark: _Toc9812350][bookmark: _Toc9812594][bookmark: _Toc154934131]7	Deployment models
[bookmark: _Toc528832098][bookmark: _Toc528832288][bookmark: _Toc536270607][bookmark: _Toc536270914][bookmark: _Toc9812351][bookmark: _Toc9812595][bookmark: _Toc154934132]7.1	General
This clause describes deployments of the functional model specified in clause 6. The reference points utilized from underlying 3GPP network as specified in clause 6.5 is represented as 3GPP interfaces in the deployment models.
NOTE:	The representation of SEAL functionalities in the vertical deployment is specified in 3GPP TS 23.434 [6].
[bookmark: _Toc528832099][bookmark: _Toc528832289][bookmark: _Toc536270608][bookmark: _Toc536270915][bookmark: _Toc9812352][bookmark: _Toc9812596][bookmark: _Toc154934133]7.2	Deployment of VAE server
The VAE server deployments can be centralized and distributed.
[bookmark: _Toc528832100][bookmark: _Toc528832290][bookmark: _Toc521435193][bookmark: _Toc536270609][bookmark: _Toc536270916][bookmark: _Toc9812353][bookmark: _Toc9812597][bookmark: _Toc154934134]7.2.1	Centralized deployments
A centralized deployment is where a single VAE server offers the VAE capabilities to one or more V2X application specific server. The VAE server and the V2X application specific server may be co-located in a single physical entity. The VAE server may be deployed either in the PLMN operator domain or deployed in the V2X service provider domain. The VAE server connects with the 3GPP network systems (EPS, 5GS) in one or more PLMN operator domain. When VAE server and V2X application specific server are co-located in a single physical entity, the Vs reference point between the VAE server and the V2X application enabler server may not be used.
Figure 7.2.1-1 illustrates a deployment of the VAE server and the V2X application specific server in a single physical entity and deployed in V2X service provider domain. The VAE server may be deployed in a separate physical entity from the V2X application specific server in the V2X service provider domain. In such deployments, the Vs reference point is used for the communication between the VAE server and the V2X application specific server.


Figure 7.2.1-1: VAE server co-located with V2X application specific server in a single physical entity
Figure 7.2.1-2 illustrates a deployment of the VAE server in the PLMN operator domain and the V2X application specific server in the V2X service provider domain. The Vs reference point is used for the communication between V2X application specific server and the VAE server. The VAE server may support multiple V2X application specific servers.


Figure 7.2.1-2: VAE server deployed in the PLMN operator domain
Figure 7.2.1‑3 illustrates a deployment of the VAE server which connects to the 3GPP network systems (EPS, 5GS) in multiple PLMN operator domain. The VAE server may be co-located with the V2X application specific server in a single physical entity or deployed in different physical entities.


Figure 7.2.1-3: Deployment of VAE server with connections to 3GPP network systems in multiple PLMN operator domains
[bookmark: _Toc521435194]Figure 7.2.1‑4 illustrates a deployment of the VAE server which provides VAE capabilities to multiple V2X application specific servers over Vs reference point and connects to the 3GPP network systems (EPS, 5GS) in multiple PLMN operator domain.


Figure 7.2.1-4: Deployment of VAE server with connections to multiple V2X application specific servers
[bookmark: _Toc536270610][bookmark: _Toc536270917][bookmark: _Toc9812354][bookmark: _Toc9812598][bookmark: _Toc154934135]7.2.2	Distributed deployment
The distributed deployment is where multiple VAE servers are deployed either in the V2X service provider domain or in the PLMN operator domain. The distributed deployment of the VAE servers provide geographical coverage or support multiple PLMN operator domains in a geographical location. The VAE servers interconnect via VAE-E and the Vs reference point is used for interaction between V2X application specific server and the VAE server.
Figure 7.2.2-1 illustrates the deployment of VAE servers in multiple PLMN operator domain and provides VAE capabilities to the V2X application specific server deployed in the V2X service provider domain. The V2X application specific server connects via Vs to the VAE servers.


Figure 7.2.2-1: Distributed deployment of VAE servers in multiple PLMN operator domain without interconnection between VAE servers
Figure 7.2.2-2 illustrates the deployment of multiple VAE servers deployed in multiple PLMN operator domains. The V2X application specific server connects via Vs to the VAE server. The interconnection between VAE servers is via VAE-E and supports the V2X applications for the V2X UEs connected to the VAE servers in multiple PLMN operator domains.


Figure 7.2.2-2: Distributed deployment of VAE servers in multiple PLMN operator domain with interconnection between VAE servers
Figure 7.2.2-3 illustrates the deployment of multiple VAE servers in PLMN operator domain based on geographical coverage. The V2X application specific server connects via Vs to the VAE server 1. The VAE servers interconnect via VAE-E and support the V2X communications to the V2X UEs connected to the VAE servers.


Figure 7.2.2-3: Distributed deployment of VAE servers in PLMN operator domain
Figure 7.2.2-4 illustrates the deployment of multiple VAE servers in the V2X service provider domain where VAE server 1 and VAE server 2 connect with 3GPP network system of PLMN operator domain 1 and PLMN operator domain 2 respectively. The PLMN operator domains provide coverage to different geographical areas. The V2X application specific server connects via Vs to the VAE server 1. The VAE servers interconnect via VAE-E and support the V2X applications for the V2X UEs connected via both the PLMN operator domains.


Figure 7.2.2-4: Distributed deployment of VAE servers in V2X service provider domain
[bookmark: _Toc536270611][bookmark: _Toc536270918][bookmark: _Toc9812355][bookmark: _Toc9812599][bookmark: _Toc154934136]8	Identities
[bookmark: _Toc536270612][bookmark: _Toc536270919][bookmark: _Toc9812356][bookmark: _Toc9812600][bookmark: _Toc154934137]8.1	V2X user identity (V2X user ID)
The V2X user ID can be an instance of the VAL user ID as specified in 3GPP TS 23.434 [6]. The V2X user ID is a globally unique identifier within the V2X service that represents the V2X user. The V2X user ID shall be a URI. The V2X user ID is used for authentication and authorization purposes for providing the V2X service towards the V2X user via the V2X UE. The V2X user ID also indicates the V2X service provider with whom the V2X user has a V2X service agreement. The V2X user may have V2X service agreement with several V2X service providers and thus will have obtained unique V2X user ID per V2X service provider.
Based on the service agreement, each V2X user ID is mapped to a V2X UE ID.
[bookmark: _Toc536270613][bookmark: _Toc536270920][bookmark: _Toc9812357][bookmark: _Toc9812601][bookmark: _Toc154934138]8.2	V2X UE identity (V2X UE ID)
The V2X UE ID can be an instance of the VAL UE ID as specified in 3GPP TS 23.434 [6]. The V2X UE ID is a unique identifier within the V2X service that represents the V2X UE. The V2X UE ID is mapped to an application specific UE identity (e.g. StationID as specified in ETSI TS 102 894-2 [16] or GPSI as specified in 3GPP TS 23.003 [23]). Due to privacy considerations, the V2X UE ID may be changed. The V2X UE ID is used to address the V2X UE in order to send V2X messages.
[bookmark: _Toc536270614][bookmark: _Toc536270921][bookmark: _Toc9812358][bookmark: _Toc9812602][bookmark: _Toc154934139]8.3	V2X service identity (V2X service ID)
The V2X service ID can be an instance of the VAL service ID as specified in 3GPP TS 23.434 [6]. The V2X service ID is a globally unique identifier that represents the V2X service. A V2X application server provides a list of V2X services towards the V2X UE. Each V2X service is uniquely identified by a V2X service ID, which is an identifier of the V2X application. The V2X service ID can be used for policy mapping, QoS handling for V2X communication and V2X message distribution, as specified in 3GPP TS 23.285 [5]. An identifier of a V2X service, e.g. ITS-AID or PSID specified in ETSI TS 102 965 [17] and ISO TS 17419 [18], can be used as a V2X service ID.
[bookmark: _Toc536270615][bookmark: _Toc536270922][bookmark: _Toc9812359][bookmark: _Toc9812603][bookmark: _Toc154934140]8.4	V2X group identity (V2X group ID)
The V2X group ID is a globally unique identifier within the V2X service that represents a set of V2X users and the corresponding V2X UE. The set of V2X users may belong to the same or different V2X service provider. It indicates the V2X application server where the group is defined.
[bookmark: _Toc536270616][bookmark: _Toc536270923][bookmark: _Toc9812360][bookmark: _Toc9812604][bookmark: _Toc154934141]8.5	Geographical area identity (GEO ID)
[bookmark: _Toc536270617][bookmark: _Toc536270924]The V2X service provider defined identity of a geographical area. The GEO ID supports different representations of geographical area (e.g. geo-fence, tile identifiers). The VAE server maintains the mapping of the GEO ID with the location corresponding to one or more V2X UE IDs.
The GEO ID may support the format of a URI.
[bookmark: _Toc9812361][bookmark: _Toc9812605][bookmark: _Toc154934142]9	Procedures and information flows
[bookmark: historyclause][bookmark: _Toc528832106][bookmark: _Toc528832296][bookmark: _Toc536270624][bookmark: _Toc536270931][bookmark: _Toc536270653][bookmark: _Toc536270960][bookmark: _Toc9812362][bookmark: _Toc9812606][bookmark: _Toc154934143]9.1	Usage of SEAL services
[bookmark: _Toc9812363][bookmark: _Toc9812607][bookmark: _Toc154934144]9.1.1	Group management service
[bookmark: _Toc536270654][bookmark: _Toc536270961][bookmark: _Toc9812364][bookmark: _Toc9812608][bookmark: _Toc154934145]9.1.1.1	General
The VAE capabilities (VAE client and VAE server) utilize the group management service procedures (e.g. creation, join, leave) of SEAL based on the group configuration information (e.g. group join policy, group leader) provided by the V2X application specific layer. The decisions and corresponding triggers (e.g. group creation, join, leave) for group management are responsibility of the V2X application specific layer and the details of the group management are abstracted by the VAE capabilities. The group management service of SEAL provides support for platooning groups and pre-arranged groups for V2X communications.
[bookmark: _Toc536270655][bookmark: _Toc536270962][bookmark: _Toc9812365][bookmark: _Toc9812609][bookmark: _Toc154934146]9.1.1.2	Information flows
The following information flows of group management service of SEAL as specified in 3GPP TS 23.434 [6] are applicable for the V2X applications:
-	Group creation request specified in subclause 10.3.2.1;
-	Group creation response specified in subclause 10.3.2.2;
-	Group creation notification specified in subclause 10.3.2.3;
-	Group information query request specified in subclause 10.3.2.4;
-	Group information query response specified in subclause 10.3.2.5;
-	Group membership update request specified in subclause 10.3.2.6;
-	Group membership update response specified in subclause 10.3.2.7;
-	Group membership notification specified in subclause 10.3.2.8;
-	Group deletion request specified in subclause 10.3.2.9;
-	Group deletion response specified in subclause 10.3.2.10;
-	Group deletion notification specified in subclause 10.3.2.11;
-	Group information request specified in subclause 10.3.2.12;
-	Group information response specified in subclause 10.3.2.13;
-	Group information subscribe request specified in subclause 10.3.2.14;
-	Group information subscribe response specified in subclause 10.3.2.15;
-	Group information notify request specified in subclause 10.3.2.16;
-	Group information notify response specified in subclause 10.3.2.17;
-	Store group configuration request specified in subclause 10.3.2.18;
-	Store group configuration response specified in subclause 10.3.2.19;
-	Get group configuration request specified in subclause 10.3.2.20;
-	Get group configuration response specified in subclause 10.3.2.21;
-	Subscribe group configuration request specified in subclause 10.3.2.22;
-	Subscribe group configuration response specified in subclause 10.3.2.23;
-	Notify group configuration request specified in subclause 10.3.2.24;
-	Notify group configuration response specified in subclause 10.3.2.25;
-	Configure VAL group request specified in subclause 10.3.2.26;
-	Configure VAL group response specified in subclause 10.3.2.27;
-	Group announcement specified in subclause 10.3.2.28;
-	Group registration request specified in subclause 10.3.2.29;
-	Group registration response specified in subclause 10.3.2.30; 
-	Identity list notification specified in subclause 10.3.2.31;
-	Group de-registration request specified in subclause 10.3.2.32;
-	Group de-registration response specified in subclause 10.3.2.33;
-	Location-based group creation request specified in clause 10.3.2.34;
The usage of the above information flows are clarified as below:
-	The identity list is the list of V2X UE IDs. 
--	During group creation the identity list contains the list of V2X UE IDs that are part of the group to be created. If the group member list is empty, an empty group is created; and
-	The VAL service ID list is the list of V2X service IDs whose service communications are to be enabled on the group.
-	Table 9.1.1.2.1-1 describes the VAL service specific information corresponding to the V2X applications.
Table 9.1.1.2.1-1: V2X service specific information for group creation request
	Information element
	Status
	Description

	V2X group ID
	O
	The group ID to be used for the V2X group. If group ID is not provided then the group ID should be allocated by group management server.

	Group join policy
	O (NOTE)
	The policy information to be enforced by the group management server for members joining the group.

	Group leader ID
	O (NOTE)
	The identity information of the V2X user to be used for user controlled group join.

	NOTE:	If the information elements, identity list specified in 3GPP TS 23.434 [6] is empty and group leader ID is not included, then group join policy information element must be included.



-	The VAL group ID is the V2X group ID.
-	The identity is the V2X UE ID;
-	The VAL server is the VAE server;
-	The VAL group configuration information is the V2X group configuration information;
-	The VAL group configuration data is the V2X group configuration information;
-	The VAL group information reference is the V2X group information reference; and
-	The VAL services requested is the V2X service IDs.
[bookmark: _Toc536270659][bookmark: _Toc536270966][bookmark: _Toc9812366][bookmark: _Toc9812610][bookmark: _Toc154934147]9.1.1.3	Procedures
The following procedures of group management service of SEAL as specified in 3GPP TS 23.434 [6] are applicable for the V2X applications:
-	Group creation specified in subclause 10.3.3;
--	Group creation support is provided for the V2X applications (e.g. platooning and cooperative short distance grouping) to provide a dedicated group for the V2X UEs to communicate with each other. The group creation supports group without any group members to enable group member joining.
-	Group information query specified in subclause 10.3.4;
-	Group membership specified in subclause 10.3.5;
-	Group configuration management specified in subclause 10.3.6;
-	Location-based group creation specified in clause 10.3.7;
[bookmark: _Toc536270662][bookmark: _Toc536270969]-	Group announcement and join specified in subclause 10.3.8;
-	Group member leave specified in clause 10.3.9;
-	Temporary groups specified in clause 10.3.10;
[bookmark: _Toc9812367][bookmark: _Toc9812611][bookmark: _Toc154934148]9.1.2	Configuration management service
[bookmark: _Toc536270663][bookmark: _Toc536270970][bookmark: _Toc9812368][bookmark: _Toc9812612][bookmark: _Toc154934149]9.1.2.1	General
The VAE capabilities (VAE client and VAE server) utilize configuration management service procedures of SEAL to support V2X services for unicast and multicast delivery over LTE-Uu. The configuration management service of SEAL is utilized for offline configuration (before the V2X UE is receiving the V2X service from the V2X application specific server) and online configuration (during the V2X UE is receiving the V2X service from the V2X application specific server).
[bookmark: _Toc536270664][bookmark: _Toc536270971][bookmark: _Toc9812369][bookmark: _Toc9812613][bookmark: _Toc154934150]9.1.2.2	Information flows
[bookmark: _Toc536270665][bookmark: _Toc536270972]The following information flows of configuration management service are applicable for the V2X applications:
-	Get VAL UE configuration request specified in subclause 11.3.2.1 of 3GPP TS 23.434 [6];
-	Get VAL UE configuration response specified in subclause 11.3.2.2 of 3GPP TS 23.434 [6];
The usage of the above information flows are clarified as below:
-	The VAL UE ID is the V2X UE ID;
-	VAL service ID is the V2X service ID; and
-	VAL UE configuration data is the V2X UE configuration data. The V2X UE configuration data includes:
--	V2X server USD information as specified in 3GPP TS 23.285 [5]; and 
--	V2X application server address information as specified in 3GPP TS 23.285 [5] and transport port for unicast.
[bookmark: _Toc536270667][bookmark: _Toc536270974][bookmark: _Toc9812370][bookmark: _Toc9812614][bookmark: _Toc154934151]9.1.2.3	Procedures
The following procedures of configuration management service are applicable for the V2X applications:
-	VAL UE configuration data specified in subclause 11.3.3 of 3GPP TS 23.434 [6].
--	Once the V2X UEs are connected to the serving PLMN, the V2X UE is configured with configuration data (e.g. local service information) for receiving V2X services.
[bookmark: _Toc521435199][bookmark: _Toc536270684][bookmark: _Toc536270991][bookmark: _Toc9812371][bookmark: _Toc9812615][bookmark: _Toc154934152]9.1.3	Location management service
[bookmark: _Toc536270685][bookmark: _Toc536270992][bookmark: _Toc9812372][bookmark: _Toc9812616][bookmark: _Toc154934153]9.1.3.1	General
The VAE capabilities (VAE client and VAE server) utilize location management (e.g. network location of UEs) service procedures of SEAL to support V2X services.
[bookmark: _Toc536270686][bookmark: _Toc536270993][bookmark: _Toc9812373][bookmark: _Toc9812617][bookmark: _Toc154934154]9.1.3.2	Information flows
[bookmark: _Toc433379667][bookmark: _Toc460616210][bookmark: _Toc460617071][bookmark: _Toc465162697][bookmark: _Toc468105533][bookmark: _Toc468110628][bookmark: _Toc525309272][bookmark: _Toc536270687][bookmark: _Toc536270994]The following information flows of location management service of SEAL as specified in 3GPP TS 23.434 [6] are applicable for the V2X applications:
-	Location reporting configuration request specified in subclause 9.3.2.0; 
-	Location reporting configuration response specified in subclause 9.3.2.1;
-	Location information report specified in subclause 9.3.2.2;
-	Location information request specified in subclause 9.3.2.3; 
-	Location reporting trigger specified in subclause 9.3.2.4;
-	Location information subscription request specified in subclause 9.3.2.5;
-	Location information subscription response specified in subclause 9.3.2.6;
-	Location information notification specified in subclause 9.3.2.7;
-	Location reporting configuration cancel request specified in clause 9.3.2.8;
-	Get UE(s) information request specified in clause 9.3.2.9;
-	Get UE(s) information response specified in clause 9.3.2.10;
The usage of the above information flows are clarified as below:
-	The identity is the V2X UE ID or V2X group ID;
-	The set of identities is the V2X UE ID;
-	The identity list or identities list is the list of V2X UE IDs; and
-	The VAL server is the VAE server.
[bookmark: _Toc536270689][bookmark: _Toc536270996][bookmark: _Toc9812374][bookmark: _Toc9812618][bookmark: _Toc154934155]9.1.3.3	Procedures
The following procedures of location management service of SEAL as specified in 3GPP TS 23.434 [6] are applicable for the V2X applications:
-	Event-triggered location reporting procedure specified in subclause 9.3.3;
-	On-demand location reporting procedure specified in subclause 9.3.4;
-	Client-triggered or VAL server-triggered location reporting procedure specified in clause 9.3.5;
-	Location reporting event triggers configuration cancel specified in subclause 9.3.6;
-	Location information subscription procedure specified in subclause 9.3.7;
-	Event-trigger location information notification procedure specified in subclause 9.3.8;
-	On-demand usage of location information procedure specified in subclause 9.3.9;
-	Obtaining UE(s) information at a location specified in clause 9.3.10;
[bookmark: _Toc9812375][bookmark: _Toc9812619][bookmark: _Toc154934156]9.1.4	Identity management service
[bookmark: _Toc9812376][bookmark: _Toc9812620][bookmark: _Toc154934157]9.1.4.1	General
The VAE capabilities (VAE client and VAE server) utilizes identity management service procedures (e.g. authentication and authorization of UEs) of SEAL to support V2X services. 
[bookmark: _Toc9812377][bookmark: _Toc9812621][bookmark: _Toc154934158]9.1.4.2	Information flows
The information flows of identity management service are specified in subclause 12.3.2 of 3GPP TS 23.434 [6] and are applicable for the V2X applications.
[bookmark: _Toc9812378][bookmark: _Toc9812622][bookmark: _Toc154934159]9.1.4.3	Procedures
The following procedures of identity management service are applicable for the V2X applications:
-	General user authentication and authorization for VAL services specified in subclause 12.3.3 of 3GPP TS 23.434 [6].
[bookmark: _Toc9812379][bookmark: _Toc9812623][bookmark: _Toc154934160]9.1.5	Key management service
[bookmark: _Toc9812380][bookmark: _Toc9812624][bookmark: _Toc154934161]9.1.5.1	General
The VAE capabilities (VAE client and VAE server) utilizes key management service procedures of SEAL to support V2X services.
[bookmark: _Toc9812381][bookmark: _Toc9812625][bookmark: _Toc154934162]9.1.5.2	Information flows
The information flows of key management service are specified in subclause 13.3 of 3GPP TS 23.434 [6] and are applicable for the V2X applications.
[bookmark: _Toc9812382][bookmark: _Toc9812626][bookmark: _Toc154934163]9.1.5.3	Procedures
The procedures of key management service are specified in subclause 13.3 of 3GPP TS 23.434 [6] and are applicable for the V2X applications.
[bookmark: _Toc9812383][bookmark: _Toc9812627][bookmark: _Toc154934164]9.1.6	Network resource management service
[bookmark: _Toc9812384][bookmark: _Toc9812628][bookmark: _Toc154934165]9.1.6.1	General
The VAE capabilities (VAE client and VAE server) utilizes network resource management service procedures of SEAL to support V2X services.
[bookmark: _Toc9812385][bookmark: _Toc9812629][bookmark: _Toc154934166]9.1.6.2	Information flows
The following information flows of network resource management service of SEAL specified in 3GPP TS 23.434 [6] are applicable for the V2X applications:
-	Network resource adaptation request specified in subclause 14.3.2.1;
-	Network resource adaptation response specified in subclause 14.3.2.2;
-	MBMS bearer announcement specified in subclause 14.3.2.3;
-	MBMS listening status report specified in subclause 14.3.2.4;
-	MBMS suspension reporting instruction specified in subclause 14.3.2.5;
-	Resource request specified in subclause 14.3.2.6;
-	Resource response specified in subclause 14.3.2.7;
-	Resource modification request specified in subclause 14.3.2.8;
-	Resource modification response specified in subclause 14.3.2.9;
-	MBMS bearers request specified in subclause 14.3.2.10;
-	MBMS bearers response specified in subclause 14.3.2.11; and
-	User plane delivery mode specified in subclause 14.3.2.12;
[bookmark: _Toc9812386][bookmark: _Toc9812630][bookmark: _Toc154934167]9.1.6.3	Procedures
The following procedures of network resource management service of SEAL specified 3GPP TS 23.434 [6] are applicable for the V2X applications:
-	Request for unicast resources at VAL service communication establishment specified in subclause 14.3.3.2.1;
-	Request for modification of unicast resources specified in subclause 14.3.3.2.2;
-	Network resource adaptation specified in subclause 14.3.3.3.1;
-	Request for unicast resources at VAL service communication establishment specified in subclause 14.3.3.3.2;
-	Request for modification of unicast resources specified in subclause 14.3.3.3.3;
-	Use of pre-established MBMS bearers specified in subclause 14.3.4.2;
-	Use of dynamic MBMS bearer establishment specified in subclause 14.3.4.3;
-	MBMS bearer announcement over MBMS bearer specified in subclause 14.3.4.4;
-	MBMS bearer quality detection specified in subclause 14.3.4.5;
-	Service continuity in MBMS scenarios specified in subclause 14.3.4.6;
-	MBMS suspension notification specified in subclause 14.3.4.7;
-	MBMS bearer event notification specified in subclause 14.3.4.8; and
-	Switching between MBMS bearer and unicast bearer specified in subclause 14.3.4.9.
[bookmark: _Toc9812387][bookmark: _Toc9812631][bookmark: _Toc154934168]9.2	V2X UE registration
[bookmark: _Toc528832107][bookmark: _Toc528832297][bookmark: _Toc536270625][bookmark: _Toc536270932][bookmark: _Toc9812388][bookmark: _Toc9812632][bookmark: _Toc154934169]9.2.1	General
The VAE capabilities provide support for registering V2X UEs at the VAE server. The VAE server uses the registration information to distribute V2X messages to the appropriate V2X UEs.
[bookmark: _Toc536270626][bookmark: _Toc536270933][bookmark: _Toc9812389][bookmark: _Toc9812633][bookmark: _Toc154934170]9.2.2	Information flows
[bookmark: _Toc536270627][bookmark: _Toc536270934][bookmark: _Toc9812390][bookmark: _Toc9812634][bookmark: _Toc154934171]9.2.2.1	Registration request
Table 9.2.2.1-1 describes the information flow for a VAE client to register for specific V2X messages at the VAE server.
Table 9.2.2.1-1: Registration request
	Information element
	Status
	Description

	V2X UE ID
	M
	Identifier of the V2X UE (e.g. StationID specified in ETSI TS 102 894-2 [16])

	V2X service ID
	M
	V2X service ID, the V2X UE is interested in receiving (e.g. PSID or ITS AID of ETSI ITS DENM, ETSI ITS CAM)

	Supported RAT types
	O
	RAT types (e.g. NR, E-UTRA) supported by the V2X UE



[bookmark: _Toc536270628][bookmark: _Toc536270935][bookmark: _Toc9812391][bookmark: _Toc9812635][bookmark: _Toc154934172]9.2.2.2	Registration response
Table 9.2.2.2-1 describes the information flow for VAE server to respond for registration request from the VAE client.
Table 9.2.2.2-1: Registration response
	Information element
	Status
	Description

	Result
	M
	Result from the VAE server in response to registration request indicating success or failure



[bookmark: _Toc536270629][bookmark: _Toc536270936][bookmark: _Toc9812392][bookmark: _Toc9812636][bookmark: _Toc154934173]9.2.2.3	Deregistration request
Table 9.2.2.3-1 describes the information flow for a VAE client to deregister from receiving specific V2X messages from the VAE server.
Table 9.2.2.3-1: Deregistration request
	Information element
	Status
	Description

	V2X UE ID
	M
	Identifier of the V2X UE 

	V2X service ID 
	M
	V2X service ID the V2X UE is no longer interested in receiving (e.g. PSID or ITS AID of ETSI ITS DENM, ETSI ITS CAM)



[bookmark: _Toc536270630][bookmark: _Toc536270937][bookmark: _Toc9812393][bookmark: _Toc9812637][bookmark: _Toc154934174]9.2.2.4	Deregistration response
Table 9.2.2.4-1 describes the information flow for VAE server to respond for deregistration request from the VAE client.
Table 9.2.2.4-1: Deregistration response
	Information element
	Status
	Description

	Result
	M
	Result from the VAE server in response to the deregistration request 



[bookmark: _Toc536270631][bookmark: _Toc536270938][bookmark: _Toc9812394][bookmark: _Toc9812638][bookmark: _Toc154934175]9.2.3	V2X UE registration for receiving V2X messages
[bookmark: _Toc528832108][bookmark: _Toc528832298][bookmark: _Toc536270632][bookmark: _Toc536270939][bookmark: _Toc9812395][bookmark: _Toc9812639][bookmark: _Toc154934176]9.2.3.1	General
This subclause describes the procedures for V2X UE to register for receiving V2X messages from the V2X AS. The process is triggered by the V2X UE who is interested in receiving certain V2X messages. 
[bookmark: _Toc528832112][bookmark: _Toc528832302][bookmark: _Toc536270633][bookmark: _Toc536270940][bookmark: _Toc9812396][bookmark: _Toc9812640][bookmark: _Toc154934177]9.2.3.2	Procedure
Pre-condition:
-	The VAE client has discovered the VAE server and is aware of the address of the VAE server (e.g. FDQN).


Figure 9.2.3.2-1: Procedure for registering the VAE client at the VAE server
1.	The VAE client sends a registration request to the VAE server.
2.	The VAE server sends an acknowledgement to the VAE client.
[bookmark: _Toc528832113][bookmark: _Toc528832303][bookmark: _Toc536270634][bookmark: _Toc536270941][bookmark: _Toc9812397][bookmark: _Toc9812641][bookmark: _Toc154934178]9.2.4	V2X UE deregistration from receiving V2X messages
[bookmark: _Toc528832114][bookmark: _Toc528832304][bookmark: _Toc536270635][bookmark: _Toc536270942][bookmark: _Toc9812398][bookmark: _Toc9812642][bookmark: _Toc154934179]9.2.4.1	General
This subclause describes the procedures for V2X UE to deregister from receiving V2X messages from the V2X AS. The process is triggered by the V2X UE who is no longer interested in receiving certain V2X messages. 
[bookmark: _Toc528832118][bookmark: _Toc528832308][bookmark: _Toc536270636][bookmark: _Toc536270943][bookmark: _Toc9812399][bookmark: _Toc9812643][bookmark: _Toc154934180]9.2.4.2	Procedure
Pre-condition:
-	The VAE client has already registered with the VAE server as described in subclause 9.2.3.


Figure 9.2.4.2-1: Procedure for deregistering the VAE client at the VAE server
1.	The VAE client sends a deregistration request to the VAE server.
2.	The VAE server sends a deregistration response to the VAE client.
[bookmark: _Toc528832119][bookmark: _Toc528832309][bookmark: _Toc536270637][bookmark: _Toc536270944][bookmark: _Toc9812400][bookmark: _Toc9812644][bookmark: _Toc154934181]9.3	Application level location tracking
[bookmark: _Toc528832120][bookmark: _Toc528832310][bookmark: _Toc536270638][bookmark: _Toc536270945][bookmark: _Toc9812401][bookmark: _Toc9812645][bookmark: _Toc154934182]9.3.1	General
The VAE capabilities provide support for location tracking of the VAE client(s) as per the geographical information provided by the V2X application specific layer.
[bookmark: _Toc536270639][bookmark: _Toc536270946][bookmark: _Toc9812402][bookmark: _Toc9812646][bookmark: _Toc154934183]9.3.2	Information flows
[bookmark: _Toc536270640][bookmark: _Toc536270947][bookmark: _Toc9812403][bookmark: _Toc9812647][bookmark: _Toc154934184]9.3.2.1	Subscription request
Table 9.3.2.1-1 describes the information flow for a VAE client to subscribe to a geographical area at the VAE server.
Table 9.3.2.1-1: Subscription request
	Information element
	Status
	Description

	V2X UE ID
	M
	Identifier of the V2X UE 

	GEO ID
	M
	Geographical area identifier (e.g. URI, tile identifier, geo-fence tile identifier)



[bookmark: _Toc536270641][bookmark: _Toc536270948][bookmark: _Toc9812404][bookmark: _Toc9812648][bookmark: _Toc154934185]9.3.2.2	Subscription response
Table 9.3.2.2-1 describes the information flow for VAE server to respond for geographical area subscription request from the VAE client.
Table 9.3.2.2-1: Subscription response
	Information element
	Status
	Description

	Result
	M
	Result from the VAE server in response to subscription request indicating success or failure 



[bookmark: _Toc536270642][bookmark: _Toc536270949][bookmark: _Toc9812405][bookmark: _Toc9812649][bookmark: _Toc154934186]9.3.2.3	Unsubscription request
Table 9.3.2.3-1 describes the information flow for a VAE client to unsubscribe from a geographical area at the VAE server.
Table 9.3.2.3-1: Unsubscription request
	Information element
	Status
	Description

	V2X UE ID
	M
	Identifier of the V2X UE 

	GEO ID
	M
	Geographical area identifier (e.g. URI, tile identifier, geo-fence tile identifier)



[bookmark: _Toc536270643][bookmark: _Toc536270950][bookmark: _Toc9812406][bookmark: _Toc9812650][bookmark: _Toc154934187]9.3.2.4	Unsubscription response
Table 9.3.2.4-1 describes the information flow for VAE server to respond for geographical area unsubscription request from the VAE client.
Table 9.3.2.4-1: Unsubscription response
	Information element
	Status
	Description

	Result
	M
	Result from the VAE server in response to unsubscription request 



[bookmark: _Toc536270644][bookmark: _Toc536270951][bookmark: _Toc9812407][bookmark: _Toc9812651][bookmark: _Toc154934188]9.3.3	Tracking geographical location at the VAE server
[bookmark: _Toc528832121][bookmark: _Toc528832311][bookmark: _Toc536270645][bookmark: _Toc536270952][bookmark: _Toc9812408][bookmark: _Toc9812652][bookmark: _Toc154934189]9.3.3.1	General
This subclause describes the procedures for tracking V2X UEs geographical location at the VAE server. The V2X UE provides geographical area information to the VAE server upon moving to a new geographical area. This information is used by the VAE server to create and update the mapping between the geographical location and the identification of the V2X UE. 
[bookmark: _Toc528832127][bookmark: _Toc528832317][bookmark: _Toc536270646][bookmark: _Toc536270953][bookmark: _Toc9812409][bookmark: _Toc9812653][bookmark: _Toc154934190]9.3.3.2	Procedure
Pre-conditions:
1.	The VAE client is provisioned with GEO ID information;
2.	The VAE client has registered with the VAE server as described in subclause 9.2.3; and
3.	The VAE client has subscribed to a certain geographical area identifier (GEO ID A) in order to receive V2X messages for this area.


Figure 9.3.3.2-1: Procedure for tracking the client geographical area at the VAE server
1.	Upon entering a new geographical area, the client subscribes to the geographic area Geo ID B.
2.	The VAE server sends a subscription response to the VAE client.
3.	The VAE server stores the new geographical area information GEO ID B with the client identification information V2X UE ID.
4.	The client unsubscribes from the old geographical area GEO ID A.
5.	The VAE server sends an unsubscription response to the VAE client.
6.	The VAE server removes the old geographical area information GEO ID A associated with the client identification information V2X UE ID.
[bookmark: _Toc528832128][bookmark: _Toc528832318][bookmark: _Toc536270647][bookmark: _Toc536270954][bookmark: _Toc9812410][bookmark: _Toc9812654][bookmark: _Toc154934191]9.4	V2X message delivery
[bookmark: _Toc528832129][bookmark: _Toc528832319][bookmark: _Toc536270648][bookmark: _Toc536270955][bookmark: _Toc9812411][bookmark: _Toc9812655][bookmark: _Toc154934192]9.4.1	General
The VAE capabilities provide support for V2X message distribution originated from the V2X application specific layer. The message communication corresponding V2X applications and services are the responsibility of the V2X application specific layer entities. The VAE capabilities abstract the message distribution aspects from the V2X application specific layer.
[bookmark: _Toc536270649][bookmark: _Toc536270956][bookmark: _Toc9812412][bookmark: _Toc9812656][bookmark: _Toc154934193]9.4.2	Information flows
[bookmark: _Toc536270650][bookmark: _Toc536270957][bookmark: _Toc9812413][bookmark: _Toc9812657][bookmark: _Toc154934194]9.4.2.1	V2X message
Table 9.4.2.1-1 describes the information flow for a VAE server to deliver a V2X message to the VAE client.
Table 9.4.2.1-1: V2X message
	Information element
	Status
	Description

	V2X UE ID
	M
	Identifier of the destination V2X UE 

	V2X message payload (see NOTE)
	M
	V2X message payload carried by the V2X message (e.g. ETSI ITS DENM [15])

	V2X service ID
	M
	The V2X service ID to which the V2X message belongs to

	GEO ID
	O
	Geographical area identifier 

	Reception report required
	O
	Indicates whether a reception report is required for the V2X message

	NOTE:	The V2X message is V2X application/service specific and is not specified in this specification.



[bookmark: _Toc9812414][bookmark: _Toc9812658][bookmark: _Toc154934195]9.4.2.2	V2X message reception report
Table 9.4.2.2-1 describes the information flow for VAE client to respond to reception of a V2X message from the VAE server.
Table 9.4.2.2-1: V2X message reception report
	Information element
	Status
	Description

	Result
	M
	Result from the VAE client in response to V2X message reception indicating success or failure



[bookmark: _Toc9812415][bookmark: _Toc9812659][bookmark: _Toc154934196]9.4.2.3	V2X group message
Table 9.4.2.3-1 describes the information flow for a VAE server to deliver a V2X message to a group of VAE clients.
Table 9.4.2.3-1: V2X group message
	Information element
	Status
	Description

	V2X group ID
	M
	The group ID for which the V2X message is addressed.

	V2X message payload (see NOTE)
	M
	V2X message payload carried by the V2X message (e.g. ETSI ITS DENM [15]). 

	V2X service ID
	M
	The V2X service ID to which the V2X group message belongs to.

	Geo ID
	O
	Geographical area identifier 

	Reception report required
	O
	Indicates whether a reception report is required for the V2X group message

	NOTE:	The V2X message is V2X application/service specific and is not specified in this specification.



[bookmark: _Toc9812416][bookmark: _Toc9812660][bookmark: _Toc154934197]9.4.2.4	V2X uplink message
Table 9.4.2.4-1 describes the information flow for a VAE client to transmit a V2X message to the VAE server.
Table 9.4.2.4-1: V2X uplink message
	Information element
	Status
	Description

	V2X UE ID
	M
	Identifier of the sender V2X UE 

	V2X message payload (see NOTE)
	M
	V2X message payload carried by the V2X uplink message (e.g. ETSI ITS DENM [15])

	V2X service ID
	M
	V2X service ID, the V2X UE is sending to the V2X AS 

	GEO ID (s)
	O
	Geographical area identifier of the originating V2X message from the V2X UE

	Reception report required
	O
	Indicates whether a reception report is required for the uplink V2X message

	NOTE:	The V2X message payload is V2X application/service specific and is not specified in this specification.



[bookmark: _Toc9812417][bookmark: _Toc9812661][bookmark: _Toc154934198]9.4.2.5	V2X uplink message reception report
Table 9.4.2.5-1 describes the information flow for a VAE server in response to a received V2X message from the VAE client.
Table 9.4.2.5-1: V2X uplink message reception report
	Information element
	Status
	Description

	Result
	M
	Result from the VAE server in response to V2X message indicating success or failure



[bookmark: _Toc154934199]9.4.2.6	Subscribe V2X message delivery request
Table 9.4.2.6-1 describes the information flow for a V2X application specific server to subscribe with VAE server for V2X messages.
Table 9.4.2.6-1: Subscribe V2X message delivery request
	Information element
	Status
	Description

	V2X application specific server identity information
	M
	Identity information of the V2X application specific server.

	V2X service ID
	M
	The V2X service ID to which the V2X application-specific server registers to

	GEO ID
	O
	The geographical area identifier to which the V2X application-specific server registers to 

	Endpoint information
	M
	Information of the endpoint of the V2X application specific server to which the uplink messages have to be sent.



[bookmark: _Toc154934200]9.4.2.7	Subscribe V2X message delivery response
Table 9.4.2.7-1 describes the information flow for a VAE server to provide a response to the V2X application specific server for subscription request for V2X uplink message delivery.
Table 9.4.2.7-1: Subscribe V2X uplink message delivery response
	Information element
	Status
	Description

	Subscription identifier (NOTE)
	M
	The subscription identifier corresponding to the request

	Result
	M
	Result from the VAE server indicating subscription success or failure.

	NOTE: If Result indicates failure, the value of the subscription identifier in the response is ignored.



[bookmark: _Toc154934201]9.4.2.8	Unsubscribe V2X message delivery request
Table 9.4.2.8-1 describes the information flow for a V2X application specific server to unsubscribe with VAE server for V2X messages.
Table 9.4.2.8-1: Unsubscribe V2X message delivery request
	Information element
	Status
	Description

	Subscription identifier
	M
	The subscription identifier provided by the VAE server.



[bookmark: _Toc154934202]9.4.2.9	Unsubscribe V2X message delivery response
Table 9.4.2.9-1 describes the information flow for a VAE server to provide a response to the V2X application specific server for unsubscription request for V2X uplink message delivery.
Table 9.4.2.9-1: Unsubscribe V2X uplink message delivery response
	Information element
	Status
	Description

	Result
	M
	Result from the VAE server indicating unsubscription success or failure.



[bookmark: _Toc9812418][bookmark: _Toc9812662][bookmark: _Toc154934203]9.4.3	Message delivery to target geographical areas from the VAE server
[bookmark: _Toc528832130][bookmark: _Toc528832320][bookmark: _Toc536270651][bookmark: _Toc536270958][bookmark: _Toc9812419][bookmark: _Toc9812663][bookmark: _Toc154934204]9.4.3.1	General
This subclause describes the procedures for delivering V2X messages to registered V2X UEs at the VAE server in targeted geographical areas. 
[bookmark: _Toc528832132][bookmark: _Toc528832322][bookmark: _Toc536270652][bookmark: _Toc536270959][bookmark: _Toc9812420][bookmark: _Toc9812664][bookmark: _Toc154934205]9.4.3.2	Procedure
Pre-conditions:
1.	One or more VAE clients have registered with the VAE server as described in subclause 9.2.3;
2.	One or more VAE clients have subscribed to geographical area GEO ID;
3.	The VAE server has created a mapping between geographical area information and client identification as described in subclause 9.3.3; and
4.	The V2X application-specific server has subscribed with the VAE server as described in subclause 9.4.6.


Figure 9.4.3.2-1: Procedure for delivering messages to target geographical areas from the VAE server
[bookmark: _Hlk526765810]1.	The application-specific server sends a V2X message of a service with V2X Service ID (e.g. ETSI ITS DENM, ETSI ITS CAM) with target geographical area GEO ID.
2.	The VAE server retrieves the list of registered and subscribed clients for the V2X message targeting geographical area GEO ID and determines the clients' identification V2X UE ID.
3.	The VAE server transmits the message to each VAE client using the client identification.
4.	The VAE client provides the V2X message to the application-specific client.
[bookmark: _Toc528832133][bookmark: _Toc528832323][bookmark: _Toc536270670][bookmark: _Toc536270977]5.	The VAE client provides a V2X message reception report to the VAE server if indicated in the V2X message.
[bookmark: _Toc9812421][bookmark: _Toc9812665][bookmark: _Toc154934206]9.4.4	V2X group message distribution
[bookmark: _Toc9812422][bookmark: _Toc9812666][bookmark: _Toc154934207]9.4.4.1	General
This subclause describes the procedures for V2X group delivery from the VAE server to the VAE clients. 
[bookmark: _Toc9812423][bookmark: _Toc9812667][bookmark: _Toc154934208]9.4.4.2	Procedure
Pre-conditions:
1.	The VAE client has registered for receiving V2X group messages as described in in subclause 10.3.8 of 3GPP TS 23.434 [6]. 
2.	The V2X application-specific server has subscribed with the VAE server as described in subclause 9.4.6.


Figure 9.4.4.2-1: Procedure for delivering V2X group messages to VAE clients
1.	The V2X application-specific server provides a V2X message for distribution to V2X group with V2X Group ID.
2.	The VAE server delivers the V2X message to all registered VAE clients with V2X Group ID.
3.	The VAE client provides the V2X message to the V2X application-specific client. 
4.	The VAE client may provide a V2X message reception report to the VAE server.
[bookmark: _Toc9812424][bookmark: _Toc9812668][bookmark: _Toc154934209]9.4.5	Uplink V2X message delivery 
[bookmark: _Toc9812425][bookmark: _Toc9812669][bookmark: _Toc154934210]9.4.5.1	General
This subclause describes the procedures for delivering V2X messages from the V2X UE to the V2X application server. 
[bookmark: _Toc9812426][bookmark: _Toc9812670][bookmark: _Toc154934211]9.4.5.2	Procedure for uplink message delivery
Pre-conditions:
1.	The VAE client has discovered the VAE server as described in subclause 9.1.2.
2.	The VAE client has registered to a V2X service identified by a V2X Service ID as described in subclause 9.2. 
3.	The V2X application specific server has performed the subscription as specified in clause 9.4.6.


Figure 9.4.5.2-1: Procedure for delivering messages from V2X UE to the V2X application server
1.	The V2X application-specific client sends a V2X uplink message to the VAE client.  
2.	The VAE client determines the VAE server for receiving the V2X uplink message with V2X Service ID.
3.	The VAE client transmits the V2X uplink message to the VAE server.
4.	The VAE server provides the V2X uplink message to the endpoint of V2X application-specific server(s).
5.	The VAE server may provide a V2X uplink message reception report to the VAE client if indicated in the V2X uplink message.
[bookmark: _Toc154934212]9.4.6	Procedure for subscription to message delivery
Pre-condition:
-	The V2X application specific server is configured with the VAE server information.


Figure 9.4.6-1: Procedure for subscription to message delivery
1.	The V2X application-specific server sends a subscribe V2X message delivery request to the VAE server including the information of V2X service ID, GEO ID and the end point address at which the uplink messages from the V2X UE to the V2X application specific server are to be delivered.
2.	The VAE server stores the subscription information and provides an acknowledgement via a subscribe V2X message delivery response message to the V2X application specific server.
[bookmark: _Toc9812427][bookmark: _Toc9812671][bookmark: _Toc154934213]9.5	File Distribution
[bookmark: _Toc536270671][bookmark: _Toc536270978][bookmark: _Toc9812428][bookmark: _Toc9812672][bookmark: _Toc154934214]9.5.1	General
The VAE capabilities provide support for file distribution to the V2X application specific layer. The VAE capabilities abstract the aspects like file chunking, QoE management, file delivery from the V2X application specific layer.
[bookmark: _Toc9812429][bookmark: _Toc9812673][bookmark: _Toc154934215]9.5.2	Use of MBMS "files" session type
The VAE server acts as a content provider and the VAE client acts as an MBMS client in the xMB reference model (subclause 4.1 in 3GPP TS 26.348 [11]).
The VAE server makes use of the xMB procedures from 3GPP TS 26.348 [11] to create MBMS sessions whose type is set to "files" and to request the delivery of files over these sessions. Before provisioning files to the BM‑SC, the VAE server prepares the file for distribution, which may include partition of large files into smaller files or encryption.
The VAE server is responsible for translating the parameters related to the V2X application triggering the file delivery into corresponding xMB parameters. Table 9.5.2-1 describes the mapping between the V2X parameters and the xMB API properties specified in 3GPP TS 26.348 [11].
Table 9.5.2-1: Mapping between V2X parameters and xMB APIs
	V2X parameter
	Corresponding xMB API property

	File transfer session indicator
	Session Type: Files

	List of files to be sent by the VAE server and their locations
	File List

	Target geographical area for the V2X Ues
	Geographical Area

	Information about the V2X application (e.g., software update, HD map download)
	Service Class

	Maximum bitrate for the V2X application
	Max Bitrate

	Maximum delay for the V2X application
	Max Delay

	QoE metrics the VAE server is interested in receiving about the V2X application
	QoE Reporting

	Local MBMS information or local MBMS activation indication
	Local MBMS information (NOTE)

	NOTE:	The local MBMS information as the xMB API property is defined in 3GPP TS 29.116 [22].



NOTE:	The list of V2X parameters needed for file delivery is not exhaustive and can be updated based on the specific V2X application requirements.
[bookmark: _Toc496103337][bookmark: _Toc536270672][bookmark: _Toc536270979][bookmark: _Toc9812430][bookmark: _Toc9812674][bookmark: _Toc154934216]9.6	Provisioning 3GPP system information by VAE server
[bookmark: _Toc536270673][bookmark: _Toc536270980][bookmark: _Toc9812431][bookmark: _Toc9812675][bookmark: _Toc154934217]9.6.1	General
The VAE server can provision network related information like multicast (e.g. V2X USD) to the V2X UE to further enable V2X UE to consume V2X service based on the location and connection with the VAE server. 
[bookmark: _Toc536270674][bookmark: _Toc536270981][bookmark: _Toc9812432][bookmark: _Toc9812676][bookmark: _Toc154934218]9.6.2	Information flows
[bookmark: _Toc536270675][bookmark: _Toc536270982][bookmark: _Toc9812433][bookmark: _Toc9812677][bookmark: _Toc154934219]9.6.2.1	V2X USD announcement
Table 9.6.2.1-1 describes the information flow V2X USD announcement from the VAE server to the VAE client.
Table 9.6.2.1-1: V2X USD announcement
	Information element
	Status
	Description

	V2X UE ID
	O
	Identity of the V2X UE to which the configuration is required

	V2X USD configuration data
	M
	The V2X USD configuration data as specified in 3GPP TS 23.285 [5]



[bookmark: _Toc536270676][bookmark: _Toc536270983][bookmark: _Toc9812434][bookmark: _Toc9812678][bookmark: _Toc154934220]9.6.2.2	Set PC5 parameters request
Table 9.6.2.2-1 describes the information flow set PC5 parameters request from the VAE server to the VAE client.
Table 9.6.2.2-1: Set PC5 parameters request
	Information element
	Status
	Description

	V2X UE ID
	O
	Identity of the V2X UE to which the configuration is required

	PC5 parameters configuration data
	M
	The PC5 parameters configuration data as specified in 3GPP TS 23.285 [5] and 3GPP TS 23.287 [8]. 
For PC5 provisioning in multi-operator V2X services (as specified in clause 9.15), these parameters may be the joint provisioning policies/parameters to be used by the V2X-UEs within the V2X service.



[bookmark: _Toc536270677][bookmark: _Toc536270984][bookmark: _Toc9812435][bookmark: _Toc9812679][bookmark: _Toc154934221]9.6.2.3	Set PC5 parameters response
Table 9.6.2.3-1 describes the information flow set PC5 parameters response from the VAE client to the VAE server.
Table 9.6.2.3-1: Set PC5 parameters response
	Information element
	Status
	Description

	Result
	M
	The result whether setting the PC5 parameters received by the VAE server was successful or not.



[bookmark: _Toc536270678][bookmark: _Toc536270985][bookmark: _Toc9812436][bookmark: _Toc9812680][bookmark: _Toc154934222]9.6.3	V2X USD provisioning
[bookmark: _Toc536270679][bookmark: _Toc536270986][bookmark: _Toc9812437][bookmark: _Toc9812681][bookmark: _Toc154934223]9.6.3.1	General
This subclause describes the procedure for VAE server provisioning the V2X USD information to V2X UE via V1-AE reference point for V2X communication using MBMS. 
[bookmark: _Toc536270680][bookmark: _Toc536270987][bookmark: _Toc9812438][bookmark: _Toc9812682][bookmark: _Toc154934224]9.6.3.2	Procedure
Figure 9.6.3.2-1 illustrates the procedure for provisioning V2X USD to the V2X UE via V1-AE reference point.
Pre-conditions:
1.	The V2X UE has connected to the VAE server.
2.	If multicast delivery mode is used, the MBMS bearer being used is activated by the VAE server.


Figure 9.6.3.2-1: V2X USD provisioning
1.	The VAE server is triggered for providing V2X USD to V2X UE. 
2.	The VAE server sends the V2X USD announcement to the VAE client in the V2X UE with the information of the V2X USDs corresponding to the V2X applications. The V2X USD information consists of TMGI, list of SAIs, frequency and SDP information for V2X applications' communication using MBMS. The details of V2X USD are specified in subclause 4.4.7.2 in 3GPP TS 23.285 [5]. This message can be sent via unicast or multicast.
3.	Upon receiving the V2X USD announcement, the VAE client of the V2X UE stores the received V2X USDs.
NOTE:	The principles for storing and applying precedence when V2X USD is configured via different mechanisms (e.g. MBMS service announcement or pre-configuration or by VAE server via V1‑AE reference point) is as per V2X service provider's policy.
4.	The VAE client of the V2X UE provides an acknowledgement to the VAE server of the V2X AS. This step is optional when the announcement is sent via multicast.
[bookmark: _Toc536270681][bookmark: _Toc536270988][bookmark: _Toc9812439][bookmark: _Toc9812683][bookmark: _Toc154934225]9.6.4	PC5 parameters provisioning
[bookmark: _Toc536270682][bookmark: _Toc536270989][bookmark: _Toc9812440][bookmark: _Toc9812684][bookmark: _Toc154934226]9.6.4.1	General
This subclause describes the procedure for the VAE server provisioning the PC5 parameter provisioning information to the V2X UE via V1-AE reference point for V2X communication on PC5. The configuration information includes the configuration parameters specified in 3GPP TS 23.285 [5], 3GPP TS 23.287 [8] and additional application related configuration parameters.
[bookmark: _Toc536270683][bookmark: _Toc536270990][bookmark: _Toc9812441][bookmark: _Toc9812685][bookmark: _Toc154934227]9.6.4.2	Procedure
Figure 9.6.4.2-1 illustrates the procedure for provisioning PC5 parameters to the V2X UE via V1 reference point.
Pre-conditions:
1.	The V2X UE has discovered and connected to the VAE server.
2.	If multicast delivery mode is used, the MBMS bearer being used is activated by the VAE server.


Figure 9.6.4.2-1: PC5 parameters provisioning
1.	The VAE server sends the set PC5 parameters request to the VAE client with the information of the PC5 parameters. The PC5 parameters information are specified in subclause 4.4.1.1.2 in 3GPP TS 23.285 [5] and in subclause 5.1.2.1 in 3GPP TS 23.287 [8]. This message can be sent via unicast or multicast.
2.	Upon receiving the set PC5 parameters request, the VAE client stores the received PC5 parameters in the V2X UE.
3.	The VAE client provides an acknowledgement by sending the set PC5 parameters response to the VAE server.
[bookmark: _Toc536270698][bookmark: _Toc536271005][bookmark: _Toc9812442][bookmark: _Toc9812686][bookmark: _Toc154934228]9.7	Network monitoring by the V2X UE
[bookmark: _Toc536270699][bookmark: _Toc536271006][bookmark: _Toc9812443][bookmark: _Toc9812687][bookmark: _Toc154934229]9.7.1	General
The V2X UE subscribes for network monitoring information from the VAE server. Such network monitoring information may be used by the V2X UE for network connectivity adaptations (e.g. switching between different modes of operations for V2V communications).
[bookmark: _Toc536270700][bookmark: _Toc536271007][bookmark: _Toc9812444][bookmark: _Toc9812688][bookmark: _Toc154934230]9.7.2	Information flows
[bookmark: _Toc536270701][bookmark: _Toc536271008][bookmark: _Toc9812445][bookmark: _Toc9812689][bookmark: _Toc154934231]9.7.2.1	Network monitoring information subscription request
Table 9.7.2.1-1 describes the information flow network monitoring information subscription request from the VAE client to the VAE server.
Table 9.7.2.1-1: Network monitoring information subscription request
	Information element
	Status
	Description

	V2X UE ID
	M 
	Identity of the V2X UE subscribing for the network monitoring information

	Subscription event
	M
	Identify one or multiple network monitoring events (e.g. uplink degradation, congestion, overload, coverage)

	Triggering criteria
	M
	Identify when the VAE server will send the monitoring reports to the VAE client.

	Area information
	O
	Identify the area where the event is subscribed.

	V2X UE ID(s)
	O
	Identify the V2X UE(s) to be monitored.

	V2X service ID(s)
	O
	Identify the V2X service which is related with the event.



[bookmark: _Toc536270702][bookmark: _Toc536271009][bookmark: _Toc9812446][bookmark: _Toc9812690][bookmark: _Toc154934232]9.7.2.2	Network monitoring information subscription response
Table 9.7.2.2-1 describes the information flow network monitoring information subscription response from the VAE server to the VAE client.
Table 9.7.2.2-1: Network monitoring information subscription response
	Information element
	Status
	Description

	V2X UE ID
	M
	Identity of the V2X UE

	Result
	M 
	Indicates success or failure



[bookmark: _Toc533164900][bookmark: _Toc536270703][bookmark: _Toc536271010][bookmark: _Toc9812447][bookmark: _Toc9812691][bookmark: _Toc154934233]9.7.2.3	Network monitoring information notification
Table 9.7.2.3-1 describes the information flow network monitoring information notification from the VAE server to the VAE client.
Table 9.7.2.3-1: Network monitoring information notification
	Information element
	Status
	Description

	V2X UE ID
	M
	Identity of the subscribed V2X UE

	Network monitoring information (NOTE 2)
	M
	This includes information on network status for the triggering criteria, and may include the following parameters:
- Uplink quality level 
- Congestion information (NOTE 1)
- Geographical Area (cell area or TA for which the monitoring applies)
- Time Validity (the period for which the monitoring applies)
- Coverage level and bearer level events (optionally, for MBMS) 
- QoS Sustainability

	V2X UE ID (NOTE 2)
	O
	Identify the V2X UE that the network monitoring information is related.

	NOTE 1:	With respect to the congestion information acquired from 5GC, it may be exact values for congestion status reported by NWDAF to NEF or abstracted values e.g. (High, Medium, Low) which can be reported by the NEF.
NOTE 2:	If subscription is for multiple V2X UE IDs, then multiple Network monitoring information IEs corresponding to V2X UE ID(s) can be present.



[bookmark: _Toc536270704][bookmark: _Toc536271011][bookmark: _Toc9812448][bookmark: _Toc9812692][bookmark: _Toc154934234]9.7.3	V2X UE subscription for network monitoring information
[bookmark: _Toc536270705][bookmark: _Toc536271012][bookmark: _Toc9812449][bookmark: _Toc9812693][bookmark: _Toc154934235]9.7.3.1	General
This subclause describes the procedure for V2X UE subscription for network monitoring information.
[bookmark: _Toc536270706][bookmark: _Toc536271013][bookmark: _Toc9812450][bookmark: _Toc9812694][bookmark: _Toc154934236]9.7.3.2	Procedure
Figure 9.7.3.2-1 illustrates the procedure where the V2X UE subscribes for the network monitoring information from the VAE server.
Pre-condition:
-	The VAE client of the V2X UE is connected to the VAE server and is authorized to access the network monitoring information.



Figure 9.7.3.2-1: V2X UE subscription for network monitoring information 
1.	The VAE client sends a network monitoring information subscription request to the VAE server. The area information and/or the V2X UE ID(s) (e.g., the initiating V2X UE ID, the V2X UE ID(s)) is included to indicate whether per area or per UE(s) networking monitoring information is subscribed.
2.	The VAE server checks for the authorization of the VAE client to access the network monitoring information and if allowed, stores the subscription information corresponding to the V2X UE.
3.	The VAE server sends a network monitoring information subscription response to the VAE client including the result of the subscription (i.e. success or failure).
[bookmark: _Toc533164901][bookmark: _Toc536270707][bookmark: _Toc536271014][bookmark: _Toc9812451][bookmark: _Toc9812695][bookmark: _Toc154934237]9.7.4	Notifications for network monitoring information
[bookmark: _Toc536270708][bookmark: _Toc536271015][bookmark: _Toc9812452][bookmark: _Toc9812696][bookmark: _Toc154934238]9.7.4.1	General
This subclause describes the procedure for notification of network monitoring information from the VAE server.
[bookmark: _Toc536270709][bookmark: _Toc536271016][bookmark: _Toc9812453][bookmark: _Toc9812697][bookmark: _Toc154934239]9.7.4.2	Procedure
Figure 9.7.4.2-1 illustrates the procedure where the VAE server sends notification of the network monitoring information to the V2X UEs.
Pre-conditions:
1.	The VAE server acting as a SCS/AS is configured with the SCEF information and is authorized to exchange information with the SCEF as specified in subclause 4.9 in 3GPP TS 23.682 [8]. The VAE server has subscribed to QoS notification service from 5GS (e.g. PCF/NWDAF). The notification may either include the request for QoS sustainability events as specified in 3GPP TS 23.288 [24] or can include a QoS change notification requests as provided by SMF and specified in 3GPP TS 23.287 [8];
2.	The V2X UE1 and V2X UE2 have subscribed for the network monitoring information at the VAE server.
3.	The VAE server may be aware of the RAT type the V2X UE supports from the registration of VAE client.


Figure 9.7.4.2-1: Notifications for network monitoring information
1.	The VAE server communicates with the SCEF to receive network monitoring information as per the procedure in subclause 4.9 of 3GPP TS 23.682 [8], and/or communicates with NEF or NWDAF to receive QoS monitoring information and/or data analytics information of 5GS as defined in 3GPP TS 23.288 [24] for the requesting area and/or the V2X UE(s). The VAE server may determine to receive network monitoring information from EPC or 5GC or both considerting the RAT type provided by the UE. The VAE server subscription to QoS monitoring service from 5GS (e.g. PCF/NWDAF) may be active for a certain period of time or a given geographical area and/or the V2X UE(s). The monitoring may either include the request for QoS sustainability events as specified in 3GPP TS 23.288 [24], or can include a QoS change notification requests as provided by SMF and specified in 3GPP TS 23.287 [8]. The reporting may be configured by the application enabler layer for a given area, V2X UE(s), time, periodicity etc taking into account the service requirement and other parameters (e.g. expected congestion in certain area, time of the day, road conditions). Based on the subscription, as specified in 3GPP TS 23.287 [8], 5GS provides the extended QoS monitoring report, over N33 interface. This report may come either from NWDAF or SMF via PCF/NEF.
2.	The network monitoring information (e.g. uplink or downlink link degradations, congestions, etc.) available at the VAE server about the on-going V2V session(s) and the network status is based on the original network monitoring information provided by the SCEF in step 1, and/or based on QoS monitoring report or data analytics from 5GS as specified in step 1. The VAE server determines the network monitoring information to send to the UE.
3.	The monitoring information is sent to the subscribed V2X UEs via network monitoring information notification.
[bookmark: _Toc536270710][bookmark: _Toc536271017][bookmark: _Toc9812454][bookmark: _Toc9812698][bookmark: _Toc154934240]9.8	Switching modes of operations for V2V communications
[bookmark: _Toc154934241]9.8.1	General
The V2X services need to support different modes of operation for V2V (PC5 and Uu) communications. The V2X UE makes the decision to switch between different modes of operation for V2V communications considering the V2V service KPIs as specified in 3GPP TS 22.186 [3]. The V2X application layer may provide the network monitoring information or recommendation for the communication mode to assist the V2X UE in making the switching decision for the operation modes selection.
The V2X UE determines switching of the mode of operation for V2V sessions based on several factors including the received network monitoring information as specified in subclause 9.7 and the PC5 communication quality information and assistance information received from the VAE server. The V2X UE switches the mode of operation and engages in either direct (PC5) or indirect (Uu) session as specified in subclause 23.14 of 3GPP TS 36.300 [14].
[bookmark: _Toc536270711][bookmark: _Toc536271018][bookmark: _Hlk1119559][bookmark: _Toc9812455][bookmark: _Toc9812699][bookmark: _Toc51856380][bookmark: _Toc154934242]9.8.2	Information flows
[bookmark: _Toc154934243]9.8.2.1	Communication status request
Table 9.8.2.1-1 describes the information flow of communication status request from the VAE server to the VAE client.
Table 9.8.2.1-1: Communication status request
	Information element
	Status
	Description

	V2X UE ID
	M 
	Identity of the V2X UE requested for communication status

	V2X service ID
	O
	Identity of the V2X service being requested



[bookmark: _Toc154934244]9.8.2.2	Communication status response
Table 9.8.2.2-1 describes the information flow of communication status response from the VAE client to the VAE server.
Table 9.8.2.2-1: Communication status response
	Information element
	Status
	Description

	V2X UE ID
	M 
	Identity of the V2X UE

	V2V communication mode
	M
	V2V communication mode supported by the V2X UE (e.g. LTE PC5, NR PC5)

	V2X service ID
	O
	Identify of the V2X service corresponding to the communication status

	Cell information
	O
	Cell information (e.g. NR cell, E-UTRA cell) of which the V2X UE is located

	Communication link status information
	O
	Communication status of the V2X UE (e.g. uplink/downlink data rates, packet loss and etc.)



[bookmark: _Toc154934245]9.8.2.3	V2V communication assistance info
Table 9.8.2.3-1 describes the information flow of V2V communication assistance info from the VAE server to the VAE client.
Table 9.8.2.3-1: V2V communication assistance info
	Information element
	Status
	Description

	V2X UE ID
	M 
	Identity of the V2X UE 

	V2X service ID
	O
	Identify of the V2X service corresponding to the recommendation information

	V2V communication assistance information
	M
	Assistance information for V2V communication mode switching to the V2X UE (e.g. recommended V2V communication mode, location, V2X service type, time validity, V2X service status, V2X application requirement, etc.)



[bookmark: _Toc154934246]9.8.3	Assistance for V2V communication mode switching
[bookmark: _Toc154934247]9.8.3.1	General
The VAE server provides assistance information for V2V communication mode switching to the V2X UE. To provide the assistance the VAE server may acquire the application requirements, the communication staus of the V2X UEs and the network monitoring information from the 3GPP network.
[bookmark: _Toc154934248]9.8.3.2	Procedure
Figure 9.8.3.2-1 illustrates the procedure of assistance for V2V communication mode switching.
Pre-conditions:
1.	The VAE server is aware of the RAT type the V2X UE supports.



Figure 9.8.3.2-1: Assistance for V2V communication mode switching 
1.	The VAE server may have acquired the application requirement from the V2X application specific server. The application requirements may include the conditions corresponding to the V2V communication modes (e.g. network status, UE's location, QoS, V2X service type, and other influential parameters for V2V communication mode).
2.	The VAE server may send the communication status request to the VAE client to acquire the current communication status of the UE.
3.	The VAE client responses to the VAE server with the communication status information (e.g. the current V2V communication mode, communication link quality and etc.)
4.	The VAE server may have received the network monitoring information from the 3GPP network.
5.	Based on information acquired above the VAE server generates assistance information (configuration or recommendation) for V2V communication mode switching.
6.	The VAE server sends the V2V communication assistance information to the VAE client.
[bookmark: _Toc154934249]9.9	V2X service discovery
[bookmark: _Toc9812456][bookmark: _Toc9812700][bookmark: _Toc154934250]9.9.1	General
The VAE server provides service information (e.g. available V2X services) to the V2X UE to enable the V2X UE to register and receive V2X services over LTE-Uu. The V2X services are identified by V2X service IDs.
[bookmark: _Toc9812457][bookmark: _Toc9812701][bookmark: _Toc154934251]9.9.2	Information flows
[bookmark: _Toc9812458][bookmark: _Toc9812702][bookmark: _Toc154934252]9.9.2.1	Get V2X UE service discovery request
Table 9.9.2.1-1 describes the information flow get V2X UE service discovery request from the VAE client to the VAE server and between VAE servers.
Table 9.9.2.1-1: Get V2X UE service discovery request
	Information element
	Status
	Description

	V2X UE ID
	M
	Identity of the V2X UE requesting the service discovery information.

	V2X UE location information
	O
	Location information of the V2X UE



[bookmark: _Toc9812459][bookmark: _Toc9812703][bookmark: _Toc154934253]9.9.2.2	Get V2X UE service discovery response
Table 9.9.2.2-1 describes the information flow get V2X UE service discovery response from the VAE server to the VAE client and between VAE servers.
Table 9.9.2.2-1: Get V2X UE service discovery response
	Information element
	Status
	Description

	Result
	M
	Indicates the success or failure of getting the service discovery information

	V2X UE service discovery information 
	O (NOTE)
	The V2X UE service discovery data includes:
- List of available V2X services identified by V2X service IDs 
- Mapping of the V2X services to V2X application server address as specified in 3GPP TS 23.285 [5]

	NOTE:	If the Result information element indicates failure then V2X UE service discovery information element is not included.



[bookmark: _Toc9812460][bookmark: _Toc9812704][bookmark: _Toc154934254]9.9.3	V2X UE service discovery
[bookmark: _Toc9812461][bookmark: _Toc9812705][bookmark: _Toc154934255]9.9.3.1	General
This subclause describes the procedure for providing V2X service information to the V2X UE via V1-AE reference point for unicast V2X communication over LTE-Uu.
[bookmark: _Toc9812462][bookmark: _Toc9812706][bookmark: _Toc154934256]9.9.3.2	Procedure
The procedure for V2X UE obtaining the V2X UE service discovery information is illustrated in figure 9.9.3.2‑1.
Pre-conditions:
1.	The V2X UE has connected to the VAE server.
2.	The VAE server has received information about available V2X services from the V2X application-specific server.


Figure 9.9.3.2-1: V2X UE obtains the service discovery information
1.	The VAE client sends a get V2X UE service discovery request to the VAE server for obtaining V2X UE service discovery information.
2.	The VAE server sends get V2X UE service discovery response to the VAE client. This message carries the V2X UE service discovery information.
[bookmark: _Toc50599496][bookmark: _Toc51874934][bookmark: _Toc154934257]9.9.4	V2X service discovery across multiple V2X service providers
[bookmark: _Toc154934258]9.9.4.1	General
This clause describes the procedure for V2X UE (having V2X application subscription with V2X service provider A) obtaining the V2X UE service discovery information (offered by V2X service provider B) while in the service area of V2X service provider B.
[bookmark: _Toc154934259]9.9.4.2	Procedure
The procedure for V2X UE obtaining the V2X UE service discovery across multiple V2X service providers is illustrated in figure 9.9.4.2‑1.
Pre-conditions:
1.	The V2X UE has connected to the VAE server 1 of V2X service provider A with whom the V2X UE has a V2X application subscription with.
2.	The V2X UE is in the service area of the VAE server 2 operated by V2X service provider B.
3.	The service area and VAE server 2 mapping information of V2X service provider B is available at VAE server 1 of V2X service provider A.


Figure 9.9.4.2-1: V2X service discovery across multiple V2X service providers
1.	The VAE client sends a get V2X UE service discovery request to the VAE server 1 for obtaining V2X UE service discovery information with V2X UE ID and current V2X UE location.
2.	The VAE server 1 determines, based on the V2X UE location that the V2X UE is in the service area operated by the VAE server 2 of the V2X service provider B. The VAE server 1 sends the get V2X UE service discovery request to the VAE server 2 to get the V2X application server information for the V2X UE. The V2X UE location is included in the request.
3.	The VAE server 2 determines the local V2X application server information based on UE location, and sends get V2X UE service discovery response to the VAE server 1. This message carries the local V2X application server information.
4.	The VAE server 1 forwards the get V2X UE service discovery response to the VAE client. 
Editor's note:	Whether and how to resolve user privacy issue for this procedure is FFS.
[bookmark: _Toc9812463][bookmark: _Toc9812707][bookmark: _Toc154934260]9.10	V2X service continuity
[bookmark: _Toc9812464][bookmark: _Toc9812708][bookmark: _Toc154934261]9.10.1	General
The VAE server supports V2X service continuity by making available the local service information based on geographical areas to the V2X UEs.
[bookmark: _Toc9812465][bookmark: _Toc9812709][bookmark: _Toc154934262]9.10.2	Information flows
[bookmark: _Toc528839041][bookmark: _Toc528832300][bookmark: _Toc528832110][bookmark: _Toc9812466][bookmark: _Toc9812710][bookmark: _Toc154934263]9.10.2.1	Service continuity request
Table 9.10.2.1-1 describes the information flow from a VAE server to issue a service continuity request to other VAE servers.
Table 9.10.2.1-1: Service continuity request
	Information element
	Status
	Description

	[bookmark: _Toc528839042][bookmark: _Toc528832301][bookmark: _Toc528832111]GEO ID
	M
	[bookmark: _Hlk527474656]Geographical area identifier (e.g. URI, tile identifier, geo-fence tile identifier)

	V2X service ID
	M
	PSID or ITS-AID the V2X UE is interested in receiving (e.g. ETSI ITS DENM, ETSI ITS CAM)



[bookmark: _Toc9812467][bookmark: _Toc9812711][bookmark: _Toc154934264]9.10.2.2	Service continuity response
Table 9.10.2.2-1 describes the information flow for a VAE server to respond to a service continuity request from other VAE server.
Table 9.10.2.2-1: Service continuity response
	Information element
	Status
	Description

	VAE server ID
	M
	Identifier of the VAE server (e.g., FQDN)

	Result
	M
	The result whether the VAE server can serve the requested GEO ID and V2X Service ID



[bookmark: _Toc9812468][bookmark: _Toc9812712][bookmark: _Toc154934265]9.10.2.3	Local service information request (VAE client to VAE server)
Table 9.10.2.3-1 describes the information flow local service information request from the VAE client to the VAE server.
Table 9.10.2.3-1: Local service information request (VAE client to VAE server)
	Information element
	Status
	Description

	V2X UE ID
	M
	Identity of the V2X UE requesting the service discovery information.

	GEO ID
	M
	Geographical area identifier for which the local service information is requested



[bookmark: _Toc9812469][bookmark: _Toc9812713][bookmark: _Toc154934266]9.10.2.3a	Local service information request (between VAE servers)
Table 9.10.2.3a-1 describes the information flow local service information request between VAE servers.
Table 9.10.2.3a-1: Local service information request (between VAE servers)
	Information element
	Status
	Description

	V2X UE ID
	O
	Identity of the V2X UE requesting the service discovery information.

	V2X UE location
	M
	The V2X UE location information for which the location service information is requested.

	GEO ID
	M
	Geographical area identifier for which the local service information is requested



[bookmark: _Toc154934267]9.10.2.4	Local service information response
Table 9.10.2.4-1 describes the information flow local service information response from the VAE server to the VAE client and between VAE servers.
Table 9.10.2.4-1: Local service information response
	Information element
	Status
	Description

	Result
	M
	Indicates the success or failure of getting the local service information

	Local service information
	O (NOTE)
	The local service information:
-	V2X server USD information as specified in 3GPP TS 23.285 [5]
-	V2X application server address information as specified in 3GPP TS 23.285 [5] and transport port for unicast
-	V2X USD information as specified in 3GPP TS 23.285 [5]

	NOTE:	If the Result information element indicates failure then local service information IE is not included.



[bookmark: _Toc528839037][bookmark: _Toc9812470][bookmark: _Toc9812714][bookmark: _Toc154934268]9.10.3	V2X service continuity management
[bookmark: _Toc528839039][bookmark: _Toc9812471][bookmark: _Toc9812715][bookmark: _Toc154934269]9.10.3.1	General
This subclause describes the procedure to determine the VAE server for serving a VAE client when moving to a new geographical area. 
[bookmark: _Toc9812472][bookmark: _Toc9812716][bookmark: _Toc154934270]9.10.3.2	Procedure
Pre-conditions:
1.	The VAE servers have been configured with the information of the other VAE servers.
2.	The VAE servers have obtained information of the available V2X services (e.g. identified by PSID or ITS-AIDs) and their corresponding geographical area association from the V2X application.
3.	The VAE server 1 has received a geographic location update for a geographic area outside its coverage, with GEO ID, from a VAE client as described in subclause 9.3.


Figure 9.10.3.2-1: Procedure for V2X service continuity management
1.	VAE server 1 sends a service continuity request to other VAE servers (2 ... n).
NOTE:	The VAE server may send the service continuity request to all VAE servers it is connected to or to a subset of VAE servers, e.g. within the same PLMN.
2.	The VAE servers provide a service continuity response to VAE server 1.
[bookmark: _Toc9812473][bookmark: _Toc9812717][bookmark: _Toc154934271]9.10.4	Dynamic local service information
[bookmark: _Toc9812474][bookmark: _Toc9812718][bookmark: _Toc154934272]9.10.4.1	General
For the V2X scenarios like extended sensors, platooning, the V2X UEs may be connected to the serving PLMN, but the V2X application server information may change as per the geographical location. Also it is not practically feasible to provide all the V2X server USDs to the V2X UE via the initial V2X UE configuration by the PLMN. It is hence required that the V2X server USDs may be provided considering the mobility of the V2X UE. This subclause describes the procedure for obtaining the local service information by the V2X UE via V1-AE.
[bookmark: _Toc9812475][bookmark: _Toc9812719][bookmark: _Toc154934273]9.10.4.2	Procedure
Figure 9.10.4.2-1 illustrates the procedure for obtaining the dynamic local service information by the V2X UE via V1-AE.
Pre-conditions:
1.	The V2X UE is connected to the VAE server in geographical area A.
2.	The V2X UE has no local service information for geographical area B.
3.	If multicast delivery mode is used, the MBMS bearer being used is activated by the VAE server.


Figure 9.10.4.2-1: Obtaining dynamic local service information by V2X UE via V1-AE
1.	The VAE client sends a local service information request to the VAE server (responsible for geographic location A) which may include mobility information like the geographic locations (geographic location B).
2.	The VAE server determines the local service information (e.g. V2X server USD(s), V2X USD) corresponding to the geographic locations information received in step 1.
3.	The VAE server provides the local service information (e.g. V2X server USD(s), V2X USD) with the corresponding geographic locations information to the VAE client via a local service information response. The V2X USD information consists of TMGI, list of SAIs, frequency and SDP information with the local service information for local V2X application server discovery. The details of V2X server USD are specified in subclause 4.4.7.3 in 3GPP TS 23.285 [5]. This message can be sent via unicast or multicast.
4.	Upon receiving the local service information in step 3, the VAE client stores the received information.
Editor's note:	The impact of edge application enabler study (FS_EDGEAPP) on this procedure is FFS.
[bookmark: _Toc59232252][bookmark: _Toc50599497][bookmark: _Toc154934274]9.10.5	Procedure for dynamic local service information in multiple V2X service provider scenario
The procedure for V2X UE (having V2X application subscription with V2X service provider A) obtaining the dynamic local service information (offered by V2X service provider B) while in the service area of V2X service provider B is illustrated in figure 9.10.5‑1.
Pre-conditions:
1.	The V2X UE has connected to the VAE server of V2X service provider A with whom the V2X UE has V2X application subscription with.
2.	The V2X UE is in the service area of the VAE server 2 operated by V2X service provider B.
3.	The service area and VAE server 2 information of V2X service provider B mapping is available at VAE server 1 of V2X service provider A.


Figure 9.10.5-1: Dynamic local service information in multiple V2X service provider scenario
1.	The VAE client sends a local service information request to the VAE server 1 (responsible for geographic location A) with V2X UE ID and current V2X UE location.
2.	The VAE server 1 determines the V2X UE is in the service area of VAE server 2 of V2X service provider B, and the local service information corresponding to the service area of VAE server 2 is not available at VAE server 1. If the local service information corresponding to the service area of VAE server 2 is available, then go to step 5.
3.	The VAE server 1 sends the local service information request to the VAE server 2 to get the local service information information for the V2X UE. The V2X UE location is included in the request.
4.	The VAE server 2 determines the local service information (e.g. V2X server USD(s), V2X USD) with the corresponding geographic locations information based on UE location, and sends local service information response to the VAE server 1. This message carries the local service information. Upon receiving the local service information corresponding to the service area of VAE server 2, the VAE server 1 stores the received information.
5.	The VAE server 1 provides the local service information to the VAE client. Upon receiving the local service information, the VAE client stores the received information.
[bookmark: _Toc9812476][bookmark: _Toc9812720][bookmark: _Toc154934275]9.11	V2X application resource management
[bookmark: _Toc9812477][bookmark: _Toc9812721][bookmark: _Toc154934276]9.11.1	General
The VAE server utilizes the NRM server of the SEAL to support the network resource management aspects towards the V2X applications. The VAE server supports the V2X UEs connected to EPS networks of different PLMN operators.
[bookmark: _Toc9812478][bookmark: _Toc9812722][bookmark: _Toc154934277]9.11.2	Information flows
[bookmark: _Toc9812479][bookmark: _Toc9812723][bookmark: _Toc154934278]9.11.2.1	V2X application requirement request
Table 9.11.2.1-1 describes the information flow V2X application requirement request from the V2X application specific server to the VAE server.
Table 9.11.2.1-1: V2X application requirement request
	Information element
	Status
	Description

	V2X UE ID
	M (NOTE)
	Identity of the V2X UE for which V2X application requirement is initiated.

	V2X group ID
	M (NOTE)
	Identity of the V2X group for which the V2X application requirement is initiated.

	V2X service ID
	M
	The V2X service ID for which application requirement corresponds to.

	V2X application requirement
	M
	The requirement for application change. E.g. service levels for application service.

	End point information
	M
	The end point information to which the notification shall be sent.

	NOTE:	Either of the information element should be present.



[bookmark: _Toc9812480][bookmark: _Toc9812724][bookmark: _Toc154934279]9.11.2.2	V2X application requirement response
Table 9.11.2.2-1 describes the information flow V2X application requirement response from the VAE server to the V2X application specific server.
Table 9.11.2.2-1: V2X application requirement response
	Information element
	Status
	Description

	Result
	M
	The result of the V2X application requirement request.



[bookmark: _Toc9812481][bookmark: _Toc9812725][bookmark: _Toc154934280]9.11.2.3	V2X application requirement notification
Table 9.11.2.3-1 describes the information flow V2X application requirement notification from the VAE server to the V2X application specific server.
Table 9.11.2.3-1: V2X application requirement notification
	Information element
	Status
	Description

	Result
	M
	The result of the network resource adaptation corresponding to the V2X application requirement.



[bookmark: _Toc9812482][bookmark: _Toc9812726][bookmark: _Toc154934281]9.11.3	V2X application resource adaptation
[bookmark: _Toc9812483][bookmark: _Toc9812727][bookmark: _Toc154934282]9.11.3.1	General
This subclause describes the procedure for V2X application resource adapation where the VAE server maps the V2X application requirement to network resource request for single or groups of V2X UEs.
[bookmark: _Toc9812484][bookmark: _Toc9812728][bookmark: _Toc154934283]9.11.3.2	Procedure
Figure 9.11.3.2-1 illustrates the procedure where the VAE server supports V2X application resource adaptation.
Pre-conditions:
1.	The VAE server has the KPI information for the V2X services.
2.	The VAE server is provided with the network monitoring information as per the subclause A.3.
3.	The VAE server is configured with the NRM server information.


Figure 9.11.3.2-1: V2X application resource adaptation
1.	The V2X application specific server sends a V2X application requirement request to the VAE server for an adaptation of the V2X service operation per V2X UE or per group of UEs.
2.	The VAE server translates the V2X application requirement to different network resource requirement for group of users, which may be a subset of V2X UEs within the V2X group that will be affected by application adaptation.
3.	If the V2X application requirement is successfully translated to the network resource requirement, the VAE server sends a V2X application requirement response to the V2X application specific server.
4.	The VAE server performs network resource adaptation by interacting with the NRM server as specified in the 3GPP TS 23.434 [6] for the V2X application requirement received in step 1.
5.	Based on the result of the network resource adaptation in step 4 corresponding to step 1, the VAE server sends a V2X application requirement notification to the V2X application specific server.
[bookmark: _Toc2819319][bookmark: _Toc9812485][bookmark: _Toc9812729][bookmark: _Toc154934284]9.12	Dynamic group management
[bookmark: _Toc2819320][bookmark: _Toc9812486][bookmark: _Toc9812730][bookmark: _Toc154934285]9.12.1	General
Some of the V2X scenarios require group-based communication (e.g. platooning). Unlike V2X communication for safety scenarios where all V2X UEs in the communication range receive broadcasted communication, the group-based communication is expected to be received only by the V2X UEs of the members of that group. However in some scenarios the V2X UEs are required to be determined dynamically (with the assistance of the V2X application server or independently by the V2X UEs when they are not connected to the network) during the operation. Also each V2X application group has to be mapped to a ProSe Layer-2 group ID in order to avoid any interference during PC5 communications for the V2X application groups. The ProSe Layer-2 Group ID is only used in PC5 V2X group communication (without the involvement of the V2X application server).
[bookmark: _Toc2819321][bookmark: _Toc9812487][bookmark: _Toc9812731][bookmark: _Toc154934286]9.12.2	Information flows
[bookmark: _Toc2819322][bookmark: _Toc9812488][bookmark: _Toc9812732][bookmark: _Toc154934287]9.12.2.1	Push Layer-2 group ID mapping
Table 9.12.2.1-1 describes the information flow push layer-2 group ID mapping from the VAE server to the VAE client and between the VAE clients.
Editor's note:	Whether the procedures and information flows for dynamic group management are to be moved to SEAL is FFS.
Table 9.12.2.1-1: Push Layer-2 group ID mapping
	Information element
	Status
	Description

	Dynamic group information
	M
	Group information including dynamic group ID, group definition, group leader ID

	ProSe Layer-2 Group ID
	M
	ProSe Layer-2 Group ID corresponding to the dynamic group information



[bookmark: _Toc2819325][bookmark: _Toc9812489][bookmark: _Toc9812733][bookmark: _Toc9813734][bookmark: _Toc154934288]9.12.2.2	Configure dynamic group request
Table 9.12.2.2-1 describes the information flow for configure dynamic group request from the V2X application specific sever to the VAE server.
Table 9.12.2.2-1: Configure dynamic group request
	Information element
	Status
	Description

	Dynamic group information
	M
	Group information including dynamic group ID, group definition, group leader ID

	Endpoint information
	M
	End point information to which the configure dynamic group notification has to be sent



[bookmark: _Toc154934289]9.12.2.3	Configure dynamic group response
Table 9.12.2.3-1 describes the information flow for configure dynamic group response from the VAE server to the V2X application specific sever.
Table 9.12.2.3-1: Configure dynamic group response
	Information element
	Status
	Description

	Result
	M
	Result from the VAE server in response to the configure dynamic group request.



[bookmark: _Toc154934290]9.12.2.4	Configure dynamic group notification
Table 9.12.2.4-1 describes the information flow for configure dynamic group notification from the VAE server to the V2X application specific sever.
Table 9.12.2.4-1: Configure dynamic group notification
	Information element
	Status
	Description

	Dynamic group information
	M
	Group information including dynamic group ID, UE ID (joined or left UE(s))



[bookmark: _Toc28083481][bookmark: _Toc154934291]9.12.2.5	Identity list notification
Table 9.12.2.5-1 describes the information flow identity list notification from the VAE client to the VAE server.
Table 9.12.2.5-1: Identity list notification
	Information element
	Status
	Description

	Dynamic group information
	M
	Group information including dynamic group ID, UE ID (joined or left UE(s))



[bookmark: _Toc154934292]9.12.2.6	Dynamic group information update request
Table 9.12.2.6-1 describes the information flow for dynamic group information update request from the VAE Client to the VAE server.
Table 9.12.2.6-1: Dynamic group information update request
	Information element
	Status
	Description

	Dynamic group information to update
	M
	Dynamic group information to update, e.g. group leader ID

	Endpoint information
	M
	End point information to which response has to be sent



[bookmark: _Toc154934293]9.12.2.7	Dynamic group information update response
Table 9.12.2.7-1 describes the information flow for dynamic group information update response from the VAE server to the VAE client.
Table 9.12.2.7-1: Dynamic group information update consent response
	Information element
	Status
	Description

	Result
	M
	Result from the VAE server in response to the Dynamic group information update request.



[bookmark: _Toc154934294]9.12.2.8	Dynamic group information update consent request
Table 9.12.2.8-1 describes the information flow for dynamic group information update consent request from the VAE Server to the VAE client from whom consent is required.
Table 9.12.2.8-1: Dynamic group information update consent request
	Information element
	Status
	Description

	Information for consent
	M
	Dynamic group information for consent, e.g. group leader ID



[bookmark: _Toc154934295]9.12.2.9	Dynamic group information update consent response
Table 9.12.2.9-1 describes the information flow for dynamic group information update consent response from the VAE client to the VAE server.
Table 9.12.2.9-1: Dynamic group information update consent response
	Information element
	Status
	Description

	Result
	M
	Result from the VAE server in response to the Dynamic group information update consent request.



[bookmark: _Toc154934296]9.12.2.10	Dynamic group information update notification
Table 9.12.2.10-1 describes the information flow for dynamic group information update notification from the VAE server to the V2X application specific sever.
Table 9.12.2.10-1: Dynamic group information update notification
	Information element
	Status
	Description

	Dynamic group information
	M
	Dynamic group information which has been updated, e.g. group leader ID



[bookmark: _Toc154934297]9.12.2.11	Dynamic group information update indication
Table 9.12.2.11-1 describes the information flow for group information update indication from the VAE server to the VAE client.
Table 9.12.2.11-1: Dynamic group information update notification
	Information element
	Status
	Description

	Dynamic group information
	M
	Dynamic group information for which update request has been received, e.g. group leader ID



[bookmark: _Toc154934298]9.12.2.12	Dynamic group information update consent request (Off network)
Table 9.12.2.12-1 describes the information flow for group information update request from the VAE client to the VAE client.
Table 9.12.2.12-1: Group information update request
	Information element
	Status
	Description

	Information for consent
	M
	Dynamic group information for consent, e.g. group leader ID



[bookmark: _Toc154934299]9.12.2.13	Dynamic group information update consent response (Off network)
Table 9.12.2.13-1 describes the information flow for group information update consent response from the VAE client to the VAE server.
Table 9.12.2.13-1: Dynamic group information update consent response
	Information element
	Status
	Description

	Result
	M
	Result from the VAE server in response to the Dynamic group information update consent request.



[bookmark: _Toc154934300]9.12.3	On-network dynamic group creation
[bookmark: _Toc2819326][bookmark: _Toc9812490][bookmark: _Toc9812734][bookmark: _Toc154934301]9.12.3.1	General
The V2X application specific server is responsible for V2X dynamic group formation (including information like group ID assignment, group definition), membership management (e.g. user authorization). VAE layer supports V2X UEs in the Uu communication range assigning a ProSe Layer-2 Group ID for application layer V2X dynamic group formation.
[bookmark: _Toc2819327][bookmark: _Toc9812491][bookmark: _Toc9812735][bookmark: _Toc154934302]9.12.3.2	Procedure
The procedure for on-network dynamic group creation is illustrated in figure 9.12.3.2-1.
Pre-condition:
1.	V2X application dynamic group is defined at the V2X application specific server with V2X UE assigned as dynamic group leader.
2.	VAE server has a pool of the ProSe Layer-2 Group IDs that can be assigned to dynamic groups


Figure 9.12.3.2-1: On-network dynamic group creation
1.	The V2X application specific server requests the VAE server to configure dynamic group corresponding to the dynamic group information (e.g. dynamic group ID, group definition, group leader).
2.	To enable PC5 communication, the VAE server assigns ProSe Layer-2 Group ID to the received dynamic group information from the available ProSe Layer-2 Group ID pool.
3.	The VAE server responds to the V2X application specific server for the request to configure dynamic group.
4.	The VAE server triggers a push request including ProSe Layer-2 Group ID corresponding to the dynamic group information to the VAE client.
5.	The VAE client stores the received PC5 communication parameters corresponding to the dynamic group information received from the VAE server.
NOTE 1:	The VAE client may further announce the dynamic group information including the corresponding ProSe Layer-2 Group ID to the other VAE clients within the PC5 communication proximity on a PC5 channel dedicated for V5-AE communications, enabling more V2X UEs to join the dynamic group.
NOTE 2:	When there is loss of connectivity with the network by the V2X UEs, service continuity is ensured by the V2X UEs switching to PC5 communication using the VAE server assigned ProSe Layer-2 Group ID corresponding to the dynamic group formation.
[bookmark: _Toc9812492][bookmark: _Toc9812736][bookmark: _Toc154934303]9.12.4	Off-network dynamic group creation
[bookmark: _Toc9812493][bookmark: _Toc9812737][bookmark: _Toc154934304]9.12.4.1	General
The V2X application specific client is responsible for V2X dynamic group information (including information like group ID assignment, group definition). VAE layer on the client supports assigning a ProSe Layer-2 Group ID for application layer V2X dynamic group formation.
[bookmark: _Toc9812494][bookmark: _Toc9812738][bookmark: _Toc154934305]9.12.4.2	Procedure
The procedure for off-network dynamic group creation is illustrated in figure 9.12.4.2-1.
Pre-condition:
1.	VAE clients are provisioned ProSe Layer-2 Group ID(s) generation rules corresponding to the group information or
2.	VAE client(s) are configured with the unique pool of ProSe Layer-2 Group IDs, when they are in coverage area of the VAE server.


Figure 9.12.4.2-1: Off-network dynamic group creation
1.	The V2X application specific client 2 requests the VAE client 2 to configure dynamic group corresponding to the dynamic group information (e.g. dynamic group ID, group definition, group leader).
2.	Each VAE client generates ProSe Layer-2 Group ID independently based on the provisioned ProSe Layer-2 Group ID(s) generation rules for its group information or the VAE client 2 assigns ProSe Layer-2 Group ID from the pool of configured ProSe Layer-2 Group IDs.
3.	VAE client may further announce the dynamic group information including the corresponding ProSe Layer-2 Group ID to the other VAE clients within the PC5 communication proximity on a PC5 channel dedicated for V5-AE communications, enabling more V2X UEs to join the dynamic group.
4.	The VAE client stores the PC5 communication parameters corresponding to the dynamic group information received from another VAE client.
[bookmark: _Toc154934306]9.12.5	On-network dynamic group notification
[bookmark: _Toc154934307]9.12.5.1	General
Once the on-network dynamic group is created as defined in subclause 9.12.3, the VAE client notifies the VAE server about changes in the group (i.e. UE joins or leaves the group) and finally the V2X application specific server is notified with such information.
[bookmark: _Toc154934308]9.12.5.2	Procedure
The procedure for on-network dynamic group notification is illustrated in figure 9.12.5.2-1.
Pre-condition:
1.	V2X application dynamic group is created as defined in subclause 9.12.3.


Figure 9.12.5.2-1: On-network dynamic group notification
1.	The VAE client sends identity list notification to the VAE server about group member changes.
2.	Upon receipt of the identity list notification from the VAE client, the VAE server further notifies the V2X application specific server about the newly joined or left group member(s).
[bookmark: _Toc50599521][bookmark: _Toc51874958][bookmark: _Toc154934309]9.12.6	On network dynamic group information update procedure
[bookmark: _Toc154934310]9.12.6.1	General
This subclause provides procedures to update dynamic group information of an on-network V2X dynamic group.
[bookmark: _Toc154934311]9.12.6.2	VAE client initiated on network dynamic group information update procedure
The procedure for on-network dynamic group information (e.g. group leader) update is illustrated in figure 9.12.6.2-1.
Pre-conditions:
1.	The on network dynamic group has already been defined and V2X UE A and V2X UE B are members of the group;
2.	V2X UE A is the current group leader; and
3.	The V2X application specific client in V2X UE A has determined to update the group information (e.g., update group leader ID from identity of V2X UE A to identity of V2X UE B) and informed the updates and other relevant information about the update (e.g. if the update is temporary, like time bound, or permanent) to VAE client A to update the group information.


Figure 9.12.6.2-1: VAE client initiated on network dynamic group information update procedure
1.	The VAE client A sends a Dynamic group information update request to the VAE server. The request includes the group-ID of the group for which group information update request is sent. The request also includes the updated group information (e.g. identity of V2X UE B as group leader ID) and other relevant information about the update (e.g. if the update to the group information are temporary and time bound or permanent).
2.	Upon receiving the Dynamic group information update request from VAE client A, the VAE server checks for the V2X user authorization to update the group information. If required, the VAE server also checks validity of the updated group information (e.g. if the request is to update the group leader ID to V2X UE B, the VAE server checks with V2X application specific server about the capabilities of the proposed group leader V2X UE B to ensure it is capable of sufficient fuel, sensors and applications to communicate and coordinate with other group members to act as group leader). If required, then the VAE server consults with V2X application specific server to ratify the updated group information or seek changes to the requested update (e.g. a different V2X UE as group leader). If the authorization fails or if the updated group information is not valid, then steps 3 to 6 are skipped.
3.	If the request from the VAE client is authorized and the updated group information is valid, the VAE server acknowledges the VAE client A.
4.	If the update in group information requires consent from other group member(s) (e.g. consent from the proposed new group leader, V2X UE B, to accept the role of group leader), then the VAE server obtains the consent from the user as specified in clause 9.12.6.4. This step is skipped if user consent is not required. 
5.	The VAE server sends the Dynamic group information update change response to VAE client A indicating success or failure. If:
-	the request was authorized but the updated group information was not valid, as determined in step 2; or
-	a reject response to the Dynamic group information update consent request was received from VAE client B;
then, the VAE server may include suggestions for the updated group information (e.g. identity of the V2X UE C as potential group leader). These suggestions are based on consultation with the V2X application specific server.
6.	If the group information update request was successful, the VAE server updates the group document.
7.	Upon successful update of the group document, the VAE server triggers a group information update notification to other group members and to the V2X application specific server.
[bookmark: _Toc50599524][bookmark: _Toc51874961][bookmark: _Toc154934312]9.12.6.3	VAE server initiated on network dynamic group information update procedure
The procedure for on-network dynamic group information (e.g. group leader) update is illustrated in figure 9.12.6.3-1.
Pre-conditions:
1.	The on network dynamic group has already been defined and V2X UE A and V2X UE B are members of the group;
2.	V2X UE A is the current group leader; and
3.	The V2X application specific server has determined to update the group information (e.g., update group leader ID from identity of V2X UE A to identity of V2X UE B) and informed the updates and other relevant information about the update (e.g. if the update is temporary, like time bound, or permanent) to the VAE server to update the group information.


Figure 9.12.6.3-1: VAE server initiated on network dynamic group information update procedure
1.	If the update in group information requires consent from the group member(s) (e.g. consent from the proposed new group leader, V2X UE B, to accept the role of group leader), then the VAE server obtains the consent from the user as specified in clause 9.12.6.4. This step is skipped if user consent is not required. 
2.	If required (e.g. when group leader ID is being changed from V2X UE A to V2X UE B), the VAE server sends Dynamic group information update indication to the VAE client A about the possible update to group information. 
NOTE:	Step 1 and step 2 can happen in parallel.
3.	Upon receiving the indication from the VAE server, the VAE client A notifies the V2X application specific client A about the possible update to group information.
4.	If group leader information update request is successful, the VAE server updates the group document.
5.	Upon successful update of the group document, the VAE server triggers a Dynamic group information update notification to other group members and to the V2X application specific server.
[bookmark: _Toc154934313]9.12.6.4	VAE Server taking consent from user
The procedure for the VAE server to take consent form the user is illustrated in figure 9.12.6.4-1.
Pre-conditions:
1.	VAE client A has initiated dynamic group information update procedure as specified in clause 9.12.6.2, or the V2X application specific server has determined to update the dynamic group information.


Figure 9.12.6.4-1: VAE Server taking consent from user procedure
1.	If the update in group information requires consent from other group member(s) (e.g. consent from the proposed new group leader, V2X UE B, to accept the role of group leader), then the VAE server sends a dynamic group information update consent request to VAE client B. The request includes the group-ID of the group for which the request is sent. The request also includes other relevant information about the update (e.g. if the update to the group information are temporary and time bound or permanent).
2.	The VAE client B notifies the V2X application specific client B about the Dynamic group information update consent request. The V2X application specific client or the V2X user decides to accept or reject the request.
3.	The VAE client B sends a Dynamic group information update consent response to the VAE server. The response includes the decision whether the request is accepted or rejected.
[bookmark: _Toc154934314]9.12.7	Off network dynamic group information update procedure
This subclause provides procedures to update dynamic group information of an off-network V2X dynamic group. 
The procedure for off-network dynamic group information update procedure is illustrated in figure 9.12.7-1.
Pre-conditions:
1.	The off network dynamic group has already been defined and V2X UE A and V2X UE B are members of the group;
2.	V2X UE A is the current group leader;
3.	The V2X application specific client in V2X UE A has determined to update the group information (e.g., update group leader ID from identity of V2X UE A to identity of V2X UE B) and informed the updates and other relevant information about the update (e.g. if the update is temporary, like time bound, or permanent) to the VAE client in V2X UE A to update the group information.


Figure 9.12.7-1: Off network dynamic group information update procedure
1.	If the update in group information requires consent from other group member(s) (e.g. consent from the proposed new group leader, V2X UE B, to accept the role of group leader), then the VAE client sends a dynamic group information update consent request to VAE client B. The request includes the updated group information along with the group-ID of the group. The request also includes other relevant information about the update (e.g. if the update to the group information are temporary and time bound or permanent).
2.	The VAE client B notifies the V2X application specific client B about the Dynamic group information update consent request and the V2X application specific client or the V2X user decides to accept or reject the request.
3.	The VAE client B sends a Dynamic group information update response to the VAE client A. The response includes the decision whether the request is accepted or rejected.
4.	If the group information update consent request is successful, then the VAE client A sends notification to other group members.
[bookmark: _Toc154934315]9.13	Network situation and QoS monitoring and reporting
[bookmark: _Toc154934316]9.13.1	General
The VAE server supports monitoring of 3GPP systems' network situation for V2X services. The VAE server receives and processes access network-related monitoring events/reports from SCEF (EPS entity of the 3GPP network system) as specified in 3GPP TS 23.682 [8]. The monitoring events/report may also include RAN-related resource/traffic situation information and QoS related notifications per UE or group of UEs. The VAE server initiates monitoring of the QoS for single or aggregately for groups of vehicles (supporting a V2X service and being in proximity) having ongoing sessions. The information from V2X UE related to monitoring events (e.g. location, groups, resource usage) can be available at the VAE server using the network resource management and location management services of the SEAL.
[bookmark: _Toc154934317]9.13.2	Information flows
[bookmark: _Toc154934318]9.13.2.1	Monitoring request
The information flow monitoring request from VAE server (acting as SCS/AS) to SCEF over T8 reference point is specified in clause 5.6 and clause 5.8 (when monitoring request comprises Network Status Request) in 3GPP TS 23.682 [8].
[bookmark: _Toc154934319]9.13.2.2	Monitoring response
The information flow monitoring response from SCEF to VAE server (acting as SCS/AS) over T8 reference point is specified in clause 5.6 and clause 5.8 (when monitoring request comprises Network Status Response) in 3GPP TS 23.682 [8].
[bookmark: _Toc154934320]9.13.2.3	Monitoring report
The information flow monitoring report from the SCEF to the VAE server over T8 reference point is specified in clause 5.6, clause 5.8 (when monitoring report comprises Network Status Information Report) and clause 5.11 (when monitoring report comprises notification of QoS/bearer level events) in 3GPP TS 23.682 [8].
[bookmark: _Toc154934321]9.13.3	Procedure
The VAE server acts as SCS/AS and initiates the procedure for monitoring with the SCEF as specified in the clause 5.6 and clause 5.8 in 3GPP TS 23.682 [8] by including the V2X application information corresponding to one or many V2X UEs.
The SCEF provides the monitoring reports (including the RAN related network situation information and QoS notification information for the corresponding V2X application, V2X UE or group of V2X UEs) to the VAE server as specified in the clause 5.6, clause 5.8 and clause 5.11 in 3GPP TS 23.682 [8].
[bookmark: _Toc154934322]9.14	Service negotiation with underlying 3GPP network
[bookmark: _Toc154934323]9.14.1	General
This subclause describes the procedures for the VAE server to provide service requirements to the 3GPP network system. The Service Capability Exposure Function (SCEF) can be used for this purpose. As described in 3GPP TS 23.682 [8], the SCEF provides a means to expose the services and capabilities provided by 3GPP network interfaces and provides a means for the discovery of the exposed services and capabilities.
[bookmark: _Toc154934324]9.14.2	Information flows
[bookmark: _Toc154934325]9.14.2.1	On-demand QoS request
The information flow On-demand QoS request from VAE server (acting as SCS/AS) to SCEF over T8 reference point is specified in clause 5.11 (when setting up a session with required QoS) in 3GPP TS 23.682 [8].
[bookmark: _Toc154934326]9.14.2.2	On-demand QoS response
The information flow On-demand QoS response from SCEF to VAE server (acting as SCS/AS) over T8 reference point is specified in clause 5.11 in 3GPP TS 23.682 [8].
[bookmark: _Toc154934327]9.14.2.3	Background data transfer request
The information flow Background data transfer request from VAE server (acting as SCS/AS) to SCEF over T8 reference point is specified in clause 5.9 (resource management for background data transfer) in 3GPP TS 23.682 [8].
[bookmark: _Toc154934328]9.14.2.4	Background data transfer response
The information flow Background data transfer response from SCEF to VAE server (acting as SCS/AS) over T8 reference point is specified in clause 5.9 in 3GPP TS 23.682 [8].
[bookmark: _Toc154934329]9.14.2.5	Network Status Request
The information flow Network Status Request from VAE server (acting as SCS/AS) to SCEF over T8 reference point is specified in clause 5.8 in 3GPP TS 23.682 [8].
[bookmark: _Toc154934330]9.14.2.6	Network Status Response
The information flow Network Status Response from SCEF to VAE server (acting as SCS/AS) over T8 reference point is specified in clause 5.8 in 3GPP TS 23.682 [8].
[bookmark: _Toc154934331]9.14.2.7	Network Status Report
The information flow Network Status Report from SCEF to VAE server (acting as SCS/AS) over T8 reference point is specified in clause 5.8 in 3GPP TS 23.682 [8].
[bookmark: _Toc154934332]9.14.2.8	Network Status Acknowledgment
The information flow Network Status Acknowledgment from VAE server (acting as SCS/AS) to SCEF over T8 reference point is specified in clause 5.8 in 3GPP TS 23.682 [8].
[bookmark: _Toc154934333]9.14.3	Communication of service requirements from the VAE server 
The procedure uses the APIs defined in subclauses 5.8, 5.9 and 5.11 in 3GPP TS 23.682 [8] for setting up an AS session with required QoS procedure. This procedure defines the information elements that need to be exchanged between the VAE server (acting as SCS/AS) and the SCEF function during service negotiation.
[bookmark: _Toc154934334]9.14.4	Notification generation by the SCEF function 
The procedure notification generation by the SCEF function in response to the service requirements from the VAE server. The SCEF function notifies the VAE server if the service requirements can be satisfied. This procedure uses the APIs defined in subclause 5.8 in 3GPP TS 23.682 [8] for informing about potential network issues.
[bookmark: _Toc154934335]9.15	PC5 Provisioning in multi-operator V2X scenarios
[bookmark: _Toc27954118][bookmark: _Toc154934336]9.15.1	General
The VAE server provides PC5 provisioning for multi-operator V2X services, based on the requirement received by the V2X application specific server. 
[bookmark: _Toc27954119][bookmark: _Toc154934337]9.15.2	Information flows
[bookmark: _Toc27954120][bookmark: _Toc154934338]9.15.2.1	V2X PC5 provisioning requirement 
Table 9.15.2.1-1 describes the information flow V2X PC5 provisioning requirement from the V2X application specific server to the VAE server.
Table 9.15.2.1-1: V2X PC5 provisioning requirement
	Information element
	Status
	Description

	V2X UE ID
	M (NOTE)
	Identity of the V2X UE for which V2X application requirement is initiated.

	V2X group ID
	M (NOTE)
	Identity of the V2X group for which the V2X application requirement is initiated.

	V2X service ID
	M
	The V2X service ID for which application requirement corresponds to.

	PLMN ID list
	O
	The list of the PLMN identities for the PLMNs which offer the V2X service

	V2X application QoS requirements
	O
	The application QoS requirements (reliability, delay, jitter) for the V2X service

	NOTE:	Either of the information element should be present.



[bookmark: _Toc27954122][bookmark: _Toc154934339]9.15.2.2	PC5 provisioning status request 
Table 9.15.2.2-1 describes the information flow PC5 provisioning status request from the VAE server to the VAE client.
Table 9.15.2.2-1: PC5 provisioning status request
	Information element
	Status
	Description

	VAE Server ID
	M 
	Identity of the VAE server which is requester of the PC5 parameters status.

	V2X service ID
	M
	The V2X service ID for which the VAE server's request corresponds to.

	PC5 provisiong status report configuration 
	O
	The configuration of the VAE-client reporting related to the PC5 Policy/Parameters status, and optionally PC5 events like PC5 unavailability, PQI load/congestion info



[bookmark: _Toc154934340]9.15.2.3	PC5 provisioning status response
Table 9.15.2.3-1 describes the information flow PC5 provisioning status response from the VAE client to the VAE server.
Table 9.15.2.3-1: PC5 provisioning status response
	Information element
	Status
	Description

	Result
	M
	The result of the PC5 provisioning status request.

	PC5 Policy/Parameters status report
	M
	The report based on the PC5 Policy/Parameters status request. This includes up-to-date policies/parameters:
- selected PQI attributes for the V2X service 
- PQI load information
- communication range for the V2X service
- a RAT /interface (NR-PC5, LTE-PC5) preference 
- an expected RAT availability / unavailability indication
- an expected V2X-UE moving out of coverage indication




[bookmark: _Toc154934341]9.15.2.4	Void 
[bookmark: _Toc154934342]9.15.2.5	Void
[bookmark: _Toc154934343]9.15.2.6	V2X PC5 provisioning requirement notification 
Table 9.15.2.6-1 describes the information flow V2X PC5 provisioning requirement notification from the VAE server to the V2X application specific server.
Table 9.15.2.6-1: V2X PC5 provisioning requirement notification
	Information element
	Status
	Description

	Result
	M
	The result corresponding to the V2X PC5 provisioning requirement.



[bookmark: _Toc27954123][bookmark: _Toc154934344]9.15.3	PC5 provisioning for multi-operator V2X services
[bookmark: _Toc27954124][bookmark: _Toc154934345]9.15.3.1	General
This subclause describes the procedure for PC5 provisioning for multi-operator V2X services.
[bookmark: _Toc27954125][bookmark: _Toc154934346]9.15.3.2	Procedure
Figure 9.11.3.2-1 illustrates the procedure where the VAE server supports the PC5 provisioning for multi-operator V2X services.
Pre-conditions:
1.	The V2X UEs have connected to the V2X application server.
2.	The V2X UEs are authorized by their corresponding PLMNs to use PC5 communication.


Figure 9.15.3.2-1: PC5 provisioning for multi-operator V2X services
1.	The V2X application specific server provides a V2X PC5 provisioning requirement to the VAE server. 
2.	Optionally, the VAE Server sends a PC5 provisioning status request to the VAE Client (within the multi-operator V2X service) to receive up-to-date information on the per PLMN provisioning policies/ parameters.  
3.	Optionally, upon receiving the request as in Step 2, the VAE Client sends a PC5 provisioning status response to VAE server, which includes a report on the up-to-date policies /parameters per PLMN (e.g. application QoS - to - PQI mapping, range, radio parameters) and optionally PC5 related events (PC5 expected link downgrade).
4.	The VAE Server determines the updated PC5 provisioning policies/parameters to be jointly used across the V2X-UEs within the multi-operator V2X service. 
NOTE: How the VAE server derives a merged set of PC5 policies is implementation dependent.
5.	The VAE Server provides the PC5 parameter provisioning information to the V2X UE via V1-AE reference point for V2X communication on PC5 as specified in clause 9.6.4.
NOTE:	How the V2X UE selects which policy to apply is implementation dependent.
6.	VAE Server sends a V2X PC5 provisioning requirement notification to the V2X application specific server to inform on the result of the multi-operator PC5 provisioning. 
[bookmark: _Toc50599536][bookmark: _Toc51874973][bookmark: _Toc154934347]9.16	Support for HD map dynamic information
[bookmark: _Toc50599537][bookmark: _Toc51874974][bookmark: _Toc154934348]9.16.1	General
The V2X application specific server can be responsible for managing HD maps and providing the HD map information to the V2X application specific client on V2X UE (e.g host vehicle controlled by advanced/remote driving). As per a proximity range set by the application layer, the VAE layer support providing the dynamic information (i.e. location information) required for HD maps management to the V2X application specific server. 
This feature is feasible for scenarios where host vehicle (V2X UE) is in advanced/remote driving mode with slow to moderate speed and deployed in areas like campus (e.g. autonomous shuttle vehicles), factories or ports (e.g. autonomous/remotely controlled guided vehicles).
This feature utilizes the following procedures:
-	V2X application specific server subscription for host vehicle's HD map dynamic information with VAE server.
-	VAE server tracking host vehicle's UE location with support from SEAL's location management server.
-	VAE server management of dynamic UE location based group.
-	VAE server obtaining dynamic information from the UEs in proximity range of the host vehicle.
-	VAE server notification of host vehicle's HD map dynamic information to V2X application specific server.
NOTE:	The details of the usage (e.g. distribution to V2X UE) of HD maps by V2X application specific server is out of scope of this specification.
[bookmark: _Toc50599539][bookmark: _Toc51874976][bookmark: _Toc154934349]9.16.2	Information flows
[bookmark: _Toc154934350]9.16.2.1	Subscribe HD map dynamic information request
Table 9.16.2.1-1 describes the information flow for a V2X application specific server to subscribe to HD map dynamic information at the VAE server.
Table 9.16.2.1-1: Subscribe HD map dynamic information request
	Information element
	Status
	Description

	V2X UE ID
	M
	Identifier of the host V2X UE.

	Application defined proximity range information
	M
	Description of the range information over which the HD map dynamic information is required.



[bookmark: _Toc154934351]9.16.2.2	Subscribe HD map dynamic information response
Table 9.16.2.2-1 describes the information flow for VAE server to respond for HD map dynamic subscription request from the V2X application specific server.
Table 9.16.2.2-1: Subscribe HD map dynamic information response
	Information element
	Status
	Description

	Result
	M
	Result from the VAE server in response to subscription request indicating success or failure 

	Subscription ID (NOTE)
	O
	Identifier of a successful subscription.

	NOTE:	This IE is included when the Result indicates success



[bookmark: _Toc154934352]9.16.2.3	Notify HD map dynamic information 
Table 9.16.2.3-1 describes the information flow for a V2X application specific server to receive notification about HD map dynamic information from the VAE server.
Table 9.16.2.3-1: Notify HD map dynamic information
	Information element
	Status
	Description

	Subscription ID
	M
	Identifier of the subscription for this notification.

	Location of the host V2X UE
	M
	The location of the host V2X UE during the HD map dynamic information subscription.

	List of V2X UEs information
	M
	The information of the V2X UEs which were detected in the application defined proximity range.

	>Nearby V2X UE ID
	M
	The identifier of nearby V2X UE

	>Location information
	M
	Location information of the nearby V2X UE within the application defined proximity range

	>Distance information
	M
	Distance information of the nearby V2X UE, relative to the host V2X UE.



[bookmark: _Toc154934353]9.16.2.4	Notification of dynamic information 
Table 9.16.2.4-1 describes the information flow for notification of dynamic information from VAE client to the VAE server.
Table 9.16.2.4-1: Notification of dynamic information
	Information element
	Status
	Description

	Subscription ID
	M
	Identifier of the subscription for this notification.

	List of V2X UEs information
	M
	The information of the V2X UEs which were detected in the proximity area of the reporting V2X UE.

	>Nearby V2X UE ID
	M
	The identifier of nearby V2X UE

	>Local dynamic information
	M
	The local dynamic information of the nearby V2X UE (e.g. location)



[bookmark: _Toc154934354]9.16.3	Subscription for HD map dynamic information
Figure 9.16.3-1 describes the procedure for subscription for HD map dynamic information.
Pre-condition:
-	V2X application specific server has registered with VAE server 1 which is responsible for the host vehicle.


Figure 9.16.3-1: Subscription for HD map dynamic information
1.	The V2X application specific server sends a subscribe HD map dynamic information request to the VAE server 1. The request includes the V2X UE ID of the host vehicle, application defined proximity range information.
2.	The VAE server 1 stores the subscription information.
3.	The VAE server 1 sends subscription response to the V2X application specific server.
4.	The VAE server 1 obtains and initiates tracking the host vehicle location from the location management server 1 as specified in 3GPP TS 23.434 [6].
[bookmark: _Toc50599543][bookmark: _Toc51874980][bookmark: _Toc154934355]9.16.4	Management of dynamic UE location based group
Figure 9.16.4-1 describes the procedure for management of dynamic UE location based group.
Pre-condition:
-	VAE server 1 has received an updated location of the host vehicle as per procedure specified in 3GPP TS 23.434 [6].


Figure 9.16.4-1: Management of dynamic UE location group
1.	Dynamic UE location based group creation or update is triggered (e.g. notified of the UE location of host vehicle) via the step 4 in clause 9.16.3 for the V2X UE ID of the host vehicle.
2.	VAE server 1 uses its associated LMS 1 to obtain the dynamic UE list and the corresponding location information in the proximity area of the host vehicle by providing the application defined proximity range and the UE location of the host vehicle as specified in clause 9.3.10 of 3GPP TS 23.434 [6].
3.	VAE server 1 determines the list of other VAE servers 2..N operating in the same location as per clause 9.10.2.1.
4.	For each VAE server determined in step 4, VAE server 1 requests the dynamic UE list and its corresponding location information for the application defined proximity range by providing the UE location of the host vehicle.
5.	The VAE server(s) 2..N obtain UE information corresponding to the UE location and application defined proximity range from its corresponding LMS 2..N as specified in 3GPP TS 23.434 [6].
6.	As per the agreement between the V2X SPs, if the V2X UE IDs are not shareable, then VAE server(s) 2..N may replace the V2X UE IDs with temporary V2X UE IDs.
7.	The VAE server(s) 2..N sends get response with UE list in the UE location and application defined proximity range to VAE server 1.
8.	If VAE server 1 has no dynamic UE location group for the V2X UE ID, the VAE server 1 creates a dynamic UE location based group with the UE list received from its LMS and other VAE server(s) 2..N. Further VAE server 1 stores the dynamic UE location based group. Otherwise, the VAE server 1 updates the dynamic UE location group with the latest UE information. The V2X UEs whose locations are no more within the application defined proximity range are removed from the dynamic UE location group.
[bookmark: _Toc50599544][bookmark: _Toc51874981][bookmark: _Toc154934356]9.16.5	Obtaining dynamic information of the UEs in proximity range
[bookmark: _Toc50599545][bookmark: _Toc51874982][bookmark: _Toc154934357]9.16.5.1	Subscription procedure within V2X SP
Figure 9.16.5.1-1 describes the subscription procedure within V2X SP to obtain dynamic information from the UEs in application defined proximity range.
Pre-condition:
-	VAE server 1 is tracking the host vehicle and has created the dynamic UE location based group as per procedure in clause 9.16.4.


Figure 9.16.5.1-1: Subscription procedure within V2X SP
1.	The VAE server 1 managing the dynamic UE location group sends subscribe dynamic information request to the VAE clients who are part of the dynamic UE location group. These VAE clients (V2X UEs) belong to the same V2X SP as the host vehicle. The request consists of reporting configuration (e.g. frequency of reporting, event based).
2.	The VAE client(s) store the subscription information.
3.	The VAE client(s) send a subscription response to the VAE server 1.
[bookmark: _Toc154934358]9.16.5.2	Subscription procedure across V2X SPs
Figure 9.16.5.2-1 describes the subscription procedure across V2X SPs to obtain dynamic information from the UEs in application defined proximity range.
Pre-condition:
-	VAE server 1 has created the dynamic UE location based group as per procedure in clause 9.16.4.


Figure 9.16.5.2-1: Subscription procedure across V2X SPs
1.	The VAE server 1 managing the dynamic UE location group sends subscribe dynamic information request to the VAE server(s) who's V2X UEs are part of the dynamic UE location group. The request consists of temporary V2X UE IDs, reporting configuration (e.g. frequency of reporting, event based).
2.	As per the agreement between V2X SPs, if V2X UE IDs are not shareable, then VAE server 2 determines the V2X UE IDs corresponding to the temporary V2X UE IDs provided in step 1.
3.	The VAE server 2 performs subscription procedure as specified in clause 9.16.5.1 with the VAE client(s).
4.	The VAE server 2 sends a subscription response to the VAE server 1.
NOTE:	VAE server 1 initiates this procedure with other VAE servers operating in the area.
[bookmark: _Toc50599546][bookmark: _Toc51874983][bookmark: _Toc154934359]9.16.5.3	Notification procedure
Figure 9.16.5.3-1 describes the notification procedure of dynamic information from the UEs in application defined proximity range.
Pre-condition:
-	VAE server 2 has received the notification of dynamic information from its subscribed VAE client(s).


Figure 9.16.5.3-1: Notification procedure
1.	As per subscription procedure in clause 9.16.5.1 and clause 9.16.5.2, the VAE client(s) and VAE server 2 (of another V2X SP) send notification of dynamic information to the VAE server 1. The notification includes the nearby UE information (e.g. vehicles, pedestrians), distance with nearby UEs, UEs location information. As per agreement between V2X SPs, if V2X UE IDs are not shareable, then VAE server 2 includes the temporary V2X UE IDs in the notification.
2.	The VAE server 1 aggregates information from different VAE clients to create the HD map dynamic information. 
[bookmark: _Toc50599547][bookmark: _Toc51874984][bookmark: _Toc154934360]9.16.6	Notification of HD map dynamic information
Pre-conditions:
-	V2X application specific server has performed subscription as per procedure in clause 9.16.3 with VAE server 1.
-	VAE server 1 has prepared the HD map dynamic information as per procedure in clause 9.16.5.3.


Figure 9.16.6: Notification for HD map dynamic information
1.	The VAE server 1 sends notification of HD map dynamic information to the V2X application specific server. The notification includes the aggregated information of all the UEs in the application defined proximity range of the host vehicle and the location of the host vehicle.
2.	The V2X application specific server updates the HD map information with the HD map dynamic information received in step 1.
[bookmark: _Toc154934361]9.17	V2X groupcast/broadcast configuration by VAE layer
[bookmark: _Toc154934362]9.17.1	General
The VAE client configures policies for the UE-to-UE broadcast/groupcast delivery, based on the requirement received by the VAE server, to reduce V2X broadcast flooding, while ensuring meeting the KPIs for one or more V2X services in a service area. 
Following procedures are provided for this feature: 
-	the UE-to-UE broadcast/groupcast configuration by VAE client as specified in clause 9.17.3; and
-	the UE-to-UE delivery which is handled by VAE clients over V5-AE as specified in clause 9.17.4. 
[bookmark: _Toc154934363]9.17.2	Information flows
[bookmark: _Toc154934364]9.17.2.1	V2V configuration requirement request
Table 9.17.2.1-1 describes the information flow V2V configuration requirement request from the V2X application specific server to the VAE server.
Table 9.17.2.1-1: V2V configuration requirement request
	Information element
	Status
	Description

	V2X group ID
	M (NOTE)
	Identity of the V2X group for which the V2X application requirement is initiated.

	V2X service ID
	M (NOTE)
	The V2X service ID for which application requirement corresponds to.

	Candidate Relay V2X-UE ID list
	O
	List of identities of the V2X UEs, which are candidate to serve as application layer relays.

	V2X application QoS requirements
	O
	The application QoS requirements (reliability, delay, jitter) for the V2X service.

	NOTE:	Either of the information element should be present.



[bookmark: _Toc154934365]9.17.2.2	V2V configuration requirement response
Table 9.17.2.2-1 describes the information flow V2V configuration requirement response from the VAE server to the V2X application specific server.
Table 9.17.2.2-1: V2V configuration requirement response
	Information element
	Status
	Description

	Result
	M 
	The result corresponding to the V2V configuration requirement request.



[bookmark: _Toc154934366]9.17.2.3	V2X groupcast/broadcast configuration request
Table 9.17.2.3-1 describes the information flow V2X groupcast/broadcast configuration request from the VAE server to the VAE client.
Table 9.17.2.3-1: V2X groupcast/broadcast configuration request
	Information element
	Status
	Description

	VAE Server ID
	M 
	Identity of the VAE server which is requester of the V2X groupcast/broadcast configuration

	V2X group ID
	M (NOTE)
	Identity of the V2X group for which the V2X groupcast/broadcast configuration is requested.

	V2X service ID
	M (NOTE)
	The V2X service ID for which the groupcast/broadcast configuration is requested

	PC5 Provisioning policies/ parameters 
	M
	PC5 provisioning policies/parameters to be used by the V2X-UEs within the V2X service (list provided in TS 23.287)

	Relay V2X-UE ID list
	O
	List of identities of the V2X UEs to serve as application layer relays.

	Minimum number of re-transmissions
	O
	Minimum Number of allowed re-transmissions for the V2X message delivery.



[bookmark: _Toc154934367]9.17.2.4	V2X groupcast/broadcast configuration response
Table 9.17.2.4-1 describes the information flow V2X groupcast/broadcast configuration response from the VAE client to the VAE server.
Table 9.17.2.4-1: V2X groupcast/broadcast configuration response
	Information element
	Status
	Description

	Result
	M 
	The result corresponding to the V2X groupcast/broadcast configuration request.



[bookmark: _Toc154934368]9.17.2.5	UE-to-UE groupcast/broadcast configuration request
Table 9.17.2.5-1 describes the information flow UE-to-UE groupcast/broadcast configuration request from a VAE client to another VAE client within the group or the V2X service.
[bookmark: _Hlk56629679]Table 9.17.2.5-1: UE-to-UE groupcast/broadcast configuration request
	Information element
	Status
	Description

	VAE client ID
	M 
	Identity of the VAE client which is requester of the UE-to-UE groupcast/broadcast configuration

	V2X group ID
	M (NOTE)
	Identity of the V2X group for which the UE-to-UE groupcast/broadcast configuration is requested.

	V2X service ID
	M (NOTE)
	The V2X service ID for which the UE-to-UE groupcast/broadcast configuration is requested

	UE-to-UE groupcast/broadcast configuration policies/ parameters
	M
	The requested configuration policies to be applied for the UE-to-UE broadcast/groupcast communications. The policies / parameters may be the following:
-	activation / de-activation of the application relaying capability 
-	adaptation of the application QoS parameters of the PC5 session
-	adaptation of the frequency and number of re-transmissions of the application messages
-	activation / de-activation of bundling of V2X messages to containers

	NOTE:	Either of the information element should be present.



[bookmark: _Toc154934369]9.17.2.6	UE-to-UE groupcast/broadcast configuration response
Table 9.17.2.6-1 describes the information flow UE-to-UE groupcast/broadcast configuration response from a VAE client to another VAE client within the group or the V2X service.
Table 9.17.2.6-1: UE-to-UE groupcast/broadcast configuration response
	Information element
	Status
	Description

	Result
	M 
	The result corresponding to the UE-to-UE groupcast/broadcast configuration request.



[bookmark: _Toc154934370]9.17.2.7	VAE message
Table 9.17.2.7-1 describes the information flow for a VAE client to deliver a VAE message to another VAE client.
Table 9.17.2.7-1: VAE message
	Information element
	Status
	Description

	VAE client ID
	M 
	Identity of the VAE client which provides the V2X message

	V2X group ID
	M (NOTE 1)
	Identity of the V2X group (for groupcast delivery)

	V2X service ID
	M (NOTE 1)
	Identity of the V2X service (for broadcast delivery)

	V2X Message ID(s)
	O
	Identity of the V2X message(s) within the VAE message (CPM, PCM, MCM, DENM)

	Management Container
	O
	Management Container provides basic information about the transmitter, including the V2X-UE type (e.g. vehicle or RSU) and position

	VAE payload 
	M (NOTE 2)
	V2X message(s) payload carried by the VAE message. 

	NOTE 1:	Either of the information element should be present.

	NOTE 2:	One or more V2X messages may be carried within a VAE payload (e.g. CPM, PCM, MCM, DENM) depending on whether V2X message bundling is activated



[bookmark: _Toc154934371]9.17.3	V2X groupcast/broadcast configuration by VAE layer
[bookmark: _Toc154934372]9.17.3.1	General
This subclause describes the procedure for V2X groupcast/broadcast configuration by the VAE layer.
[bookmark: _Toc154934373]9.17.3.2	Procedure
Figure 9.17.3.2-1 illustrates the procedure where the VAE client configures policies for the UE-to-UE broadcast/ groupcast delivery to other VAE clients (within the V2X group or the V2X service), based on the requirement received by the VAE server.  
Pre-conditions:
1.	The V2X UEs have connected to the V2X application server.
2.	VAE client 1 is registered with VAE server.


Figure 9.17.3.2-1: V2V groupcast/broadcast configuration by VAE layer
1.	The V2X application specific server provides an V2V configuration requirement request to the VAE server to manage the UE-to-UE broadcast/groupcast communication. The VAE server may also provide within the request the list of V2X-UEs which are capable to serve as application layer relays.
2.	The VAE server sends a V2V configuration requirement response to the V2X application specific server.
[bookmark: _Hlk72912800]3.	The VAE server provides a V2V broadcast/groupcast configuration request to VAE client 1. The VAE server may also provide within the request the list of V2X-UEs to serve as application layer relays based on the candidate list of relay V2X-UEs provided in step 1.
NOTE:	How the V2X-UE 1 (or more V2X-UEs) is selected in step 3 is up to implementation. 
4.	The VAE client 1 selects and stores one or more UE-to-UE groupcast/broadcast configuration policies per V2X application for the UE-to-UE broadcast/groupcast communications. 
5.	The VAE client 1 sends a V2V broadcast/groupcast configuration response to VAE server to notify on the result.
6.	The VAE client 1 sends a request to VAE client N (can be any VAE client within the V2X group or V2X service) with the requested UE-to-UE groupcast/broadcast configuration policies for the UE-to-UE broadcast/groupcast communications.
[bookmark: _Hlk56496446]NOTE:	When V2X-UE 1 distributes the UE-to-UE groupcast/broadcast configuration message and how V2X-UE N (or more V2X UEs) is selected is up to implementation.
7.	The VAE client 1 receives a response from the VAE client 2, which includes either a positive or a negative acknowledgement of the message.
[bookmark: _Toc154934374][bookmark: _Hlk56496722]9.17.4	V2X groupcast/broadcast delivery by VAE layer
[bookmark: _Toc154934375]9.17.4.1	General
This subclause describes the procedure for V2X groupcast/broadcast delivery by the VAE layer.
[bookmark: _Toc154934376]9.17.4.2	Procedure
Figure 9.17.4.2-1 illustrates the procedure where the VAE client delivers the VAE message based on the configured policies (based on the procedure in clause 9.17.3).
Pre-conditions: 
-	The VAE clients of the V2X-UEs have received and stored the UE-to-UE broadcast/groupcast configuration policies per V2X application.


Figure 9.17.4.2-1: V2X groupcast/broadcast delivery by VAE layer
1.	The V2X application specific client of the V2X UE 1 sends to the VAE client 1, the V2X message to be broadcasted/groupcasted. This message may be for example a PCM, CPM, MCM, DENM.
2.	The VAE client 1 retrieves the mapping for the V2X service and configuration policy related to the V2X message. The VAE client 1 forms a VAE message, based on the V2X message(s) and the applied configuration policy.
3.	The VAE message is sent from the transmitting V2X-UE 1 to the receiving V2X-UE N (which may be application relay or destination V2X-UEs). For the case when a V2X-UE acts as application relay, the message is relayed towards the destination VAE client.  
4.	The V2X message is provided from the destination VAE client to the corresponding V2X application specific client. In case of message bundling, the receiving VAE client first un-bundles the V2X message and then sends to the V2X application specific client.
[bookmark: _Toc51856369][bookmark: _Toc154934377]9.18	Local MBMS support
For local MBMS based MBMS data delivery as defined in 3GPP TS 23.285 [5], the BM-SC can be provided with the local MBMS information (i.e. M1 interface information including transport network IP Multicast Address, IP address of multicast source and C-TEID, as well as MB2-U or xMB-U interface information including IP address and UDP port number for the user plane) from the V2X application plane. Such local MBMS information can be pre-configured in the VAE server based on service requirements or deployment needs. The VAE server may request SEAL NRM server to establish the MBMS bearers by providing the local MBMS information as described in subclause 14.3.4.3.2 and subclause 14.3.4.3.2 of  TS 23.434 [6].
[bookmark: _Toc9812495][bookmark: _Toc9812739][bookmark: _Toc154934378]9.19	Session-oriented services
[bookmark: _Toc154934379]9.19.1	General
The VAE layer provides support at the application layer for V2X application specific server and V2X UE to initiate session-oriented services by providing mechanisms for establishing, updating and terminating sessions.
[bookmark: _Toc154934380]9.19.2	Information flows
[bookmark: _Toc59232235][bookmark: _Toc50599480][bookmark: _Toc154934381]9.19.2.1	Session-oriented service trigger request
Table 9.19.2.1-1 describes the information flow session-oriented service trigger request from the V2X application specific server to the VAE server.
Table 9.19.2.1-1: Session-oriented service trigger request
	Information element
	Status
	Description

	Remote V2X UE ID
	M
	Identity of the V2X UE (VAE client) which is the remote vehicle.

	V2X service ID
	M
	The V2X service ID for which application requirement corresponds to.

	V2X application specific server identity information
	M
	Identity information of the V2X application specific server.

	Session ID
	O
	The session identifier to be used for the session-oriented service.

	V2X application QoS requirements for the session
	O
	The application QoS requirements (reliability, delay, jitter) for the session-oriented service.



[bookmark: _Toc154934382]9.19.2.2	Session-oriented service trigger response
Table 9.19.2.2-1 describes the information flow session-oriented service trigger response from the VAE server to the V2X application specific server.
Table 9.19.2.2-1: Session-oriented service trigger response
	Information element
	Status
	Description

	Acknowledgement
	M 
	Acknowledgement for the request



[bookmark: _Toc154934383]9.19.2.3	Session-oriented service establishment notification
Table 9.19.2.3-1 describes the information flow session-oriented service establishment notification from the VAE server to the V2X application specific server.
Table 9.19.2.3-1: Session-oriented service establishment notification
	Information element
	Status
	Description

	Result
	M 
	The result indicating success or failure to establish session-oriented service

	Remote V2X UE ID
	M
	Identity of the V2X UE (VAE client) which is the remote vehicle.

	Session ID
	O (NOTE)
	The session identifier to be used for the session-oriented service.

	NOTE:	This IE is present when Result is success. It is generated by the VAE server if not provided by the requester.



[bookmark: _Toc154934384]9.19.2.4	Session-oriented change trigger request
Table 9.19.2.4-1 describes the information flow session-oriented change trigger request from the V2X application specific server to the VAE server.
Table 9.19.2.4-1: Session-oriented change trigger request
	Information element
	Status
	Description

	Session ID
	M
	The session identifier of the session-oriented service.

	V2X application QoS requirements for the session
	M
	The application QoS requirements (reliability, delay, jitter) for the session-oriented service that is to be updated.



[bookmark: _Toc154934385]9.19.2.5	Session-oriented change trigger response
Table 9.19.2.5-1 describes the information flow session-oriented change trigger response from the VAE server to the V2X application specific server.
Table 9.19.2.5-1: Session-oriented change trigger response
	Information element
	Status
	Description

	Acknowledgement
	M 
	Acknowledgement for the request



[bookmark: _Toc154934386]9.19.2.6	Session-oriented service change notification
Table 9.19.2.6-1 describes the information flow session-oriented service change notification from the VAE server to the V2X application specific server.
Table 9.19.2.6-1: Session-oriented service change notification
	Information element
	Status
	Description

	Result
	M 
	The result indicating success or failure to change session-oriented service



[bookmark: _Toc154934387]9.19.2.7	Session-oriented termination trigger request
Table 9.19.2.7-1 describes the information flow session-oriented termination trigger request from the V2X application specific server to the VAE server.
Table 9.19.2.7-1: Session-oriented termination trigger request
	Information element
	Status
	Description

	Session ID
	M
	The session identifier of the session-oriented service.



[bookmark: _Toc154934388]9.19.2.8	Session-oriented termination trigger response
Table 9.19.2.8-1 describes the information flow session-oriented termination trigger response from the VAE server to the V2X application specific server.
Table 9.19.2.8-1: Session-oriented termination trigger response
	Information element
	Status
	Description

	Acknowledgement
	M 
	Acknowledgement for the request



[bookmark: _Toc154934389]9.19.2.9	Session-oriented service termination notification
Table 9.19.2.9-1 describes the information flow session-oriented service termination notification from the VAE server to the V2X application specific server.
Table 9.19.2.9-1: Session-oriented service termination notification
	Information element
	Status
	Description

	Result
	M 
	The result indicating success or failure to terminate session-oriented service



[bookmark: _Toc154934390]9.19.3	UE initiated session-oriented service
[bookmark: _Toc59232236][bookmark: _Toc50599481][bookmark: _Toc154934391]9.19.3.1	General
The VAE layer provides support at the application layer for V2X UE to initiate session-oriented services by providing mechanisms for establishing, updating and terminating sessions. 
[bookmark: _Toc59232237][bookmark: _Toc50599482][bookmark: _Toc154934392]9.19.3.2	UE initiated session-oriented service establishment
Pre-conditions:
-	The V2X UE (acting as remote controller) has been authenticated for using session-oriented services and has connected to the VAE server.
-	The V2X application-specific client has triggered the VAE client to establish a session with the remote V2X UE (vehicle).


Figure 9.19.3.2-1: Procedure for establishing a UE initiated session-oriented service between the VAE client (remote controller) and the VAE client (remote vehicle)
1.	The VAE client (acting as remote controller) sends a trigger request to the VAE server to establish a session-oriented service with one or more V2X UEs (remote vehicle). It may include the identity of the VAE client, the identity of the service session, the V2X service ID, the "type" or "QoS requirements" of the session, service information (e.g. geo-referenced information for tele-operated driving service in the form of geographical area where the service is expected to be delivered or in the form of expected/planned vehicle trajectory, or time interval during which the service is expected) and requirements (e.g. reporting configuration).
2.	The VAE server checks whether the VAE client is authorized to establish session-oriented service with one or more V2X UEs (remote vehicles). The VAE server provides a session-oriented service trigger response to the VAE client indicating the ability or inability of VAE server to initiate a session-oriented service with the VAE client. The VAE server performs the procedure to establish session oriented service with VAE client (e.g. remote vehicle).
NOTE 1:	The VAE server performs the procedure specified in clause 9.19.5.2 to establish session oriented service with VAE client (e.g. remote vehicle).
NOTE 2:	The resulting application session occurs over IP connectivity (Uu based) between the remote controller and the remote vehicle.
[bookmark: _Toc59232238][bookmark: _Toc50599483][bookmark: _Toc154934393]9.19.3.3	UE initiated session-oriented service update
Pre-condition:
-	The VAE client (remote controller) has established a session-oriented service with a VAE client (remote vehicle) via the VAE server.


Figure 9.19.3.3-1: Procedure for updating an UE initiated session-oriented service between the VAE client (remote controller) and the VAE client (remote vehicle)
1.	The VAE client (acting as remote controller) sends a change trigger request to the VAE server to update the session-oriented service to one or more VAE clients (remote vehicle) including the identity of the service session, updates to service information (e.g. activated services, updates to vehicle trajectory), requirements (e.g. change of network/QoS requirements), or server information (e.g. change of VAE server). 
2.	The VAE server provides a session-oriented change trigger response to the VAE client indicating the ability or inability of VAE server to continue the session-oriented service with the VAE client with the updated conditions. The VAE server performs the procedure to change session oriented service with VAE client (e.g. remote vehicle).
[bookmark: _Toc59232239][bookmark: _Toc50599484]NOTE:	The VAE server performs the procedure specified in clause 9.19.5.3 to change session oriented service with VAE client (e.g. remote vehicle).
[bookmark: _Toc154934394]9.19.3.4	UE initiated session-oriented service termination
Pre-condition:
-	The VAE client (remote controller) has established a session-oriented service with the VAE client (remote vehicle).


Figure 9.19.3.4-1: Procedure for terminating an UE initiated session-oriented service between the VAE client (remote controller) and the VAE client (remote vehicle)
1.	The VAE client (acting as remote controller) sends a session-oriented termination trigger request to the VAE server to terminate the session (e.g. end of session with VAE server or requirements for session-oriented service not satisfied) with one or more V2X UEs (remote vehicles) including the identity of the service session.
2.	The VAE server sends a session-oriented termination trigger response to the VAE client indicating the result of the session-oriented service termination with one or more V2X UEs (remote vehicles). The VAE server performs the session-oriented service termination procedure to terminate session oriented service with VAE client (e.g. remote vehicle).
NOTE:	The VAE server performs the procedure specified in clause 9.19.5.4 to terminate session oriented service with VAE client (e.g. remote vehicle).
[bookmark: _Toc154934395]9.19.4	V2X application specific server triggered session-oriented service
[bookmark: _Toc154934396]9.19.4.1	General
The VAE layer provides support at the application layer for V2X application specific server triggered session-oriented services by providing mechanisms for establishing, updating and terminating sessions. 
[bookmark: _Toc50599458][bookmark: _Toc59232213][bookmark: _Toc154934397]9.19.4.2	Triggering of session-oriented service establishment 
Pre-conditions:
-	The V2X application-specific server has decided to trigger the session-oriented service.
NOTE: The reasons that the V2X application-specific server decides to trigger the V2X application specific layer session are out of scope of the present document.


Figure 9.19.4.2-1: Triggering of session-oriented service establishment
1.	The V2X application-specific server triggers the VAE server to initiate a session-oriented service to the VAE client. This request can include information such as the identity of the VAE client, the identity of the V2X application specific server, the identity of the service session, the V2X service ID and the "type" or "QoS requirements" of the session.  
2.	The VAE server provides a session-oriented service trigger response to the V2X application-specific server indicating the ability or inability of VAE server to initiate a session-oriented service with the VAE client. 
NOTE:	The VAE server performs the procedure specified in clause 9.19.5.2 to establish session oriented service with VAE client (e.g. remote vehicle).
[bookmark: _Toc50599460][bookmark: _Toc59232215][bookmark: _Toc154934398]9.19.4.3	Triggering of session-oriented service update 
Pre-conditions:
-	The VAE server has established a session-oriented service with the VAE client as described in clause 9.19.5.2.
-	The V2X application-specific server needs to update parameters of the session. 


Figure 9.19.4.3-1: Triggering of session-oriented service update
1.	The V2X application-specific server provides the VAE server with the identity of the session and the update of session parameters, e.g. change of QoS requirements of the session.
2.	The VAE server provides a session-oriented service update response to the V2X application specific server including the ability or inability to continue the session-oriented service with the VAE client with the updated conditions. 
NOTE:	The VAE server performs the procedure specified in clause 9.19.5.3 to change session oriented service with VAE client (e.g. remote vehicle).
[bookmark: _Toc50599462][bookmark: _Toc59232217][bookmark: _Toc154934399]9.19.4.4	Triggering of session-oriented service termination
Pre-conditions:
-	The VAE server has established a session-oriented service with the VAE client as described in clause 9.19.5.2.
-	The V2X application specific server has decided to terminate the session-oriented service. 


Figure 9.19.4.4-1: Triggering of session-oriented service termination
1.	The V2X application-specific server provides the VAE server with a request to terminate the session-oriented service with the VAE client. It may include the identity of the service session.
2.	The VAE server provides a session-oriented service termination response to the V2X application-specific server that the session can be terminated.  
NOTE:	The VAE server performs the procedure specified in clause 9.19.5.4 to terminate session oriented service with VAE client (e.g. remote vehicle).
[bookmark: _Toc154934400]9.19.5	Session-oriented service
[bookmark: _Toc154934401]9.19.5.1	General
The VAE layer provides support at the application layer for session-oriented services by providing mechanisms for establishing, updating and terminating sessions. 
[bookmark: _Toc50599459][bookmark: _Toc59232214][bookmark: _Toc154934402]9.19.5.2	Session-oriented service establishment
Pre-conditions:
-	The V2X UE has been authenticated for using session-oriented services and has connected to the V2X application server.
-	The VAE server has agreed to establish a session upon the request from the V2X application specific server or from the VAE client.
-	The V2X application specific client has subscribed with the VAE client to receive notifications related to session-oriented service and the V2X application specific server has subscribed with VAE server to receive notifications related to session-oriented service.
-	The V2X application specific client for the terminating V2X UE has been informed about the already negotiated session oriented service to VAE client.


Figure 9.19.5.2-1: Procedure for establishing a session-oriented service between the VAE server and the VAE client
1.	The VAE server sends a request to one or more VAE clients to establish a session-oriented service including identity of the VAE client, identity of the session, V2X service ID and reporting configuration.
2.	The VAE client sends a session-oriented service response to the VAE server indicating approval of session establishment request by the VAE server.
3.	If V2X application specific server has triggered then, the VAE server sends a session-oriented service establish notification to the V2X application-specific server.
4.	The VAE client sends a session-oriented service establish notification to the V2X application-specific client.
[bookmark: _Toc50599461][bookmark: _Toc59232216][bookmark: _Toc154934403]9.19.5.3	Session-oriented service update
Pre-condition:
-	The VAE server has established a session-oriented service with the VAE client.
-	The VAE server has received a session-oriented service update from the V2X application-specific server or from the VAE client or a change in QoS and network conditions from 3GPP network system.
-	The V2X application specific client has subscribed with the VAE client to receive notifications related to session-oriented service and the V2X application specific server has subscribed with VAE server to receive notifications related to session-oriented service.
-	The VAE server has agreed to continue the session-oriented service with the VAE client with the updated conditions upon the request from the V2X application specific server or from the VAE client.


Figure 9.19.5.3-1: Procedure for updating a session-oriented service between the VAE server and the VAE client
1.	The VAE server sends a change request to one or more VAE clients including the identity of the session, updates requirements (e.g. change of network/QoS requirements), or server information (e.g. change of VAE server). 
2.	The VAE client sends a change response to the VAE server indicating acceptance of the change request by the VAE server.
3.	If V2X application specific server has triggered then, the VAE server sends a session-oriented service change notification to the V2X application-specific server. 
4.	The VAE client sends a session-oriented service change notification to the V2X application-specific client.
[bookmark: _Toc50599463][bookmark: _Toc59232218][bookmark: _Toc154934404]9.19.5.4	Session-oriented service termination
Pre-condition:
-	The VAE server has established a session-oriented service with the VAE client.
-	The VAE server has received a session-oriented service termination request from the V2X application-specific server or from the VAE client or a change in QoS or network conditions from 3GPP network system that prevents the VAE server from continuing the session-oriented service.
-	The V2X application specific client has subscribed with the VAE client to receive notifications related to session-oriented service and the V2X application specific server has subscribed with VAE server to receive notifications related to session-oriented service.
-	The VAE server has indicated to terminate the session-oriented service with the VAE client upon the request from the V2X application specific server or from the VAE client.


Figure 9.19.5.4-1: Procedure for terminating a session-oriented service between the VAE server and the VAE client
1.	The VAE server sends a session-oriented termination request to the VAE client to terminate the session (e.g. end of session with VAE server or requirements for session-oriented service not satisfied) including the identity of the session.
2.	The VAE client sends a session-oriented termination response to the VAE server indicating acceptance of the termination request by the VAE server.
3.	If V2X application specific server has triggered then, the VAE server sends a session-oriented service termination notification to the V2X application-specific server. 
4.	The VAE client sends a session-oriented service termination notification to the V2X application-specific client.
[bookmark: _Toc154934405]9.20	Monitoring and control of QoS for eV2X communications
[bookmark: _Toc154934406]9.20.1	General
5GS supports eV2X communications with extended QoS monitoring and reporting.The VAE layer utilizes these monitoring and reporting mechanisms to support control of QoS for eV2X communications. The V2X application specific server subscribes to service adaptation and QoS control events from the VAE layer and receives notifications about the relevant service requirement adaptations and corresponding QoS changes.
[bookmark: _Toc154934407]9.20.2	Information flows
[bookmark: _Toc154934408]9.20.2.1	Service adaptation and QoS control subscription request
Table 9.20.2.1-1 describes the information flow Service adaptation and QoS control subscription request from the V2X application specific server to the VAE server.
Table 9.20.2.1-1: Service adaptation and QoS control subscription request
	Information element
	Status
	Description

	V2X group ID
	M
(see NOTE)
	Identity of the V2X group for which the service adaptation and QoS control subscription is initiated.

	V2X service ID
	M
(see NOTE)
	The V2X service ID for which subscription corresponds to.

	V2X UE ID
	M
(see NOTE)
	The V2X UE ID for which subscription corresponds to.

	NOTE:	Either of the information element should be present.



[bookmark: _Toc154934409]9.20.2.2	Service adaptation and QoS control subscription response
Table 9.20.2.2-1 describes the information flow for VAE server to respond for Service adaptation and QoS control subscription request from the V2X application specific server.
Table 9.20.2.2-1: Service adaptation and QoS control subscription response
	Information element
	Status
	Description

	Result
	M
	Result from the VAE server in response to subscription request indicating success or failure 

	Subscription ID (see NOTE)
	O
	Identifier of a successful subscription.

	NOTE:	This IE is included when the Result indicates success



[bookmark: _Toc154934410]9.20.2.3	Service requirement adaptation notification request
Table 9.20.2.3-1 describes the information flow for service requirement adaptation notification request from VAE server to the V2X application specific server.
Table 9.20.2.3-1: Service requirement adaptation notification request
	Information element
	Status
	Description

	Subscription ID
	M
	Identifier of the subscription for this notification.

	List of V2X UEs information
	O
	The information of the V2X UEs which are affected by this service requirement adaptation notification

	> V2X UE ID
	M
	The identifier of V2X UE

	QoS change information
	M
	The actual or expected QoS change information



[bookmark: _Toc154934411]9.20.2.4	Service requirement adaptation notification response
Table 9.20.2.4-1 describes the information flow for service requirement adaptation notification response from V2X application specific server to the VAE server.
Table 9.20.2.4-1: Service requirement adaptation notification response
	Information element
	Status
	Description

	Subscription ID
	M
	Identifier of the subscription for this notification.

	Acknowledgement Result (see NOTE)
	M
	Indicates positive or negative acknowledgement.

	List of V2X UEs information (see NOTE)
	O
	The information of the V2X UEs which are affected by the service requirement adaptation and requires QoS change to be applied.

	> V2X UE ID
	M
	The identifier of V2X UE

	NOTE:	If Acknowledgement Result IE indicates positive, then List of V2X UEs information IE is included.



[bookmark: _Toc154934412]9.20.3	Subscription Procedure
Pre-conditions:
1.	The VAE server includes an Application Function (AF) functionality, as defined in 3GPP TS 23.287 [8].
2.	The VAE server has subscriptions with SEAL servers to receive V2X service-related information (e.g. UE IDs, location, group, configuration info, etc.).


Figure 9.20.3-1: Subscription for monitoring and control of QoS for eV2X communications
1.	The V2X application specific server sends a service adaptation and QoS control subscription request to the VAE server.
2.	The VAE server, who acts as an AF, subscribes to QoS monitoring service from 5GS (e.g. PCF/NWDAF). This subscription may be active for a certain period of time or a given geographical area. The monitoring may either include the request for QoS sustainability events as specified in 3GPP TS 23.288 [24], or can include a QoS change notification requests as provided by SMF and specified in 3GPP TS 23.287 [8]. The reporting may be configured by the application enabler layer for a given area, time, periodicity etc taking into account the service requirement and other parameters (e.g. expected congestion in certain area, time of the day, road conditions). 
3.	The VAE server sends a service adaptation and QoS control subscription response indicating success or failure of subscription.
[bookmark: _Toc154934413]9.20.4	Notification Procedure
Pre-condition:
1.	The subscription procedure specified in clause 9.20.3 is performed.


Figure 9.20.3-1: Notification for monitoring and control of QoS for eV2X communications
1.	Based on the subscription, as specified in 3GPP TS 23.287 [8], 5GS provides the extended QoS monitoring report, over N33 interface. This report may come either from NWDAF or SMF via PCF/NEF. 
2	The VAE server, based on the monitoring events (step 1) for one or multiple V2X-UEs within one service or across multiple services, may trigger a service requirement adaptation (step 3) based on the actual or expected QoS change for one or more V2X services. 
3.	The VAE server sends a service requirement adaptation notification request to V2X application specific server to identify the action which is needed, based on the actual or expected QoS change. This could be the adaptation of the Level of Automation (LoA) for one or more V2X-UEs or V2X services. 
4.	The V2X application specific server decides whether to adapt the service requirement based on step 3.
5.	The V2X application specific server sends a response to VAE server with a positive or negative acknowledgment. Optionally, this may include the list of a sub-set of V2X-UEs within a service for which the requirement change should be applied 
6.	If no QoS adaptation is required, V2X application layer may adapt based on the adapted service requirements; and steps 7-10 are optional.  
7.	If a QoS adaptation is required, the VAE server, triggers the adaptation of QoS for the affected V2X-UE(s) within the service or across multiple services in close vicinity. 
8.	The VAE server performs network resource adaptation by interacting with the NRM server as specified in the 3GPP TS 23.434 [10].
9.	The VAE server also notifies about the QoS adaptation to the V2X application specific server.
10.	The V2X application layer adapts based on the adapted service and QoS requirements.
[bookmark: _Toc154934414]9.21	Support for VRU zone configuration and operation
[bookmark: _Toc154934415]9.21.1	General
This capability supports the configuration and provisioning of the VRU high risk zone at the VAE layer based on a request from the V2X application specific server (VASS). 
[bookmark: _Toc154934416]9.21.2	Information flows
[bookmark: _Toc154934417]9.21.2.1	VRU zone management subscription request
Table 9.21.2.1-1 describes information elements for the VRU zone management subscription request from the VASS to the VAE server.
Table 9.21.2.1-1: VRU zone management subscription request
	Information element
	Status
	Description

	Requestor ID
	M
	The identifier of the service requestor (VASS, VAL server, App ID)

	VRU zone ID
	O
	The identifier of the VRU zone which may be provided by the requestor.

	VRU zone information
	M
	This information identifies, based on the VRUP scenario, which type of UEs (V2X UEs, pedestrian UEs) are to be considered. Also, whether it is a static or dynamic zone can be identified.

	VRU application requirements
	M
	This includes requirements include the types of supported messages and requirements (e.g. requirements for VAM messages), and application QoS requirement dedicated for the VRU zone (e.g. URLLC like).

	List of VAL UE IDs
	O
	The identifiers of the VAL UEs for which the VRU zone is applicable

	Area of Interest
	O
	The geographical or service area for which the subscription request applies

	Time validity
	O
	The time validity of the request



[bookmark: _Toc154934418]9.21.2.2	VRU zone management subscription response
Table 9.21.2.2-1 describes information elements for the VRU zone management subscription response from the VAE server to VASS.
Table 9.21.2.2-1: VRU zone management subscription response
	Information element
	Status
	Description

	Result
	M
	The result of the VRU zone management subscription request (positive or negative acknowledgement)



[bookmark: _Toc154934419]9.21.2.3	VRU zone info notification
Table 9.21.2.3-1 describes information elements for the VRU zone info notification from the VAE server to the VAE clients.
Table 9.21.2.3-1: VRU zone info notification
	Information element
	Status
	Description

	VRU zone ID
	M
	The identifier of the VRU zone 

	VRU zone information
	M
	This information identifies based on the VRUP scenario, which type of UEs (V2X UEs, pedestrians) are to be considered. Also, whether it is a static or dynamic zone.

	VRU zone area
	M
	The geographical (coordinates) or topological area for the zone (cell IDs, TAs)

	QoS requirements
	M
	The application QoS requirements for the services within the zone

	VRU zone configuration parameters
	M
	These parameters include:
· The list of value-add VAE services required within the zone (e.g. location tracking, V2X message bundling), 
· the supported transmission modes (unicast, groupcast, broadcast) within the applications within the zone, 
· the allowed interface selection within the zone (Uu, PC5),
· the use of application relaying or not

	VRU zone adaptation assistance info
	O
	If the VRU zone is dynamic, this IE provides assistance info on the configuration adaptation triggers or to provide the planning (e.g. based on a school bus route) to allow the network to adapt the configuration.



[bookmark: _Toc154934420]9.21.2.4	Enter/Leave Notification
Table 9.21.2.4-1 describes information elements for the Enter/Leave Notification from the VAE server to the VASS or the VAE client(s) within the zone.
Table 9.21.2.4-1: Enter/Leave Notification
	Information element
	Status
	Description

	VAL UE ID
	M (NOTE)
	The identity of the UE of interest (GPSI, or external ID)

	VAL group ID
	M (NOTE)
	The group UE identity (if this applies to a group of UEs).

	VRU zone ID
	M
	The identifier of the VRU zone 

	VRU zone information
	M
	This information identifies based on the VRUP scenario, which type of UEs (V2X UEs, pedestrians) are to be considered. Also, whether it is a static or dynamic zone.

	Enter/Leave timing info
	M
	The timing info for the UE enter / leave the zone. This includes for entering a start time of VRUP and an expected duration, and for leaving an expected leave time (if the UE is approaching the VRU zone boundaries)

	UE/group mobility info
	O
	The expected mobility/speed/direction of the UE or group of interest

	NOTE: One of these shall be present.



[bookmark: _Toc154934421]9.21.3	 Procedure on VAL server - triggered VRU zone configuration 
Figure 9.21.3-1 illustrates the procedure where the VAE server configures the VRU zone based on application requirement; and supports the run-time operation based on an expected UE entrance to the zone. 
Pre-conditions:
1.	V2X application specific server or client has subscribed to VAE layer to provide support for V2P communication.


Figure 9.21.3-1: VAL server - triggered VRU zone configuration
1.	The V2X application specific server sends a subscription request to manage the configuration of a new high-risk area zone and requires the VAE server support to translate it to a network-related zone configuration and provisioning to the UEs within the requested area. 
2.	The VAE server processes the request and stores the subscription. The processing includes the translation of the zone requirement of step 1 and determines a set of network-related zone parameters which indicates the configuration parameters. 
3.	The VAE sever sends a VRU zone management subscription response to VASS.
4.	The VAE server initiates the SEAL LMS service for location tracking both for static location and dynamically changing location for all UEs within the VRU zone area. VAE server obtains and initiates tracking the V2X UEs location from the location management server 1 as specified in 3GPP TS 23.434 (clause 9.3.12) or, for static area, it obtains location area monitoring information based on clause 9.3.10 of 3GPP TS 23.434. 
5.	The VAE server sends a notification message including the VRU zone configuration parameters. Parameters can be based on the parameters provided in step 2. This configuration will be provided to the V2X-UEs (and pedestrians) within the area that will be covered by the VRU zone.
6.	The VAE server keeps monitoring the VRU zone area based on monitoring SEAL LMS events. This includes events on whether a UE (e.g. UE1) is moving in or out a target area of interest.
	The VAE server translates the UE1 mobility event to an expected entrance to a VRU high risk zone, and based on the configuration of the zone, it identifies whether to generate and send a notification to the VASS on the expected entrance / leave of UE1.  
7.	The VAE server alerts the VASS that the UE1 is expected to move to the VRU zone area in a given time horizon and provides also information on its mobility as well as the UE1 capabilities (e.g. VRU capable). 
8.	The VAE server may also alert the VAE client (if deployed at the UE1) that it is expected to enter the VRU zone and requests the confirmation for allowing the push of VRU messages within the zone. 
[bookmark: _Toc83160113][bookmark: _Toc154934422]9.22	VAE support for Energy Efficient V2P communications
[bookmark: _Toc83160114][bookmark: _Toc154934423]9.22.1	General
[bookmark: _Toc83160115]Vehicle to Pedestrian (V2P) is one of the V2X scenarios, which enables communication between vehicles and pedestrians for both safety and traffic efficiency related applications.  One of the key V2P applications is the Vulnerable Road User Protection (VRUP) as specified in ETSI TS 103 300-2 [13]. VRUP provides warning to vehicles of the presence of vulnerable road users, e.g. pedestrian or cyclist, in case of dangerous situation. In VRUP, multiple V2X messages need to be exchanged between the pedestrian and the vehicular UEs, originating by one or more applications. Such messages can be standard VRU messages (e.g. VAM) and other V2X messages (CAM, DENM, BSM, CPM) and can be exchanged via different transmission modes (unicast, groupcast, broadcast).
In such scenario, one challenge is that a pedestrian UE might have a lower battery capacity and limited radio capability, and therefore may have to work in a low power consumption mode, e.g. not being able to send/receive V2X messages with the same periodicity as a Vehicular UE. Continuous sending/receiving V2X messages by the pedestrian UE would affect UE power efficiency. A further challenge is that multiple applications related to VRU may be deployed, which may have differentiated traffic/QoS requirements as well as transmission/reception schedules. 
The VAE layer may provide support functionality for enabling V2P applications, by consolidating the V2P application requirements and aligning the communication traffic pattern with the PC5 QoS setting and the AS layer configurations (e.g. DRX cycles).
[bookmark: _Toc154934424]9.22.2	Information flows
[bookmark: _Toc83160116][bookmark: _Toc154934425]9.22.2.1	V2P application requirement request
Table 9.22.2.1-1 describes information elements for the V2P application requirement request from the V2X Application Specific Server (VASS) to the VAE server or from the V2X application specific client to the VAE client.
Table 9.22.2.1-1: V2P application requirement request
	Information element
	Status
	Description

	Requestor ID
	M
	The identifier of the service requestor (VASS, VAL server, App ID)

	V2X service ID
	M
(see NOTE)
	The V2X service ID for which application requirement corresponds to.

	V2X group ID
	M
(see NOTE)
	Identity of the V2X group for which the V2P application requirement is initiated.

	V2P QoS requirements
	M
	The application QoS requirements (reliability, delay, jitter) for the V2P service

	Application Traffic Pattern
	M
	The application transmission cycle or traffic schedule for the V2P service. This may be in form of a schedule of an expected transmission/reception of a V2X message over a pre-defined time window.

	PC5 Provisioning policies/ parameters 
	O
	PC5 provisioning policies/parameters to be used by the V2X-UEs within the V2X service (list provided in TS 23.287)

	NOTE:One of these shall be present.



[bookmark: _Toc154934426]9.22.2.2	V2P application requirement response
Table 9.22.2.2-1 describes information elements for the V2P application requirement response from the VAE server to V2X Application Specific Server or from the VAE client to the V2X application specific client.
Table 9.22.2.2-1: V2P application requirement response
	Information element
	Status
	Description

	Result
	M
	The result of the V2P application requirement request (positive or negative acknowledgement)



[bookmark: _Toc154934427]9.22.2.3	V2P schedule configuration request 
Table 9.22.2.3-1 describes information elements for the V2P schedule configuration request from the VAE server to the VAE clients.
Table 9.22.2.3-1: V2P schedule configuration request
	Information element
	Status
	Description

	VAE server ID
	M
	The identifier of the VAE server

	V2X service ID
	M
(see NOTE)
	The V2X service ID for which the configuration request applies.

	V2X group ID
	M
(see NOTE)
	Identity of the V2X group for which the configuration request applies.

	Traffic Communication pattern
	M
	The traffic communication pattern includes the information for the V2P communication transmission/reception schedule, and optionally the inactivity period, sleep period

	DRX cycle configuration
	O
	The DRX cycle configuration for out of coverage and groupcast/broadcast communications

	V2P QoS requirements
	O
	The application QoS requirements (reliability, delay, jitter) for the V2P service

	NOTE: One of these shall be present.



[bookmark: _Toc154934428]9.22.2.4	V2P schedule configuration response 
Table 9.22.2.4-1 describes information elements for the V2P schedule configuration response from the VAE client to the VAE server.
Table 9.22.2.4-1: V2P schedule configuration response
	Information element
	Status
	Description

	Result
	M 
	The result corresponding to the V2P schedule configuration request.



[bookmark: _Toc154934429]9.22.2.5	V2P schedule notification
Table 9.22.2.5-1 describes information elements for the V2P schedule notification from the VAE client to the V2X app specific client.
Table 9.22.2.5-1: V2P schedule notify
	Information element
	Status
	Description

	V2X service ID
	M
	The V2X service ID for which the configuration corresponds to.

	Traffic Communication pattern
	M
	The traffic communication pattern includes the information for the V2P communication transmission/reception schedule, and optionally the inactivity period, sleep period

	DRX cycle configuration
	O
	The DRX cycle configuration for out of coverage and groupcast/broadcast communications



[bookmark: _Toc154934430]9.22.2.6	V2P schedule update request 
Table 9.22.2.6-1 describes information elements for the V2P schedule update request from a first VAE client to a second VAE client.
Table 9.22.2.6-1: V2P schedule update request
	Information element
	Status
	Description

	VAE client ID
	M
	The identifier of the VAE client

	V2X service ID
	M
(see NOTE)
	The V2X service ID for which the schedule update applies.

	V2X group ID
	M
(see NOTE)
	Identity of the V2X group for which the schedule update applies.

	Proposed Traffic Communication pattern
	M
	The proposed consolidated traffic communication pattern includes the information for the V2P communication transmission/reception schedule, and optionally the inactivity period, sleep period

	NOTE:	One of these shall be present.



[bookmark: _Toc154934431]9.22.2.7	V2P schedule update response 
Table 9.22.2.7-1 describes information elements for the V2P schedule update response from the second VAE client to the first VAE client.
Table 9.22.2.7-1: V2P schedule update response
	Information element
	Status
	Description

	Result
	M 
	The result corresponding to the V2P schedule update request.

	Cause
	O 
	The cause in case of negative result.

	Updated Traffic Communication pattern
	O
	The updated (after negotiation) traffic communication pattern.



[bookmark: _Toc154934432]9.22.3.1	Procedure on VAE server enabled V2P communication schedule configuration
This subclause describes the procedure for V2P communication schedule configuration and update support by the VAE server. 
Figure 9.22.3.1-1 illustrates the procedure where the VAE server configures the traffic schedule for V2P communications based on application requirement; and communicates with the VAE clients to trigger the translation to an AS layer/ QoS configurations update.  
Pre-conditions:
1.	V2X Application Specific Server has subscribed to VAE server to provide support for V2P communication.
2.	VAE client of V2X UE #1 and V2X UE #2 are registered with VAE server.


Figure 9.22.3.1-1: VAE server - enabled V2P communication schedule configuration
1.	A V2P application specific server provides the V2P application requirements in form of a request to the VAE server, including application QoS requirements for the V2P applications and provisioning policies and parameters for the PC5 communication. 
2.	The VAE server authorizes the request and sends a V2P application requirement response.
3.	The VAE server generates a communication schedule for one or more involved V2X UEs, so that the off duration is maximized. The determination of the transmission schedule can be determined based on the V2P service KPIs. Such communication schedule may include the transmission/reception schedule for the application messages and may also include the DRX cycle configuration for out of coverage and groupcast/broadcast communications.
4.	The VAE server sends a V2P communication schedule configuration request message to the involved VAE clients. This includes the generated UE level transmission schedules and may also include the DRX cycle configuration for PC5 communication in out of coverage and groupcast/broadcast modes.
5.	V2X UE #1's and V2X UE #2's VAE clients provide the updated traffic pattern as V2X Application Requirements to V2X layer, also including QoS requirements such as delay requirements, priority, etc., for the PC5 communication for both applications, as specified in 3GPP TS 23.287 [19] clause 5.4.1.1. VAE client may also indicate the transmission mode (unicast, groupcast) per application. The V2X layer of UEs #1 and #2 process the requirements from VAE client and generates a UE level DRX schedule. The AS layer of UE #1 and #2 applies/configures the DRX schedule for the corresponding V2X communication.
6.	VAE clients of V2X UEs #1 and #2 send a response to the configuration request as positive or negative acknowledgement to the VAE server.
7.	VAE clients of V2X UEs #1 and #2 may send a notification to the V2X application specific client(s) to inform on the communication traffic pattern.
[bookmark: _Toc154934433]9.22.3.2	Procedure on VAE client enabled V2P communication schedule configuration
This subclause describes the procedure for V2P communication schedule configuration and update support by the VAE client. 
Figure 9.22.3.2-1 illustrates the procedure where the VAE client configures the traffic schedule for V2P communications based on application requirement; and triggers the translation to an AS layer/ QoS configurations update. 
Pre-conditions:
1.	VAE client 1 has been configured by the VAE server to configure the communication schedule for V2P communications.
2.	V2X UE #1 and V2X UE#2 have discovered each other based upon V2P service and established a unicast connection using the V2X Service oriented Layer-2 link establishment procedure as specified in 3GPP TS 23.287 [19] clause 6.3.3.1.


Figure 9.22.3.2-1: VAE client - enabled V2P communication schedule configuration
1.	On V2X UE #1, one or more V2X application specific clients send V2P application requirement request to the VAE client, including application QoS requirements for the V2P applications and provisioning policies and parameters for the PC5 communication. 
2. The VAE client sends a V2P application requirement response to the requestor V2X application specific client (s).
3.	V2X UE #1's VAE client consolidates requirements (from one or more application specific clients) and generates a UE level transmission schedule, so that the off-duration is maximized. The determination of the transmission schedule can be determined based on the configuration on the UE (energy efficiency target) and the service KPIs. 
4.	V2X UE #1's VAE client sends a V2P communication schedule update request which includes the generated UE level transmission schedule to other VAE client 2 (in vicinity, or in service-based group), in order to negotiate the optimal transmission pattern or inform on the expected reception pattern.
5.	V2X UE #2's VAE client optionally generates or updates the communication schedule for V2X UE #2, based on step 4, or negotiates the traffic pattern. 
6.	VAE client of V2X UE #2 may send a V2P communication schedule update response indicating the result or an expected/generated UE #2 transmission pattern (in case of negotiation).
7.	V2X UE #1's and V2X UE #2's VAE clients provide the updated traffic pattern as V2X Application Requirements to V2X layer, also including QoS requirements such as delay requirements, priority, etc., for the PC5 communication for both applications, as specified in 3GPP TS 23.287 [x] clause 5.4.1.1. VAE client may also indicate the transmission mode (unicast, groupcast) per application. The V2X layer of UEs #1 and #2 process the requirements from VAE client and generates a UE level DRX schedule. The AS layer of UE #1 and #2 applies/configures the DRX schedule for the corresponding V2X communication.
8.	VAE clients of V2X UEs #1 and #2 may send a V2P schedule notification to the V2X application specific client(s) to inform on the communication traffic pattern.
[bookmark: _Toc154934434]10	VAE layer APIs
[bookmark: _Toc536270712][bookmark: _Toc536271019][bookmark: _Toc9812496][bookmark: _Toc9812740][bookmark: _Toc154934435]10.1	General
The following VAE capabilities are offered as APIs:
-	VAE server APIs;
The following SEAL service APIs are specified in 3GPP TS 23.434 [6]:
-	Group management server APIs;
-	Location management server APIs;
-	Configuration management server APIs;
-	Identity management server APIs; and
-	Key management server APIs.
[bookmark: _Toc536270713][bookmark: _Toc536271020][bookmark: _Toc9812497][bookmark: _Toc9812741][bookmark: _Toc154934436]10.2	VAE server APIs
[bookmark: _Toc536270714][bookmark: _Toc536271021][bookmark: _Toc9812498][bookmark: _Toc9812742][bookmark: _Toc154934437]10.2.1	General
Table 10.2.1-1 illustrates the VAE server APIs.
Table 10.2.1-1: List of VAE server APIs
	API Name
	API Operations
	Known Consumer(s)
	Communication Type

	VAE_MessageDelivery API
	Deliver_DL_Message
	V2X application specific server
	Request/ Response

	
	Deliver_UL_Message
	V2X application specific server
	Subscribe/notify

	
	V2X_MessageDelivery_Subscribe
	
	

	
	V2X_MessageDelivery_Unsubscribe
	
	

	VAE_FileDistribution API
	Distribute_File
	V2X application specific server
	Request/ Response

	VAE_ApplicationRequirement API
	Reserve_NetworkResource
	V2X application specific server
	Subscribe/notify

	
	Notify_NetworkResource
	
	

	VAE_DynamicGroup API
	Configure_DynamicGroup
	V2X application specific server
	Request/Response

	
	Notify_DynamicGroup
	
	

	VAE_ServiceContinuity API
	Query_ServiceContinuity
	VAE server
	Request/Response

	VAE_HDMapDynamicInfo API
	Subscribe_HDMapDynamicInfo
	V2X application specific server
	Subscribe/notify

	
	Notify_HDMapDynamicInfo
	
	

	VAE_SessionOrientedService API
	Establish_Session
	V2X application specific server
	Subscribe/notify

	
	Notify_Establish_Session
	
	

	
	Update_Session
	
	

	
	Notify_Update_Session
	
	

	
	Terminate_Session
	
	

	
	Notify_Terminate_Session
	
	

	VAE_PC5ProvisioningRequirement API
	Config_PC5ProvisioningRequirement
	V2X application specific server

	Subscribe/notify


	
	Notify_PC5ProvisioningRequirement
	
	

	VAE_V2VConfigRequirement API
	Request_V2VConfigRequirement
	V2X application specific server
	Request/Response

	VAE_ServiceAdaptationQoSControlInfo API _
	Subscribe_ ServiceandQoSControlInfo
	V2X application specific server

	Subscribe/notify


	
	Notify_ ServicandQoSControlInfo
	
	

	VAE_ VRUzoneManagement API
	Subscribe_VRUzoneManagement operation
	V2X application specific server

	Subscribe/notify


	
	Notify_ Enter/Leave
	
	

	VAE_V2PApplicationRequirement API
	Request_ V2PApplicationRequirement
	V2X application specific server, V2X application specific client
	Request/Response



The SEAL server(s) APIs available via SEAL-S reference point as specified in 3GPP TS 23.434 [6] are consumed by the V2X application specific server via the VAE server (acting as a VAL server) over the Vs reference point. When V2X application specific server invokes a SEAL server API via the VAE server over the Vs reference point, the VAE server shall interact with the corresponding SEAL server over the SEAL-S reference point for the API invocation request and response.
NOTE:	When V2X application specific server invokes a SEAL server API directly, the V2X application specific server acting as VAL server shall interact with the corresponding SEAL server over the SEAL-S reference point for the API invocation request and response as specified in 3GPP TS 23.434 [6].
Editor's note:	Whether the VAE_DynamicGroup API is to be moved to SEAL is FFS.
[bookmark: _Toc484168243][bookmark: _Toc536270715][bookmark: _Toc536271022][bookmark: _Toc9812499][bookmark: _Toc9812743][bookmark: _Toc154934438]10.2.2	VAE_MessageDelivery API
[bookmark: _Toc9812500][bookmark: _Toc9812744][bookmark: _Toc154934439]10.2.2.1	General
API description: This API enables the V2X application specific server to subscribe/unsubscribe to the VAE server and communicate with the VAE server to send and receive V2X messages to and from the V2X UEs (including V2X groups).
[bookmark: _Toc9812501][bookmark: _Toc9812745][bookmark: _Toc154934440]10.2.2.2	Deliver_DL_Message operation
API operation name: Deliver_DL_Message
Description: Delivers the V2X messages to the V2X UEs.
Known Consumers: V2X application specific server.
Inputs: Refer subclause 9.4.2.1, 9.4.2.3.
Outputs: None.
See subclause 9.4.3 and subclause 9.4.4 for the details of usage of this API operation.
[bookmark: _Toc9812502][bookmark: _Toc9812746][bookmark: _Toc154934441]10.2.2.3	Deliver_UL_Message operation
API operation name: Deliver_UL_Message
Description: Delivers the uplink V2X messages from the V2X UEs to the V2X application specific server.
Known Consumers: V2X application specific server.
Inputs: None
Outputs: Refer subclause 9.4.2.4.
See subclause 9.4.5 for the details of usage of this API operation.
[bookmark: _Toc154934442]10.2.2.4	V2X_MessageDelivery_Subscribe operation
API operation name: V2X_MessageDelivery_Subscribe
Description: Subscribe to the VAE server for sending and receiving V2X messages.
Known Consumers: V2X application specific server.
Inputs: Refer subclause 9.4.2.6.
Outputs: Refer subclause 9.4.2.7.
See subclause 9.4.6 for the details of usage of this API operation.
[bookmark: _Toc154934443]10.2.2.5	V2X_MessageDelivery_Unsubscribe operation
API operation name: V2X_MessageDelivery_Unsubscribe
Description: Unsubscribe to the VAE server for sending and receiving V2X messages.
Known Consumers: V2X application specific server.
Inputs: Refer subclause 9.4.2.8.
Outputs: Refer subclause 9.4.2.9.
See subclause 9.4.6 for the details of usage of this API operation.
[bookmark: _Toc154934444]10.2.3	VAE_FileDistribution API
[bookmark: _Toc9812503][bookmark: _Toc9812747][bookmark: _Toc154934445]10.2.3.1	General
API description: This API enables the V2X application specific server to communicate with the VAE server to initiate file distribution to the V2X UEs.
[bookmark: _Toc9812504][bookmark: _Toc9812748][bookmark: _Toc154934446]10.2.3.2	Distribute_File operation
API operation name: Distribute_File
Description: Distributes files to the V2X UEs.
Known Consumers: V2X application specific server.
Inputs: Refer subclause 9.5.2.
Outputs: Refer subclause 9.5.2.
See subclause 9.5.2 for the details of usage of this API operation.
[bookmark: _Toc9812505][bookmark: _Toc9812749][bookmark: _Toc154934447]10.2.4	VAE_ApplicationRequirement API
[bookmark: _Toc9812506][bookmark: _Toc9812750][bookmark: _Toc154934448]10.2.4.1	General
API description: This API enables the V2X application specific server to communicate with the VAE server to provide V2X application requirement to the underlying 3GPP network.
[bookmark: _Toc9812507][bookmark: _Toc9812751][bookmark: _Toc154934449]10.2.4.2	Reserve_NetworkResource operation
API operation name: Reserve_NetworkResource
Description: Provides V2X application requirement to underlying 3GPP network.
Known Consumers: V2X application specific server.
Inputs: Refer subclause 9.11.2.1
Outputs: Refer subclause 9.11.2.2
See subclause 9.11.3 for the details of usage of this API operation.
[bookmark: _Toc9813745][bookmark: _Toc20520461][bookmark: _Toc154934450]10.2.4.3	Notify_NetworkResource operation
API operation name: Notify_NetworkResource
Description: Notify the result of network resource adaptation corresponding to the V2X application requirement.
Known Consumers: V2X application specific server.
Inputs: Refer subclause 9.11.2.3
Outputs: None
See subclause 9.11.3 for the details of usage of this API operation.
[bookmark: _Toc154934451]10.2.5	VAE_DynamicGroup API
[bookmark: _Toc9813746][bookmark: _Toc154934452]10.2.5.1	General
API description: This API enables the V2X application specific server to communicate with the VAE server to configure dynamic group information.
[bookmark: _Toc9813747][bookmark: _Toc154934453]10.2.5.2	Configure_DynamicGroup operation
API operation name: Configure_DynamicGroup
Description: Configures the dynamic group information at the VAE server.
Known Consumers: V2X application specific server.
Inputs: Refer subclause 9.12.2.2.
Outputs: Refer subclause 9.12.2.3.
See subclause 9.12.3 for the details of usage of this API operation.
[bookmark: _Toc20520462][bookmark: _Toc154934454]10.2.5.3	Notify_DynamicGroup operation
API operation name: Notify_DynamicGroup
Description: Notify the dynamic group information (i.e. group member joins or leaves) at the VAE server.
Known Consumers: V2X application specific server.
Inputs: Refer subclause 9.12.2.4.
Outputs: None.
See subclause 9.12.5 for the details of usage of this API operation.
[bookmark: _Toc154934455]10.2.6	VAE_ServiceContinuity API
[bookmark: _Toc20520463][bookmark: _Toc154934456]10.2.6.1	General
API description: This API enables the VAE server to query whether the target VAE server can serve the GEO ID and V2X Service ID for service continuity.
[bookmark: _Toc20520464][bookmark: _Toc154934457]10.2.6.2	Query_ServiceContinuity operation
API operation name: Query_ServiceContinuity
Description: Query the service continuity information.
Known Consumers: VAE server.
Inputs: Refer subclause 9.10.2.1.
Outputs: Refer subclause 9.10.2.2.
See subclause 9.10.3 for the details of usage of this API operation.
[bookmark: _Toc154934458]10.2.7	VAE_HDMapDynamicInfo API
[bookmark: _Toc154934459]10.2.7.1	General
API description: This API enables the V2X application specific server to communicate with the VAE server to subscribe and receive notifications for HD map dynamic information.
[bookmark: _Toc154934460]10.2.7.2	Subscribe_HDMapDynamicInfo operation
API operation name: Subscribe_HDMapDynamicInfo
Description: Subscribes for the HD map dynamic information at the VAE server.
Known Consumers: V2X application specific server.
Inputs: Refer subclause 9.16.2.1.
Outputs: Refer subclause 9.16.2.2.
See subclause 9.16.3 for the details of usage of this API operation.
[bookmark: _Toc154934461]10.2.7.3	Notify_HDMapDynamicInfo operation
API operation name: Notify_HDMapDynamicInfo
Description: Notify the HD map dynamic information at the VAE server.
Known Consumers: V2X application specific server.
Inputs: Refer subclause 9.16.2.3.
Outputs: None.
See subclause 9.16.6 for the details of usage of this API operation.
[bookmark: _Toc154934462]10.2.8	VAE_SessionOrientedService API
[bookmark: _Toc154934463]10.2.8.1	General
API description: This API enables the V2X application specific server to communicate with the VAE server to trigger establishment, update and termination of session-oriented service.
[bookmark: _Toc154934464]10.2.8.2	Establish_Session operation
API operation name: Establish_Session
Description: Triggers the establishment of the session-oriented service by the VAE server.
Known Consumers: V2X application specific server.
Inputs: Refer subclause 9.19.2.1.
Outputs: Refer subclause 9.19.2.2.
See subclause 9.19.4.2 for the details of usage of this API operation.
[bookmark: _Toc154934465]10.2.8.3	Notify_Establish_Session operation
API operation name: Notify_Establish_Session
Description: Notification about the establishment of the session-oriented service by the VAE server.
Known Consumers: V2X application specific server.
Inputs: Refer subclause 9.19.2.3.
Outputs: None.
See subclause 9.19.5.2 for the details of usage of this API operation.
[bookmark: _Toc154934466]10.2.8.4	Update_Session operation
API operation name: Update_Session
Description: Triggers the update to the session-oriented service by the VAE server.
Known Consumers: V2X application specific server.
Inputs: Refer subclause 9.19.2.4.
Outputs: Refer subclause 9.19.2.5.
See subclause 9.19.4.3 for the details of usage of this API operation.
[bookmark: _Toc154934467]10.2.8.5	Notify_Update_Session operation
API operation name: Notify_Update_Session
Description: Notification about the update to the session-oriented service by the VAE server.
Known Consumers: V2X application specific server.
Inputs: Refer subclause 9.19.2.6.
Outputs: None.
See subclause 9.19.5.3 for the details of usage of this API operation.
[bookmark: _Toc154934468]10.2.8.6	Terminate_Session operation
API operation name: Terminate_Session
Description: Triggers the termination of the session-oriented service by the VAE server.
Known Consumers: V2X application specific server.
Inputs: Refer subclause 9.19.2.7.
Outputs: Refer subclause 9.19.2.8.
See subclause 9.19.5.4 for the details of usage of this API operation.
[bookmark: _Toc154934469]10.2.8.7	Notify_Terminate_Session operation
API operation name: Notify_Terminate_Session
Description: Notification about the termination of the session-oriented service by the VAE server.
Known Consumers: V2X application specific server.
Inputs: Refer subclause 9.19.2.9.
Outputs: None.
See subclause 9.19.5.4 for the details of usage of this API operation.
[bookmark: _Toc154934470]10.2.9	VAE_PC5ProvisioningRequirement API
[bookmark: _Toc154934471]10.2.9.1	General
API description: This API enables the V2X application specific server to communicate with the VAE server to request from VAE server the PC5 provisionng service in multi-operator V2X scenarios.
[bookmark: _Toc154934472]10.2.9.2	Config_PC5ProvisioningRequirement operation
API operation name: Config_PC5ProvisioningRequirement
Description: The V2X application specific server provides a V2X PC5 provisioning requirement to the VAE server.
Known Consumers: V2X application specific server.
Inputs: Refer subclause 9.15.2.1
Outputs: Acknowledgement message.
See subclause 9.15.3 for the details of usage of this API operation.
[bookmark: _Toc154934473]10.2.9.3	Notify_PC5ProvisioningRequirement operation
API operation name: Notify_ PC5ProvisioningRequirement
Description: Notify the result of multi operation PC5 provisioning requirement to the V2X UEs.
Known Consumers: V2X application specific server.
Inputs: Refer subclause 9.15.2.6
Outputs: None
See subclause 9.15.3 for the details of usage of this API operation.
[bookmark: _Toc154934474]10.2.10	VAE_V2VConfigRequirement API
[bookmark: _Toc154934475]10.2.10.1	General
API description: This API enables the V2X application specific server to provide a V2V configuration requirement to the VAE server to manage the UE-to-UE broadcast/groupcast communication.
[bookmark: _Toc154934476]10.2.10.2	Request_V2VConfigRequirement operation
API operation name: Request_V2VConfigRequirement
Description: The V2X application specific server provides a V2V configuration requirement request to the VAE server to manage the UE-to-UE broadcast/groupcast communication.
Known Consumers: V2X application specific server.
Inputs: Refer subclause 9.17.2.1
Outputs: Refer subclause 9.17.2.2
See subclause 9.17.3 for the details of usage of this API operation.
[bookmark: _Toc528832138][bookmark: _Toc528832328][bookmark: _Toc536270723][bookmark: _Toc536271030][bookmark: _Toc9812508][bookmark: _Toc9812752][bookmark: _Toc154934477]
10.2.11	VAE_ ServiceAndQoSControlInfo API
[bookmark: _Toc154934478]10.2.11.1	General
API description: This API enables the V2X application specific server to communicate with the VAE server to subscribe and receive notifications for service adaptation and QoS control information.
[bookmark: _Toc154934479]10.2.11.2	Subscribe_ ServiceAndQoSControlInfo operation
API operation name: Subscribe_ ServiceAndQoSControlInfo
Description: Subscribes for the service adaptation and QoS control information at the VAE server.
Known Consumers: V2X application specific server.
Inputs: Refer subclause 9.20.2.1.
Outputs: Refer subclause 9.20.2.2.
See subclause 9.20.3 for the details of usage of this API operation.
This service operation also enables to update/delete an existing subscription at the VAE server. For the update case, the parameters that may be updated are V2X group ID, V2X service ID, and V2X UE ID.
[bookmark: _Toc154934480]10.2.11.3	Notify_ ServiceAndQoSControlInfo operation
API operation name: Notify_ ServiceAndQoSControlInfo
Description: Notify the service adaptation and QoS control information at the VAE server.
Known Consumers: V2X application specific server.
Inputs: Refer subclause 9.20.2.3.
Outputs: None.
See subclause 9.20.4 for the details of usage of this API operation.
[bookmark: _Toc154934481][bookmark: _Hlk142890513]10.2.12	VAE_ VRUzoneManagement API
[bookmark: _Toc154934482]10.2.12.1	General
API description: This API enables the V2X application specific server to communicate with the VAE server to subscribe and receive notifications for VRU zone management.
[bookmark: _Toc154934483]10.2.12.2	Subscribe_VRUzoneManagement operation
API operation name: Subscribe_VRUzoneManagement
Description: Subscribes for the VRU zone management / configuration at the VAE server.
Known Consumers: V2X application specific server.
Inputs: Refer subclause 9.21.2.1.
Outputs: Refer subclause 9.21.2.2.
See subclause 9.21.3 for the details of usage of this API operation.
[bookmark: _Toc154934484]10.2.12.3	Notify_ Enter/Leave operation
API operation name: Notify_ Enter/Leave
Description: Notify the entry or leave of the V2X UE to / from the VRU zone area, based on the subscription.
Known Consumers: V2X application specific server.
Inputs: Refer subclause 9.21.2.4.
Outputs: None.
See subclause 9.21.3 for the details of usage of this API operation.
[bookmark: _Toc154934485]10.2.13	VAE_ V2PApplicationRequirement
[bookmark: _Toc154934486]10.2.13.1	General
API description: This API enables the V2X application specific server or the V2X application specific client to communicate with the VAE server to provide a requirement to manage the support functionality for enabling V2P applications.
[bookmark: _Toc154934487]10.2.13.2	Request_V2PApplicationRequirement
API operation name: Request_V2PApplicationRequirement
Description: The V2X application specific server or client provides a V2P application requirement request to the VAE server to provide the support functionality for enabling V2P applications. 
Known Consumers: V2X application specific server, V2X application specific client.
Inputs: Refer subclause 9.22.2.1.
Outputs: Refer subclause 9.22.2.2.
See subclause 9.22.3.1 and 9.22.3.2 for the details of usage of this API operation.
[bookmark: _Toc154934488]Annex A (informative):
Detailed V2X application layer functional model
Figure A-1 illustrates the detailed V2X application layer functional model including all the functional entities of the VAE layer and the functional entities of the SEAL as specified in 3GPP TS 23.434 [6].


Figure A-1: Detailed V2X application layer functional model
[bookmark: _Toc9812509][bookmark: _Toc9812753][bookmark: _Toc154934489]Annex B (informative):
Functionalities with SA2 dependency
[bookmark: _Toc9812510][bookmark: _Toc9812754][bookmark: _Toc154934490]B.1	Service negotiation with underlying 3GPP network
[bookmark: _Toc9812511][bookmark: _Toc9812755][bookmark: _Toc154934491]B.1.1	General
The following information flows for service negotiation with the 3GPP network are not supported in 3GPP TS 23.682 [8].
[bookmark: _Toc9812512][bookmark: _Toc9812756][bookmark: _Toc154934492]B.1.2	Information flows
[bookmark: _Toc9812513][bookmark: _Toc9812757][bookmark: _Toc154934493]B.1.2.1	Supporting information request
Table B.1.2.1-1 describes the information flow for a VAE server to provide the network with supporting information for service negotitation with the 3GPP network.
Table B.1.2.1-1: Supporting information request
	Information element
	Status
	Description

	Supporting Information
	O
	Indicating supporting information by the VAE server to increase the network awareness related to the service. Example of supporting information is planned/expected UE trajectory, which can be provided in the form of waypoints (GPS coordinates) and associated timestamps.



Editor's note:	Reference to the appropriate SA2 specification is needed and corresponding information flow table can be removed.
Editor's note:	Need to verify with SA2 specifications on the exact support provided to this feature.
[bookmark: _Toc9812514][bookmark: _Toc9812758][bookmark: _Toc154934494]B.1.2.2	Supporting information response
Table B.1.2.2-1 describes the information flow for a network to provide a response associated to a supporting information request.
Table B.1.2.2-1: Supporting information response
	Information element
	Status
	Description

	Result
	M
	Response from the network if supporting information is supported by the 3GPP network.



Editor's note:	Reference to the appropriate SA2 specification is needed and corresponding information flow table can be removed.
[bookmark: _Toc9812515][bookmark: _Toc9812759][bookmark: _Toc154934495]B.1.2.3	Void
[bookmark: _Toc9812516][bookmark: _Toc9812760][bookmark: _Toc154934496]B.1.2.4	Void
[bookmark: _Toc9812517][bookmark: _Toc9812761][bookmark: _Toc154934497]B.1.3	Void
[bookmark: _Toc528832144][bookmark: _Toc528832334][bookmark: _Toc536270729][bookmark: _Toc536271036][bookmark: _Toc9812520][bookmark: _Toc9812764][bookmark: _Toc154934498]B.1.4	Void
[bookmark: _Toc504740402][bookmark: _Toc528832150][bookmark: _Toc528832340][bookmark: _Toc536270735][bookmark: _Toc536271042][bookmark: _Toc9812523][bookmark: _Toc9812767][bookmark: _Toc154934499]B.2	Void
[bookmark: _Toc428365161][bookmark: _Toc433209860][bookmark: _Toc460616236][bookmark: _Toc460617097][bookmark: _Toc4532391][bookmark: _Toc154934500]Annex C (normative):
V2X application enabler related configuration data
[bookmark: _Toc428365162][bookmark: _Toc433209861][bookmark: _Toc460616237][bookmark: _Toc460617098][bookmark: _Toc4532392][bookmark: _Toc154934501]C.1	General
This Annex provides information about the static data needed for configuration for the V2X application enabler service, which belongs to one of the following categories:
-	VAE client configuration data (see subclause C.2); and
-	VAE server configuration data (see subclause C.3).
[bookmark: _Toc460616238][bookmark: _Toc460617099][bookmark: _Toc4532393][bookmark: _Toc154934502]C.2	VAE client configuration data
The procedure of VAE client related configuration are specified in 3GPP TS 23.434 [6]. Data in tables C.2-1 has to be known by the VAE client.
Data in table C.2-1 can be configured using the CM-UU reference point as specified in 3GPP TS 23.434 [6]. 
Table C.2-1: VAE client related configuration data
	Reference
	Parameter description

	Clause 8.1 and clause 9.1.2.2
	V2X user/UE identity

	Clause 9.1.2.2
	V2X service ID

	Clause 9.1.2.2
	V2X server USD

	Clause 9.2.3 and Clause 9.1.2.3
	IP address and port information of the initial VAE server serving the VAE client

	Clause 9.3.3
	GEO ID information



[bookmark: _Toc154934503]C.3	VAE server configuration data
The procedure of VAE server related configuration are specified in 3GPP TS 23.434 [6]. Data in tables C.3-1 has to be known by the VAE server.
Data in table C.3-1 can be configured using the CM-S reference point as specified in 3GPP TS 23.434 [6]. 
Table C.3-1: VAE server related configuration data
	Reference
	Parameter description

	Clause 8.1
	List of V2X user identities

	Clause 9.7.4.2
	IP address of the EPS entity SCEF

	Clause 9.10.3.2
	List of IP addresses of the neighboring VAE servers

	Clause 9.11.3.2
	IP address of the NRM server

	Clause 9.12.3.2
	Unique pool of ProSe Layer-2 Group IDs

	Clause 9.5.2
	BM-SC information



[bookmark: _Toc528832158][bookmark: _Toc528832348][bookmark: _Toc536270743][bookmark: _Toc536271050][bookmark: _Toc9812531][bookmark: _Toc9812775][bookmark: _Toc98808175][bookmark: _Toc154934504]Annex D (normative):
Utilization of edge computing
The application architecture for supporting edge applications are specified in 3GPP TS 23.558 [25]. The V2X application layer functional model as specified in clause 6 may be deployed in edge computing environment.
Figure D-1 illustrates a V2X application layer deployment in edge computing environments.


Figure D-1: Utilization of edge computing
Figure D-1 illustrates the utilization of edge computing for V2X application layer based on edge enabler layer specified in 3GPP TS 23.558 [25].
At UE side, V2X Application Specific client(s) and VAE client interact with the Edge Enabler Client (EEC) via EDGE‑5 reference point. In an Edge Data Network (EDN), V2X Application Specific Server and VAE server assume the role of EAS (Edge Application Server) and interacts with the Edge Enabler Server (EES) via EDGE-3 reference point, for instance, to register its profile into the EES. Upon service provisioning, the EEC interacts with the EES via EDGE-1 reference point, for instance, to discover V2X Application Specific Server(s) and VAE Server and further the EEC provides the discovered V2X Application Specific Server(s) and VAE server to the V2X Application Specific client and VAE client respectively. The interactions between the entities and 5GS are not shown for the sake of simplicity.
In an EDN, there could be several EES(s) provided by the same or different ECSP. The V2X application specific server(s), VAE server(s) and SEAL servers (e.g. GMS, NRMS, ADAES) shall be able to discover and register into an appropriate EES. If CAPIF is used, this can be done by utilizing the AEF serving area and/or the AEF location as described in 3GPP TS 23.222 [x]; otherwise, local configuration of the EES endpoint may be used. 
The services provided by EES over EDGE-3 are not re-exposed by the VAE server or SEAL servers to the V2X application specific server but are directly consumed by the SEAL servers, VAE server and V2X application specific server(s).
NOTE:	This clause illustrates an example edge deployment using edge enabler layer and there can be other valid edge deployments enabled for V2X application layer.
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