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Foreword

This Technical Specification has been produced by the 3rd Generation Partnership Project (3GPP).

The contents of the present document are subject to continuing work within the TSG and may change following formal TSG approval. Should the TSG modify the contents of the present document, it will be re-released by the TSG with an identifying change of release date and an increase in version number as follows:

Version x.y.z

where:

x
the first digit:

1
presented to TSG for information;

2
presented to TSG for approval;

3
or greater indicates TSG approved document under change control.

y
the second digit is incremented for all changes of substance, i.e. technical enhancements, corrections, updates, etc.

z
the third digit is incremented when editorial only changes have been incorporated in the document.

1
Scope
The present document provides the procedure details and the information flows for support of the UE Redirection Service and Private Network Services functionalities enabled by Personal Network Management (PNM).  
2
References

The following documents contain provisions which, through reference in this text, constitute provisions of the present document.

· References are either specific (identified by date of publication, edition number, version number, etc.) or non‑specific.

· For a specific reference, subsequent revisions do not apply.

· For a non-specific reference, the latest version applies.  In the case of a reference to a 3GPP document (including a GSM document), a non-specific reference implicitly refers to the latest version of that document in the same Release as the present document.

[1]
3GPP TS 22.259: "Service requirements for Personal Network Management (PNM)". 

[2]
 

3
Definitions and Abbreviations.

3.1
Definitions

For the purposes of the present document, the following terms and definitions apply.

3.2
Abbreviations

For the purposes of the present document, the following abbreviations apply.
4
PNM overview
Editor's note: This is an introductory clause to the TS and shall give an overview of PNM. 
5
Procedures and Information Flows for UE Redirection Service
Editor's note: This clause will specify the procedures for enabling the UE redirection services.
5.1
General 
Editor's note: This clause will provide general information.
5.2
Procedures and Information Flows
Editor's note: This clause will cover both IMS and CS domain procedures for the UE redirection service.
6

Procedures and Information Flows for Setup and Configuration of PN
6.1
Registration 
Editor's note: This clause will cover the registration procedure used by the UE to register into the PN
6.1.1
General

Registration procedures enable the users register PNEs to their PN, the PNE self registration and registration of another PNE in the PN are both available in PNM.
6.1.2
Registration procedure for IMS
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Figure x: UE Self-Registration from IMS
Steps:

1)
UE sends a PN register request to the PNM AS, requesting to register to the PN, this message shall contain the IMPUs which are intended to register to the PN and register type to indicate the register request is a self-register request, In addition, it may also contain the UE capability list.

2)
The request first is directed to the NAF, after successful authentication, the NAF forwards the register request to the PNM AS, adding the IMPI of the UE in the request in addition.

3)
The PNM AS correlates the UE to a particular PN by the IMPI contained in the request, then the PNM AS queries the HSS for the registered IMPUs associated with the IMPI.

4)
The HSS responds with the required Public User Identities.

5)
The PNM AS verifies that there are some Public User Identities in the registration request are part of the IMPUs received from the HSS. 

6)
The PNM AS sends request to the HSS to set the PN registered flag of the IMPUs which are not only registered in the PLMN but also contained in the Ut register request.

7)
The HSS sends an acknowledgement to PNM AS;
Note: if the IMPU has already registered to another PN, then an error response will be sent to the PNM AS；
8)
The PNM AS stores the UE’s info in the particular PN, including the IMPUs registered in PLMN by the UE and contained in the Ut register request,  IMPI of the UE, and the UE capability list if there was any in the request;
9)
The PNM AS sends a Ut register response to the UE; 
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Figure x: Registration of another UE from IMS
Steps:

1) 
UE sends a PN register request to the PNM AS, requesting to register to the PN, this message shall contain the IMPUs which are intended to register to the PN and register type to indicate the register request is a register of another UE.

2) 
On receiving this request, the NAF combined in the AS verifies if the UE has been authorized to register another UE in the PN, after successful authentication, the NAF forwards the register request to the PNM AS, adding the IMPI of the inviter UE in addition.
3) 
The PNM AS queries the HSS for the S-CSCF of the UE2.

4) 
The HSS sends a response with the required data. 

5-7) 
The PNM AS sends a register invite request to the invited UE through the S-CSCF, P-CSCF then on to the UE, the invite request shall use SIP as the signal protocol, e.g. SIP MESSAGE.

8-10) 
A message sent from the invited UE confirming the invite message has been successfully received is returned to the PNM AS through the original session path. 

11-18)
The invited UE initiate a registration procedure, which is identical with the self-registration case.

19)
The PNM AS sends a register response to the inviter UE.
6.1.3
Registration procedure for CS domain
6.2
Deregistration
Editor's note: This clause will cover the registration procedure used by the UE to deregister from the PN.
6.3
Activation 
Editor's note: This clause will cover the activation procedure used by the UE to activate the terminating service.

6.3.1 
General

Activation procedures enable the users activate selected PNEs as the default ones to terminating services addressed to any UE belonging to the PN, three type of activation are available in PNM, a global level for all services supported by the PNE capabilities and subscription, a per service basis for selected services supported by the PNE capabilities and subscription, and a per service component basis for the different media of a supported service for the activated PNE.

6.3.2 
Activation procedure for IMS
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Figure 1: UE-Self Activation for IMS-only

Steps:

1)  UE sends a configuration request to the PNM AS, requesting it to activate the UE. The message must contain the activation level, one public user identity of the UE, priority value, and activation type to indicate this is a UE-self activation or activation of another UE.
2) On receiving this request, the NAF combined in the AS verifies the identity of the UE, after successful authentication, the NAF forwards the activate request to the PNM AS, adding the IMPI of the UE in addition. 

3) The PNM AS correlates the UE to a particular PN by the IMPI contained in the request, confirms the UE and the IMPU has already registered in the PN in addition, then it sends a query request to HSS to get the service subscription of the IMPU contained in the activation request, if this is not a global level activation; the request shall also contain at least one service identity in addition.

Note: In IMS, the SID can be used for this purpose.  

4) The HSS sends a response with the required data.
5) On receiving this request, the PNM AS verifies if the UE capability and the service subscription of the IMPU supports the terminating services or medias.
6)  After successful verification of the UE capability and the service subscription of the IMPU, the PNM AS sends a message to the HSS to subscribe notification of the IMPU service subscription to know change of the service subscription.

7) Once the PNM AS is authorized to do so, the HSS sends an acknowledgement to PNM AS.
8) The PNM AS stores the above activation setting.

9) The PNM AS sends an activation response to the UE, including the operation result, with the service code if successfully activated. 
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Figure 2: Activation of another UE for IMS-only
Steps:

1) UE sends a configuration request to the PNM AS, requesting it to activate another UE. The message must contain one public user identity of the invited UE, activation type to indicate this is an activation of another UE, it may also contain the other activation configuration parameters e.g. activation level in addition.
2) On receiving this request, the NAF combined in the AS verifies if the UE has been authorized to activate another UE in the PN, after successful authentication, the NAF forwards the register request to the PNM AS, adding the IMPI of the UE in addition.
3) The PNM AS queries the HSS for the S-CSCF serving for the invited UE.

4) The HSS sends a response with the required info. 

5-7) The PNM AS sends a activate invite request to the invited UE through the S-CSCF, P-CSCF then on to the UE, the invite request shall use SIP as the signal protocol, e.g. SIP MESSAGE.

8-10) A message sent from the invited UE confirming the invite message has been successfully received is returned to the PNM AS through the original session path. 

11-18) The invited UE initiate a activate procedure, which is identical with the self-activation case.

19) The PNM AS sends a activate response to the inviter UE.

6.3.3 
Activation procedure for CS domain
6.4
Deactivation

Editor's note: This clause will cover the activation procedure used by the UE to deactivate the terminating service.

6.5
Access List Configuration


Editor’s note: This clause will cover the configuration procedures of setting up an access list for private network services.

7

Procedures and Information Flows for Private Network Services 

Editor's note: This clause will cover procedures for enabling private network services.
7.1
General


Editor’s note: This clause will provide general information.

7.2 Procedures and Information Flows
Editor’s note: This clause will cover the IMS and CS domain procedures for Private Network Services.
Annex <X> (informative):
Editor's note: This Annex will contain the architecture aspects as a result of the SA2 work on PNM.
Annex <X> (informative):
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