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Foreword

This Technical Report has been produced by the 3rd Generation Partnership Project (3GPP).

The contents of the present document are subject to continuing work within the TSG and may change following formal TSG approval. Should the TSG modify the contents of the present document, it will be re-released by the TSG with an identifying change of release date and an increase in version number as follows:

Version x.y.z

where:

x
the first digit:

1
presented to TSG for information;

2
presented to TSG for approval;

3
or greater indicates TSG approved document under change control.

y
the second digit is incremented for all changes of substance, i.e. technical enhancements, corrections, updates, etc.

z
the third digit is incremented when editorial only changes have been incorporated in the document.

Introduction

This document studies if further enhancements to the 5G system are feasible or not for the support of Off-Network for Rail.

This document collects all Off-Network use cases from SA1 Study on Future Railway Mobile Communication System (FRMCS) in order to refine them and new use cases to support Off-Network for Rail in clause 5 for Communication Applications, in clause 6 for Complementary Services and clause 7 for Additional Services.

The potential new service requirements are also consolidated in clauses 5, 6 and 7.

The results of gap analysis identify limitations, missing requirements and existing functionalities supported by 3GPP in clauses 5,6 and 7.

Following the gap analysis, the assessment of technical feasibility, complexity and overhead of normative 3GPP adjustments to support limitations, missing requirements and functionalities as required by Off-Network for Rail is considered in clause 8.

Potential requirements are then consolidated in clause 9.

The conclusions and recommendations are proposed in clause 10 to conclude if further enhancements to the 5G system are needed and feasible for the support of Off-Network for Rail.
1
Scope

The present document analyses Rail Off-Network use cases in order to derive potential requirements and investigate if normative adjustments are feasible or not.

2
References

The following documents contain provisions which, through reference in this text, constitute provisions of the present document.

-
References are either specific (identified by date of publication, edition number, version number, etc.) or non‑specific.

-
For a specific reference, subsequent revisions do not apply.

-
For a non-specific reference, the latest version applies. In the case of a reference to a 3GPP document (including a GSM document), a non-specific reference implicitly refers to the latest version of that document in the same Release as the present document.

[1]
3GPP TR 21.905: "Vocabulary for 3GPP Specifications".
[2]
3GPP TS 22.289: "Mobile Communication System for Railways".

[3]
3GPP TS 22.179: "Mission Critical Push To Talk (MCPTT)".

[4]
3GPP TS 22.280: "Mission Critical Services Common Requirements (MCCoRe)".

[5]
3GPP TS 22.281: "Mission Critical Video services".

[6]
3GPP TS 22.282: "Mission Critical Data services".

[7]
3GPP TS 22.261: "Service requirements for the 5G system".

[8]
3GPP TS 22.185: "Service requirements for V2X services".

[9]
3GPP TS 22.186: "Enhancement of 3GPP support for V2X scenarios".
3
Definitions and abbreviations
3.1
Definitions

For the purposes of the present document, the terms and definitions given in 3GPP TR 21.905 [1] and the following apply. A term defined in the present document takes precedence over the definition of the same term, if any, in 3GPP TR 21.905 [1].

example: text used to clarify abstract rules by applying them literally.

3.2
Symbols

For the purposes of the present document, the following symbols apply:

<symbol>
<Explanation>

3.3
Abbreviations

For the purposes of the present document, the abbreviations given in 3GPP TR 21.905 [1] and the following apply. An abbreviation defined in the present document takes precedence over the definition of the same abbreviation, if any, in 3GPP TR 21.905 [1].

<ACRONYM>
<Explanation>

4
Overview
The present document is a 900 series Technical Report (TR) written by 3GPP TSG SA WG1 (SA1). Such a TR is not normative, i.e. cannot be used for implementation directly. It is primarily written by SA1 to summarise the high-level Off-Network communication needs of the railway community and to identify the corresponding requirements.

Rail Context

Future rail communication is an important part of the digitalization of rail operations. In addition to network-oriented communication, this also includes that without involving the network. GSM-R already used this and was called Direct Mode to describe the ability of a User Equipment to communicate directly with each other, independent of the network. 

Off-Network is a new terminology for the Rail sector, already introduced within 3GPP MCX specifications. UIC will promote the use of Off-Network to replace Direct Mode. But unfortunately, the terminology has slight differences in the meaning. For example, the Rail sector considers use of Off-Network communications where no network services are available either due to network failure (e.g. coverage, capacity, etc.) or due to lack of coverage (remote area's). In 3GPP MCX specifications, Off-Network communications can be setup even when network services are available.

In addition to voice communication, Off-Network communication will also increasingly be used for the exchange of train safety data in the future.

Examples of use cases which require Direct Mode:

· Automatic Train Protection (ATP) data communication

· Automatic Train Operation (ATO) data communication

· Critical real-time video

· Virtual Coupling data communication

Virtual Coupling data communication is the only use case where Off-Network is the intended mode of operation (also called “default mode”) even if the network is available.

All other use cases shall consider Network-Oriented mode as the default mode when the network is available (for the first and following attachments) and shifting to Off-Network when the network is not available.
5
Communication Applications related use cases
5.1
Introduction
This clause describes use cases of Communication Applications (e.g. Virtual Coupling data communication).
5.2
Trackside Maintenance Warning System communication
5.2.1
Description

Generally, trackside maintenance occurs during daily train operation. For safety reasons, trackside maintenance staff need to be informed about approaching trains entering the worksite. Thus, the intention of a trackside warning system is to inform trackside staff about the approaching train to keep rail capacity available while working on the tracks.

The trackside maintenance warning system consists of a single or multiple train detector entity(ies) (sensors, lookout man or interlocking station information + communication device), and a single or multiple warning entity(ies). The train detector entity is responsible to detect the approaching train and to trigger the alarm to the warning entities (as an option, the alarm should be triggered to a central/control entity also that relays the alarm to all warning entities). The warning entity indicates trackside workers about the approaching train on existing or adjacent tracks in form of visual signal e.g. flashing light and audio signal e.g. tone/horn. In large worksites or areas of high-speed trains, multiple warning entities can be spread out along the worksite to repeat the train approaching indication. In addition, the trackside maintenance staff will receive the train approaching indication on its FRMCS Equipment (i.e. wearable device). 

When the train has cleared the warning zone, the indication is withdrawn automatically by the warning system, by the interlocking or manually by an authorised operator located inside or at the edge of the warning zone.
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Figure 5.2.1-1: Description of the Trackside Maintenance Warning System

Train detector entities and warning entities constitute the warning system that requires secured/safe continuous radio transmission of data between the sensors and the warning entities (e.g. keep alive messages for robustness and location information of entities/workers to differentiate between the tracks with a lateral distance accuracy of less than 1 meter). In addition, it encompasses the secured/safe radio transmission of the train approaching indication (i.e. start/stop transmitting the indication to the track workers) among the warning system and the FRMCS Equipment of the trackside staff. Train detection is outside scope of the warning system.

Due to the fact that such a warning system deployment is temporary and on-network communication services are not always available at the track, the FRMCS System provides necessary off-network communication services for the trackside warning system. Trackside maintenance warning system in off-network mode is well suited for small, short-term construction sites but should also be relevant for large and long-term construction sites.

The maximum train speed in the warning zone is 500 kmph.

Note: no speed limit applies in worksites in some Countries.

Communications between train detector entities located at both edges of the warning zone are not supported by the Trackside maintenance warning system.

As a deployment option, communication between the approaching train and the trackside warning system should be supported to e.g. avoid train detectors.

Fixed and moving worksites e.g. carrying out inspection work are supported by the Trackside maintenance warning system.

One-way (i.e. one train detector entity) and two-way (i.e. two train detector entities) traffic protection are supported by the Trackside maintenance warning system.

The minimum configuration of a warning system is:

· One train detector entity located closed or inside the worksite (i.e. detection by visual detection)

· One warning entity located inside the worksite

The maximum configuration of a warning system is:

· Two train detector entities located at both edges of the warning zone

· The maximum number of warning entities is 30, located inside the worksite

· The maximum number of workers (e.g. wearing warning devices through FRMCS Equipment) located inside the worksite is 50. 

Different groups of workers can work at the same time along the worksite.

Workers or work group can join/leave the worksite based on their locations.

The warning system shall be flexible enough to easily setup.

Energy efficiency of the warning system for battery-powered entities is not supported.

Configuration and control of the warning system shall be available locally.

Configuration and control of the warning system should be available through on-network communication.

Positioning of the train detectors with accurate distance from the worksite is in the scope of the warning system with distance accuracy of +/- 1 meter.

The trackside maintenance warning system communication shall be reliable in tunnels, in bad weather conditions and in unfavourable geographical conditions.

Multiple and flexible use of spectrum bands shall be supported.

5.2.2
Pre-conditions

The FRMCS Users as part of the warning system are authorised to initiate, transmit/receive data and terminate the trackside maintenance warning system communication.

5.2.3
Service Flows

The entitled FRMCS User initiate, transmit/receive and terminate the trackside maintenance warning system communication.

A secure data communication application is used for the trackside maintenance warming system communication. The communication requests the QoS class which matches the application category of XXX within the FRMCS System.

Editor’s note: applications categories applicable to Off-Network communications will be an outcome of the present study.

The arbitration is managed by the Arbitration application.

Editor’s note: the Arbitration application use case in Off-Network mode is FFS in the context of FS_OFFNETRAIL.

The metadata are recorded by the Data recording application.

Editor’s note: the Data recording application use case in Off-Network mode is FFS in the context of FS_OFFNETRAIL.

The communication is secured by the Assured data communication.

Editor’s note: the Assured data communication use case in Off-Network mode is FFS in the context of FS_OFFNETRAIL.
The identities, presence and functional addressing is managed by the Role management & presence.
Editor’s note: the Role management & presence use case in Off-Network mode is FFS in the context of FS_OFFNETRAIL.
The authorisation of communication is managed by the Authorisation of communication.
Editor’s note: the Authorisation of communication use case in Off-Network mode is FFS in the context of FS_OFFNETRAIL.
The authorisation of application is managed by the Authorisation of application.
Editor’s note: the Authorisation of application use case in Off-Network mode is FFS in the context of FS_OFFNETRAIL.
The location of the FRMCS Equipment is managed by the Location services.
Editor’s note: the Location services use case in Off-Network mode is FFS in the context of FS_OFFNETRAIL.
5.2.4
Post-conditions

The entitled FRMCS User(s) as part of the warning system is able to securely exchange data in the appropriate area to intended FRMCS User(s).

5.2.5
Existing features partly or fully covering the use case functionality
TS 22.280 [4], 22.179 [32], 22.281 [5] and 22.282 [6] have a set of specific requirements on Off-Network MCX Services (including MCCoRe and MCData Services for Off-Network).

TS 22.289 [2] has a set of performance requirements for Off-Network communications for Rail to be refined based on outcomes of the present study.

TS 22.261 [7] has no requirement on 5G Proximity Services.

TS 22.185 [8] and 22.186 [9] have a set of specific requirements on 5G Proximity Services to support V2X communications.

5.2.6
Potential New Requirements needed to support the use case and gap analysis
5.2.6.1
Requirements related to the Service layer
Editor’s note : the following potential new MCX requirements are relevant for SA6.
[PR 5.2.6.1-1] The FRMCS System shall be able to initiate data communication for Trackside Maintenance Warning System to FRMCS Users upon a request from a functional identity entitled to initiate such communication.

[PR 5.2.6.1-2] The FRMCS System shall be able to select FRMCS user(s) to deliver the Trackside Maintenance Warning System data based on their functional identity and location either periodically or as a onetime request.

[PR 5.2.6.1-3] The FRMCS System shall allow FRMCS Users to join an ongoing data communication for Trackside Maintenance Warning System based on their functional identity and location.

[PR 5.2.6.1-4] The FRMCS System shall allow FRMCS Users to leave an ongoing data communication for Trackside Maintenance Warning System based on their functional identity and location.

[PR 5.2.6.1-5] The FRMCS System shall be able to terminate data communication for Trackside Maintenance Warning System upon a request received from a functional identity entitled to terminate the communication.
[PR 5.2.6.1-6] The FRMCS System shall allow configuration (e.g. functional identities of maintenance staff and warning entities) and control of the Trackside Maintenance Warning System when the FRMCS Equipment are served by a 3GPP RAT.

[PR 5.2.6.1-7] The FRMCS System shall allow configuration (e.g. functional identities of maintenance staff and warning entities) and control of the Trackside Maintenance Warning System when the FRMCS Equipment are not served by a 3GPP RAT.
5.2.6.2
Requirements related to the Transport layer
Editor’s note : the following potential new requirements are relevant for SA2 and RAN.
[PR 5.2.6.2-1] The FRMCS System shall support the following traffic characteristics of data transfer for data communication for Trackside Maintenance Warning System:

Note: this table is intended to be an enhancement to TS 22.289 table 5.2.2-2 [x1]

	Scenario
	End-to-end latency
	Reliability

(Note 1)
	UE speed
	User experienced data rate (UL and DL)
	Payload

size

(Note 2)
	Area traffic density (UL and DL)
	Overall UE density
	Communication range

(note 6)
	Service area dimension
(note 3)

	Trackside maintenance warning system Communication 
	≤500 ms
	99,9999%
(note 7)
	Stationary (warning system entities) and pedestrians (workers).
Option:  ≤500kmph for train detection via onboard system
	10 kbps up to 

500 kbps
	Small to medium
	Up to 10 Mbps/km
	≤80/worksite
	≥8.5 km along rail tracks including tunnels, bad weather conditions and unfavourable geographical conditions
(note 4)
	≥12 km along rail tracks including tunnels, bad weather conditions and unfavourable geographical conditions
(note 5)

	NOTE 1:
Reliability as defined in TS 22.289 sub-clause 3.1.

NOTE 2:
Small: payload ≤ 256 octets, Medium: payload ≤512 octets; Large: payload 513 -1500 octets.
NOTE 3:
Estimates of maximum dimensions.
NOTE 4: 
Distance is equal to the distance for train of maximum speed of 500 kmph to enter the worksite + the maximum distance of a worksite

NOTE 5: 
Minimum distance of the warning zone

NOTE 6: 
Supported via either a single hop UE-to-UE, or multi hop UE-to-UE relaying, or deployable gNB or any other 3GPP capability of 5GS that best serve these use case in areas with no FRMCS RAN nodes/no FRMCS network coverage (i.e. need a deployable solution using dedicated spectrum).

NOTE 7: 
Reliability figures could be achieved using multiple 3GPP 5GS-compatible spectrum bands simultaneously.


Table 5.2.6.2-1: Traffic characteristics for Trackside Maintenance Warning System

5.3
Remote Control of Engines communications

5.3.1
Description

It shall be possible for a remote driver to operate/control an engine (e.g. control movement and speed) of a vehicle typically for shunting operation in depots, shunting yards and/or for banking via a ground-based system or an on-board system located at opposite ends of the engine.
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Figure 5.3.1-1: Description of the Remote Control of Engines
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Figure 5.3.1-2: Pictures of the Remote Control of Engines in operation

Onboard system should have a distinct and unambiguous audible or visual warning device that indicates to nearby personnel that the vehicle is under active remote control and subject to movement.

Remote driver/ground-based entity and controlled engine(s)/onboard entity constitute the remote control of engines system that requires secured/safe continuous radio transmission of data between the remote driver and the controlled engine(s)s (e.g. keep alive messages for robustness, dynamic speed and brake control, report direction of travel and speed of the vehicle).

A remote driver shall be able to control up to 10 engines but only one engine at a time. To supply sufficient power, a locomotive may consist of one or more engines operated from a single remote driver. In that case, commands from the remote control shall be synchronized. A single onboard system is used to control the engines. Only one communication from the remote driver to the onboard system is required.

A remote driver having the capability to control more than one engine should have a mean to prevent simultaneous control over more than one locomotive.

If on-network mode is available, the remote driver shall be able to exchange data with the traffic control system to automatically operate the track switches to free the tracks before remotely operating the train.

If on-network mode is available, trains have to be geographically tracked by the traffic control system to prevent from traveling past predetermined boundaries (i.e. remote control zones to e.g. avoid other train movements).

If on-network mode is available, the system shall alert the traffic control system when a safety case happens to the remote driver (e.g. remote driver down) including the accurate location of the remote driver.

As an option, real-time video monitoring of tracks from onboard system in the cab or from trackside to the remote driver should be required simultaneously to the transmission of data for remote control of engines.

The remote control of engines is designed to be fail-safe so that if communication is lost the vehicle is brought to a stop automatically. 

Due to the fact that very low latency is required, and on-network communication services are not always available at the depot, the FRMCS System provides necessary off-network communication services for the remote control of engines even if on-network communication services are available.

The maximum speed of the train remotely controlled shall be restricted not to exceed 40 kmph.

The remote control of engines shall be flexible enough to easily setup.

Configuration and control of the remote control of engines shall be available locally.

It shall be possible for a remote driver to awaken an onboard entity.

The remote control of engines communication shall be reliable in depots, in tunnels, with clear line of sight.

Multiple and flexible use of spectrum bands shall be supported.

As an option, the remote control application should be used to remotely control by maintenance staff other equipment such as overhead cranes in depots, see below:
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Figure 5.3.1-3: Alternative of Remote Control Application

The remote control of overhead cranes has the same requirements on communication characteristics as the remote control of engines.

5.3.2
Pre-conditions

The FRMCS User is authorised to initiate, transmit/receive data/video and terminate the remote control of engines communication.

5.3.3
Service Flows

The entitled FRMCS User initiate, transmit/receive and terminate the remote control of engines communication.

A secure data communication application is used for the remote control of engines communication. The communication requests the QoS class which matches the application category of XXX within the FRMCS System.

Editor’s note: applications categories applicable to Off-Network communications will be an outcome of the present study.

The arbitration is managed by the Arbitration application.

Editor’s note: the Arbitration application use case in Off-Network mode is FFS in the context of FS_OFFNETRAIL.

The metadata are recorded by the Data recording application.

Editor’s note: the Data recording application use case in Off-Network mode is FFS in the context of FS_OFFNETRAIL.

The communication is secured by the Assured data communication.

Editor’s note: the Assured data communication use case in Off-Network mode is FFS in the context of FS_OFFNETRAIL.
The identities, presence and functional addressing is managed by the Role management & presence.

Editor’s note: the Role management & presence use case in Off-Network mode is FFS in the context of FS_OFFNETRAIL.
The authorisation of communication is managed by the Authorisation of communication.

Editor’s note: the Authorisation of communication use case in Off-Network mode is FFS in the context of FS_OFFNETRAIL.
The authorisation of application is managed by the Authorisation of application.

Editor’s note: the Authorisation of application use case in Off-Network mode is FFS in the context of FS_OFFNETRAIL.
The location of the FRMCS Equipment is managed by the Location services.
Editor’s note: the Location services use case in Off-Network mode is FFS in the context of FS_OFFNETRAIL.
5.3.4
Post-conditions

The entitled FRMCS User is able to securely exchange data/video in the appropriate area to intended FRMCS User(s).

5.3.5
Existing features partly or fully covering the use case functionality

TS 22.280 [4], 22.179 [3], 22.281 [5] and 22.282 [6] have a set of specific requirements on Off-Network MCX Services (including MCCoRe and MCData Services for Off-Network).

TS 22.289 [2] has a set of performance requirements for Off-Network communications for Rail to be refined based on outcomes of the present study.

TS 22.261 [7] has no requirement on 5G Proximity Services.

TS 22.185 [8] and 22.186 [9] have a set of specific requirements on 5G Proximity Services to support V2X communications.

5.3.6
Potential New Requirements needed to support the use case

5.3.6.1
Requirements related to the Service layer

Editor’s note : the following potential new MCX requirements are relevant for SA6.
[PR 5.3.6.1-1] The FRMCS System shall be able to initiate data communication for Remote Control of Engines to FRMCS User(s) upon a request from a functional identity entitled to initiate such communication.

[PR 5.3.6.1-2] The FRMCS System shall be able to select one or multiple FRMCS user(s) to deliver the Remote Control of Engines data based on their functional identity and location either periodically or as a onetime request.

[PR 5.3.6.1-3] The FRMCS System shall be able to limit the number of FRMCS User(s) to be selected to deliver the Remote Control of Engines data at any one time.

[PR 5.3.6.1-4] An entitled FRMCS User shall be able to awake an FRMCS Equipment.

[PR 5.3.6.1-5] The FRMCS System shall be able to terminate data communication for Remote Control of Engines upon a request received from a functional identity entitled to terminate the communication.

[PR 5.3.6.1-6] The FRMCS System shall allow local configuration (e.g. functional identities of engines and remote drivers) and control of the Remote Control of Engines even when the FRMCS Equipment is served by a 3GPP RAT.

5.3.6.2
Requirements related to the Transport layer

Editor’s note : the following potential new requirements are relevant for SA2 and RAN.
[PR 5.3.6.2-1] If the FRMCS Equipment is served by a 3GPP RAT, using NR for direct communication for Remote Control of Engines shall not interfere with on-network services.

[PR 5.3.6.2-2] The FRMCS System shall support the following traffic characteristics for communication for Remote Control of Engines:

Note: this table is intended to be an enhancement to TS 22.289 table 5.2.2-2 [x1]

	Scenario
	End-to-end latency
	Reliability

(Note 1)
	UE speed
	User experienced data rate (UL and DL)
	Payload

size

(Note 2)
	Area traffic density (UL and DL)
	Overall UE density
	Communication range (note 4)
	Service area dimension
(note 3)

	Remote control of engines data communication 
	≤10 ms
	99,9999%
(note 4)
	Stationary (trackside remote driver) and   ≤40kmph (onboard remote control system and onboard remote driver)
	100 kbps up to 1 Mbps
	Small to Medium
	Up to 100 Mbps/km
	2 (remote driver and onboard system)
	≤1000m along rail tracks including depots and tunnels with clear line of sight
	≤2000m along rail tracks including depots and tunnels with clear line of sight

	Remote control of engines video communication
	≤100 ms
	99,9%
(note 4)
	Stationary (trackside remote driver) and   ≤40kmph (onboard remote control system and onboard remote driver)
	10 Mbps
	Medium
	Up to 1 Gbps/km
	2 (remote driver and onboard system)
	≤1000m along rail tracks including depots and tunnels with clear line of sight
	≤2000m along rail tracks including depots and tunnels with clear line of sight

	NOTE 1:
Reliability as defined in TS 22.289 sub-clause 3.1.

NOTE 2:
Small: payload ≤ 256 octets, Medium: payload ≤512 octets; Large: payload 513 -1500 octets.
NOTE 3:
Estimates of maximum dimensions.
NOTE 4:
Supported via either a single hop UE-to-UE, or multi hop UE-to-UE relaying, or deployable gNB or any other 3GPP capability of 5GS that best serve these use case in areas with no FRMCS RAN nodes/no FRMCS network coverage (i.e. need a deployable solution using dedicated spectrum).

NOTE 5:
Reliability figures could be achieved using multiple 3GPP 5GS-compatible spectrum bands simultaneously


Table 5.3.6.2-1: Traffic characteristics for Remote Control of Engines

6
Complementary Services related use cases
6.1
Introduction

This clause describes use cases of Complementary Services (e.g. QoS and priorities, security, unicast/broadcast/multicast, location, user identities).
6.x
Use case title

6.x.1
Description

<Describe what the use case intends to achieve.>
6.x.2
Pre-conditions

<List any pre-conditions that need to exist for this use case, preferably as a bulleted list, e.g. UE is registered to the network.>
6.x.3
Service Flows

<Describe the sequence of events that explain what needs to happen, preferably as a numbered list, e.g. 1. User makes a voice call, 2. Called party receives alerting message.>
6.x.4
Post-conditions

<Describe the end result e.g. Called party can decide whether to accept call based on information displayed on UE screen.>
6.x.5
Existing features partly or fully covering the use case functionality
< Highlight existing features in the existing set of normative specifications that partly or fully cover this use case.>
6.x.6
Potential New Requirements needed to support the use case
<Provide draft new requirements that are needed to realise the use case, and that are not yet covered in any normative specification.>
7
Additional Services related use cases
7.1
Introduction

This clause describes use cases of Additional Services (e.g. communication range, potential spectrum).
7.x
Use case title

7.x.1
Description

<Describe what the use case intends to achieve.>
7.x.2
Pre-conditions

<List any pre-conditions that need to exist for this use case, preferably as a bulleted list, e.g. UE is registered to the network.>
7.x.3
Service Flows

<Describe the sequence of events that explain what needs to happen, preferably as a numbered list, e.g. 1. User makes a voice call, 2. Called party receives alerting message.>
7.x.4
Post-conditions

<Describe the end result e.g. Called party can decide whether to accept call based on information displayed on UE screen.>
7.x.5
Existing features partly or fully covering the use case functionality
< Highlight existing features in the existing set of normative specifications that partly or fully cover this use case.>
7.x.6
Potential New Requirements needed to support the use case
<Provide draft new requirements that are needed to realise the use case, and that are not yet covered in any normative specification.>
8
Identified issues
8.1
Introduction

Based on issues identified in the gap analysis as limitations, missing requirements and existing functionalities supported by 3GPP (not only stage 1 service requirements but also stage 2/3 and RAN), this clause assesses technical feasibility, complexity and overhead of normative 3GPP adjustments to support issues as required by Off-Network for Rail.
8.x
Identified issue y: <Identified issue title>

8.x.1
Description

<Describe the issue (i.e. problem statement).>
8.x.2
Technical feasibility, complexity and overhead of normative 3GPP adjustments
<Investigate technical feasibility, complexity and overhead of normative 3GPP adjustments to support limitations, missing requirements and functionalities as required by Off-Network for Rail.

Liaison statements to SAx and RANx could be a useful tool to confirm investigation on technical feasibility, complexity and overhead of normative 3GPP adjustments >

Level of complexity: <low, medium, or high>

<How to measure the level of complexity if to be defined during the study e.g. impact to MCX specs only, impact to sidelink…>.
9
Consolidated potential requirements
10
Conclusion and recommendations
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