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Abstract of document:
This document contains the security key issues, security requirements, corresponding solutions and conclusions for the Study on Security Aspects of Ambient Internet of Things (AIoT) Services in 5GS. 
Specifically, security key issues related to permanently disabling RF transmission capabilities of AIoT Device, authentication in AIoT services, protection of information during AIoT service communications, and protection of AIoT identities have been investigated and partly concluded.
Changes since last presentation to TSG SA Meeting # 108:
NOTE was added as a disclaimer in the scope clause. Various fixesEditor’s Notes were resolved.
Outstanding Issues:
NoneESTI edit review
  
Contentious Issues:
None.
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