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Comments
The requirements on authentication for the AIOTF needs to be added.

Proposed Changes
* * * First Change * * * *
[bookmark: _Toc8421][bookmark: _Toc319507439][bookmark: _Toc11342][bookmark: _Toc199188867][bookmark: _Toc199188868]4.2.2	Requirements on the AIOTF
4.2.2.1	Requirement on Authentication
Editor’s Note:	Requirements on authentication are ffs.
The AIOTF shall be able to confirm the authentication result.
4.2.2.2	Requirements on Communication Protection
The AIOTF shall support confidentiality protection of AIoT NAS Command request and response between the AIoT device and the AIOTF.
The AIOTF shall support the following ciphering algorithms:
NEA0, 128-NEA2 as defined in Annex D of the TS 33.501 [5].
Confidentiality protection of AIoT NAS Command request and response between the AIoT device and the AIOTF is optional to use.
The AIOTF shall support integrity protection of AIoT NAS Command request and response between the AIoT device and the AIOTF.
The AIOTF shall support the following integrity algorithms:
128-NIA2 as defined in Annex D of the TS 33.501 [5].
Integrity protection of AIoT NAS Command request and response between the AIoT device and the AIoTF is mandatory to use.
The AIOTF shall support selection of confidentiality and integrity algorithms for protecting AIoT NAS Command request and response between the AIoT device and the AIOTF based on operator’s local policy.
4.2.2.3	Requirements on Privacy
The AIOTF shall support a mechanism for the use of temporary IDs.
The  AIOTF shall support resynchronization of desynchronized temporary IDs.
Editor’s Note:	Requirements on privacy are ffs.

* * * End of Changes * * * *

