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Abstract of the contribution: The contribution proposes architectural assumptions and requirements for the study of Short Message Service to Emergency Response Centre.
1. Introduction
A new key issue needs to be added to faciliate the study on supporting transfer of short messages between the UE and Emergency Response Center (i.e. PSAP) using SMS over IP.
r01: merged S2-2507068 (Apple); S2-2507131 (Huawei); S2-2507023 (Samsung); S2-2506498 (Qualcomm); S2-2506551 (Ericsson); S2-2506434 (Nokia)
2. Proposale
It is proposed to agree the following changes to 3GPP TR 23.700-65.
* * * Start of Change * * * *

5.x
Key Issue #X: SMS over IP routing to appropriate PSAP

5.x.1
Description

SMS over IP operates through the IMS architecture and can utilize both 3GPP access and non-3GPP access technologies. 
The key issue covers both SMS delivery over EPS and 5GS, including the support of SBI-based SMS, as well as covers both roaming and non-roaming scenarios.

The following aspects are to be studied:


-
How and when the UE should trigger location determination and location data sharing when sending short messages using SMS over IP for routing to Emergency Respond Center, considering both 3GPP and non-3GPP access scenarios.



-
How to route short messages using SMS over IP to Emergency Response Center via local IMS services infrastructure to ensure short messages delivery to local PSAPs serving the UE’s location, according to the local regulations (in roaming case, the regulations applicable to the UE’s location).
-  
How to enable fallback mechanism to SMS over NAS upon short message failuare delivery after the IMS network attempts SMS over IP delivery for  routing to Emergency Resonse Center.
-
How to support PSAP callback capabilities for sending short messages using SMS over IP, including mechanisms to ensure the PSAP can successfully call back the caller when needed.
NOTE 1: The solutions must consider ETSI TS 103 625 [x2] recommendations for routing to Emergency Response Center via visited network's SMSC using country-specific E.164 addresses, taking into consideration of GSMA emergency communication guidelines [x3].
NOTE 2: The solutions for EPS and 5GS are based on same principles. 

* * * Second Change * * * *

2
References

The following documents contain provisions which, through reference in this text, constitute provisions of the present document.

-
References are either specific (identified by date of publication, edition number, version number, etc.) or non‑specific.

-
For a specific reference, subsequent revisions do not apply.

-
For a non-specific reference, the latest version applies. In the case of a reference to a 3GPP document (including a GSM document), a non-specific reference implicitly refers to the latest version of that document in the same Release as the present document.
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3GPP TR 21.905: "Vocabulary for 3GPP Specifications".
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3GPP TS 22.261: "Service requirements for the 5G system".
[3]
3GPP TS 23.501: "System architecture for the 5G System (5GS)".
[4]
3GPP TS 23.502: "Procedures for the 5G System (5GS)".
[5]
3GPP TS 23.503: "Policy and charging control framework for the 5G System (5GS); Stage 2".

[x2]
ETSI TS 103 625: "Emergency Communications (EMTEL); Transporting Handset Location to PSAPs for Emergency Communications - Advanced Mobile Location".

[x3]
GSMA NG.119: "Emergency Communication".

* * * End of Change * * * *
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