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\* \* \* \* First Change \* \* \* \*

### 5.14.1 SS\_DAProfileManagement API

#### 5.14.1.1 Service Description

The SS\_DAProfileManagement service exposed by the DA server enables a service consumer to:

- manage digital asset profile on a DA server.

#### 5.14.1.2 Service Operations

##### 5.14.1.2.1 Introduction

The service operation defined for SS\_DAProfileManagement API is shown in the table 5.14.1.2.1-1.

Table 5.14.1.2.1-1: Operations of the SS\_DAProfileManagement API

|  |  |  |
| --- | --- | --- |
| Service operation name | Description | Initiated by |
| Create | This service operation is used by VAL server to create digital asset profiles. | VAL server |
| Retrieve | This service operation is used by VAL server to retrieve digital asset profiles. | VAL server |
| Update | This service operation is used by VAL server to update digital asset profiles. | VAL server |
| Delete | This service operation is used by VAL server to delete digital asset profiles. | VAL server |

##### 5.14.1.2.2 Create

###### 5.14.1.2.2.1 General

This service operation is used by a service consumer to manage digital asset profile on a DA server.

The following procedures are supported by the "Create" service operation:

- Create digital asset profile.

###### 5.14.1.2.2.2 Create Digital Asset Profile

To create the digital asset profile, the VAL server shall send HTTP POST request message to DA server. The body of the HTTP POST message shall include the DigitalAssetProfile data type, as specified in the clause 7.13.1.2.2.3.1.

Upon receiving the HTTP POST message as described above, the DA server shall:

1. verify the identity of the VAL server and check if the VAL server is authorized to create DA profile;

2. if the VAL server is authorized to create DA profile, the DA server shall;

a. create a new resource for Individual SEAL DA profile as specified in clause 7.13.1.2.1; and

b. return within the response message body the created resource representation within the DigitalAssetProfile data structure, and within an HTTP Location header the created resource URI in the response message. and

If errors occur when processing the request, the DA Server shall respond to the VAL Server with an appropriate error response as specified in clause 7.13.1.5.

##### 5.14.1.2.3 Retrieve

###### 5.14.1.2.3.1 General

This service operation is used by VAL server to retrieve an individual digital asset profile information.

This service operation is used by a service consumer to retrieve an individual digital asset profile information on a DA server.

The following procedures are supported by the "Retrieve" service operation:

- Retrieve digital asset profiles.

###### 5.14.1.2.3.2 Retrieve Digital Asset Profile

To retrieve the DA profile, the VAL server shall send HTTP GET request message to DA server on the resource URI representing the individual SEAL DA profile, as specified in clause 7.13.1.2.3.3.1.

Upon receiving the HTTP GET message as described above, the DA server shall:

1. verify the identity of the VAL server and check if the VAL server is authorized to retrieve the DA profile;

2. if the VAL server is authorized to retrieve the DA profile, the DA server shall;

a. return the DA profile in DigitalAssetProfile data type, as specified in clause 7.13.1.2.1.

3. if errors occur when processing the request, the DA Server shall respond to the VAL Server with an appropriate error response as specified in clause 7.13.3.5.

##### 5.14.1.2.4 Update

###### 5.14.1.2.4.1 General

The following procedures are supported by the "Update" service operation:

- Update the Digital asset profile.

###### 5.14.1.2.4.2 Update Digital Asset Profile

To modify the DA profile, the VAL server shall send HTTP PUT message to the DA server to the Resource URI identifying the individual SEAL DA profile resource representation, as specified in the clause 7.13.1.2.6.3.2. The VAL server may send an HTTP PATCH request message to the Individual SEAL DA profile resource URI as specified in clause 7.13.1.2.6.3.3. The body of the HTTP PATCH request message shall include the requested modifications as specified in clause 7.13.1.2.6.3.3.

When HTTP PUT is used, the "valServerId" attribute within the DigitalAssetProfile data structure shall not be updated.

Upon receiving the HTTP PUT or PATCH request message, the DA server shall:

1. verify the identity of the VAL server and check if the VAL server is authorized to modify the DA profile;

2. if the VAL server is authorized to modify the information, then the DA server shall;

a. if the DA profile in the request is valid, update/modify the resource identified by the Resource URI of the DA profile received in the request; and

b. return a 200 OK status code with the updated DA profile in the response or a 204 No Content status code.

3. if errors occur when processing the request, the DA Server shall respond to the VAL Server with an appropriate error response as specified in clause 7.13.3.5.

##### 5.14.1.2.5 Delete

###### 5.14.1.2.5.1 General

The following procedures are supported by the "Delete" service operation:

- Delete the Digital asset profile.

###### 5.14.1.2.5.2 Delete digital asset service operation

To delete the DA profile, the VAL server shall send an HTTP DELETE message to the resource representing Individual SEAL DA profile as specified in clause 7.13.1.2.3.3.4.

Upon receiving the HTTP DELETE message, the DA server shall:

1. verify the identity of the VAL server and check if the VAL server is authorized to delete the DA profile; and

2. if the VAL server is authorized to delete the DA profile, the DA server shall delete the resource pointed by the Resource URI for Individual SEAL DA profile.

3. if errors occur when processing the request, the DA Server shall respond to the VAL Server with an appropriate error response as specified in clause 7.13.3.5.

\* \* \* \* End of Changes \* \* \* \*