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\* \* \* First Change \* \* \* \*

#### 5.6.1.1 Overview

The CAPIF security APIs, as defined in 3GPP TS 23.222 [2], allow:

- API invokers via CAPIF-1/1e and CAPIF-6/6e reference points to (re-)negotiate the service security method and obtain authorization for invoking service APIs; and

- API exposing function via CAPIF-3/3e and CAPIF-6-6e reference points to obtain authentication information of the API invoker for authentication of the API invoker and revoke the authorization for service APIs.

\* \* \* Next change \* \* \* \*

#### 5.6.2.1 Introduction

The service operations defined for CAPIF\_Security\_API are shown in table 5.6.2.1-1.

Table 5.6.2.1-1: Operations of the CAPIF\_Security\_API

| **Service operation name** | **Description** | **Initiated by** |
| --- | --- | --- |
| Obtain\_Security\_Method | This service operation is used by an API invoker to negotiate and obtain service API security methods from the CAPIF core function. This information is used by the API invoker for service API invocations at the API Exposing Function. | API invoker |
| Obtain\_Authorization | This service operation is used by an API invoker to obtain authorization to access service APIs. | API invoker |
| Obtain\_API\_Invoker\_Info | This service operation is used by an API exposing function to obtain the authentication or authorization information related to an API invoker. | API exposing function |
| Revoke\_Authorization | This service operation is used by a service consumer to invalidate the authorization of an API invoker. | API exposing function, CCF |

Security information is generated when requested by an API invoker, and is stored in the CAPIF Core function. The information can be accessed via a resource representation URI using the API invoker ID as described in clause 8.5.2.3. The URI is provided to the API invoker in the HTTP response to the creation request (via the Obtain\_Security\_Method service operation name).

Refer to clause 9.1.2a.2 for details about verifying that the API Exposing function has the ability to authorize API invokers prior to invoking service APIs.

\* \* \* Next change \* \* \* \*

##### 5.6.2.5.1 General

This service operation is used by a service consumer to invalidate the authorization of a specified API Invoker to invoke service APIs exposed by the calling API exposing function.

\* \* \* Next change \* \* \* \*

##### 5.6.2.5.2 Invalidate authorization using Revoke\_Authorization service operation

To invalidate authorization of an API invoker for all service APIs, the service consumer shall send an HTTP DELETE message to that API invoker's resource representation URI in the CAPIF core function using the API invoker ID as specified in clause 8.5.2.3.3.2.

Upon receiving the HTTP DELETE message, the CAPIF core function shall delete the resource representation and shall notify the API invoker of the authorization invalidation using the Notification Destination URI received in the Obtain\_Security\_Method message.

The CAPIF core function shall also invalidate the previously assigned access token when the authorization of all service APIs are revoked for the API invoker.

To invalidate authorization of an API invoker for some service APIs, the service consumer shall send an HTTP POST message to that API invoker's "delete" custom resource representation URI in the CAPIF core function with a list of the service APIs that should be revoked.

Upon receiving the HTTP POST message, the CAPIF core function shall revoke the authorization of the API invoker for the indicated service APIs (e.g. it may update the list of unauthorized APIs locally); and shall notify the API invoker of the authorization invalidation using the Notification Destination URI received in the Obtain\_Security\_Method message.

In both alternatives, the CAPIF core function shall acknowledge the HTTP request from the service consumer.

NOTE: Functions from 3rd party API provider domain can also access this service operation with sufficient permissions.

\* \* \* Next change \* \* \* \*

#### 5.10.1.1 Overview

The CAPIF access control policy APIs allow a service consumer via CAPIF-3/3e and CAPIF-6/6e reference points to obtain the service API access policy from the CAPIF core function.

NOTE: Functions from 3rd party API provider domain can also access this API with sufficient permissions.

\* \* \* Next change \* \* \* \*

#### 5.10.2.1 Introduction

Table 5.3.2.1-1: Operations of the CAPIF\_Access\_Control\_Policy\_API

| **Service operation name** | **Description** | **Initiated by** |
| --- | --- | --- |
| Obtain\_Access\_Control\_Policy | This service operation is used by a service consumer to obtain the access control policy from the CAPIF core function. | API exposing function, CCF |

\* \* \* Next change \* \* \* \*

##### 5.10.2.2.1 General

This service operation is used by a service consumer to obtain the access control policy from the CAPIF core function.

\* \* \* Next change \* \* \* \*

##### 5.10.2.2.2 API exposing function obtaining access control policy from the CAPIF core function using Obtain\_Access\_Control\_Policy service operation

To obtain the access control policy from the CAPIF core function, the service consumer shall send an HTTP GET message to the CAPIF core function with the API exposing function Identifier and API identification. The GET message may include API invoker ID for retrieving access control policy of the requested API invoker as specified in clause 8.6.2.2.3.1.

Upon receiving the above described HTTP GET message, the CAPIF core function shall:

1. verify the identity of the service consumer and check if the service consumer is authorized to obtain the access control policy corresponding to the API identification;

2. if the service consumer is authorized to obtain the access control policy, the CAPIF core function shall respond with the access control policy information corresponding to the API identification and API invoker ID (if present) in the HTTP GET message; and

3. if errors occur when processing the request, the CAPIF core function shall respond to the service consumer with an appropriate error status code as defined in clause 8.6.5.

\* \* \* End of changes \* \* \* \*