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**1. Introduction**

A scenario detailing file upload and file download is added to clarify the usecase and identify technical impact. The text originates from TR 23.784, but has been enhanced as required.

**2. Reason for Change**

Scenario for file upload and file download is missing.

**3. Proposal**

It is proposed to agree the following changes to 3GPP TR 23700-37-020 v 0.2.0.

\* \* \* First Change \* \* \* \*

## 4.12 Scenario 11: Discreet monitoring of file upload and file download

This scenario describes the case where authorized MC user A requests discreet monitoring for communications involving MC user B where MC user B is within the authority of authorized MC user A, and where MC user A and target MC user B have the same primary MC system. This scenario focusses on the case where target MC user B is uploading or downloading from/to the Content Server. The scenario is illustrated in figure 4.12-1 below.



Figure 4.13-1: Discreet monitoring of MCData file upload and download

The scenario consists of the following aspects:

- Authorized MC user A identifies MC user B as the target for discreet monitoring. MC system A verifies that MC user A is authorized to perform discreet monitoring on target MC user B. This aspect takes place before any communications involving target MC user B can be subject to discreet monitoring.

- Target MC user B uploads or downloads a file to or from the Content Server.

- MC system A provides MC service client A with the transferred file, including metadata information.

\* \* \* End of Changes \* \* \* \*