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**1. Introduction**

This pCR proposes clarifications to the existing text of clause 5.2.

**2. Reason for Change**

Consistent use of the term MC user as being the target of discreet monitoring.

**3. Proposal**

It is proposed to agree the following changes to 3GPP TR 23700-37-020 v 0.3.0.

\* \* \* First Change \* \* \* \*

## 5.2 Key issue 2: Discreet monitoring of migrated target MC service user

An MC user that has migrated to another MC system receives MC service within the security domain of the partner MC system. Discreet monitoring of a migrated target MC user may require involvement from the authorized user of the primary MC system of the target MC user and from the authorized user of the partner MC system.

The scenario is illustrated in figure 5.2-1 below.



Figure 5.2-1: Discreet monitoring of migrated target MC user

Issues:

- The authorized user BA from partner MC system B should authorize discreet monitoring of the migrated target MC user AB by the authorized user AA from primary MC system A.

NOTE 1: Subject to the trust relationship and operator security policies, the involvement of (an authorized MC user of) the partner system for discreet monitoring for migrated MC users may be in conflict with the requirement that discreet monitoring takes place without the knowledge of other unauthorized MC users.

- The authorized user AA from primary MC system A of the migrated target MC user AB should authorize discreet monitoring of the migrated target MC service user AB by the authorized user BA from partner MC system B.

NOTE 2: Subject to the trust relationship and operator security policies, the involvement of (an authorized MC user of) the primary system for discreet monitoring for migrated MC users may be in conflict with the requirement that discreet monitoring takes place without the knowledge of other unauthorized MC users.

- There may be a need to restrict the provided content of communications to that which is originated by the migrated target MC user AB, and not to provide content which originates from other MC users receiving service within the partner MC system B.

- There may be a need to restrict metadata relating to the communications to hide the identities and other information relating to MC users and MC groups whose primary MC system is the partner MC system of the MC user AB who is the target of the discreet monitoring.

\* \* \* End of Changes \* \* \* \*