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**1. Introduction**

This pCR adds a key issue on performing Discreet monitoring of users logged into multiple devices.

**2. Reason for Change**

This key issue should be addressed in the study.

**3. Proposal**

It is proposed to agree the following changes to 3GPP TR 23700-37-020 v 0.3.0.

\* \* \* First Change \* \* \* \*

## 5.X Key issue X: Discreet monitoring of user logged into multiple devices

An authorized MC user may perform discreet monitoring on a target MC user that has logged into multiple devices. According to the stage 1 requirement R-6.15.1-006 the discreet monitoring service

* shall provide media and metadata of the transmissions sent to and from all the devices that the specific target MC user is logged into
* the metadata shall contain information about which of these devices is involved in each of these transmissions

Issues:

- How to identify which device was involved in each of the transmissions to and from the target MC user, and how such identification of the relevant device is possible.

Editor’s note: The issue on how to identify the different devices of the target MC user is addressed outside this study.

\* \* \* End of Changes \* \* \* \*