**3GPP TSG-SA WG6 Meeting #69 S6-254402**

**Wuhan, China 13th – 17th Oktober 2025 (revision of S6-254359)**

**Source: Netherlands Police, Airbus**

**Title: Pseudo-CR on Key issue avoiding knowledge of DM to target MC user and other unauthorized MC users**

**Spec: 3GPP TR 23700-37-030**

**Agenda item: 9.1**

**Document for: Approval**

**Contact: keesdotverweijatpolitiedotnl**

**1. Introduction**

This pCR introduces a key issue to address the stage 1 requirement about avoiding knowledge of DM to target MC user and other unauthorized MC users.

**2. Reason for Change**

This key issue should be addressed in the study.

**3. Proposal**

It is proposed to agree the following changes to 3GPP TR 23700-37-020 v 0.3.0.

\* \* \* First Change \* \* \* \*

## 5.x Key issue x: Avoiding knowledge of discreet monitoring to target MC user and other unauthorized MC users

The stage 1 requirement [R-6.15.1-001a] states that the MC service shall provide discreet monitoring capabilities without noticeable impact on or knowledge of the target MC user, or the members of the target MC service group including Ad hoc groups, and all other unauthorized MC users.

This requirement has impact on the architecture design, procedures and configuration for discreet monitoring.

Issues:

- Ensure that the chosen architecture, procedures and configuration for discreet monitoring avoid knowledge of discreet monitoring to the target MC user or the members of the target MC service group and all other unauthorized MC users.

\* \* \* End of Changes \* \* \* \*