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## 10.3 Dynamic Policy API

### 10.3.1 Introduction

The Dynamic Policy API allows the RTC Media Session Handler of the RTC Client or the ICE Function of the RTC AS or the WebRTC Signalling Function of the RTC AS to request a specific QoS and/or charging policy to be applied to the application flows of an RTC session. The Dynamic Policy API is invoked as a result of SDP negotiation during the WebRTC signalling phase of the RTC session.

The relevant procedures are specified in clause 5.3.3 of TS 26.510 [3].

The resource structure and the data model are specified in clause 9.3 of TS 26.510 [3].

### 10.3.2 Enabling PDU Set handling in dynamic policies

If specific QoS with PDU Set parameters is desired, and PDU Set marking is not enabled for the selected Policy Template as specified in clause 5.3.3.2 of TS 26.510 [3], the Media Session Handler shall additionally populate the mediaTransportParameters property of the Application‌Flow‌Description object (see clause 5.5.4.13 of TS 29.571 [36]) as follows when creating or updating a Dynamic Policy Instance based on that Policy Template:

- The transportProto property shall be set to the value SRTP.

- The rtpHeaderExtInfo object (see clause 5.5.4.14 of TS 29.571 [36]) shall be omitted.

- The rtpPayloadInfoList property shall contain a single member populated as follows:

- rtpPayloadTypeList shall be set to the *RTP Payload Type* value(s) to be used by the RTC endpoint (e.g., the RTC Access Function of an RTC Client) for the negotiated SRTP session(s) to be carried by the application flow in question.

- rtpPayloadFormat shall be populated as appropriate in the absence of RTP header extensions.

If PDU Set marking is required by the selected Policy Template as specified in clause 5.3.3.2 of TS 26.510 [3], the Media Session Handler shall additionally populate the mediaTransportParameters property of the Application‌Flow‌Description object (see clause 5.5.4.13 of TS 29.571 [36]) as follows when creating or updating a Dynamic Policy Instance based on that Policy Template:

- The transportProto property shall be set to the value SRTP.

- The properties of the rtpHeaderExtInfo object (see clause 5.5.4.14 of TS 29.571 [36]) shall be populated as follows:

- rtpHeaderExtType shall be set to PDU\_SET\_MARKING.

- rtpHeaderExtId shall be set to the value of the *ID* field to be used by the RTC endpoint (e.g., the RTC Access Function of an RTC Client) in the *RTP Header Extension for PDU Set Marking* on the application flow in question, as specified in clause 4.2 of TS 26.522 [37]. The value of this parameter is negotiated via the SDP offer/answer procedure during the WebRTC signalling phase of the RTC session.

- longFormat shall be set according to the use of the one- or two-byte *RTP Header Extension for PDU Set Marking*, as specified in clause 4.2.1 of TS 26.522 [37]. The value of this parameter is negotiated via the SDP offer/answer procedure during the WebRTC signalling phase of the RTC session.

- pduSetSizeActive shall be set to reflect the presence of the *PDU Set Size* field in the *RTP Header Extension for PDU Set Marking*, as specified in clause 4.2.4 of TS 26.522 [37]. The value of this parameter is negotiated via the SDP offer/answer procedure during the WebRTC signalling phase of the RTC session.

NOTE: The intention of the RTC Access Function of the RTC Client to include the optional NPDS (Number of PDUs in the PDU Set) field in the *RTP Header Extension for PDU Set Marking* is not yet signalled in advance to the 5G Core by means of a Boolean flag in the RtpHeaderExtInfo specified in clause 5.5.4.14 of TS 29.571 [36].

- The rtpPayloadInfoList property shall contain a single member populated as follows:

- rtpPayloadTypeList shall be set to the *RTP Payload Type* value(s) to be used by the RTC endpoint (e.g., the RTC Access Function of an RTC Client) for the negotiated SRTP session(s) to be carried by the application flow in question.

- rtpPayloadFormat shall be omitted because RTP header extensions are present.

In all PDUs it contributes at reference point RTC‑4m or RTC‑12 that fall within the scope of the application flow description, the RTC Access Function (Media Access Function) shall use the protocol indicated in transportProto; it shall set the SRTP header fields in accordance with rtpPayloadInfoList; and it shall include a one- or two- byte (consistent with the signalled length) *RTP Header Extension for PDU Set Marking* in the SRTP header with fields set according to the values declared in the rtpHeaderExtInfo property per above.

### 10.3.X Enabling multiplexed media flow handling in dynamic policies

If an RTC Session requires multiple media flows to be multiplexed into a single RTP Session, because the RTC endpoints involved have successfully negotiated media multiplexing as specified in clause 4.6 of TS 26.522 [37], and differentiated QoS handling is required for the multiplexed media streams by the dynamic policy invoker, the Media Session Handler or the RTC AS shall additionally populate the multiplexedMediaInfos property of the Application‌Flow‌Description object (see clause 5.5.4.13 of TS 29.571 [36]) as follows when creating or updating a Dynamic Policy Instance:

- The multiplexedMediaInfos property shall contain at least one MpxMediaInfoobject for each media stream in the multiplexed media application flow. The properties of the MpxMediaInfoobject are negotiated by the RTC Access Function of the RTC Client or the RTC AS using the BUNDLE group attribute in the SDP offer/answer procedure during the WebRTC signalling phase of the RTC Session. The properties of each MpxMediaInfo object (see clause 5.6.2.61 in TS 29.514 [38]) shall be populated as follows based on the RTP packet header values to be used by the sending RTC endpoint (i.e., the RTC Access Function of an RTC Client or the Media Function of the RTC AS) on the media stream in question:

- ssrcId may be set to the *synchronization source* value to be used by the sending RTC endpoint.

- payloadType shall be set to the *RTP Payload Type* value to be used by the sending RTC endpoint. The value of this parameter is negotiated via the SDP offer/answer procedure during the WebRTC signalling phase of the RTC Session. When this property is present all *RTP Payload Type* value(s) present in the rtpPayloadTypeList property of Protocol‌Description object shall be ignored.

- rsiMid shall be set to the value of the identification tag or media description identifier (MID) to be used by the sending RTC endpoint in the *SDES RTP Header Extension for MID* or the *RTCP MID SDES Item for MID*, as specified in clause 4.6 of TS 26.522 [37]*.* The value of this parameter is negotiated via the SDP offer/answer procedure during the WebRTC signalling phase of the RTC Session.

- rsheMid shall be set to the value of the local identifier or *ID* field to be used by the sending RTC endpoint in the *SDES RTP Header Extension for MID*, as specified in clause 4.6 of TS 26.522 [37]. The value of this parameter is negotiated via the SDP offer/answer procedure during the WebRTC signalling phase of the RTC Session.

- longFormat may be set according to the use of the one- or two-byte *RTP SDES Header Extension for MID*, as specified in clauses C.2.2 and C.2.3 of TS 26.522 [37].

- rtcpPt may be set to the RTCP Packet Type (PT) value to be used by the sending RTC endpoint.

NOTE: A combination of SSRC, Payload Type and/or MID values are required for multiplexed media identification.

In all PDUs it contributes at reference point RTC‑4m or RTC‑12 that fall within the scope of the application flow description, the sending RTC endpoint (i.e., the RTC Access Function of an RTC Client or the Media Function of the RTC AS) shall set the SRTP header fields in accordance with the MpxMediaInfoobject for the media stream in question; and it shall include a one- or two- byte *RTP SDES Header Extension for MID* in the SRTP header with fields set according to the values declared in the MpxMediaInfoobject per above to indicate the multiplexed media identification information.

NOTE: When multiplexed media identification marking is used in this way, multiplexed media traffic identification is performed by the 5G System for differentiated QoS treatment using the *IP Filter Set with (S)RTP Multiplexed Media Identification Information* feature defined in clause 8.2.5 of TS 29.244 [39], which inspects certain SRTP header fields −specifically the Synchronization Source identifier and the Payload Type(s) – in combination with the media description identifier information present in the relevant MpxMediaInfoobject.

End of changes