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\* \* \* First Change \* \* \* \*
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\* \* \* Next Change \* \* \* \*

## 6.X JOSE

### 6.X.1 General

### 6.X.2 Current Work in IETF

#### 6.X.2.1 IETF RFCs

No RFCs for the usage of PQC algorithms in JWE or JWS are published yet.

#### 6.X.2.2 IETF Adopted Drafts

The IETF is developing support for PQC algorithms in JOSE. The following drafts are relevant:

- IETF Draft draft-ietf-jose-pqc-kem-03, "Post-Quantum Key Encapsulation Mechanisms (PQ KEMs) for JOSE and COSE" [X9], describes describes the conventions for using Post-Quantum Key Encapsulation Mechanisms (PQ-KEMs) within JOSE and COSE.

- IETF Draft draft-ietf-cose-dilithium-08, "ML-DSA for JOSE and COSE" [X10], describes JSON Object Signing and Encryption (JOSE) and CBOR Object Signing and Encryption (COSE) serializations for Module-Lattice-Based Digital Signature Standard (ML-DSA).

- IETF Draft draft-ietf-cose-sphincs-plus-05: "SLH-DSA for JOSE and COSE" [X11], describes JOSE and COSE serializations for SLH-DSA.

- IETF Draft draft-ietf-cose-falcon-01, "JOSE and COSE Encoding for Falcon" [X12], describes JSON and CBOR serializations.

- IETF Draft draft-ietf-jose-hpke-encrypt-12, "Use of Hybrid Public Key Encryption (HPKE) with JSON Object Signing and Encryption (JOSE)" [Q5] defines a Hybrid Public Key Encryption (HPKE) for use with JOSE utilizing an asymmetric Key Encapsulation Mechanism (KEM), a Key Derivation Function (KDF), and an Authenticated Encryption with Associated Data (AEAD) algorithm.

However, no IETF work on hybrid signature schemes for JOSE has been adopted.

### 6.X.3 3GPP Considerations

Editor’s Note: This clause does not include any conclusions.

\* \* \* Next Change \* \* \* \*

## 6.Y COSE

### 6.Y.1 General

### 6.Y.2 Current Work in IETF

#### 6.Y.2.1 IETF RFCs

No RFCs for the usage of PQC algorithms in COSE are published yet.

#### 6.Y.2.2 IETF Adopted Drafts

The IETF is developing support for PQC algorithms in COSE. The following drafts are relevant:

- IETF Draft draft-ietf-jose-pqc-kem-03, "Post-Quantum Key Encapsulation Mechanisms (PQ KEMs) for JOSE and COSE" [X9], describes describes the conventions for using Post-Quantum Key Encapsulation Mechanisms (PQ-KEMs) within JOSE and COSE.

- IETF Draft draft-ietf-cose-dilithium-08, "ML-DSA for JOSE and COSE" [X10], describes JSON Object Signing and Encryption (JOSE) and CBOR Object Signing and Encryption (COSE) serializations for Module-Lattice-Based Digital Signature Standard (ML-DSA).

- IETF Draft draft-ietf-cose-sphincs-plus-05: "SLH-DSA for JOSE and COSE" [X11], describes JOSE and COSE serializations for SLH-DSA.

- IETF Draft draft-ietf-cose-falcon-01, "JOSE and COSE Encoding for Falcon" [X12], describes JSON and CBOR serializations.

- IETF Draft draft-ietf-cose-hpke-16, "Use of Hybrid Public-Key Encryption (HPKE) with CBOR Object Signing and Encryption (COSE)" [Q6] defines a Hybrid Public Key Encryption (HPKE) for use with JOSE utilizing an asymmetric Key Encapsulation Mechanism (KEM), a Key Derivation Function (KDF), and an Authenticated Encryption with Associated Data (AEAD) algorithm.

However, no IETF work on hybrid signature schemes for COSE has been adopted.

### 6.Y.3 3GPP Considerations

Editor’s Note: This clause does not include any conclusions.

\* \* \* End of Changes \* \* \* \*