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**Comments**

Update the scope of TR 33.746 FS\_NR\_Femto\_SEC\_Ph2.

\* \* \* First Change \* \* \* \*

# 1 Scope

The present document studies the potential security enhancements for 5G NR Femto. More specifically, the study investigates potential security enhancements in the following areas:

- The security requirements and potential solutions to enhance the security of NR Femto devices, to detect misconfigured or compromised NR Femto devices, and to eliminate the security impacts from misconfigured or compromised NR Femto devices.

- The security and privacy aspects of local access for NR Femto scenario.

\* \* \* End of Changes \* \* \* \*