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**** START OF 1st CHANGE *****
X
Security related services
X.Y
Services provided by ADM
X.Y.1
General

The following table shows the Nadm_Sec service and Service Operations related to AIoT security.

Table 7.3.1-1: List of ADM Services
	Service Name
	Service Operations
	Operation

Semantics
	Example Consumer(s)

	Nadm_Sec
	RAND_Get
	Request/Response
	AIOTF

	
	Authentication_Get
	Request/Response
	AIOTF

	
	SessionKey_Get
	Request/Response
	AIOTF

	
	TID_Get
	Request/Response
	AIOTF


X.Y.2
Nadm_SecRAND_Get service operation 

Service operation name: Nadm_SecRAND _Get.

Description: Requester NF gets the RANDAIOT_n(s) from ADM. 
Input, Required: None. 

Input, Optional: None. 

Output, Required: RANDAIOT_n.
Output, Optional: None.
X.Y.3
Nadm_SecAuthentication_Get service operation 

Service operation name: Nadm_SecAuthentication_Get.

Description: Requester NF gets the authentication data from ADM.

Input, Required: RANDAIOT_d(s), RANDAIOT_n, AIoT Device Permanent Identifier or filtering information. 

Input, Optional: None. 

Output, Required: XRESAIOT(s).
Output, Optional: AIoT Device Permanent Identifier .

X.Y.4
Nadm_SecSessionKey_Get service operation 

Service operation name: Nadm_ SecSessionKey _Get.

Description: Requester NF gets the KAIOTF from ADM.

Input, Required: AIoT Device Permanent Identifier, RANDAIOT_n, RANDAIOT_d. 

Input, Optional: None. 

Output, Required: KAIOTF.
Output, Optional: None.
X.Y.5      Nadm_SecTID_Get service operation 

Service operation name: Nadm_SecTID_Get.

Description: Requester NF gets the Temporary ID (T-ID) for a given AIoT device from ADM. 

Input, Required: AIoT Device Permanent ID.

Input, Optional: Resynchronization indicator

Output, Required: T-ID, T-ID handling type.

Output, Optional: T-ID_n-1, T-ID_n+1
***** END OF 1st CHANGE *****
