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* * * * First Change * * * *
5.x	Key hierarchy


Figure 5.x-1: Key hierarchy for AIoT service
The different layers of keys are the following:
-	KAIOT_root: The long-term credentials used for authentication.
-	KAIOTF: This key is derived from KAIOT_root and is used derive keys that to protect the command messages between the AIoT device and AIOTF.
-	KCommand_enc, KCommand_int : The KCommand_enc and KCommand_int are used for protecting command messages,

* * * * End of Changes * * * *
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