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**Comments**

It proposes template to specify details security related events .

\* \* \* First Change \* \* \* \*

# 6 Security related Events

Editor’s Note: This clause addresses the list and description of the events as well as naming convention for the events.

## 6.x Security events related to Authorization Failure

The NF collects information about failed authorization attempts from inbound connections on the SBA layer.

In addition to the information elements of clause 6.y, this type of events shall include the following:

* Message: Full message which fails to pass authorization.
* NF Consumer: Identifier of the NF where the unauthorized message originated, e.g., NF Instance ID.

Editor's Note: NF consumer and any other IEs are FFS.

\* \* \* End of Changes \* \* \* \*