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1
Decision/action requested

This contribution proposes overview of IMS Resilience.
2
References

3
Rationale

This contribution proposes overview of IMS resilience.

Detailed proposal

It is proposed that SA3 approve the below pCR.
***** START OF 1st CHANGE *****
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4
Overview

Services and system aspects of IMS. All the architecture requirements defined in 3GPP TS 23.228 [xx] are applicable to the present document. In addition, security aspects of IMS, the security architecture, security features and security mechanisms defined in 3GPP TS 33.203 [yy] are also applicable to the present document.
3GPP TR 29.867 [zz] investigates and identifies enhancements on 5GS and IMS to support the network resiliency, the related scenarios are identified in clause 5.1.1 of TR 29.867 [zz]. 
For example, when there is a large amount of registration requests from UEs, UDM congestion occurs, making it easier for failures to spread not only to IMS but also to 5GC. In large-scale failures scenarios, signaling traffic from millions of subscribers may flood the UDM.
The security aspects of possible network resiliency solutions are considered in this document.
***** END OF 2nd CHANGE *****
