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1
Decision/action requested

This pCR provides security assumptions to  AIMLE Service Security TR.
2
References

[1]
TS 23.482, ‘Functional architecture and information flows for AIML Enablement Service’, Release-19.

[2]
TS 33.434, ‘Security aspects of Service Enabler Architecture Layer (SEAL) for verticals’, Release-18.
3
Rationale

AIMLE Service Security TR addresses authorization aspects Authorization aspects based on TS 33.434, so the related security assumptions have to be clarified in the TR.
4
Detailed proposal

SA3 is kindly requested to agree on the pCR below to TR 33.786

***** Start of Change 1*****
X          Security Assumptions
The AIMLE security should use authorization aspects specified in TS 33.434 [x] as baseline.


Editor’s Note: Further details on which server performs the role of an Authorization Server is FFS.
***** End of Change 1*****
