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**Comments**

1. **Introduction**

This contribution proposes a sub-clause of cryptographic agility.

1. **Reason for Change**

To minimize the impact brought by migration of cryptograhpic algorithms, the 3GPP system is required to have the ability to replace and adapt cryptographic algorithms while preserving security of existing operations.

\* \* \* First Change \* \* \* \*

# Principles and attributes of PQC to use in 3GPP procedures

## 5.X Cryptographic agility

Cryptographic agility[Y][Z] refers to the capabilities needed to replace and adapt cryptographic algorithms while preserving security and ongoing operations. The 3GPP system need to consider cryptographic agility.

\* \* \* Next Change \* \* \* \*
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\* \* \* End of Changes \* \* \* \*