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**Comments**

This pCR proposes a set of general assumptions.
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## 4.2 General Assumptions

In the present document, PQC is referred to as cryptographic algorithms that are deemed to be secure against attacks from both classical and quantum computing.

All traditional public key cryptographic algorithms used in 3GPP systems need to be migrated to PQC algorithms. If suitable PQC options are not available, then an alternative path needs to be provided and justified, e.g. deprecation, mitigation, and re-architecting.

PQC algorithms and traditional algorithms co-exist until transition is completed.

The PQC options are to be drawn from well-studied standardised primitives and protocols.

Both hybrid and standalone KEM are in the scope of this study.

The availability of interoperable implementations of standards/specifications for PQC algorithms and protocols is an important factor for 3GPP standardization, as it enables cost-effective, reliable, and interoperable deployments.

NOTE X: The conclusions of previous work in 3GPP on symmetric cryptography, recorded in several LSes sent to GSMA and ETSI, still stand — the 128-bit symmetric algorithms will remain secure for decades. In many cases 3GPP specifications already have an option to use larger key sizes. For other cases, 3GPP is working on specifying the usage of the 256-bit algorithms to complement the 128-bit symmetric algorithms.

Editor’s Note: Further general assumptions are FFS.
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