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Comments

This contribution proposes to add a security area on AI/ML topic for 6G based on the approved SID on security for 6G system in [1]. Whilst the industry has observed the first-hand adoption of the AI/ML in previous releases, it is forseed that 6G will make a leap towards a more intelligent network. 6G networks are expected to facilitate AI for 6G network and 6G network for AI.  5G network may be inadequate for Intent driven and context-aware 6G use cases where AI native network function can autonomously decompose high-level intents into executable tasks, configure resources, and adapt to real-time network changes. There are various requirements captured as outlined in TR 22.870 [2]
For the architectural study conducted by SA2, on eof the work tasks agreed in their SID focuses on the enablement of AI in the 6G architecture. 
WT#3: Study how to support and enable use of AI in 6G (e.g., AI agent, framework).
This specific WT#3 in outlines the enablement of AI in 6G mainly two aspects, AI for 6G network and 6G network for AI.
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* * * First Change * * * *

4
Security areas and high level security requirements
4.1
Security areas  
Editor's Note: This clause further clarifies the scope of the study by listing the security areas that SA3 is working on. 

This document includes the following security areas: 

1) AI/ML security area deals with all security aspects related to network for AI and AI for network use cases. 
* * * Next Change * * * *

5
Key issues and solutions 
5.x
Security area #x:   AI/ML security
5.x.1
Introduction 

This area covers security aspects on utilizing AI/ML in 6G system including but not limited to the following: 

-

Identify and mitigate potential threats to and from utilizing AI/ML in 6G system.
-

Authentication and authorization  for utlizing AI capability entities in 6GS (e.g., AI Agent, AI Agent/NF-embedded Distributed AI, etc)
Editor’s Note: the Authentication and authorization aspects will be updated based on SA2’s progress.
-

Securing AI/ML capability in 6G system including architecture related enhancements if necessary.
Editor’s Note: other introduction text may be added based on the progress in other 3GPP WGs, e.g., SA2/SA5/RAN.
* * * End of Changes * * * *
