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*** 1st CHANGE ***
14.3.3	Nnrf_AccessToken_RetrieveKey Service Operation
Service Operation name: Nnrf_AccessToken_RetrieveKey.
Description: NF Service Consumer requests NRF to provide the key (either raw public key, or the X.509 certificate, or certificate chain) required to validate the signature of the Access Token.
Inputs, Required: the NF Instance Id of the token issuer NRF, header parameter identifying the key to use to validate the signature of the access token. 
Inputs, Optional: NF Instance Id of NF Service Producer.
Outputs, Required: The key (either raw public key, the or X.509 certificate, or or a certificate chain) required to validate the signature of the access token.
Outputs, Optional: None.

*** END OF CHANGES ***

