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**Comments**

This document provides security related events for collection and reporting.

\* \* \* First Change \* \* \* \*

# 2 References

The following documents contain provisions which, through reference in this text, constitute provisions of the present document.

- References are either specific (identified by date of publication, edition number, version number, etc.) or non‑specific.

- For a specific reference, subsequent revisions do not apply.

- For a non-specific reference, the latest version applies. In the case of a reference to a 3GPP document (including a GSM document), a non-specific reference implicitly refers to the latest version of that document *in the same Release as the present document*.

[1] 3GPP TR 21.905: "Vocabulary for 3GPP Specifications".

[2] 3GPP TS 23.502: “Procedures for the 5G System (5GS)”.

\* \* \* Next Change \* \* \* \*

# 6 Security related Events

Following list of security related events shall be collected and reported as per configuration provided in clause 5.

1. Security events related to unexpected or unrelated or unexposed service operation shall be collected and reported, where service operation and consumer of 5GC NF are defined in [2].

The following information shall be collected and reported:

* Message: The message which triggers event.
* Message type: The type of message represents service operation that was invoked by the consumer.
* NF consumer name: NF instance ID of the consumer where unexpected or unrelated or unexposed service operation comes from.

Editor’s Note: This clause addresses the list and description of the events as well as naming convention for the events.

\* \* \* End of Changes \* \* \* \*