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1
Decision/action requested

It is proposed to add threat related to unauthenticated traffic.
2
References

3
Rationale

The contribution proposes to add threat related to unauthenticated traffic.
4
Detailed proposal

It is suggested to approve the following change.
* * * First Change * * * *

X.X.X.
Traffic from unauthenticated NR Femtos
- Threat name: Traffic from unauthenticated NR Femtos.

- Threat Category: Tampering.

- Threat Description:  If a NR Femto SeGW does not filter traffic from unauthenticated NR Femtos, an attacker can impersonate NR Femtos to.gain unauthorized access to network resources without mutual authentication with Femto SeGW.
- Threatened Asset: all critical assets of NR Femto SeGW..
* * * End of Changes * * * *

