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\* \* \* \* 1st change \* \* \* \*

#### 6.3.8.1 Security requirements

The following security requirements apply to 5G ProSe multi-hop UE-to-Network Relay:

- The 5G System shall support the authentication and authorization of the UEs involving in the 5G ProSe multi-hop UE-to-Network Relay communication.

- The 5G System shall support confidentiality protection, integrity protection, and replay protection of the messages in the 5G ProSe multi-hop UE-to-Network Relay communication sceanrio.

- The 5G System shall provide means for mitigating trackability and linkability attacks on UEs involving in the 5G ProSe multi-hop UE-to-Network Relay communication.

\* \* \* \* 2nd change \* \* \* \*

#### 6.6.5.1 Security requirements

The following security requirements apply to 5G ProSe Layer-3 multi-hop UE-to-UE Relay:

- The 5G System shall support the authentication and authorization of the UEs in the 5G ProSe Layer-3 multi-hop UE-to-UE Relay communication scenario.

- The 5G System shall support confidentiality protection, integrity protection, and replay protection for secure communication messages in the 5G ProSe Layer-3 multi-hop UE-to-UE Relay communication scenario.

- The 5G System shall provide means for mitigating trackability and linkability attacks on 5G ProSe End UEs during communications over UE-to-UE Relays.

\* \* \* \* End of change(s) \* \* \* \*