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**Comments**

This contribution proposes a new security area, Authentication and Authorization in the 6G Security TR 33.801-01.

\* \* \* First Change\* \* \* \*

# 4 Security areas and high level security requirements

## 4.1 Security areas

X) Authentication and Authorization: This security area will study the key issues relating to the different aspects the authentication and authorization and related privacy aspects (e.g. subscriber privacy) for UEs accessing 6G network

\* \* \* End of First Change\* \* \* \*

\* \*

\* \* \* 2nd Change\* \* \* \*

# 5 Key issues and solutions

## 5.x Security area #x: Subscriber Authentication and Authorization

### 5.x.1 Introduction

This security area includes the following security aspects related to authentication and authorization between the UE and the 6GS:

* Primary authentication including key agreement and authorization between the UE and the 6GS.

Editor’s note: Other types of authentication is ffs (eg secondary authentication, slice specific authentication, etc)

* Re-authentication between the UE and the 6GS in different conditions of mobility.
* Privacy aspects such as subscriber privacy.
* Long term credentials storage and processing

\* \* \* End of 3rd Change\* \* \* \*