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* * * First Change * * * *
[bookmark: _Toc162905586][bookmark: _Toc134011723][bookmark: _Toc134011871][bookmark: _Toc162905734]8.4	Network Slice related Identifier
The network slice related identifier identifies the network slice, which is mapped to the VAL application.
The identifier of the network slice is either S-NSSAI defined in 5.15.2.1 TS 23.501[16], or External Network Slice Information (ENSI) defined in TS 33.501[14].
Based on the operator’s policy, if the service applies for a certain network slice instance, the identifier of Network Slice instance is used, i.e. NSI ID as defined in TS 23.501 or ENSI. If used, the NSI ID is associated with S-NSSAI.
NOTE: Only when the NSCE server is provided by the MNO, which implies that the NSCE server is within the 3GPP operator domain, can it obtain the Network Slice Instance information based on the operator's policy.
* * * Next Change * * * *

[bookmark: _Toc162905732][bookmark: _Toc134011869]9.9.3	Information flows
[bookmark: _Toc113356726][bookmark: _Toc134011870][bookmark: _Toc162905733]9.9.3.1	General
The following information flows are specified for the predictive slice modification support based on 9.9.2.
[bookmark: _Toc113356727]9.9.3.2	Application service continuity requirement request 
Table 9.9.3.2-1 describes information elements for the Application service continuity requirement request from the VAL server to the NSCE server.
Table 9.9.3.2-1: Application service continuity requirement request
	Information element
	Status
	Description

	VAL server ID
	M
	The identifier of the VAL server

	Security credentials
	M
	Security credentials resulting from a successful authorization.

	VAL service ID
	M
	The identifier of the VAL service for which the requirement request applies 

	VAL UE ID list
	O
	The list of VAL UE IDs for which the requirement request applies

	Service Continuity Requirement
	M
	The service continuity requirement which can be the expected or predicted migration of the VAL application or a list of VAL UEs within the application to a target area. 

	Slice identifier
	O
	The slice identifier (S-NSSAI, NSI ID or ENSI) which is mapped to the VAL application, if known by the VAL server

	Target Service Area
	O
	The target area can be represented as the geographical coordinates / set of waypoints outside the original service area, where the VAL application/ UE(s) is expected or predicted to move.

	Application QoS requirements
	O
	The QoS requirements / KPIs for the VAL service



[bookmark: _Toc134011872][bookmark: _Toc162905735]9.9.3.3	Application service continuity requirement response 
Table 9.9.3.3-1 describes information elements for the Application service continuity requirement response from the NSCE server to the VAL server.
Table 9.9.3.3-1: Application service continuity requirement response
	Information element
	Status
	Description

	Result
	M
	The result of the request (positive or negative acknowledgement)


 
[bookmark: _Toc134011873][bookmark: _Toc162905736]9.9.3.4	Service continuity negotiation request 
Table 9.9.3.4-1 describes information elements for the service continuity negotiation request from the S-NSCE server to the T-NSCE server.
Table 9.9.3.4-1: service continuity negotiation request
	Information element
	Status
	Description

	S-NSCE server ID
	M
	The identifier of the source NSCE server

	VAL service ID
	M
	The identifier of the VAL service for which the request applies 

	VAL UE ID list
	O
	The list of VAL UE IDs for which the request applies

	Service Continuity Requirement
	M
	The service continuity requirement which can be the expected or predicted migration of the VAL application or a list of VAL UEs within the application to a target area. 

	Proposed Trigger Action
	O
	The proposed slice licecycle change for the target VAL UE or VAL application

	Slice identifier
	M
	The slice identifier (S-NSSAI, NSI ID or ENSI) which is mapped to the VAL application, if known by the VAL server

	Application QoS requirements
	O
	The QoS requirements / KPIs for the VAL service



[bookmark: _Toc134011874][bookmark: _Toc162905737]9.9.3.5	Service continuity negotiation response
Table 9.9.3.5-1 describes information elements for the service continuity negotiation response from the T-NSCE server to the S-NSCE server.
Table 9.9.3.5-1: service continuity negotiation response
	Information element
	Status
	Description

	Result
	M
	The result of the request (positive or negative acknowledgement)

	Trigger Action
	O
	The determined trigger action which can be the slice licecycle change for the target VAL UE or VAL application



[bookmark: _Toc113356729][bookmark: _Toc162905738][bookmark: _Toc134011875]9.9.3.6	Slice modification notify
Table 9.9.3.6-1 describes information elements for the slice modification notify message from the NSCE server to the VAL server or the VAL client (via NSCE client).
Table 9.9.43.6-1: slice modification notify
	Information element
	Status
	Description

	VAL service ID
	M
	The identifier of the VAL application which is expected to be impacted by the slice modification

	VAL UE ID list
	O
	The identifiers of the VAL UEs which are expected to be impacted by the slice modification

	Slice identifier
	M
	The slice identifier (S-NSSAI, NSI ID or ENSI) which is expected or predicted to modify to extend slice availability to the target service area

	Target NSCE server ID and address
	M
	The identifier and address of the target NSCE server

	Target Service Area
	M
	The target area can be represented as the geographical coordinates / set of waypoints outside the original service area, for which the modification appliesThe target area can be represented as the edge service area (including the target DNN/DNAI) or the topological area (e.g. list of cells/TAs) for which the slice modification applies. 




* * * Next Change * * * *
[bookmark: _Toc134011935][bookmark: _Toc162905805][bookmark: _Toc162905806]9.13.3.2	Inter-PLMN application service continuity requirement request
Table 9.13.3.2-1 and Table 9.13.3.2-2 describe information elements inter-PLMN application service continuity requirement request and response between the VAL server and the NSCE server.
Table 9.13.3.2-1: Inter-PLMN application service continuity requirement request
	Information element
	Status
	Description

	VAL server ID
	M
	The identifier of the VAL server

	Security credentials
	M
	Security credentials resulting from a successful authorization.

	VAL service ID
	M
	The identifier of the VAL service for which the requirement request applies 

	VAL UE ID list
	O
	The list of VAL UE IDs for which the requirement request applies

	Service Continuity Requirement
	M
	The service continuity requirement which can be the expected or predicted migration of the VAL application or a list of VAL UEs within the application to a target area. 

	Target PLMN ID
	M
	PLMN identifier of the target PLMN

	Slice identifier
	O
	The slice identifier (S-NSSAI, NSI ID or ENSI) which is mapped to the VAL application, if known by the VAL server

	Target Service Area
	O
	The target area can be represented as the geographical coordinates / set of waypoints outside the original service area, where the VAL application/ UE(s) is expected or predicted to move.

	Application QoS requirements
	O
	The QoS requirements / KPIs for the VAL service



Table 9.13.3.2-2: Inter-PLMN application service continuity requirement response
	Information element
	Status
	Description

	Result
	M
	The result of the request (positive or negative acknowledgement)


9.13.3.3	Inter-PLMN slice modification notify
Table 9.13.3.3-1 describes information elements for the inter-PLMN slice modification notify message from the NSCE server to the VAL server or the VAL client (via NSCE client).
Table 9.13.3.3-1: Inter-PLMN slice modification notify
	Information element
	Status
	Description

	VAL service ID
	M
	The identifier of the VAL application which is impacted by the slice modification

	VAL UE ID list
	O
	The identifiers of the VAL UEs which are impacted by the slice modification

	Slice identifier
	M
	The slice identifier (S-NSSAI, NSI ID or ENSI) which is used and/or modified to extend slice availability to the target service area

	PLMN ID
	M
	PLMN identifier of the PLMN where modification was performed

	Target Service Area
	M
	The target area, can be represented as the geographical coordinates / set of waypoints outside the original service area, for which the modification applies.



* * * Next Change * * * *

[bookmark: _Toc162905842][bookmark: _Toc134011972]9.16.3	Information flows
[bookmark: _Toc134011973][bookmark: _Toc162905843]9.16.3.1	General
The following information flows are specified for slice requirements verification and alignment capability exposure.
[bookmark: _Toc134011974][bookmark: _Toc162905844]9.16.3.2	Slice requirements verification and alignment subscription
Table 9.16.3.2-1 describes information elements for slice requirements verification and alignment subscription.
Table 9.16.3.2-1: Slice requirements verification and alignment subscription
	Information element
	Status
	Description

	VAL server ID
	M
	The identifier of the VAL server

	VAL service ID
	M
	The identifier of the VAL service for which the requirement request applies 

	VAL UE ID list
	O
	The list of VAL UE IDs for which the requirement request applies

	Slice identifier
	M
	The slice identifier (S-NSSAI, NSI ID or ENSI) which is mapped to the VAL application, if known by the VAL server

	Slice Requirements List
	M
	The list of the slice requirements which need to be aligned.

	>sliceRequirement
	M
	The requirement which need to be aligned, this parameter refers to the attribute of serviceProfile defined in TS 28.541 [10]

	Reporting criteria
	O
	Indicate the notification reporting criteria, e.g. generated slice requirement is outside the given slice requirement range

	Automatic enforcement mode
	O
	Indicates the mode for automatic enforcement of the generated optimal slice requirements to meet the slice requirements. E.g OFF or ON

	Alignment reporting criteria
	O
	Indicates the alignment reporting conditions to the VAL server e.g. based on count of UEs


[bookmark: _Toc162905845][bookmark: _Toc134011975]9.16.3.3	Response of slice requirements verification and alignment subscription
Table 9.16.3.3-1 describes information elements for response of slice requirements verification and alignment subscription.
Table 9.16.3.3-1: Response of slice requirements verification and alignment subscription
	Information element
	Status
	Description

	Result
	M
	The result of the subscription (positive or negative acknowledgement)



[bookmark: _Toc134011976][bookmark: _Toc162905846]9.16.3.4	Slice requirements verification and alignment notification
Table 9.16.3.4-1 describes information elements for slice requirements verification and alignment notification.
Table 9.16.3.4-1: Slice requirements verification and alignment notification
	Information element
	Status
	Description

	VAL server ID
	M
	The identifier of the VAL server

	VAL service ID
	M
	The identifier of the VAL service for which the requirement request applies 

	VAL UE ID list
	O
	The list of VAL UE IDs for which the requirement request applies

	Slice identifier
	M
	The slice identifier (S-NSSAI, NSI ID or ENSI) which is mapped to the VAL application, if known by the VAL server

	Updated Slice requirements info
	M
	The attributes and values of slice requirements

	> Slice requirement alignment enforcement
	O
	Indicates the updated slice requirement is enforced or not. E.g Yes or No




