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1. Introduction
This contribution propose to address the following open issues in KI#4, 
-	Whether and how the identified application enablement capabilities could be utilized to jointly support the XR service.
-	Whether and how the application enablement architecture could support the XR service taking advantage of the identified application enablement capabilities.
2. Reason for Change
It is proposed to establish the XRApp server as a unified service exposure portal through which XR services can interact with the application enablement layer for accessing various application enablement layer capabilities, e.g. NSCE service, SEALDD service, etc.. Then differentiated XR services could be provided to different XR service users, based on the interaction with NSCE server and SEALDD server. 
3. Conclusions
<Conclusion part (optional)>
4. Proposal
It is proposed to agree the following changes to 3GPP TR 23.700-01.


* * * First Change * * * *
[bookmark: _Toc30794]7.x	Solution #x: Application enablement layer capabilities usage to supporting the differentiated XR services
Editor's Note:	Provide a suitable title for the solution.
[bookmark: _Toc146875955][bookmark: _Toc13425][bookmark: _Toc26650][bookmark: _Toc15400][bookmark: _Toc22917][bookmark: _Toc20503][bookmark: _Toc30984][bookmark: _Toc78314760][bookmark: _Toc478400631][bookmark: _Toc146875954][bookmark: _Toc475064960][bookmark: _Toc7485786]7.x.1	Architecture Impacts
It is also important to provide differentiated service for different XR service users. Taking Online AR Gaming as an example, this gaming involves two types of users. Player UEs receive streams of the live game from the game server and send control signals back to the server, and spectators who can join the live game, receive the stream from various perspectives, and potentially interact with players through cheering or game reward mechanisms. 
To support online gaming, the following capabilities could be leveraged with enhancements:
· Data delivery for guaranteed multi-modal flow transmission.
· Network Slice Capability Enablement function for Provisioning differentiated network slices for players and spectators;
In order to mitigate the need for multiple interactions between the VAL server and the application enablement layer, it is proposed to establish the XRApp server as a unified service exposure portal through which XR services can interact with the application enablement layer for accessing various application enablement layer capabilities.The architecture proposed is shown in figure 7.x.1-1.

Figure 7.x.1-1: Application enablement architecture to support the application enablement layer capabilities usage
Editor's note:	This clause provides the architecture impacts of the solution.

[bookmark: _Toc22943][bookmark: _Toc14903][bookmark: _Toc28597][bookmark: _Toc1823][bookmark: _Toc8438][bookmark: _Toc29086]7.x.2	Solution description
Figure 7.x.2-1 illustrates the procedure to support the differentiated XR services. 
Pre-conditions:
1.	The XRAPP server act as NSaaS provider, and is authorized to get network slice related capabilities from NSCE server.


Figure 7.x.2-1: procedure of supporting the differentiated XR services
1. The VAL server sends a differentiated XR service request to XRApp server, with target identifier along with the service requirements, Service Description
2a.	The XRApp server determines whether and which slice is needed based on the service requirements and may initiate the slice related communication service lifecycle management as defined in TS 23.435, clause 9.12.2.
Before triggering the network slice management service, to determine the target UE of network slice(s), the XRApp server acting as AF, may receive a UE location report or a monitoring event report from 5GC (assuming that XRApp has subscribed to consume 5GC services like LCS or NEF monitoring events related to UE actual location, or UE mobility analytics from NWDAF) or Location service from SEAL.
2b.	The XRApp server determines whether the SEALDD enabled bandwidth control is needed, and may initiate the SEALDD enabled bandwidth control for different VAL users as defined in TS23.433, clause 9.8.2.
2c.	The XRApp server determines whether it is needed to request a specific session. If needed, the XRApp server initiates AF session with required QoS update as defined in TS 23.502, clause 4.15.6.6a, or Multi-member AF session with required QoS as defined in TS 23.502, clause 4.16.5.3.
3.	The XRApp server sends the differentiated XR service response to the VAL server indicating the result of the request.

Editor's Note:	This clause will describe the solution. Each solution should clearly describe which of the key issues it covers and how.
[bookmark: _Toc78314761][bookmark: _Toc13813][bookmark: _Toc6574][bookmark: _Toc14263][bookmark: _Toc30385][bookmark: _Toc5043][bookmark: _Toc19733][bookmark: _Toc146875957][bookmark: _Toc532993748]7.x.3	Solution evaluation
Editor's note:	This clause provides an evaluation of the solution. The evaluation should include the descriptions of the impacts to existing architectures.

* * * Next Change * * * *

* * * Next Change * * * *
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