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1. Introduction
This contribution proposes PINAPP to support metaverse applications.
2. Reason for Change
Key issue #6: Support device discovery to offload task for metaverse services,

In this key issue, SA6 will study following open issues:

1)
Whether and how the existing SA6 defined enabler (e.g. PINAPP) is sufficient to support metaverse applications or any enhancements are required (e.g. to discover device from anothter device to offload task)?
3. Proposal

It is proposed to agree the following changes to 3GPP TR 23.700-21. 
* * * First Change * * * *

2
References

[x]
3GPP TS 23.542: "Application layer support for Personal IoT Network".
* * * Second Change * * * *

7.x
Solution #x: PINAPP to support metaverse applications
7.x.1
Architecture Impacts

This solution is based on architecture of PINAPP as described in 3GPP TS 23.542 [x].

7.x.2
Solution description

7.x.2.1
General
This solution maps to KI#6: Support device discovery to offload task for metaverse services. 

Figure 7.x.2.1-1 illustrates the reference point representation of the architecture for PINAPP.
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Figure 7.x.2.1-1: PINAPP architecture
The PIN elements contains PIN client and/or application clients. The PIN Element with gateway capability (PEGC) performs the role of an entity supporting gateway capability for PIN. The PIN Element with management capability (PEMC) performs the role of an entity supporting management capability for PIN. A PIN includes at least one PEGC and at least one PEMC.
The PIN enabler architecture consists of PIN client deployed in PIN element and PIN server deployed in Data network. The following interaction are supported in the PIN enabler architecture:

-
The PIN client interacts with Application Client on the PINE over PIN-1 to provide and consume services in the PIN. 

-
The PIN server interacts with Application Server(s) over PIN-9.

-
The PIN server interacts with 3GPP networks over PIN-8 to consume 3GPP network services.

-
The PIN management client(s) interact with PIN server over PIN-6 for services related to management of PIN. 

-
The PIN client(s) interact with PIN server over PIN-10. These interactions traverse via the PEGC.

-
The PIN gateway client(s) interact with PIN server over PIN-7. 

-
PIN client(s) interact with PIN gateway client over PIN-2.

-
PIN management client interacts with PIN gateway client(s) over PIN-4.

-
PIN management client interacts with PIN client(s) over PIN-3.

-
A PIN client interacts with other PIN client(s) over PIN-5.
NOTE 1:
It is possible that an application client on PIN elements can communicate with application server directly via 5GS or indirectly via PEGC.

NOTE 2:
It is possible that an application client can communicate with other application client in the same PIN directly or via PEGC.

NOTE 3:
It is possible that an application client can communicate with other application client in another PIN via PEGC.
NOTE 4:
There is no restrict that only one PEMC/PEGC deployed in PIN. It is possible that in a PIN, multiple PEMCs/PEGCs are deployed. 
NOTE 5:
PIN-5 is out-of-scope of the current release of the specification.

In KI#6, when some of the devices (e.g. glasses) will not have enough computing resources to perform the real-time rendering, and may need to offload the computing to the nearby devices. 
PIN-5 is out-of-scope in current release of 3GPP TS 23.542 [x], so in this solution, 
-
3GPP UE (e.g. 5G Device/Phone, tablet) which can act as a PEGC and/or PEMC.
-
The Tethered AR Glasses can act as a PINE, it can only offload the computing to 3GPP UE which acting as a PEGC. PINE through PIN-2 connect to PEGC, then PEGC through PIN-7 connect to PIN server.
-
The metaverser application server/VAL server can be considered as a PIN Application server through PIN-9 connect to PIN server. PIN server can stand-alone or inside metaverser application server/VAL server.

Figure 7.x.2.1-2 illustrates the reference point representation of the architecture for the solution.
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Figure 7.x.2.1-2: PINAPP to support metaverse applications

And the following assumptions are used:

1. The PIN service is mobile metaverse service. 
2. PEGC and PEMC can be in different 3GPP UEs.
3. PEGC should support related PIN service and provide sevice capability which supported.

4. When PEGC join PIN, it should provide supported services, supported service capabilities in PIN Client Profile information.
5.  When PINE join PIN, it should provide required services, supported service capabilities in PIN Client Profile information.
6. PEMC decides which PEGC as default PEGC for PINE based on the policy of PEGC supported service capabilities fitting PINE required services.
7.x.2.2
Impact to existing PINAPP procedures & information flows
The PINAPP procedures and information flows in 3GPP TS 23.542 [x] can be enhanced (highlighted in bold italics) as follows.

	8.2.2.1
PIN Profile in a PIN
PIN profile includes information about the static data needed for configuration for the Personal IoT networks.
Table 8.2.2.1-1: PIN Profile
Parameter Name
Parameter Description

PIN Server

PEMC

PEGC

PIN ID 

The identifier of the PIN
Y
Y
Y
PIN Description
Human-readable description of the PIN, for example, the company name, location or the type of service.
Y
Y
Y
Duration

Specifies the time period of how long the PIN can be active
Y

Y

Y

Maximum number of PIN elements

Maximum number of PINEs allowed to join the PIN
Y

Y

N

Allowed PIN service
List of service that can be offered within a PIN: 

        > PIN service Provider Identifier

        > PIN service type

        > PIN service Feature
Y
Y
N Y
Allowed PEMC list

The list of PINE static information for PINE(s) that can be allowed to take the role of PEMC:
        > PINE ID

        > GPSI
        > Role (e.g., primary, secondary or both)

        > Port number (see NOTE)
Y

Y

Y

Allowed PEGC list
The list of PINE static information for PINE(s) that can be allowed to take the role as PEGC:

        > PINE identifier

        > GPSI

        > Role (e.g., primary, backup or both)

        > Port number (see NOTE)
Y

Y

Y

PIN Server ID
The identifier of the PIN server that serves the PIN
N
Y
Y
PIN server Endpoint
The endpoint information (e.g., URI, FQDN) or a static IP address used to communicate with the PIN server. 

N

Y

Y

Allowed PIN elements list 

List of PINEs which can be allowed to join the PIN

        > PINE ID
Y
Y
Y
8.2.2.2
Dynamic profile information of a PIN
Dynamic profile information of a PIN contains the PIN dynamic data needed for management of the Personal IoT networks.
Table 8.2.2.2-1 describes the list of parameters that are classified as dynamic profile information and which are maintained at the PIN server, PEMC and PEGC. PIN dynamic profile information maintained at these entities are updated based on the events occurring in the PIN. Below are some of the events (not exhaustive):

-
PINE joins or leaves the PIN;

-
Role of PEMC or PEGC changes;

-
When the services offered by the PIN changes;

-
When a PINE updates the services it offers;

-
When a PINE joins or leaves the PIN; 

Table 8.2.2.2-1: Dynamic profile information of a PIN
Parameter Name
Parameter Description

PIN Server

PEMC

PEGC

PIN ID 

The identifier of the PIN
Y
Y
Y
Current PIN services
List of services that are currently offered within a PIN
Y

Y

N Y
PIN state
Indicates the current state of the PIN (activated or de-activated). When the PIN is in deactivated state services offered by the PIN are inaccessible and no PIN elements can join the PIN. Also PEGC closes all the communication channel it has created for the flow of application traffic from PIN elements via 5GS to the application server
Y
Y
Y
Current PEMC list
The list of PINE dynamic information for PINE(s) that currently have the role of PEMC:

        > PINE identifier

        > Role (e.g., primary or secondary)

        > PEMC current IP address

        > Duration or time period allowed as PEMC

        > Heartbeat timer value (see NOTE 2)
Y

Y

Y

Current PEGC list
The list of PINE dynamic information for PINE(s) that currently have the role of PEGC:

        > PINE identifier

        > Role (e.g., primary or backup)

        > PEGC current IP address

        > Duration or time period allowed as PEGC

        > Maximum number of served PINE(s)

        > List of currently served PINE(s) information

        > Heartbeat timer value (see NOTE 3)

> Sevice capability (see NOTE 4)
Y

Y

Y

PIN Elements List

List of PIN elements currently registered/joined the PIN and their details
> PINE ID

Y

Y

Y

> Endpoint information of each PINE (e.g. URI, FQDN, IP address, port number) used to communicate with the PINE (NOTE 1). 
Y
Y
Y
> Services offered by the PIN element

Y

Y

N Y
> Reachability information of the PIN element

NOTE: Reachability information of the PIN element may include the IP address which is internally routable via PEGC (like LAN or Layer 2 gateway) or routable via 5GS.

Y

Y

Y

> List of application clients for this PIN element:
Y
Y
Y
>> Minimum KPIs required by each application client to operate effectively within the PIN (e.g., PIN bandwidth, PIN request rate, PIN response time)
Y

Y

Y

>> Operational schedules of each application client (e.g., time windows)

Y

Y

Y

> Identifier of the default PEGC authorized to service this PIN element. The PIN element will use this PEGC as the primary PEGC to relay PIN communications. Location and/or schedule information for the default PEGC may also be included such that the default PEGC may be selected by the PIN element based on its current location and proximity to the default PEGC and/or the availability schedule of the default PEGC.
Y
Y
Y
> Identifiers of backup PEGCs authorized to service this PIN element. The list is in prioritized order (the first PEGC listed will serve as the first backup PEGC). If the default PEGC is not available, the PIN element will use this prioritized list of PEGCs to relay PIN communications. Location and/or schedule information for each of the backup PEGCs may also be included such that a backup PEGC may be selected by the PIN element based on its current location and proximity to a backup PEGC and/or the availability schedule of the PEGC. 
Y
Y
Y
> Heartbeat timer value defining the periodicity of heartbeat requests this PIN element sends to the PEMC to indicate this PIN element is still available within the PIN.
Y
Y
Y
NOTE 1:
The port number is the port used by a PINE to expose a service within the PIN.
NOTE 2:
The heartbeat timer value defining the periodicity of heartbeat requests that the  PEMC sends to the PIN server to indicate the PEMC is still available and serving as a PEMC.

NOTE 3:
The heartbeat timer value defining the periodicity of heartbeat requests that the PEGC sends to the PEMC to indicate the PEGC is still available and serving as a PEGC.

NOTE 4:   When PIN service is metaverse service, the sevice capability includes: e.g. computing resources, real-time rendering capability, etc.
8.2.2.3
PIN client profile
Table 8.2.2.3-1 describes the list of information elements that needs to be shared by the PIN element when requesting to join the PIN.
Table 8.2.2.3-1: PIN client profile
Parameter Name
Status

Parameter Description

PIN ID 

M
The identifier of the PIN to which the PIN element wants to join
UE identifier

O

PIN Element or UE identifier
PIN client ID

M

The unique identity of the PIN client within PIN
Name of the device
O

Human-readable name of the device (i.e. door sensor, watch, smart TV, etc) along with manufacturer details
PINE role

O

Role of PINE: PEMC, PEGC, other

Application List

O

List of application identities
> Application Identity
O

Identity of the application 
> Application schedule 
O

Operational schedules of each application (e.g., time windows) which the 
> Application KPIs
O

Minimum KPIs required by each application to operate effectively within the PIN (e.g., PIN bandwidth, PIN request rate, PIN response time)
capabilities
M

capabilities of the PIN client like whether it can be assigned with the role of PEMC or PEGC etc.

Visibility
M

Determines whether this PIN element is discoverable by other PIN elements within PIN, discoverable by other UEs outside the PIN etc.,

access type

M

Access type supported for the communication

Layer-2 details
O

Layer-2 address of the PIN element

Required services

O

Identifies the list of services the PINE wants to consume

Supported services

O

Identifies the list of services the PINE is providing.

Supported service capabilities
O

Identifies the list of providing PIN service capabilities. (see NOTE 1)
Port number 
M
Port number of PIN client on PINE to support PIN enabler layer communication. 

NOTE: The port number is the port used by a PINE to expose a service within the PIN.
NOTE 4:   When PIN service is metaverse service, the sevice capability includes: e.g. computing resources, real-time rendering capability, etc.
8.5.4
Multiple PEMCs/PEGCs
8.5.4.1
General 

This clause describes the procedures for the configuration and use of multiple PEMCs and PEGCs in a PIN. 
For a PIN having a large number of PIN elements, covering a large area, and/or requiring extra reliability, multiple PIN Elements may be assigned the role of PEMC and/or PEGC.  
8.5.4.2
Procedure

8.5.4.2.1
PIN configuration with default and backup PEGCs

Figure 8.5.4.2.1-1 illustrates a procedure for configuring a new PIN Element, when requesting to join, with a default PEGC and one or more backup PEGCs. 

Pre-conditions:

1.
The PEMC is pre-configured or has discovered the address (e.g. IP address, FQDN, URI) of the PIN server.

2.
The PEMC is authorized to access the PIN server.
3.
The PEMC has registered to the PIN server.
4.
The PEMC has requested and has been authorized by the PIN server to create a PIN.
5.
The required KPIs of the PIN have been configured.
6.
PINE-1, PINE-2, PEGC-A and PEGC-B have registered to the PEMC and PIN server. 
7. 
PINE-1, PINE-2, PEGC-A and PEGC-B have subscribed with the PEMC for the PIN status as specified in clause 8.5.X.2.1.
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Figure 8.5.4.2.2-1: Multiple PEGC configuration for a PIN

1.
PEGCs (e.g., PEGC-A and PEGC-B) shall join the PIN by sending PIN management PINE join into PIN requests to the PEMC. The PIN Client Profile information (supported PIN roles, supported PEGC KPIs, Supported PEGC schedule, UE location, Supported services, Supported service capabilities) shall be included in the requests. The PEMC shall use this information to determine whether multiple PEGCs are needed to meet the required KPIs of the PIN and which PIN elements (e.g., PEGC-A and PEGC-B) are able to serve as PEGCs. The PEMC shall configure multiple PEGCs (e.g., PEGC-A and PEGC-B) with a role of PEGC if needed. The PEMC shall then send a PIN profile update to the PIN server informing the PIN server that of the multiple PEGCs. 

2.
When PINEs (e.g., PINE-1) send a PIN management PINE join into PIN request to the PEMC, PIN Client Profile information (application client KPIs, application client schedule, UE location, Required services, Supported service capabilities) shall be included in the request. The PEMC shall use this information and the PEGC information the PEMC received in step 1 to determine the optimal default and backup PEGCs for the PINE. For example, PEMC assigns PEGC-A as the default PEGC for PINE-1, and PEGC-B as the backup PEGC for PINE-1. 

3.
The PEMC shall send a default PEGC (e.g., PEGC-A) PIN status notification to update its local PIN Profile information to reflect that a PINE (e.g., PINE-1) is authorized to relay PIN communications via the PEGC.  
NOTE:
PEMC decides which PEGC as default PEGC for PINE based on the policy of PEGC supported service capabilities fitting PINE required services.
4.
The PEMC shall send any backup PEGCs (e.g., PEGC-B) PIN status notification to update their local PIN Profile information to reflect that a PINE (e.g., PINE-1) is authorized to relay PIN communications via the PEGC.  

5.
The PEMC shall return a PIN management PINE join into PIN response to PINE-1. The response shall include updated PIN client profile information informing the PINE that it shall use a specified PEGC (e.g., PEGC-A) as its default PEGC, and a specified PEGC (e.g., PEGC-B) as its backup PEGC. 

6.
The PEMC shall send a PIN profile update to the PIN server informing the PIN server of a PEGC (e.g., PEGC-A) serving as the default PEGC for a PINE (e.g., PINE-1) and any PEGCs (e.g., PEGC-B) serving as backup PEGCs for a PINE.
7.
Steps 2 to 6 may be repeated for any additional PINEs joining the PIN. For example, based on PIN client profile information provided by PINE-2, the PEMC configures PEGC-B to serve as the default PEGC for PINE-2 and PEGC-A to serve as the backup PEGC for PINE-2.




7.x.3
Solution evaluation

Editor's Note:
This clause provides an evaluation of the solution addressing KI#x. 
* * * End Change * * * *
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