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1. Introduction
This contribution introduce Digital Asset Identifier to be used in solution #5, #6.
2. Reason for Change
SA3 TR 33.721 “Study on security aspects of 5G mobile metaverse services” defines Digital Asset Identifier: In the context of this TR, digital asset identifier is used to uniquely identify a digital asset across different mobile metaverse services.
In solution #5, #6, there are digital asset parameters in related corresponding APIs.
So it is needed to add Digital Asset Identifier in solution #5, #6 related corresponding APIs for digital asset.
3. Proposal

It is proposed to agree the following changes to 3GPP TR 23.700-21. 
* * * First Change * * * *

2
References

[x]
3GPP TR 33.721: "Study on security aspects of 5G mobile metaverse services".
3
Definitions of terms, symbols and abbreviations
3.1
Terms
For the purposes of the present document, the following terms given in 3GPP TS 33.721 [x] apply:
Digital Asset Identifier
* * * Second Change * * * *

Table 7.5.3.1-1: Create avatar profile request
	Information element
	Status
	Description

	Requestor Id
	M
	Identify of the requestor (VAL UE or VAL server).

	Security parameters
	M
	Security parameters for authentication and authorization.

	Application specific avatar profile
	M
	Application specific avatar profile

	> user ID
	M
	Identity of the user for which the profile is created

	> digital asset identifier
	M
	Identifier of digital asset associated with the avatar

	> allowed user list
	O
	List of users allowed to use this avatar

	> current status
	O
	Current status (in use or not) of the profile

	> allowed locations
	O
	List of locations where this avatar profile is allowed to use

	>> current location
	O
	Current location where the profile is being used

	> allowed application list
	O
	List of application IDs which are allowed to use this avatar profile

	> associated accessories
	O
	List of accessories (e.g. Hat, watch, shoes) which are purchased for this avatar profile

	> list of predictive models (NOTE 1)
	O
	List of one or more predictive model for the user, in order to predict user’s behaviour.

	> expiry time
	O
	Time till when this avatar profile is valid

	> History information
	O
	Usage history for this avatar profile

	>> list of locations
	O
	List of locations where the avatar profile is used.

	>> time of use
	O
	Time information when the avatar profile is used

	>> list of applications
	O
	List of the application IDs which used this avatar profile.

	NOTE 1:
This IE is only applicable if the avatar profile is not shared.


Editor's Note: Associating the application specific avatar profile with SA2 defined avatar information is FFS.

Editor's Note: It is FFS whether the user ID IE is to be included as part of the Avatar Profile or is a separate digital asset associated with the avatar.
* * * Third Change * * * *

Table 7.6.3-1: Request MDRB support
	Information element
	Status
	Description

	Requestor identifier
	M
	The identifier of the requestor.

	Security credentials
	M
	Security credentials to authenticate and authorize the requestor.

	MDRB identifier
	O
	An identifier for the MDRB for which MMEL support is requested

	List of Metaverse service provider identifiers
	M
	List of service providers for the Metaverse services

	List of associated user information (NOTE 4)
	M
	List of user information as detailed below.

	> 3GPP subscriber association information (NOTE 1, NOTE 3)
	O
	This information is used in MMEL for interactions with 5GS which require subscriber/and/or user information.

	> Metaverse service user information (NOTE 3)
	O
	Application-level information related to one or more application users. The information may be anonymized, etc. to meet the metaverse application security requirements. This information may represent or be provided by a third party.

	List of digital assets (NOTE 4)
	M
	List of digital asset parameters for MDRB management.

	> Digital asset identifier
	M
	Identifier of digital asset.

	> Asset type
	M
	Choice of asset type, e.g. avatar, wallet, etc.

	> Asset profile information
	O
	Information used to obtain 5GS services, and which depends on asset type, metaverse use policies. For example, for an avatar asset, the information includes identifiers, etc necessary to utilize SA4 services

	> Communication parameters
	O
	Communication parameters and requirements for sessions associated with the digital asset. The parameters are also used to create or derive the communication policies applicable to the asset which are persistent within metaverse

	>  Metaverse experience requirements
	O
	Information provided to create or derive associated metaverse experience parameters for each asset, e.g. information used to derive applicable rendering parameters

	MRDB exposure application rules 
	O
	Rules for exposure of MRDB information. The policy may include location, temporal, etc. conditions.

	NOTE 1:
IE to be determined in the normative phase based on SA2 work for user identity exposure

NOTE 2:
IE to be determined in the normative phase based on SA4 work for avatar services

NOTE 3:
IE to be determined in the normative phase including SA3 security considerations

NOTE 4:
Information exposed is based on applicable security requirements and policies in both application and network domains.


Editor's Note: It is FFS how the MDRB identifier is assigned and used, beyond the role of identifier of the request. 
