Page 1



3GPP TSG-SA WG6 Meeting #60
S6-241304
Changsha, China, 15th– 19th April 2024
	CR-Form-v12.2

	CHANGE REQUEST

	

	
	23.436
	CR
	0031
	rev
	-
	Current version:
	19.0.0
	

	

	For HELP on using this form: comprehensive instructions can be found at 
http://www.3gpp.org/Change-Requests.

	


	Proposed change affects:
	UICC apps
	
	ME
	
	Radio Access Network
	
	Core Network
	X


	

	Title:

	A-ADRF Service for Supporting Data Storage

	
	

	Source to WG:
	Ericsson 

	Source to TSG:
	SA6

	
	

	Work item code:
	TEI19, ADAES
	
	Date:
	2024-04-01

	
	
	
	
	

	Category:
	 B
	
	Release:
	 Rel-19

	
	Use one of the following categories:
F  (correction)
A  (mirror corresponding to a change in an earlier 












release)
B  (addition of feature), 
C  (functional modification of feature)
D  (editorial modification)

Detailed explanations of the above categories can
be found in 3GPP TR 21.900.
	Use one of the following releases:
Rel-8
(Release 8)
Rel-9
(Release 9)
Rel-10
(Release 10)
Rel-11
(Release 11)
…
Rel-16
(Release 16)
Rel-17
(Release 17)
Rel-18
(Release 18)
Rel-19
(Release 19)

	
	

	Reason for change:
	Necessary procedures of A-ADRF service for suporting data storage are missing in the specification. This CR proposes to introduce the procedure, information flows, and API for A-ADRF data storage service.

	
	

	Summary of change:
	The changes include:

· Introduced procedure and informaton flows for A-ADRF data storage service in clasue 8.10.

· Added SS_AADRF_Data_Storage API to clause 9.3.Y.

	
	

	Consequences if not approved:
	The A-ADRF service for supporting data storage is missing.

	
	

	Clauses affected:
	8.10, 8.10.1, 8.10.2, 8.10.2.1, 8.10.2.2(new), 8.10.3, 8.10.3.1, 8.10.3.2, 8.10.3.3, 8.10.3.4(new), 8.10.3.5(new), 9.3.2, 9.3.Y(new), 9.3.Y.1(new), 9.3.Y.2(new), 9.3.Y.3(new)

	
	

	
	Y
	N
	
	

	Other specs
	
	X
	 Other core specifications

	TS/TR ... CR ... 

	affected:
	
	X
	 Test specifications
	TS/TR ... CR ... 

	(show related CRs)
	
	X
	 O&M Specifications
	TS/TR ... CR ... 

	
	

	Other comments:
	

	
	

	This CR's revision history:
	


Additional discussion(if needed):
Proposed changes:

* * * First Change * * * *
8.10
Procedure on support for analytics storage

8.10.1
General

This clause describes two procedures (covering both subscribe-notify and request-response models in clauses 8.10.2.1 and 8.10.2.2 respectively) for supporting data storage to A-ADRF. 

* * * Next change * * * *
8.10.2
Procedure


8.10.2.1
Subscribe-notify model
Figure 8.10.2.1-1 illustrates the procedure for consumer to request A-ADRF to initiate subscription for data or analytics to store. 
Pre-conditions:

1. Analytics or data consumer requests ADAE server, A-DCCF or data sources to store analytics or data to A-ADRF.

2. ADAE server, A-DCCF or A-ADRF are configured with default operator storage policies.
3. The default operator policy for how long data or analytics are to be stored may be longer or shorter than the lifetime requested by the consumer. A default operator policy may for example accept only consumer requested lifetimes that are shorter or longer than the default policy.
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Figure 8.10.2.1-1: Support for data storage to A-ADRF 

1. The consumer (A-DCCF or ADAE server) determines that data and/or analytics needs to be stored to the A-ADRF, and requests the A-ADRF subscribes to receive notifications. The determination may be made based on configuration or information supplied by the data or analytics. The request to the A-ADRF specifies the data and/or analytics to which the A-ADRF will subscribe. The request includes identity of the consumer, security credential(s) for authorization and verification, Storage Handling information (e.g. a lifetime for how long the data or analytics should be stored, indicate that a notification alerting the consumer be sent prior to data deletion from the A-ADRF).

2. The A-ADRF may, based on implementation, determine whether the same data and/or analytics is already stored or being stored, based on the information sent in step 1 by the consumer. Based on Storage Handling information and Storage Policy, the A-ADRF determines the Storage Approach (e.g. lifetime for storing data and whether consumer is notified prior to data deletion).

3. If the data and/or analytics is already stored and/or being stored in the A-ADRF, the A-ADRF sends data storage subscription response message to the consumer indicating that data and/or analytics is stored. The A-ADRF includes the Storage Approach if determined in step 2.

4. The A-ADRF subscribes to the data producer (e.g. A-DCCF, ADAE server) to receive notifications with data or analytics, providing its notification endpoint address and a notification correlation ID.

5. The data producer sends data or analytics notifications containing the notification correlation ID provided by the A-ADRF to notification endpoint address. The analytics or data notifications shall contain timestamp. The ADRF stores the notifications.

6. 
7. 
8. 
Editor’s Note: How to add procedure and information flows on request/response for subscribe data storage is FFS
* * * Next change (new) * * * *
8.10.2.2
Request-response model

Figure 8.10.2.2-1 illustrates the procedure for the consumer to request A-ADRF for data or analytics storage. 

Pre-conditions:

1. ADAE server or A-DCCF has data or analytics need to store to A-ADRF.
2. ADAE server, A-DCCF or A-ADRF are configured with default operator storage policies.

3. The default operator policy for how long data or analytics are to be stored may be longer or shorter than the lifetime requested by the consumer. A default operator policy may for example accept only consumer requested lifetimes that are shorter or longer than the default policy.
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Figure 8.10.2.2-1: Support for data storage to A-ADRF
1. The consumer (e.g. ADAE server, A-DCCF) sends data storage request to the A-ADRF for storing data and/or analytics. The request message includes identity of the consumer, security credential(s) for authorization and verification, collected data with timestamp and/or analytics with timestamp, Storage Handling information (e.g. a lifetime for how long the data or analytics should be stored, indicate that a notification alerting the consumer be sent prior to data deletion from the A-ADRF).
2. Based on Storage Handling information (if available) and Storage Policy, the A-ADRF determines the Storage Approach (e.g. lifetime for storing data and whether consumer is notified prior to data deletion).

3. The A-ADRF stores the data and/or analytics sent by the consumer. The A-ADRF may, based on implementation, determine whether the same data and/or analytics is already stored or being stored based on the information sent in step 1 by the consumer and, if the data and/or analytics is already stored or being stored in the A-ADRF, the A-ADRF decides to not store again the data and/or analytics sent by the consumer.

4. A-The ADRF sends data storage response message to the consumer indicating that data and/or analytics is stored, whether the A-ADRF determined at step 3 that data or analytics is already stored and the Storage Approach.
* * * Next change * * * *
8.10.3
Information flows

8.10.3.1
General

The following information flows are specified for for data storage based on 8.10.2 

* * * Next change * * * *
8.10.3.2
Data storage subscription request
Table 8.10.3.2-1 describes information elements for the data storage subscription request from the consumer (ADAE server, A-DCCF) to the A-ADRF.
Table 8.10.3.2-1: Data storage subscription request

	Information element
	Status
	Description

	Consumer ID
	M
	The identifier of the consumer (ADAE server, A-DCCF).

	Data Producer ID
	O
	The identifier of the data producer (e.g. ADAE server, A-DCCF).

	Analytics ID
	O 
	The identifier of the analytics event. This IE shall be provided when Analytics Producer ID is present.

	Analytics Type
	O
	The type of analytics for the event, which include category (e.g. statistics or predictive analytics), and may include mode (e.g. offline or online), and indication on ML-enabled analytics. This IE shall be provided when Analytics Producer ID is present.

	Target Data Producer Profile Criteria
	O
	Characteristics of the data producers to be used. This IE shall be provided when Data Producer ID is present.

	Area of Interest
	O
	The geographical or service area for which the subscription request applies.

	Time Validity
	O
	The time validity of the subscription request to the A-ADRF.

	Storage Handling information
	O
	The information for storage handling.

	> Lifetime
	O
	A lifetime for how long the data or analytics should be stored.

	> Alert Indicator
	O
	To indicate that a notification alerting the consumer be sent prior to data deletion from the A-ADRF.


Editor’s Note: What IEs be contained in the request and response tables 8.10.3.2-1 and 8.2.4.5-1is FFS.
* * * Next change * * * *
8.10.3.3
Data storage subscription response
Table 8.10.3.3-1 describes information elements for the data storage subscription response from the A-ADRF to the consumer (ADAE server, A-DCCF).
Table 8.10.3.3-1: Data storage subscription response

	Information element
	Status
	Description

	Result
	M
	The result of the data storage subscription request (positive or negative acknowledgement).

	Storage Approach
	M
	Represent the Storage Approach (e.g. lifetime for storing data, and whether consumer is notified prior to data deletion).


* * * Next change (new) * * * *
8.10.3.4
Data storage request

Table 8.10.3.4-1 describes information elements for the data storage request from the consumer (ADAE server, A-DCCF) to the A-ADRF.

Table 8.10.3.4-1: Data storage request

	Information element
	Status
	Description

	Consumer ID
	M
	The identifier of the consumer (ADAE server, A-DCCF).

	Data Type
	M
	To indicate the data type (e.g. data or analytics).

	Content
	M
	The data or analytics to be stored.

	Timestamp
	M
	The timestamp of the data or analytics.

	Analytics ID
	O 
	The identifier of the analytics event. This IE shall be provided if the Storage Type is analytics.

	Analytics Type
	O
	The type of analytics, which include category (e.g. statistics or predictive analytics), and may include mode (e.g. offline or online), and indication on ML-enabled analytics. This IE shall be provided if the Storage Type is analytics.

	Data Source Information
	O
	Informaiton of the data source. This IE shall be provided if the Storage Type is data.

	Storage Handling information
	O
	The information for storage handling.

	> Lifetime
	O
	A lifetime for how long the data or analytics should be stored.

	> Alert Indicator
	O
	To indicate that a notification alerting the consumer be sent prior to data deletion from the A-ADRF.


* * * Next change (new) * * * *
8.10.3.5
Data storage response

Table 8.10.3.5-1 describes information elements for the data storage response from the A-ADRF to the consumer (ADAE server, A-DCCF).

Table 8.10.3.5-1: Data storage response

	Information element
	Status
	Description

	Result
	M
	The result of the data storage request (positive or negative acknowledgement).



	Storage Approach
	M
	Represent the Storage Approach (e.g. lifetime for storing data, and whether consumer is notified prior to data deletion).


* * * Next change * * * *
9.3.2
A-ADRF APIs

Table 9.3.2-1 illustrates the A-ADRF APIs.

Table 9.3.2-1: List of A-ADRF APIs
	API Name
	API Operations
	Known Consumer(s)
	Communication Type

	SS_AADRF_Data_Collection
	Subscribe
	ADAES

	Subscribe / Notify

	
	Notify
	
	

	SS_ AADRF_Historical_ServiceAPI_Logs
	Get
	ADAES

	Request / Response

	SS_AADRF_NetworkSlice_Data
	Get
	ADAES

	Request / Response

	SS_AADRF_Location_Accuracy_Data
	Get
	ADAES
	Request / Response

	SS_AADRF_EdgeData_Collection
	Subscribe
	ADAES

	Subscribe / Notify

	
	Notify
	ADAES
	

	SS_AADRF_Data_Storage
	Request Subscription
	ADAE server, A-DCCF
	Request / Response

	
	Store Data
	ADAE server
	Request / Response


* * * Next change (new) * * * *
9.3.Y
SS_AADRF_Data_Storage API

9.3.Y.1
General

API description: This API enables the ADAE server or the A-DCCF to request the A-ADRF to initiate a subscription for data or analytics. Data or analytics provided in notifications as a result of the subsequent subscription by the A-ADRF are stored in the A-ADRF. This API also enables the consumer to request the A-ADRF to store data or analytics from ADAE server or A-DCCF.

9.3.Y.2
Request Subscripiton
API operation name: Data_Storage_Subscribe

Description: The consumer requests A-ADRF to subscribe for data or analytics from ADAE server or A-DCCF for store. This service operation provides parameters needed by the A-ADRF to initiate the subscription (to an ADAE server or A-DCCF).
Inputs: See clause 8.10.3.2.

Outputs: See clause 8.10.3.3.
See clause 8.10.2 for details of usage of this operation.
9.3.Y.3
Store Data
API operation name: Data_Storage_Request
Description: The consumer requests A-ADRF to store data or analytics from ADAE server or A-DCCF. Data or analytics are provided to the A-ADRF in the request message.

Inputs: See clause 8.10.3.4.

Outputs: See clause 8.10.3.5.
See clause 8.10.2 for details of usage of this operation.
* * * End of changes * * * *
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