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[bookmark: _Toc517082226]* * * * Start of changes * * * *
[bookmark: _Toc155898558][bookmark: _Hlk54945204][bookmark: _Toc81988257]11.2.1	Functional model
For the application-level signalling necessary for the association between the MC client on the non-3GPP device and the MC gateway UE reference point Gateway-local (GW-local) is used. The MC gateway UE uses the Gateway-Core (GW-Core) reference point towards the MC service server to announce the association between MC gateway client and MC gateway UE server. Once the user of the MC gateway UE has been authenticated and authorized by the corresponding MC service server, the MC service user is authorized MC gateway user.
The MC gateway UE server enables the following functions:
-	Authentication of the MC gateway clients including the MC gateway UE function of the corresponding MC service server
-	The following functions are available when the connection authorization of the MC gateway client is successful:
-	Relay of signalling between MC client and MC service server/CSC server 
-	Relay of signaling between the signaling user agent residing on the non-3GPP device and the SIP core
-	Relay of signaling between the HTTP client residing on the non-3GPP device and the HTTP proxy
-	Media plane forwarding between the MC service server and the MC clients
The MC gateway UE function as part of the corresponding MC service server enables the use of an MC gateway UE with a corresponding MC gateway UE function that authorizes the association between the MC gateway client/MC client and the corresponding MC gateway UE to enable forwarding of the media plane to MC clients via the MC gateway UE.



Figure 11.2.1-1: Functional model of MC gateway UE signalling plane
* * * * Next change * * * *
11.2.2	Reference points
[bookmark: _Toc155898559][bookmark: _Toc81988258]11.2.2.1	General
The reference points for the use of the MC gateway UE are described in the following subclauses.
[bookmark: _Toc155898560]11.2.2.2	Reference point GW-local (between the MC gateway client and the MC gateway UE server)
The GW-local reference point between the MC gateway client and the MC gateway UE server in the MC gateway UE is used:
-	To authorize the use of the MC gateway UE,
-	To manage (request/release) forwarding of the signalling, media from the MC gateway UE to the MC gateway client and its associated MC clients for unicast, multicast/broadcast communication using corresponding identifiers, e.g., TMGI,
-	To disconnect from the use of the MC gateway UE.
-	To notify about the connection status.
[bookmark: _Hlk98160179]The GW-local reference point is based on HTTP-1 reference point.
[bookmark: _Toc155898561]11.2.2.3	VoidReference point GW-Core (between the MC gateway UE server and the MC service server)
The GW-Core reference point between the MC gateway UE server in the MC gateway UE and the MC service server shall be used:
-	To authorise the use of the MC gateway UE by the corresponding MC service server.
-	To manage (request/release) transport resources between the MC gateway UE and the MC service server signalling purposes are associated with the MC clients residing on a non-3GPP device,
-	To disconnect from the use of the MC gateway UE.
NOTE 1:	Signalling of the MC clients utilizes the allocated resources (default bearer for EPS or corresponding QoS flow in 5GS) and if necessary, MC gateway UE may request additional resources.
NOTE 2:	The authorized use of necessary connectivity between the non-3GPP device and the MC gateway UE is outside 3GPP specification.
The GW-Core reference point is based on HTTP-1 reference point as shown in figure 7.3.1-2.
[bookmark: _Toc155898563]* * * * Next change * * * *
[bookmark: _Toc155898571]11.5.1	Connection authorisation mechanisms
[bookmark: _Toc155898572]11.5.1.1	General
[bookmark: _Hlk87944853][bookmark: _Toc81988269][bookmark: _Toc81988270]The connection of non-3GPP devices, which can host MC service clients, via an MC gateway UE require connection authorisation verification by the MC gateway UEsystem. For non-3GPP devices, Two different types of non-3GPP devices are supported, those which can host MC service client and those which cannot host MC service clients, the connection authorization verification is out of scope of 3GPP.
Editor's Note: The content of this clause is FFS based on possible updates in 3GPP TS 33.180.
[bookmark: _Toc155898573]11.5.1.2	Connection authorisation for non-3GPP devices that host an MC client
[bookmark: _Toc155898574]11.5.1.2.1	General
[bookmark: _Hlk56494846]The solution is applied to non-3GPP devices which can host an MC client. The MC server performs authorization for the use of the MC gateway UE by the MC gateway client, i.e. the binding between the MC gateway UE and the MC gateway client is authorized and controlled by the MC server. The MC gateway client informs MC clients about the connection status.
For the period of association between MC server, MC gateway client and MC gateway UE, the MC server maintains the assignment between MC clients to the MC gateway UE used. This assignment is cancelled again with the disconnection.
[bookmark: _Toc81988271][bookmark: _Toc155898575]11.5.1.2.2	Information flows
[bookmark: _Toc81988272][bookmark: _Toc155898576]11.5.1.2.2.1	Connection authorization request
Table 11.5.1.2.2.1-1 describes the information flow connection authorization request sent from the MC gateway client, which resides on a non-3GPP device, to the MC gateway UE, and from the MC gateway UE to the MC server.
Table 11.5.1.2.2.1-1: Connection authorization request
	Information element
	Status
	Description

	GW MC service ID
	M
	The GW MC service ID of the requesting MC service user.

	NOTE:	The GW MC service ID indicates for which MC service the connection is to be authorised.



NOTE:	The MC service ID used for MC service authorisation and the GW MC service ID used for connection authorization may have different values. Both identities are configured by the Mission Critical Organisation.
[bookmark: _Toc81988273][bookmark: _Toc155898577]11.5.1.2.2.2	Connection authorization response
Table 11.5.1.2.2.2-1 describes the information flow connection authorization response sent from the MC server to the MC gateway UE, and from the MC gateway UE to the MC gateway client residing on a non-3GPP device.
Table 11.5.1.2.2.2-1: Connection authorization response
	Information element
	Status
	Description

	GW MC service ID
	M
	The GW MC service ID of the requesting MC service user.

	Response
	M
	[bookmark: _Hlk161222392]Result of the connection authorization request, service feasibility, and connection evaluation.



[bookmark: _Toc81988276][bookmark: _Toc155898578]11.5.1.2.3	Connection authorisation procedure
The procedure for connection authorisation withvia an MC gateway UE towards an MC server is shown in figure 11.5.1.2.3-1.
Pre-conditions
-	The MC service user wishes to have access to MC services using a non-3GPP device.
-	The MC gateway client has been configured with the necessary parameters needed for connectivity with the MC gateway UE.
-	The MC gateway client hosted at the non-3GPP device has been provided with an appropriate GW MC service ID.
-	The MC gateway UE has performed service authorization for one or more MC services with the MC system as described in 3GPP TS 23.379 [16], 3GPP TS 23.281 [12], and 3GPP TS 23.282 [13].
-	The MC gateway client has selected an MC gateway UE or alternatively, the MC gateway client has performed a selection by internal criteria.
NOTE:	The internal criteria are outside the scope of the present document.




Figure 11.5.1.2.3-1: Connection authorisation with an MC server via an MC gateway UE
1.	The MC gateway client requests connection authorization withvia the MC gateway UE with an MC server. The MC gateway client provides the GW MC service ID.
2.	The MC gateway UE checks whether the provided GW MC service ID allows to use this MC gateway UE to access the MC system.requested MC service, as indicated by the GW MC service ID, is supported. The MC gateway UE may also check whether sufficient resources are available or if any other local criteria are met. If the MC service is supported, the procedure continues with step 3, otherwise the procedure proceeds with step 7.
NOTE:	Further information to the MC gateway UE selection is in Annex D.
3.	The MC gateway UE sends the connection authorization request to the MC server.
4.	The MC server performs an authorization check, to verify that access via the MC gateway UE is permitted. An MC server shall reject the connection authorization when the MC server receives connection authorization from a MC gateway client for a particular MC service for which the connection already exists with the same or different MC gateway UE.
5.	The MC server sends the connection authorization response to the MC gateway UE.
6.	The MC gateway UE marks the MC gateway client as authorized to have MC service access via the MC gateway UE.
37.	The MC gateway UE sends the connection authorization response, containing the result of the connection authorization check, back to the MC gateway client.
After successful connection with the MC gateway UE, the MC clients have access to the MC server and may continue with user authentication and service authorization.
If the MC service user wishes to have access to another MC service, the above procedure is repeated. The MC service user may select a different MC gateway UE for the new MC service, if multiple MC gateway UEs are available.
[bookmark: _Toc81988282][bookmark: _Toc155898579]11.5.1.3	VoidConnection authorisation for non-3GPP devices that do not host an MC client
[bookmark: _Toc81988283][bookmark: _Toc155898580]11.5.1.3.1	General
The clause is applied to non-3GPP devices which cannot host an MC client. The MC server performs authorization for the use of the MC gateway UE by the MC gateway client, i.e. the binding between the MC gateway UE and the MC client is authorized and controlled by the MC server.
NOTE:	The interworking between the MC gateway client hosted at the MC gateway UE and an MC service user is out of scope of the present document, nevertheless, the connection authorisation performed by the MC gateway UE shall enable the non-3GPP devices to get the access to MC services requested by the service user.
[bookmark: _Toc81988284][bookmark: _Toc155898581]11.5.1.3.2	Information flows
[bookmark: _Toc81988285][bookmark: _Toc155898582]11.5.1.3.2.1	Connection authorization request
Table 11.5.1.3.2.1-1 describes the information flow connection authorization request sent from the MC service client, which resides on a MC gateway UE, to the MC server.
Table 11.5.1.3.2.1-1: Connection authorization request
	Information element
	Status
	Description

	GW MC service ID
	M
	The GW MC service ID of the requesting MC service user.

	NOTE:	The GW MC service ID indicates for which MC service the connection is to be authorised.



NOTE:	The MC service ID used for MC service authorisation and the GW MC service ID used for connection authorization may have different values. Both identities are configured by the Mission Critical Organisation.
[bookmark: _Toc81988286][bookmark: _Toc155898583]11.5.1.3.2.2	Connection authorization response
Table 11.5.1.3.2.2-1 describes the information flow connection authorization response sent from the MC server to the MC gateway client residing on the MC gateway UE.
Table 11.5.1.3.2.2-1: Connection authorization response
	Information element
	Status
	Description

	GW MC service ID
	M
	The GW MC service ID of the requesting MC service user.

	Result
	M
	Success or failure of the connection authorization request (authorization successful/failed; service not supported).



[bookmark: _Toc155898584]11.5.1.3.3	Connection authorisation procedure
The procedure for connection authorisation of an MC gateway client hosted by the MC gateway UE towards an MC server is shown in figure 11.5.1.3.3-1.
Pre-conditions
-	The MC service user wishes to have access to MC services using a non-3GPP device, where the MC gateway client and MC clients are hosted by the MC gateway UE.
-	The MC gateway client has selected an MC gateway UE or alternatively, the non-3GPP has performed a selection by internal criteria.
NOTE:	The internal criteria are outside the scope of the present document.
-	The MC gateway client, which is hosted by the MC gateway UE, has been configured with the necessary parameters needed for connectivity with the MC gateway UE.
-	The MC gateway UE has performed service authorization for one or more MC services with the MC system as described in 3GPP TS 23.379 [16], 3GPP TS 23.281 [12], and 3GPP TS 23.282 [13]].


Figure 11.5.1.3.3-1: Connection authorisation of an MC gateway client hosted by an MC gateway UE
1.	The MC gateway client, hosted by the MC gateway UE, requests connection authorization with an MC server by providing the GW MC service ID. The MC gateway UE sends the connection authorization request to the MC server.
2.	The MC server performs an authorization check, to verify that access using the MC gateway UE is permitted. An MC server shall reject the connection authorization when the MC server receives connection authorization from a MC gateway client for a particular MC service for which the connection already exists with the same or different MC gateway UE.
3.	The MC server sends the connection authorization response to the MC gateway client residing on the MC gateway UE.
The MC gateway client has now access to the MC server and may continue with user authentication and service authorization.
If the MC service user wishes to have access to another MC service, the above procedure is repeated. The MC service user may select a different MC gateway UE for the new MC service, if multiple MC gateway UEs are available.
[bookmark: _Toc155898612]* * * * Next change * * * *
[bookmark: _Toc162393068]11.5.2	Void3GPP access network related location information management
[bookmark: _Toc460615996][bookmark: _Toc460616857][bookmark: _Toc83154482][bookmark: _Toc162393069]11.5.2.1	General
The MC clients residing on the non-3GPP devices may receive the location reporting configuration from the location management server containing the trigger criteria related to 3GPP access network related location parameters and the requested location information may contain the 3GPP access network related location information. The procedures defined in this subclause enables the MC clients residing on the non-3GPP devices to request the MC gateway UE to handle these triggers on its behalf and to request the required location information (3GPP access network related) from MC gateway UE.
[bookmark: _Toc162393070]11.5.2.2	Information flows
[bookmark: _Toc424654531][bookmark: _Toc428365108][bookmark: _Toc433209794][bookmark: _Toc460616112][bookmark: _Toc460616973][bookmark: _Toc83154660][bookmark: _Toc162393071]11.5.2.2.1	MC GW location reporting configuration
Table 11.5.2.2.1-1 describes the information flow from the MC client, which resides on a non-3GPP device, to the MC gateway UE for the location reporting configuration.
Table 11.5.2.2.1-1: MC GW location reporting configuration
	Information element
	Status
	Description

	GW MC service ID
	M
	The GW MC service ID of the requesting MC service user

	Requested location information
	O (see NOTE 1)
	Identifies what location information is requested

	Triggering criteria
	O (see NOTE 1)
	Identifies when the location management client will send the location report (see NOTE 2)

	Minimum time between consecutive reports
	O (see NOTE 1)
	Defaults to 0 if absent 

	NOTE 1:	If none of the information elements is present, this represents a cancellation for location reporting, if configured.
NOTE 2:	The triggering criteria contains only the events related to the 3GPP access network.



[bookmark: _Toc162393072]11.5.2.2.2	MC GW location information report
Table 11.5.2.2.2-1 describes the information flow from the MC gateway UE to the MC client residing on a non-3GPP device for the location information reporting.
Table 11.5.2.2.2-1: MC GW location information report
	Information element
	Status
	Description

	GW MC service ID
	M
	The GW MC service ID of the requesting MC service user

	Triggering event
	O
	Identity of the event that triggered the sending of the report

	Location information
(see NOTE)
	O
	Location information of the MC gateway UE

	NOTE:	The following location information elements which are related to 3GPP access network shall be present (configurable): Serving and neighbouring ECGI, MBMS SAIs, MBMSfnArea, PLMN ID.



[bookmark: _Toc162393073]11.5.2.2.3	MC GW location information request
Table 11.5.2.2.3-1 describes the information flow from the MC client residing on a non-3GPP device to the MC gateway UE for requesting an immediate location information report.
Table 11.5.2.2.3-1: MC GW location information request
	Information element
	Status
	Description

	GW MC service ID
	M
	The GW MC service ID of the requesting MC service user



[bookmark: _Toc162393074]11.5.2.3	Procedures
[bookmark: _Toc162393075]11.5.2.3.1	Event triggered location reporting procedure
The procedure for how the MC clients residing on non-3GPP devices handling the location reporting configuration containing the trigger criteria related to the 3GPP access network related location information is shown in the figure 11.5.2.3.1-1.
Pre-conditions
-	The MC service user wishes to have access to MC services by using a non-3GPP device.
-	The MC client successfully completed service authorization via MC gateway UE.


Figure 11.5.2.3.1-1: Event-triggered location reporting procedure
1.	MC client receives the location reporting configuration request from LMS which contains the triggering criteria of 3GPP access network related location information changes.
2.	MC client sends the MC GW location reporting configuration to the MC gateway UE containing the 3GPP access network related location information triggers and the requested location information. MC Gateway UE stores the location reporting configuration and starts monitoring for the triggers as received in the MC GW location reporting configuration.
3.	A location reporting event occurs, triggering step 4.
4.	MC gateway UE sends the MC GW Location information report containing the location information requested by the MC client.
5.	MC client updates the locally available location information with the location information received from the MC gateway UE.
6.	The MC client sends a location information report to the location management server, containing location information identified by the location management server and available to the MC client.
[bookmark: _Toc162393076]11.5.2.3.2	On-demand location reporting procedure
The MC client may need to immediately send the location report to the location management sometimes and the requested location information may be related to the 3GPP access network. Under these circumstances the MC client can request the MC gateway UE to report its location information as described in the figure 11.5.2.3.2-1.
Pre-conditions
-	The MC service user wishes to have access to MC services by using a non-3GPP device.
-	The MC client successfully completed service authorization via MC Gateway UE.


Figure 11.5.2.3.2-1: On-demand location reporting procedure
1.	MC client receives the location information request from LMS to send the location information immediately or any other events where it has to send the location report to the location management server immediately like initial login, group call etc. Requested location information includes the location information related to 3GPP access network.
2.	MC service user is notified and asked for permission to share location information. MC service user can accept or deny the request.
3.	MC client sends the MC GW Location information request to the MC gateway requesting for the location information related to the 3GPP access network of the MC gateway UE.
4.	MC gateway UE sends the MC GW Location information report containing the location information requested by the MC client.
5.	MC client updates the locally available location information with the location information received from the MC gateway UE.
6.	The MC client sends a location information report to the location management server, containing location information identified by the location management server and available to the MC client.
[bookmark: _Toc162393077]11.5.2.3.3	Location reporting cancel procedure
The location reporting cancel procedure reuses the information flow of location reporting configuration as defined in the subclause 11.5.2.3.1 as described in the figure 11.5.2.3.3-1
Pre-conditions
-	The MC service user wishes to have access to MC services by using a non-3GPP device.
-	The MC client successfully completed service authorization via MC gateway UE.
-	The MC client no longer needs the location information report from MC gateway UE.


Figure 11.5.2.3.3-1: On-demand location reporting procedure
1.	The location management client sends MC GW location reporting configuration without any information element to the MC gateway UE to stop location reporting from the MC gateway UE.
2.	The MC gateway UE stops sending location information reports to the MC client.
[bookmark: _Toc162393078]* * * * Next change * * * *
11.5.3	VoidMBMS support for MC clients residing on non-3GPP devices
[bookmark: _Toc162393079]11.5.3.1	General
This subclause addresses the MBMS support for the MC clients residing on the non-3GPP devices associated with an MC gateway UE. The MC clients instruct the MC gateway UE about the corresponding MBMS bearer details to enable MC gateway listening on them. On demand, MC gateway UE forwards the traffic received over MBMS bearer to the MC clients residing on non‑3GPP devices. With the procedure defined in this subclause MBMS bearer can be supported for the MC clients residing on non-3GPP devices. Changes required are confined to the reference point between MC gateway UE and the MC clients residing on non‑3GPP devices. MC service server may consider the location of the corresponding MC clients as defined in subclause 11.5.2 while deciding to establish MBMS bearer.
[bookmark: _Toc162393080]11.5.3.2	Information flows
[bookmark: _Toc162393081]11.5.3.2.1	MC GW MBMS bearer announcement
Table 11.5.3.2.1-1 describes the information flow from the MC client which resides on a non‑3GPP device to the MC gateway UE for sharing the details of MBMS bearer announcement received by the MC Client from the MC Service server.
Table 11.5.3.2.1-1: MC GW MBMS bearer announcement
	Information element
	Status
	Description

	MC GW service ID
	M
	The MC GW service ID of the requesting MC client.

	TMGI
	M
	TMGI information

	List of service area identifier
	M
	A list of service area identifier for the applicable MBMS broadcast area.

	Frequency
	O
	Identification of frequency if multi carrier support is provided

	SDP information
	M
	SDP with media and floor control information applicable to groups that can use this bearer (e.g. codec, protocol id, FEC information)

	Monitoring state
	O
	The monitoring state is used to control if the client is actively monitoring the MBMS bearer quality or not.

	ROHC information
	O
	Indicate the usage of ROHC and provide the parameters of the ROHC channel to signal to the ROHC decoder.



[bookmark: _Toc81988310][bookmark: _Toc162393082]11.5.3.2.2	MC GW MBMS listening status report
Table 11.5.3.2.2-1 describes the information flow from the MC gateway UE to the MC client which resides on a non‑3GPP device for the MC GW MBMS listening status report.
Table 11.5.3.2.2-1: MC GW MBMS listening status report
	Information element
	Status
	Description

	TMGI(s)
	M
	TMGI(s) information.

	MBMS listening status(s)
	M
	The MBMS listening status per TMGI.

	MBMS reception quality level
	O
	The reception quality level per TMGI

	Non 3GPP transport resources establishment parameters (see NOTE)
	O
	This element contains the details of the non‑3GPP transport resources establishment parameters (IP address, Port etc.) which are used by the MC gateway UE to forward the MC service communication traffic received over 3GPP MBMS bearer to the MC client.

	NOTE:	These parameters are implementation specific and are dependent on the non 3GPP transport mechanism used between the MC client and MC gateway UE. This parameter can be present mandatorily if the MBMS bearer listening status is success.



[bookmark: _Toc81988311][bookmark: _Toc162393083]11.5.3.2.3	MC GW MapGroupToBearer request
Table 11.5.3.2.3-1 describes the information flow from the MC client which resides on a non‑3GPP device to the MC gateway UE for sharing the details of MapGroupToBearer message received from the MC service server.
Table 11.5.3.2.3-1: MC GW MapGroupToBearer request
	Information element
	Status
	Description

	MC GW service ID
	M
	The GW MC service ID of the MC service user.

	MCPTT group ID
	M
	This element identifies the MCPTT group, in which the call is started.

	Media stream identifier 
	M
	This element identifies the media stream of the SDP used for the group call (e.g. MBMS subchannel).

	TMGI
	M
	The MBMS bearer identifier.



[bookmark: _Toc81988312][bookmark: _Toc162393084]11.5.3.2.4	MC GW MapGroupToBearer response
Table 11.5.3.2.4-1 describes the information flow from the MC gateway UE to the MC client which resides on a non‑3GPP device for the MC GW MapGroupToBearer response.
Table 11.5.3.2.4-1: MC GW MapGroupToBearer response
	Information element
	Status
	Description

	MapGroupToBearer Status
	M
	Success or failure response

	Non 3GPP transport resources establishment parameters (see NOTE)
	M
	This element contain the details of the non 3GPP transport resources establishment parameters(IP address, Port etc.,) which are used by the MC gateway UE to forward the MC service Group communication traffic received over 3GPP MBMS bearer to the MC client.

	NOTE:	These parameters are implementation specific and are dependent on the non-3GPP transport mechanism used between the MC client and MC gateway UE



[bookmark: _Toc81988313][bookmark: _Toc162393085]11.5.3.2.5	MC GW MBMS bearer quality report
Table 11.5.3.2.5-1 describes the information flow from the MC gateway UE to the MC client which resides on a non‑3GPP device for the MC GW MBMS bearer quality report.
Table 11.5.3.2.5-1: MC GW MapGroupToBearer response
	Information element
	Status
	Description

	TMGI(s)
	M
	TMGI(s) information.

	MBMS listening status(s)
	M
	The MBMS listening status per TMGI.

	MBMS reception quality level
	O
	The reception quality level per TMGI



[bookmark: _Toc81988314][bookmark: _Toc162393086]11.5.3.2.6	MC GW MBMS bearer suspension indication
Table 11.5.3.2.6-1 describes the information flow from the MC gateway UE to the MC client which resides on a non‑3GPP device for the MC GW MBMS bearer suspension indication.
Table 11.5.3.2.6-1: MC GW MBMS bearer suspension indication
	Information element
	Status
	Description

	TMGI(s)
	M
	TMGI(s) information.

	MBMS suspension status(s)
	M
	The MBMS suspension status per TMGI.



[bookmark: _Toc162393087]11.5.3.2.7	MC GW UnMapGroupToBearer request
Table 11.5.3.2.7-1 describes the information flow from the MC client which resides on a non‑3GPP device to the MC gateway UE for sharing the details of UnMapGroupToBearer message received from the MC service server.
Table 11.5.3.2.7-1: MC GW UnMapGroupToBearer request
	Information element
	Status
	Description

	MC GW service ID
	M
	The GW MC service ID of the MC service user.

	MCPTT group ID
	M
	This element identifies the MC service group related to a group call to be dissociated over the MBS session.

	Media stream identifier 
	M
	This element identifies the media stream of the SDP, which is no longer used for the group call within the MBMS session.

	TMGI
	M
	The MBMS bearer identifier.



[bookmark: _Toc162393088]11.5.3.2.8	MC GW UnMapGroupToBearer response
Table 11.5.3.2.8-1 describes the information flow from the MC gateway UE to the MC client which resides on a non‑3GPP device for the MC GW UnMapGroupToBearer response.
Table 11.5.3.2.8-1: MC GW UnMapGroupToBearer response
	Information element
	Status
	Description

	UnMapGroupToBearer Status
	M
	Success or failure response



[bookmark: _Toc162393089]11.5.3.3	Procedures
[bookmark: _Toc162393090]11.5.3.3.1	Procedure for handling MBMS bearer announcement
MC clients residing on non-3GPP devices receive MBMS bearer announcements from the MC system, MC clients share the details of the MBMS bearer received in MBMS bearer announcement to the MC gateway UE. This enables the MC gateway UE to start monitoring the corresponding MBMS bearer.
Figure 11.5.3.3.1-1 illustrates the procedure for handling the MBMS bearer announcement by the MC client and the MC gateway UE.
Pre-conditions:
1.	The MC client has been configured with the necessary parameters to enable the use of the MC gateway UE.
2.	The MC client successfully completed service authorization via MC gateway UE.


Figure 11.5.3.3.1-1: Handling of MBMS bearer announcement
1.	The MC service server establishes the MBMS bearer(s) according to the procedures defined in 3GPP TS 23.468 [18]. Service description associated with the MBMS bearer(s) is returned from the BM-SC.
2.	The MC service server provides service description information associated with the MBMS bearer to the MC client residing on non‑3GPP devices via MC gateway UE.
3.	The MC client sends the MC GW MBMS bearer announcement to the MC Gateway UE containing the MBMS bearer related information received from the MC service server.
4.	The MC gateway UE stores the information associated with the TMGI(s). The MC gateway UE uses the TMGI and other MBMS bearer related information to activate the monitoring of the MBMS bearer.
5.	The MC gateway UE that enters or is in the service area of at least one announced TMGI notifies to the MC client that it can receive data over MBMS by sending the MC GW MBMS listening status report. The MC GW MBMS listening status report also contains the details of the non‑3GPP transport resources related parameters. The MC gateway UE may choose to send the details of existing transport resources information as part of non-3GPP transport resources establishment parameters IE if existing communication channel can be reused.
6.	The MC client establishes the transport resources with the MC gateway UE based on the parameters received in step 5 to receive the MC service data from the MC gateway UE, if these parameters are not referring to any of the already established transport resources. The MC Gateway UE forwards the MC service data it received over the MBMS bearer from the MC service server to the MC client over this transport resources.
7.	The MC client sends the MBMS Listening Status Report to the MC service server indicating that it is able to receive the media over MBMS.
[bookmark: _Toc162393091]11.5.3.3.2	Procedure for handling MapGroupToBearer message
Whenever the MC client detects that traffic received from MC service server is MapGroupToBearer message and if the MC client participates in the group session or communication identified by the MapGroupToBearer message then it should inform the details contained in the MapGroupToBearer message to MC gateway UE. When the association of group call, MBMS bearer and the MC GW service ID of the MC client is known to the MC gateway UE, it can forward the traffic received over MBMS bearer accordingly.
Figure 11.5.3.3.2-1 illustrates the procedure for handling the MapGroupToBearer message by the MC client and the MC gateway UE.
Pre-conditions:
1.	The MC client has been configured with the necessary parameters needed for connectivity with the MC gateway UE.
2.	The MC client successfully completed service authorization via MC gateway UE.


Figure 11.5.3.3.2-1: Handling of MapGroupToBearer message
1.	The MC service server sends a MapGroupToBearer message over a previously activated MBMS bearer to all users that will receive the call over an MBMS bearer. The MapGroupToBearer message includes association information between the group call and MBMS bearer. The MapGroupToBearer message includes MC service group ID and information about the media stream identifier of the activated MBMS bearer and may include the identifier (i.e. the TMGI) of the MBMS bearer broadcasting the call.
2.	If the MC client is participating in the MC group communication identified by the MapGroupToBearer message, it sends the details contained in the MapGroupToBearer message to the MC gateway UE through MC GW MapGroupToBearer request message.
3.	The MC gateway UE on receiving the MC GW MapGroupToBearer Request message from the MC client it maintains the association between the GW MC Service ID and the corresponding MBMS sub channel.
4.	The MC gateway UE sends the MC GW MapGroupToBearer response message to the MC client which contains the details of the non‑3GPP transport resources related parameters. The MC gateway UE may choose to send the details of existing communication channel information as part of non-3GPP transport resources establishment parameters IE if existing transport resources can be reused.
5.	The MC client establishes the communication channel with the MC gateway UE based on the parameters received in step 4 to receive the MC service group communication data from the MC gateway UE, if these parameters are not referring to any of the already established transport resources. The MC Gateway UE forwards the MC service group communication data it received over the MBMS bearer from the MC service server to the MC client over this transport resources.
6.	The MC service server sends the downlink media for the group communication session over the MBMS bearer.
7.	The MC gateway UE checks which MC clients should receive the media of the MC group communication based on Step 3.
8.	The MC gateway UE forwards the downlink media to the intended MC clients over the transport resources established as in step 5.
[bookmark: _Toc162393092]11.5.3.3.2A	Procedure for handling UnmapGroupFromBearer message
Whenever the MC client receives UnmapGroupFromBearer message and if the MC client participates in the group session or communication identified by the UnmapGroupFromBearer message then it should inform the details contained in the UnmapGroupFromBearer message to MC gateway UE. When the association of group call, MBMS bearer and the MC GW service ID of the MC client is known to the MC gateway UE, it can remove the association and stop forwarding of the traffic received over MBMS bearer accordingly.
Figure 11.5.3.3.2A-1 illustrates the procedure for handling the UnmapGroupFromBearer message by the MC client and the MC gateway UE.
Pre-conditions:
1.	The MC client has been configured with the necessary parameters needed for connectivity with the MC gateway UE.
2.	The MC client successfully completed service authorization via MC gateway UE.


Figure 11.5.3.3.2A-1: Handling of UnmapGroupFromBearer message
1.	An MCPTT group call is ongoing; the MC gateway UE forwards the downlink media to the intended MC client over the transport resources established.
2.	MCPTT server has determined to disconnect the call over the MBMS bearer for the MC client. 
3.	An UnmapGroupFromBearer message is sent by the MCPTT server to MC client (if in MBMS coverage area) on MBMS bearer(s).
4.	If the MC client is participating in the MC group communication identified by the UnmapGroupFromBearer message, it sends the details contained in the UnmapGroupFromBearer message to the MC gateway UE through MC GW UnMapGroupToBearer request message.
5.	The MC gateway UE on receiving the MC GW UnMapGroupToBearer Request message from the MC client it removes the association maintained between the GW MC Service ID and the corresponding MBMS sub channel.
6.	The MC gateway UE sends the MC GW MapGroupToBearer response message to the MC client.
[bookmark: _Toc162393093]11.5.3.3.3	Procedure for MBMS bearer suspension notification
The MC service server can choose to instruct some MC clients to send the MBMS bearer suspension report when notified by RAN. When the MC clients are residing on non 3GPP devices, MC gateway UE would be the one listening on the MBMS bearers. When RAN decides to suspend the MBMS bearer it indicates the MC gateway UE. MC gateway UE to notify the MC clients it is serving so that MC clients can report the same to the MC service server. This procedure is applicable only if the MC client is instructed to report the MBMS bearer suspension. Irrespective of whether the MC clients need to send the MBMS bearer suspension report to the MC service server, MC gateway can choose to notify the MC clients it is serving whenever RAN suspends the MBMS bearer. MC clients can then decide to send the MBMS bearer suspension report to the MC service server only if they are instructed by the MC service server.
Figure 11.5.3.3.3-1 illustrates the procedure for MC clients residing on non-3GPP devices reporting the MC service server about the MBMS bearer suspension.


Figure 11.5.3.3.3-1: MBMS bearer suspension notification
[bookmark: _Toc81988319]1.	The MC service server sends an MBMS suspension reporting instruction to the MC client residing on non-3GPP device.
NOTE:	This message may be included in the MBMS bearer announcement message and may be sent both on a unicast bearer and a multicast bearer.
2.	RAN decides to suspend the MBMS bearer, according to existing procedures in 3GPP TS 36.300 [21].
3.	An MBMS suspension indication is sent to the MC gateway UE in the MSI (MCH Scheduling Information), according to existing procedures in 3GPP TS 36.300 [21].
4.	The MC gateway UE detect the MBMS suspension and sends an MC GW MBMS suspension indication to the MC Client residing on non-3GPP device.
5.	The MC client MBMS suspension report to the MC Service server via MC gateway UE.
[bookmark: _Toc162393094]11.5.3.3.4	Procedure for reporting MBMS bearer quality
The MC gateway UE listening on the MBMS bearer has to report the MBMS bearer quality to the MC clients so that MC clients can report the same to the MC service server. MC Gateway UE monitors an MBMS bearer to receive MC service media. Based on the received quality (e.g. radio level quality) the MC gateway UE needs to inform the MC Clients which requested the MC gateway UE to listen on MBMS bearer, whether it is able to receive the MC service media on the MBMS bearer with sufficient quality or not the MC Clients can inform the MC service server accordingly.
Figure 11.5.3.3.4-1 illustrates the procedure for MC clients residing on non‑3GPP devices reporting the MC service server about the MBMS bearer quality.
Pre-conditions:
1.	There is an MBMS bearer activated and the MBMS bearer information is announced to the MC gateway UE.
2.	The MC gateway UE is located in the MBMS broadcasting area
3.	The MC gateway UE monitors SIB-13 (or SIB-20) and (SC-)MCCH to receive the modulation and coding scheme.
4.	The MC gateway UE monitors the cell specific reference signal and when MBSFN transmission is used, the MBSFN specific reference signals.


Figure 11.5.3.3.4-1: Reporting MBMS bearer quality
1.	The MC gateway UE follows the Step 1 of the procedure as described in clause 10.7.3.6.2 for the MC service UE. The corresponding MBMS bearer quality information is forwarded to all the MC clients which have asked the MC gateway UE to listen on the particular MBMS bearer.
2.	If the MBMS bearer quality reaches a certain threshold, the MC gateway UE sends an MC GW MBMS bearer quality report to the MC client. The threshold is used to define the MBMS listening status, which indicates if the MBMS bearer quality has been acceptable or not to receive a specific MC service media. If the MBMS bearer quality is mapped to a different MBMS reception quality level, the MC gateway UE may send an MBMS Bearer Quality report including the MBMS reception quality level to the MC Client.
NOTE:	The threshold used to indicate MBMS bearer quality depends on service type (i.e. MCPTT, MCVideo or MCData) and the metrics used. The metrics used and the associated thresholds are out of scope of this specification.
3.	The MC Client sends the MBMS listening status report to the MC Service server via MC gateway UE containing the information received in the MC GW MBMS bearer quality report.
4.	The MC service server may send an additional proposal for measurements e.g. information about neighbouring MBMS bearers. This message may be an MBMS bearer announcement message.
* * * * Next change * * * *
11.5.4	Disconnection mechanism
[bookmark: _Toc155898613]11.5.4.1	General
A connection using an MC gateway UE by the corresponding MC gateway client can be cancelled over time or re-established using same or another MC gateway UE. The connection/disconnection mechanism allows the MC gateway client to disconnect the use of the corresponding MC gateway UE considering the various MC client hosting scenarios.
Under certain circumstances, the connection with the corresponding MC gateway UE can change or has to be adjusted. The various reasons are detailed in the informative Annex D. For this purpose, the MC gateway UE can send a notification to the corresponding MC gateway client hosted on a non-3GPP device.
The disconnection is only applied to non-3GPP devices which can host an MC client.
Editor's Note: The content of this clause is FFS based on possible updates in 3GPP TS 33.180.
[bookmark: _Toc155898614]11.5.4.2	Disconnection for non-3GPP devices that host an MC client
[bookmark: _Toc155898615]11.5.4.2.1	General
The clause is applied to non-3GPP devices which can host an MC client. The MC gateway UE forwards the disconnection request to the corresponding MC server to disconnect the MC gateway UE to MC client connection.
[bookmark: _Toc155898616]11.5.4.2.2	Information flows
[bookmark: _Toc155898617]11.5.4.2.2.1	Disconnection request
Table 11.5.4.2.2.1-1 describes the information flow disconnection request sent from the MC client, which resides on a non-3GPP device, to the corresponding MC server via the MC gateway UE.
Table 11.5.4.2.2.1-1: Disconnection request
	Information element
	Status
	Description

	GW MC service ID
	M
	The GW MC service ID of the requesting MC service user.



[bookmark: _Toc155898618]11.5.4.2.2.2	Disconnection response
Table 11.5.4.2.2.2-1 describes the information flow disconnection response sent from the MC server to the MC gateway UE, and from the MC gateway UE to the MC client residing on a non-3GPP device.
Table 11.5.1.2.2.2-1: Disconnection response
	Information element
	Status
	Description

	GW MC service ID
	M
	The GW MC service ID of the requesting MC service user.

	Response
	M
	Result of the disconnection request.



[bookmark: _Toc155898619]11.5.4.2.2.3	Connection status notification
Table 11.5.4.2.2.3-1 describes the information flow connection status notification sent from the MC gateway UE to the MC client, which resides on a non-3GPP device.
Table 11.5.4.2.2.3-1: Connection status notification
	Information element
	Status
	Description

	GW MC service ID
	M
	The GW MC service ID of the associated MC client. (see NOTE 1)

	Status information
	M
	This information element provides connection status. (see NOTE 2).

	NOTE 1:	The GW MC service ID indicates for which MC service the connection is to be disconnected.
NOTE 2:	Information about the connection status are further detailed in Annex D. 



[bookmark: _Toc155898620]11.5.4.2.3	Disconnection procedure
The procedure for disconnection via an MC gateway UE towards an MC server is shown in figure 11.5.4.2.3-1.
Pre-conditions
-	The MC service user has an authorized connection via an MC gateway UE to an MC server.
-	The MC clients have no communication ongoing, e.g. group communication.
-	The MC gateway client service user on a non-3GPP device wishes to disconnect the authorized connection.




Figure 11.5.4.2.3-1: Disconnection with an MC server via an MC gateway UE
1.	The MC gateway client requests disconnection with anvia the MC gateway UE with an MC server. The MC gateway client of the MC service user provides the GW MC service ID.
2.	The MC gateway UE sends the disconnection request to the MC server to disconnect the authorized connection between the MC gateway client and the MC server.
3.	The MC server verifies if the connection is active and updates the connection status as disconnected.
4.	The MC server sends the disconnection response to the MC gateway UE.
25.	The MC gateway UE updates MC gateway client connection status as disconnected.
36.	The MC gateway UE sends the disconnection response to the MC gateway client.
[bookmark: _Toc155898621]11.5.4.2.4	Connection status notification
The procedure for connection status notification initiated by an MC gateway UE towards an MC gateway client is shown in figure 11.5.4.2.4-1 informs about the status of connection status that may result into a disconnection.
Pre-conditions
-	The MC gateway client has an authorized connection via an MC gateway UE to an MC server.
-	The MC gateway UE is no longer able to provide the requested service depending on reasons further detailed in Annex D.


Figure 11.5.4.2.4-1: Connection status notification to an authorized MC gateway client 
1.	The MC gateway UE wants to disconnect the connection with an MC server for the corresponding MC gateway client. The MC gateway UE sends connection status notification to the MC gateway client using the corresponding GW MC gateway ID.
2.	The connection status may result that the MC gateway client wants to disconnect the connection with the MC server (see disconnection in clause 11.5.4.2.3).
[bookmark: _Toc155898622]11.5.4.3	VoidDisconnection for non-3GPP devices that do not host an MC client
[bookmark: _Toc155898623]11.5.4.3.1	General
The clause is applied to non-3GPP devices which cannot host an MC client. The MC server is requested to disconnect the MC gateway UE to MC client connection on demand.
[bookmark: _Toc155898624]11.5.4.3.2	Information flows
[bookmark: _Toc155898625]11.5.4.3.2.1	Disconnection request
Table 11.5.4.3.2.1-1 describes the information flow disconnection request sent from the MC client, which resides on a MC gateway UE, to the MC server.
Table 11.5.4.3.2.1-1: Disconnection request
	Information element
	Status
	Description

	GW MC service ID
	M
	The GW MC service ID of the requesting MC service user.

	NOTE:	The GW MC service ID indicates for which MC service the connection is to be disconnected.



[bookmark: _Toc155898626]11.5.4.3.2.2	Disconnection response
Table 11.5.4.3.2.2-1 describes the information flow disconnection response sent from the MC server to the MC client residing on the MC gateway UE.
Table 11.5.4.3.2.2-1: Disconnection response
	Information element
	Status
	Description

	GW MC service ID
	M
	The GW MC service ID of the requesting MC service user.

	Result
	M
	Success or failure of the disconnection request (successful/failed; not permitted).



[bookmark: _Toc155898627]11.5.4.3.3	Disconnection procedure
The procedure for disconnection of an MC gateway client hosted by the MC gateway UE towards an MC server is shown in figure 11.5.4.3.3-1.
Pre-conditions
-	The MC service user has an authorized connection using an MC gateway UE to an MC server.
-	The MC clients have no communication ongoing, e.g. group communication.
-	The MC gateway client hosted on a MC gateway UE wishes to disconnect the authorized connection.


Figure 11.5.4.3.3-1: Disconnection of an MC client hosted by an MC gateway UE
1.	The MC gateway client, hosted by the MC gateway UE, sends a disconnection request to the corresponding MC server encompassing the GW MC service ID.
2.	The MC server verifies if the connection is active and updates the connection status as disconnected.
3.	The MC server sends the disconnection response to the MC gateway client residing on the MC gateway UE.
4.	The MC gateway UE updates MC gateway client connection status to disconnected.

* * * * End of changes * * * *
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