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[bookmark: _Toc163051868][bookmark: _Toc155356371][bookmark: _Toc57673696][bookmark: _Toc155356552]8.5.3.2	EAS discovery request
Table 8.5.3.2-1 describes information elements for the EAS discovery request. Table 8.5.3.2-2 provides further detail about the EAS Discovery Filter information element.
Table 8.5.3.2-1: EAS discovery request
	Information element
	Status
	Description

	Requestor identifier
	M
	The ID of the requestor (e.g. EECID)

	UE Identifier
	O
	The identifier of the UE (i.e. GPSI or identity token)

	Security credentials
	M
	Security credentials resulting from a successful authorization for the edge computing service.

	EAS discovery filters
	O
	Set of characteristics to determine required EASs, as detailed in Table 8.5.3.2-2. 

	UE location 
	O
	The location information of the UE. The UE location is described in clause 7.3.2. 

	List of UE IDs
	O
	List of UE IDs in an Application Group, applicable for S-EAS or S-EES triggered EAS discovery request. 

	Serving MNO information (NOTE 2)
	O
	The serving MNO information (e.g. MNO name, PLMN ID) which is serving the subscriber.

	Target DNAI (NOTE 1)
	O
	Target DNAI information which can be associated with potential T-EAS(s)

	EEC Service Continuity Support
	O
	Indicates if the EEC supports service continuity or not. The IE also indicates which ACR scenarios are supported by the EEC or, if this message is sent by the EEC to discover a T‑EAS, which ACR scenario(s) are intended to be used for the ACR.

	EES Service Continuity Support (NOTE 1)
	O
	The IE indicates if the S-EES supports service continuity or not. The IE also indicates which ACR scenarios are supported by the S-EES or, if the EAS discovery is used for an S‑EES executed ACR according to clause 8.8.2.5, which ACR scenario is to be used for the ACR.

	EAS Service Continuity Support (NOTE 1)
	O
	The IE indicates if the S-EAS supports service continuity or not. The IE also indicates which ACR scenarios are supported by the S-EAS or, if the EAS discovery is used for an S‑EAS decided ACR according to clause 8.8.2.4, which ACR scenario is to be used for the ACR.

	EAS Instantiation Triggering Suppress
	O
	Indicates to the EES that EAS instantiation triggering should not be performed for the current request, and Instantiable EAS Information (e.g. instantiated, instantiable but not be instantiated yet) is to be provided in response.

	EAS selection request indicator 
	O
	Indicates the request for EAS selection support from the EES (e.g., for constrained device).

	Indication of service continuity planning
	O
	Indicates that this EAS discovery request is triggered for service continuity planning.

	Prediction expiration time
	O
	The estimated time the UE may reach the Predicted/Expected UE location or EAS service area at the latest. This IE is used by EES as analytics input to get edge load analytics information from ADAES service as described in clause 8.8 of TS 23.436 [27].

	NOTE 1:	This IE shall not be included when the request originates from the EEC.
NOTE 2:	This IE shall be included if edge node sharing is used.



Table 8.5.3.2-2: EAS discovery filters
	Information element
	Status
	Description

	List of AC characteristics (NOTE 1)
	O
	Describes the ACs for which a matching EAS is needed.

	> AC profile (NOTE 2)
	M
	AC profile containing parameters used to determine matching EAS. AC profiles are further described in Table 8.2.2-1.

	> Application group profile
	O
	Application group profile associated with the AC Profile, as defined in Table 8.2.11-1.

	List of EAS characteristics (NOTE 1, NOTE 3)
	O
	Describes the characteristic of required EASs.

	> EASID
	O
	Identifier of the required EAS.

	> Application Group ID
	O
	Application group identifier as defined in 7.2.11.

	> EAS synchronization support
	O
	Indicates if the EAS synchronization support is required or not.

	> Bundle ID (NOTE 5)
	O
	A list of EASIDs or a bundle ID as described in clause 7.2.10. 

	> List of EASIDs (NOTE 5)
	O
	A list of EASIDs specific to a particular EAS bundle. 

	> Bundle type (NOTE 4)
	O
	Type of the EAS bundle as described in clause 7.2.10

	> EAS bundle requirements (NOTE 4)
	O
	Requirements associated with the EAS bundle as described in clause 8.2.10.

	> EAS provider identifier
	O
	Identifier of the required EAS provider

	> EAS type
	O
	The category or type of required EAS (e.g. V2X, UAV, application enabler)

	> EAS schedule
	O
	Required availability schedule of the EAS (e.g. time windows)

	> EAS Geographical Service Area
	O
	Location(s) (e.g. geographical area, route) where the EAS service should be available.

	> EAS Topological Service Area 
	O
	Topological area (e.g. cell ID, TAI) for which the EAS service should be available. See possible formats in Table 8.2.7-1.

	> Service continuity support
	O
	Indicates if the service continuity support is required or not.

	> Service permission level
	O
	Required level of service permissions e.g. trial, gold-class

	> Service feature(s)
	O
	Required service features e.g. single vs. multi-player gaming service

	NOTE 1:	Either "List of AC characteristics" or "List of EAS characteristics" shall be present.
NOTE 2:	"Preferred ECSP list" IE shall not be present.
NOTE 3:	The "List of EAS characteristics" IE must include at least one optional IE, if used as an EAS discovery filter.
NOTE 4:	When EAS discovery request is sent by the EEC, this IE shall not be included.
NOTE 5:	“Bundle ID" and "List of EASIDs" shall not both be present.



	* * * Next Change * * * *	
[bookmark: _Toc163052026]8.8.2.4	S-EAS decided ACR scenario
In this scenario, the S-EAS may detect the need of ACR locally or is notified by the S-EES via ACR management notifications or UE location notifications. The S-EAS make the decision about whether to perform the ACR, and starts the ACR at a proper time.
NOTE 1:	For this clause, S-EAS either supports ACR detection capability or performs subscription for ACR management event to EES.Pre-conditions:
1.	The S-EAS may depend on the receipt ACR management events from the S-EES, e.g. "user plane path change" events or "ACR monitoring" events as described in clause 8.6.3, to detect the need for an ACR. The S-EAS may also depend on the receipt of UE location notification from the S-EES as described in clause 8.6.2.2.3, to detect the need for an ACR. For the following procedure it is assumed that the S-EAS has subscribed to continuously receive the respective events from the S-EES; and
2.	The EEC has subscribed to receive ACR information notifications for target information notification events and ACR complete events from the S-EES, as described in clause 8.8.3.5.2.


Figure 8.8.2.4-1: S-EAS decided ACR
S-EAS decided ACR is outlined with four main phases: detection, decision, execution and clean up.
Phase I: ACR Detection
1.	The S-EAS either receives ACR management notifications from source Edge Enabler Sever indicating that ACR may be required ("ACR monitoring" event), or self detects the need for ACR (e.g. upon receipt of a "user plane path change" event or UE location notification). If the ACR management notification indicates "ACR monitoring" event, then the notification will also contain the T-EAS information (see clause 8.6.3.2.3). The S-EAS may detect that ACR may be required for an expected or predicted UE location in the future as described in clause 8.8.1.1.
NOTE 2:	How the S-EAS self detects the local need for ACR is outside the scope of this specification.
Phase II: ACR Decision
2.	The S-EAS makes the decision to perform the ACR If the S-EAS has received information of on-going ACR, then it should not initiate an ACR with the same ACR identity uniquely identified by ACID, EEC ID (or UE ID), S-EAS endpoint and T-EAS endpoint again. per clause 8.6.3.2.3.
NOTE 3:	How the S-EAS determines when to start the ACR is outside the scope of this specification. The ASP can have service agreement with ECSP regarding which EES API to use for ACR detection.
Phase III:	ACR Execution
3.	The S-EAS discovers the T-EAS as described in clause 8.8.3.2. When in step 1 the ACR has been triggered for service continuity planning, then UE Location and Target DNAI values in the Retrieve T-EES procedure contain the expected UE Location and expected Target DNAI. After S-EAS determines the T-EAS to use, the S-EAS may apply the AF traffic influence with the N6 routing information of the T-EAS in the 3GPP Core Network (if applicable).
If T-EAS discovery results in no T-EAS, and if ACR to CAS is supported, then the procedure for ACR with CAS applies as specified in clause 8.8.2A.4.
4.	The S-EAS sends selected T-EAS declaration message to S-EES, to inform S-EES the determined T-EAS to use as described in clause 8.8.3.7. The S-EAS may send the ACID and Predicted/Expected UE location or Expected AC Geographical Service Area to the EES. When the EES receives the predicted/expected UE location or Expected AC Geographical Service Area from the EAS, then the EES will determine to monitor the UE mobility.
In the case of S-EAS overload or maintenance, the S-EAS includes list of UEs for which ACR is required in the Selected T-EAS declaration message to the S-EES to indicate S-EES to perform ACR for UEs in the group.
[bookmark: _Hlk71631888]5.	If the T-EES is different than the S-EES and the EEC Context at the S-EES is not stale, the S-EES initiates EEC Context Push relocation with the T-EES as described in clause 8.9.2.3. Otherwise, if the T-EES is the same as the S-EES, EEC Context Push relocation is skipped.
6.	Based on the T-EAS selection information received from the S-EAS, the S-EES sends the target information notification to the EEC as described in clause 8.8.3.5.3. The selected T-EES may be included in the target information and the ACID which corresponds to the selected target EAS is included in the notification sent to the EEC as described in clause 8.8.3.5.3.
If ACR is initiated for a list of UEs, the S-EES sends the ACR information notification (Target information notification) message to EEC for the identified UEs.
NOTE 4:	Step 6 can be performed after step 4. The S-EES can send target information notification to the EEC immediately after having the target information in order to avoid EEC to initiate another ACR with the same identity.
7.	The S-EAS transfers the application context to the T-EAS selected in step 3. This process is out of scope of the present specification.
If ACR is initiated for common EAS with list of UEs, then application contexts for all UEs are transferred to T-EAS.
When in step 1 the ACR has been triggered for service continuity planning, if the UE does not move to the predicted location, the EEC does not connect to T-EES, the AC does not connect to the T-EAS.
NOTE 5:	The S-EAS or T-EAS can further decide to terminate the ACR, and the T-EAS can discard the application context based on information received from EEL and/or other methods (e.g. monitoring the location of the UE). It is up to the implementation of the S-EAS and T-EAS whether and how to make such a decision.
NOTE 6:	When in step 1 the ACR has been triggered for service continuity planning, the S-EAS and the T-EAS can wait for the UE to move to the predicted location before they perform the Post ACR Clean up steps 8 and 9 if it is the EAS monitoring whether the UE moves to the predicted/expected location. When the S-EAS and the T-EAS do not wait for the UE (e.g., if the UE does not move to the predicted location), the S-EAS and the T-EAS can perform Post ACR Clean up with failure messages.
NOTE 7:	If the S-EAS and T-EAS are main EASs forming proxy bundle, other EASs of the bundle may transfer the application contexts in this step. How to execute ACT is out of scope of this document.
Phase IV:	Post-ACR clean up 
8.	The S-EAS sends the ACR status update message to the S-EES as specified in clause 8.8.3.8.
9.	The T-EAS sends the ACR status update message to the T-EES as specified in clause 8.8.3.8. If the status indicates a successful ACT, and that the EEC Context relocation procedure was attempted but failed, then the T-EES indicates the failure to the T-EAS with the ACR status update response. 
NOTE 8:	If the EDGE-3 subscription initialization result indicates failure, then the EAS can perform the required EDGE-3 subscriptions at the T-EES.
NOTE 9:	Steps 8 and 9 can occur in any order.
10.	If the status in step 8 indicates a successful ACT, for non-planning case the S-EES sends the ACR information notification (ACR complete) message immediately to the EEC to confirm that the ACR has completed as specified in clause 8.8.3.5.3. For the service continuity planning case, if it is EES monitors the UE mobility, then only when S-EES detects the UE has moved to the predicted/expected UE location or Expected AC Geographical Service Area and the status in step 8 indicates a successful ACT, then the S-EES sends ACR information notification (ACR complete) message to the EEC indicating that UE has moved to the predicted location when the ACR type is service continuity planning. If the EEC Context relocation procedure was attempted, then the notification includes EEC context relocation status IE, indicating the result of the EEC context relocation procedure. If the EEC context relocation status indicates that the EEC context relocation was not successful, then the EEC may perform the required EDGE-1 operations such as create subscriptions at the T-EES.
If ACR is initiated for a list of UEs, the S-EES sends the ACR information notification (ACR complete) message to EEC for the identified UEs.
	* * * Next Change * * * *	
[bookmark: _Toc163052055]8.8.3.2	Discover T-EAS
Figure 8.8.3.2-1 illustrates the procedure for fetching T-EAS information. This procedure may be utilized by a S-EAS, which undertakes the transfer of application context information to a T-EAS directly, or can be invoked by the S-EES itself on deciding to execute ACR.
T-EAS discovery procedure also supports EAS retrieval which enables a S-EAS to obtain T-EAS(s) serving the application group so that the S-EAS can start communication with obtained EAS(s) for EAS synchronization. 
Pre-conditions:
1.	Information related to the EES is available with the S-EAS, if the procedure is triggered by the S-EAS.


Figure 8.8.3.2-1: Discover T-EAS
1a.	The S-EAS sends the EAS discovery request to the S-EES or the S-EES decides to execute the ACR. The EAS discovery request from the S-EAS includes the requestor identifier [EASID] along with the security credentials and includes EAS discovery filter matching its EAS profile. If target DNAI is available at the S-EAS via User Plane Path change event, the S-EAS provides the S-EES with the target DNAI. The S-EAS also includes an EAS service continuity support indicator indicating that the S‑EAS decided ACR according to clause 8.8.2.4 is to be used for the ACR. The S-EAS includes the bundle ID and bundle type indicating the proxy bundle case to which the S-EAS belongs to. The request may include prediction expiration time.
The EAS may send EAS discovery request with EAS ID, Application Group ID and EAS synchronization support, which indicates the request to obtain EAS(s) currently serving the Application Group ID with the requested EAS ID in order to perform EAS synchronization.
The Application group ID is included in the EAS discovery request if the S-EAS wants to discover a common EAS for the group. If the EAS discovery request is triggered by S-EAS due to overload or maintenance reason for the Application Group, the S-EAS also includes list of UE IDs in the EAS discovery request.
NOTE 1:	The trigger condition to invoke the Discover T-EAS API is up to application service logic, which is out of scope of this specification.
1b.	The S-EES either receive the target DNAI for T-EES discovery from the step 1a or by the user plane management event notification from the core network.
2.	If the request is received from the S-EAS, the S-EES checks whether the requesting EAS is authorized to perform the discovery operation. 
If Application Group ID and EAS synchronization support in EAS characteristics are received and the ECS-ER is available, the S-EES checks with the ECS-ER with the received EAS ID and Application Group ID and obtains a list of EAS(s) supporting EAS synchronization and serving the application group for the desired application service identified by the EAS ID as described in clause 8.20. Step 2 to step 4 are skipped.
If the UE location is not known to the S-EES or provided by the S-EAS request, then the S-EES may interact with 3GPP core network to retrieve the UE location. If the S-EES decided to execute the ACR or when the requesting EAS is authorized, the S-EES checks if there exists a T-EAS information (registered or cached) that can satisfy the requesting EAS information, additional query filters and the Expected AC Service KPIs and the Minimum required AC Service KPIs if received from the EEC during the EAS discovery or from the S-EAS in step 1. In this case, the S-EES may collect Edge load performances from ADAES or OAM to find T-EAS(s) that satisfies the Expected AC service KPIs or the Minimum required AC Service KPIs. The S-EES may determine the use of statistics or prediction for evaluating KPIs based on the situation of the T-EAS discovery. The S-EES also considers number of UEs within the Application Group for needed resource consumptions when identifying T-EAS(s). If Application Group ID is not received and ifIf the S-EES finds the T-EAS(s) in the cached or registered information, the flow either continues with step 5 for the S-EAS triggered discovery or stops for the S-EES decided ACR execution, else the S-EES retrieves the T-EES address from the ECS as specified in clause 8.8.3.3 and continues with step 3.
If Application group ID is available in the S-EES (e.g. received in step 1a or ACR management event subscription), the S-EES retrieves T-EES information and corresponding EDN connection information from the ECS as described in clause 8.8.3.3. 
If UE ID list is available in the S-EES (e.g. received in step 1a) and:
-	if at least one UE in the application group is still within the source EDN service area but not within EDN overlapping area, the S-EES tries to identify a T-EAS within registered EAS(s). If any T-EAS satisfying the need for Application Group is found, the S-EES updates the common EAS with the T-EAS in the ECS-ER (if the ECS-ER is available) as described in clause 8.20.2.x and continues with step 5. 
-	if all UEs in the application group are within EDN overlapping area (multiple different EDN connection information received from the ECS), the S-EES checks if there is available common EAS in each overlapping EDN in other EDNs by using procedure described in clause 8.20.2.2. If any common EAS is found, the S-EES decides whether to select an available common EAS or locally registered T-EAS as common EAS considering resources needed for the Appplication Group and continues with step 5. Updating common EAS with registered T-EAS in the ECS-ER is needed when locally registered T-EAS is selected by the S-EES. 
If no common EAS is found in other EDNs for the EDN overlapping area or no registered T-EAS can be found, the S-EES continues with step 3.
If Prediction expiration time is provided then the EES may determine whether to identify the instantiable but not instantiated EAS as T-EAS based on Prediction expiration time and the predicted EAS deployment time information obtained from ADAES.
Editor's Note: Whether and how the EES can obtain the EAS deployment time (e.g., from ADAES) is FFS.
3.	The S-EES invokes the EAS discovery request on the T-EES retrieved from the ECS. The EAS discovery request includes the requestor identifier [EESID] along with the security credentials and includes EAS discovery filter. In the EAS discovery filter, the S-EES may include prediction expiration time, the Expected AC Service KPIs and the Minimum required AC Service KPIs if received from the EEC during the EAS discovery or from the S-EAS in step 1.
	The S-EES also includes the EEC service continuity support indicator received from the EEC during EAS discovery. If in step 1 the S-EES received an EAS service continuity support indicator from the S-EAS, then the S-EES includes this EAS service continuity support indicator and its own EES service continuity support indicator indicating the ACR scenarios supported by the EES. If in step 1 the S-EES decided to execute the ACR, the S-EES includes the EAS service continuity support indicator received from the S-EAS during EAS registration and includes an EES service continuity support indicator indicating that the S‑EES executed ACR according to clause 8.8.2.5 is to be used for the ACR.
Upon receiving the request, the T-EES may trigger the ECSP management system to instantiate the T-EAS that matches with EAS discovery filter IEs (e.g. ACID) as in clause 8.12.
4.	The T-EES discovers the T-EAS(s) and responds with the discovered T-EAS information to the S-EES. To filter T-EAS(s), the T-EES utilizes the discovery filters (e.g. Expected AC Service KPIs and the Minimum required AC Service KPIs) and the indications which ACR scenarios are supported by the AC, the EEC, the T-EES and the S-EAS. If T-EES gets the Expected AC service KPIs or the Minimum required AC Service KPIs, the T-EES may collect edge load analytics from ADAES (as specified in clause 8.8.2 of TS 23.436 [28]) or performance data from OAM to find T-EAS(s) that satisfies the Expected AC service KPIs or the Minimum required AC Service KPIs. The T-EES may determine the use of statistics or prediction for evaluating KPIs based on the situation of the T-EAS discovery. The T-EES also considers the number of UEs received from the S-EES in step 3 for needed resource consumptions when identifying T-EAS(s). The S-EES may cache the T-EAS information.
When the bundle EAS information (i.e. list of EASID) is provided and the bundle type indicating the direct bundle, and the S-EES received associated T-EES(s) along with part of EAS ID list in the step2 from the ECS, then the S-EES discover the target direct bundle EAS(s) which belongs to same EDN for all the associated S-EES(s). The request message contains direct bundle EAS(s) information (i.e. list of EASID and direct bundle type). Then the S-EES receives the direct bundle T-EAS(s) information from each associated T-EES(s). 
NOTE 2:	T-EES(s) may belongs to same EDN.
NOTE 3:	The edge load analytics from ADAES can be either statistics or predictions on the T-EAS.
NOTE 4:	The statistical KPI value can be used for both normal ACR and service continuity planning.
When the ECS-ER is available and common EAS information corresponding to the Application Group ID (received in step 1a or ACR management event subscription) is not available, then the S-EES identifies one T-EAS for the application group and interacts with the ECS-ER to store the common EAS information as described in clause 8.20.2.3. If common EAS information is already available corresponding to the Application Group ID in the repository, then the ECS-ER returns the common EAS information to the S-EES as described in clause 8.20.2.3.
5.	If the request was received from the S-EAS, the S-EES responds to the S-EAS with the discovered T-EAS Information.
For responding S-EAS requesting EAS serving the application group for EAS synchronization, only EAS endpoint and EAS ID are included in EAS profile of Discovered EAS list.
[bookmark: _Toc155356568][bookmark: _Toc57673620][bookmark: _Toc155356422][bookmark: _Toc155356428][bookmark: _Toc155356589]	* * * Next Change * * * *	
8.8.4.17	Selected target EAS declaration request
Table 8.8.4.17-1 describes information elements for the selected target EAS declaration request sent from the S-EAS to the S-EES.
Table 8.8.4.17-1: Selected target EAS declaration request
	Information element
	Status
	Description

	UE ID
	M
	The identifier of the UE.

	Security credentials
	M
	Security credentials.

	Selected EAS ID
	M
	Selected EAS identifier.

	ACID
	O
	The identifier of the AC

	List of UE IDs
	O
	List of UE IDs in an Application Group. 

	Selected EAS Endpoint
	M
	Endpoint of the selected EAS. In case of ACR to cloud, Endpoint information is of CAS.

	EAS bundle information
	O
	EAS bundle information.

	> Bundle ID
	O
	Bundle ID as described in clause 7.2.10.

	> List of EASIDs
(NOTE)
	O
	A list of the EASIDs of the EASs in the bundle. 

	> T-EAS endpoint list
	M
	A list of associated EAS endpoints in a EAS bundle, selected by the S-EAS.

	Predicted/Expected UE location or Expected AC Geographical Service Area
	O
	The predicted/expected location information of the UE. The UE location is described in clause 7.3.2 or the predicted/expected AC Geographical Service Area as described in clause 7.3.3.3

	NOTE:	At least one of the IEs shall be present if EAS bundle information is provided.



[bookmark: _Toc163052094]	* * * Next Change * * * *	
8.8.4.19	ACR status update request
Table 8.8.4.19-1 describes the information elements for the ACR status update request from EAS to EES.
Table 8.8.4.19-1: ACR status update request
	Information element
	Status
	Description

	EASID
	M
	The identifier of the EAS providing the update

	Security credentials
	M
	Security credentials of the EAS

	ACID
	O
	The identifier of the AC

	List of UE IDs
	O
	List of UE IDs in an Application Group. 

	ACT result (NOTE 1, NOTE 3)
	O 
	Indicates whether the ACT was successful or failed.

	> UEID
	M
	The identifier of the UE 

	> EAS endpoint 
	M
	Endpoint address of the other EAS to or from which the ACT has been performed.

	List of EDGE-3 subscription ID(s) (NOTE 2, NOTE 3)
	O
	A list of the EDGE-3 subscription identifiers.

	Notification Target Address for EDGE-3 subscription (NOTE 2, NOTE 3)
	O
	Notification Target Address of the EAS where the notification is to be sent by the EES for EDGE-3 subscription.

	NOTE 1:	This IE may be included by the S-EAS and T-EAS. In case of EELManagedACR, this IE is not included by the T-EAS.
NOTE 2:	This IE may be included only by the T-EAS.
NOTE 3:	At least one of these IEs shall be present in the message.



	* * * Next Change * * * *	
8.6.3.2.2	Subscribe
Figure 8.6.3.2.2-1 illustrates the subscribe operation between the EAS and the EES for ACR management event notifications.


Figure 8.6.3.2.2-1: ACR management event API: Subscribe operation
1.	The EAS sends ACR management event subscribe request (e.g. tracking the UE's user plane path change continuously). The EAS shall include UE Identifier or UE Group ID for "user plane path change", "ACR monitoring" and "ACR facilitation" events.
a.	The EAS may include the "user plane path change" event to indicate the EES to notify the EAS when the EES detects there is a user plane path change for the application traffic and the EAS may include Subscription Type (Early and/or Late notification defined in clause 5.6.7 of 3GPP TS 23.501 [2]) and/or Indication of EAS Acknowledgement in the event subscription. 
b.	The EAS may include the "ACR monitoring" event to indicate the EES to notify the EAS when the EES detects there is a need for the ACR (e.g. when T-EAS is available at the target DNAI). The EAS may also include the Event Filters to specify the conditions to match for notifying the event, e.g., inter-EDN mobility, intra-EDN mobility.
c.	The EAS may include the "ACR facilitation" event to request the EES to make the decision for ACR, discover the T-EAS(s), influence the traffic for the selected T-EAS and notify the S-EAS of the selected T-EAS. If required, the EAS can add an indication to request service continuity planning.
d.	The EAS may include the "ACT start/stop" event to indicate the EES to notify the EAS of the need for start or stop ACT to or from another EAS for a particular UE. The EES may also use "ACT start" event to notify the EAS of the ACR parameters.
e.	The EAS may include the “ACR Selection” event to indicate the EES to notify the EAS of the selected ACR scenario list applicable to ACs using the EAS.
For "ACR monitoring" event and "ACR faciliation" event The EAS may include Application Group ID to indicate that the EES needs to discover a common T-EAS for an application group.
2.	The EES checks if the EAS is authorized for this operation.
If authorized, and if the subscription in step 1 includes at least one of the "user plane path change", "ACR monitoring" and "ACR facilitation" events, the EES may invoke the PFD management procedure with the 3GPP Core Network as described in 3GPP TS 23.682 [10] and 3GPP TS 23.502 [8] with an application id. The traffic filter information sent by the EAS is used in requesting PFD management service. Further the EES provides the same application id for requesting user plane path management event service.
NOTE 1:	PFD management can be optionally supported in MNO. If EES cannot invoke step 2a, it responds EAS with appropriate error.
NOTE 2:	The EES can map the EASID into the application id that is used to invoke the PFD management procedure. 
3.	If the subscription in step 1 includes at least one of the "user plane path change", "ACR monitoring" and "ACR facilitation" events, the EES checks if there exists a subscription with the 3GPP core network for the user plane path management event notifications corresponding to the UE information obtained in step 1 as described in 3GPP TS 23.501 [2] and 3GPP TS 23.502 [3], which may be triggered by other EAS for the same UE. The EES checks the availability of the user plane path management event service for the UE(s).
a.	if a subscription with 3GPP core network does not exist, then the EES subscribes with the 3GPP core network (PCF, NEF or SCEF+NEF) for the user plane path management event notifications of the UE(s) as described in 3GPP TS 23.501 [2] and 3GPP TS 23.502 [3] If the EAS provides Subscription Type and/or Indication of EAS Acknowledgement, the EES include the type of subscription and/or the indication of "AF acknowledgement to be expected" as information on AF subscription to corresponding SMF events within the AF Request;
b.	if a subscription with 3GPP core network exists, then the EES uses the locally cached user plane path management event notification information of the UE(s) to respond to the EAS.
	The EES stores the subscription related to the EAS.
4.	If the event is "user plane path change", the EES may subscribe to UE expected behaviour analytics (UE mobility and UE communication) for the group of UEs as described in 3GPP TS 23.288 [18].
5.	If EAS is authorized, the EES responds with ACR management event subscribe response. If EAS is not authorized, the EES provides a rejection response with cause information.
	If the target UE(s) and the 3GPP network support mobility between 5GC and EPC, the EES monitors the availability of the user plane path management event notification from the 3GPP network by utilizing Nnef_APISupportCapability or Availability of service APIs event notifications provided by the CAPIF core function.
	* * * Next Change * * * *	
8.6.3.3.2	ACR management event subscribe request
Table 8.6.3.3.2-1 describes the information elements for an ACR management event subscribe request from the EAS to the EES. 
Table 8.6.3.3.2-1: ACR management event subscribe request
	Information element
	Status
	Description

	EASID 
	M
	The identifier of the EAS

	Security credentials
	M
	Security credentials of the EAS

	UE ID (NOTE 1)
	O
	The identifier of the UE (i.e. GPSI or identity token)

	UE Group ID (NOTE 1)
	O
	Identifies a group of UEs as defined in clause 7.2.7

	Application Group ID (NOTE 3)
	O
	Application group identifier as defined in clause 7.2.11.

	Event ID(s)
	M
	Event ID:
- user plane path change
- ACR monitoring 
- ACR facilitation
- ACT start/stop
- ACR selection

	Indication of service continuity planning (NOTE 3)
	O
	Indicates that whether the service continuity planning is required i.e. whether EES shall monitor UE entering the predicted location. 

	Traffic filter information
	O
	The traffic filter information includes IP flow description, domain description (domain name, applicable protocol and matching criteria) or URI.

Applicable for the "user plane path change" event, the "ACR monitoring" event and "ACR facilitation" event.

	Event Report (NOTE 2)
	O
	Event Reporting Information as specified in 3GPP TS 23.502 [3]

	Notification Target Address
	M
	Notification Target Address of the EAS where the notification is to be sent by the EES

	Type of subscription
	O
	Indicates Early and/or Late notification to inform if the notification needs to be received before and/or after UP path configuration. Applicable for the "user plane path change" event.

	Indication of EAS acknowledgement
	O
	This IE indicates the EES to include indication of "AF acknowledgement to be expected" within the AF request for subscribing UP path management events to 3GPP network and that the EAS will provide an acknowledgement as a response for the notifications of UP path management events to the EES. Applicable for the "user plane path change" event.

	Indication of EAS acknowledgement for service continuity planning
	O
	This IE indicates that the EAS will provide an acknowledgement as a response to the notification of ACR management notification related to service continuity planning.

	Event Filter
	O
	Event filter as specified in 3GPP TS 23.501 [2]

	EAS characteristics for ACR
	O
	Set of characteristics to determine required EAS as detailed in Table 8.5.3.2-2.
Applicable for the "ACR monitoring" event and "ACR facilitation" event.

	NOTE 1:	Either UE ID or UE Group ID shall be provided if the Event ID(s) includes any of the "user plane path change", "ACR monitoring" and "ACR facilitation" events. UE ID or UE Group ID are not applicable to "ACT start/stop" and "ACR selection" event.
NOTE 2:	This IE shall be present if the Event ID(s) includes any of the "user plane path change", "ACR monitoring" and "ACR facilitation" events. This IE is not applicable to "ACT start/stop" and "ACR selection" event.
NOTE 3:	This IE is applicable for "ACR monitoring", "ACR facilitation".
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8.6.3.3.4	ACR management event notification 
Table 8.6.3.3.4-1 describes the information elements for an ACR management event notification from the EES to the EAS. 
Table 8.6.3.3.4-1: ACR management event notification 
	Information element
	Status
	Description

	Subscription ID
	M
	Subscription identifier corresponding to the subscription stored in the EES for the request

	List of event notifications
	M
	A list of event notifications for one or more UEs.

	> Event ID
	M
	The event ID for which the notification is triggered:
- user plane path change
- ACR monitoring 
- ACR facilitation
- ACT start/stop
- ACR Selection

	> Event report (NOTE 1)
	O
	Event reporting information as specified in clause 5.2.8.3.1 of 3GPP TS 23.502 [3]

	> Timestamp
	O
	The timestamp of each event report.

	> EAS endpoint
	O
	The T-EAS endpoint shall be included for the "ACR monitoring" event and "ACR facilitation" event.
It also represents the common T-EAS endpoint, when application group ID is included in subscription. 
In case of "ACT start/stop" event, the endpoint address of the EAS to or from which the ACT is needed to start/stop.

	> Indication of service continuity planning 
	O
	Indicating EES will monitor UE entering the predicted location. 

	> Selected ACR scenario list (NOTE 2)
	O
	The list of ACR scenarios.



	> EAS bundle list (NOTE 2)
	O
	The EAS bundle list.

	>> EAS ID (NOTE 4)
	M
	EAS ID in a bundle.

	>> DNAIs and service area of the EAS
	O
	For the EAS ID in a bundle, it includes the DNAIs and/or service area, as described in "EAS Geographical Service Area" IE, "EAS Topological Service Area" IE and "List of EAS DNAI(s)" IE of Table 8.2.4-1.

	> ACR parameters (NOTE 3)
	O
	ACR parameters

	>> Prediction expiration time
	O
	The estimated time the UE may reach the Predicted/Expected UE location or EAS service area at the latest.

	UEID
	O
	The identifier of the UE 

	ACID
	O
	The identifier of the AC

	NOTE 1:	This IE shall be present if the Event ID(s) includes any of the "user plane path change", "ACR monitoring" and "ACR facilitation" events. This IE is not applicable to "ACT start/stop" and "ACR Selection" events.
NOTE 2:	This IE shall be present only in case of "ACR Selection" event.
NOTE 3:	This IE is applicable only when the ACT start event notification is used to send ACR parameters to the T-EAS as per clause 8.8.3.9.
NOTE 4:	Main EAS ID in a bundle does not need to be included.
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