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1. Introduction
This pCR adds new KI on the E2E clarification of the consent needed for applications. 
2. Reason for Change
[bookmark: _Hlk212648511]New KI on clarifying the end to end aspects for the user consent needed for applications.
3. Conclusions
New KI to be added to the TR.
4. Proposal
It is proposed to agree the following changes to 3GPP TR 23.700-42.


* * * First Change * * * *
[bookmark: _Toc207708825][bookmark: _Toc207708916][bookmark: _Toc207709646][bookmark: _Toc207715104][bookmark: _Toc212063504]7	Key issues
[bookmark: _Toc147904923][bookmark: _Toc175572176][bookmark: _Toc183530723][bookmark: _Toc193921910][bookmark: _Toc207708826][bookmark: _Toc207708917][bookmark: _Toc207709647][bookmark: _Toc207715105][bookmark: _Toc212063505]7.x	Key issue #x2: <title> E2E clarification of the consent needed for applications
[bookmark: _Toc175572177][bookmark: _Toc183530724][bookmark: _Toc193921911][bookmark: _Toc207708827][bookmark: _Toc207708918][bookmark: _Toc207709648][bookmark: _Toc207715106][bookmark: _Toc212063506]7.x.1	Description
This section provides details about the key issue by clarifying the related use case(s) and identifying possible gaps.
[bookmark: _Toc175572178][bookmark: _Toc183530725][bookmark: _Toc193921912][bookmark: _Toc207708828][bookmark: _Toc207708919][bookmark: _Toc207709649][bookmark: _Toc207715107][bookmark: _Toc212063507]This KI proposes to study the end to end flow that clarifies what user consent is needed for applications. 
Based on the use case in clause 4.2 "Use Case #1: End-to-end basic scenario", for an application to be able to access the application user’s data from the API Provider (e.g. PLMN operator), a check on the application user consent may be involved (depending on applicable regulations). In addition, inside the API Provider domain (e.g., PLMN operator) there may be another user consent check for the internal access of user data by Core Network entities. As some of the user consent checked internally in the Core Network is ambiguously connected to potential application related consent, clarity on the end to end flow is needed. 
As there can be many types of applications, there is a need for clarification on the applicability of the application user consent.  

7.x.2	Open issues
This section lists open issues to be studied.
Clarifications of the end to end aspects related to what application user  consent and user consent checks are needed throughout E2E flow for exposure to applications, such as:
· Whether and how to fulfil the application authorization flow with application user consent check, and how it is enforced upon service invocations from an authorized application, as well as additional user consent checks in the Core Network (CN), for the internal consumption of the user data by CN Network Functions (not AFs).
Editor’s Note: how to split the end-to-end flow is to be studied ??	Comment by Ericsson 01: There was a comment from Cuili about an EN, but I am not sure if this is what it meant. 
Please clarify/update the EN
Study to determine criteria/principles for applicability of the application user consent.to different types of applications, such as: 
- applications provided by the network (e.g., MNO, deployed within MNO domain) for the network (e.g., support with network analytics, network optimizations). 
- applications that offer services to the end-users, including the case of applications used for addressing legal obligations (e.g., a person’s life protection).

* * * End of Changes * * * *

