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1. Introduction
This pCR adds new KI on the application user consent architecture. 
2. Reason for Change
[bookmark: _Hlk212648511]New KI on the application user consent architecture: based on the use cases and business relationships, as well as the state of the art industry solutions analysed, a KI on app-usser consent management architecture is proposed. The KI covers also aspects of the amount of application user consent data (using examples from regulations) and the patterns of this consent data management imposed by regulations i.e., whenever the user decides to change his/her consent.
3. Conclusions
New KI to be added to the TR.
4. Proposal
It is proposed to agree the following changes to 3GPP TR 23.700-42.


* * * First Change * * * *
[bookmark: _Toc207708825][bookmark: _Toc207708916][bookmark: _Toc207709646][bookmark: _Toc207715104][bookmark: _Toc212063504]7	Key issues
[bookmark: _Toc147904923][bookmark: _Toc175572176][bookmark: _Toc183530723][bookmark: _Toc193921910][bookmark: _Toc207708826][bookmark: _Toc207708917][bookmark: _Toc207709647][bookmark: _Toc207715105][bookmark: _Toc212063505]7.x	Key issue #x1: <title> Application user consent architecture
[bookmark: _Toc175572177][bookmark: _Toc183530724][bookmark: _Toc193921911][bookmark: _Toc207708827][bookmark: _Toc207708918][bookmark: _Toc207709648][bookmark: _Toc207715106][bookmark: _Toc212063506]7.x.1	Description
This section provides details about the key issue by clarifying the related use case(s) and identifying possible gaps.
[bookmark: _Toc175572178][bookmark: _Toc183530725][bookmark: _Toc193921912][bookmark: _Toc207708828][bookmark: _Toc207708919][bookmark: _Toc207709649][bookmark: _Toc207715107][bookmark: _Toc212063507]This KI brings up the application user consent management architecture. Based on the use cases and business relationships studied in the present document, there are certain aspects that to be studied for an architecture for the application user consent.
According to different regional regulations, for sharing to applications of some of the user data, it is required to obtain the user’s agreement provided to a data controller (e.g., PLMN operator). One of the most commonly referenced, the GDRP [15] indicates that the user consent must be obtained per application targetted for user data sharing, per purpose of the application and per user’s data that is being shared. 
In addition to the regulations, there is operational data that needs to be maintained by the data controllers (e.g., PLMN operator). The Annex G.4.2 of the GSMA PRD OPG.02 [2] provides a description of these data records, which can be used as reference. 
Per some of the regional regulations (e.g., GDPR) the application user consent solutions must allow the user to update the application user consent data (change his/her mind) at any time. 
The solution to this KI will need to handle the architecture aspects including the considerations above.

7.x.2	Open issues
This section lists open issues to be studied.
The architecture for application user consent management needs to be studied, considering aspects derived from the use cases and business relationships. These include gaps and open issues indicated in the use case analysis in clauses 4.2.2, 4.3.2 and 4.4.2.

* * * Next Changes * * * *

[bookmark: _Toc193921904][bookmark: _Toc207708802][bookmark: _Toc207708893][bookmark: _Toc207709622][bookmark: _Toc207715080][bookmark: _Toc212738878]2	References
The following documents contain provisions which, through reference in this text, constitute provisions of the present document.
-	References are either specific (identified by date of publication, edition number, version number, etc.) or non‑specific.
-	For a specific reference, subsequent revisions do not apply.
-	For a non-specific reference, the latest version applies. In the case of a reference to a 3GPP document (including a GSM document), a non-specific reference implicitly refers to the latest version of that document in the same Release as the present document.
[1]	3GPP TR 21.905: "Vocabulary for 3GPP Specifications".
[2]	GSMA PRD OPG.02, "Operator Platform: Requirements and Architecture".
[3]	CAMARA API "Access and Consent Management", IdentityAndConsentManagement/documentation/CAMARA-API-access-and-user-consent.md at r3.3 · camaraproject/IdentityAndConsentManagement · GitHub.
[4]	3GPP TS 23.501: "System architecture for the 5G System (5GS)"
[5]	3GPP TS 23.502: "Procedures for the 5G System (5GS)"
[6]	3GPP TS 23.273: "5G System (5GS) Location Services (LCS)"
[7]	3GPP TS 23.271: "Functional stage 2 description of Location Services (LCS)"
[8]	3GPP TS 23.288: " Architecture enhancements for 5G System (5GS) to support network data analytics services"
[9]	3GPP TS 33.501: " Security architecture and procedures for 5G system "
[10]	3GPP TS 33.558: "Security aspects of enhancement of support for enabling edge applications"
[11]	3GPP TS 29.503: "5G System; Unified Data Management Services"
[12]	3GPP TS 23.558: "Architecture for enabling Edge Applications"
[13]	3GPP TS 23.222: "Functional architecture and information flows to support Common API Framework for 3GPP Northbound APIs" 
[14] 	3GPP TS 33.122: " Security aspects of Common API Framework (CAPIF) for 3GPP northbound APIs"
[15]	“General Data Protection Regulation (GDPR)”, https://gdpr.eu/tag/gdpr/
…
[x]	<doctype> <#>[ ([up to and including]{yyyy[-mm]|V<a[.b[.c]]>}[onwards])]: "<Title>".


* * * End of Changes * * * *


