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**1. Introduction**

This pCR proposes text for key issue of support of virtual number. Virtual number is a widely used value added calling service which the real number of user is hid by the service provider to protect the privacy of user. The virtual number can be used by either the caller or the callee or both of them. This feature is different from the existing Terminating Identification Restriction (TIR) service specified in 3GPP TS 22.173. The virtual number looks like a real phone number rather than an anonymous number. A virtual number may either pre-configured to the caller or assigned to the caller dynamically on demand of a user and the there may be more than one virtual number for the same caller in different calls.

The network may assign a virtual number to the user on demand, and maintains the mapping between the user’s real number and the virtual number. A user may be assigned many different virtual number in the call with different parties. This is a service level feature that cannot be handled in IMS/5GC. Therefore, virtual number is a necessary value added service and needed to be supported by eMMTel Enabler layer.Study how to provide virtual number can be covered by the 4th objective of this study item.

**2. Reason for Change**

Contribution with new text.

**4. Proposal**

It is proposed to agree the following changes to 3GPP TR 23.700-92 v0.4.0.

\* \* \* First Change \* \* \* \*

## 6.X Key Issue #X: Support of virtual number

### 6.X.1 Description

Virtual number is a widely used value added calling service which the real number of user is hid by the service provider to protect the privacy of user. This virtual number is used by one or both parties in a call and is not used in multi-device scenario, i.e. used by the secondary devices, as specified in GSMA PRD NG.110 [X]. This feature is also different with the third-party identities in IMS sessions described in KI#4 in 3GPP TR 23.700-77 which allows the called party using a third-party specific identities in a IMS session.

This feature is different from the existing Terminating Identification Restriction (TIR) service specified in 3GPP TS 22.173. The virtual number looks like a real phone number rather than an anonymous number. A Virtual number may either pre-configured to the caller or assigned to the caller dynamically on demand of a user. There may be one or multiple virtual numbers for the same caller/callee in different calls or some caller may share a same virtual number. In addition, in some cases the callee can use the virtual number to call the caller back after their call is finished or to call the caller back when the call is not answered, but in some cases the virtual number cannot used to call back the caller. There are some examples of virtual number usage in different use cases listed below (This is not an exhaustive list and the arrows in the figures below points from the caller to the callee.):



Figure 6.x.1-1 AX mode of virtual number

a) AX mode of virtual number is shown in Figure 6.x.1-1. When a caller A1 wants to hide its real number in every call, A1 can request a virtual number from the MMTel service provider, i.e. MNO, in AX mode. The MMTel service provider will assign a virtual number, e.g. a MSISDN for this specific usage, to A1. This virtual number applies to A1 in every call until A1 cancels this service from MMTel service provider. If AX mode virtual number applies, the following characteristics apply to the call:

- outgoing calls: when A1 calls other users, other users, e.g. B1, B2 and B3, will see the caller number is x1 and number of A1 will be hid;

- incoming calls: when other users call the virtual number x1, the call will go to A1.



Figure 6.x.1-2 AXB mode of virtual number

b) AXB mode of virtual number is shown in Figure 6.x.1-2. In this mode, the virtual number applies to a specific caller-callee pair. If user A1 wants to hide its real number in the call with user B1only, A1 can request a virtual number x1 from the MMTel service provider, i.e. MNO, in AXB mode. If user A2 wants to hide its real number in the call with user B2only, A2 can also requests a virtual number x1 from the MMTel service provider, i.e. MNO, in AXB mode. The virtual number x1 can be re-used in different caller-callee pair and applies to all calls between this caller-callee pair until A1 or A2 cancels this service from MMTel service provider. If AXB mode virtual number applies, the following characteristics apply to the call:

- outgoing calls: when A1 calls B1, the callee B1 will see the caller number is x1 and number of A1 will be hid, when A1 calls other callees, the callees will see the real number of A1. Similarly, when A2 calls B21, the callee B2 will see the caller number is x1 and number of A2 will be hid, when A2 calls other callees, the callees will see the real number of A2.

- incoming calls: when B1 calls the virtual number x1, the call will go to A1. Similarly, when B2 calls the virtual number x1, the call will go to A2. If users other than B1 and B2 call the virtual number x1, the call cannot to to any user.

- When A1 wants to use virtual number in the call with different users, e.g. B1, B2 or B3, different virtual number x1, x2 and x3 are needed to be requested from the MMTel service provider.



Figure 6.x.1-3 XB mode of virtual number

c) XB mode of virtual number is shown in Figure 6.x.1-3. This mode may used by a group of users in a enterprise to reduce the cost of number. If a enterprise wants to hide the every single number in the enterprise and different members in the enterprise can share the same virtual number in different time, the enterprise can request a virtual number from the MMTel service provider, i.e. MNO, in XB mode. This virtual number applies to the group of users in the enterprise until the enterprise cancels this service from MMTel service provider. If XB mode virtual number applies, the following characteristics apply to the call:

- outgoing calls: XB mode can not apply.

- incoming calls: when other users call the virtual number x1, the call will go to A1, A2 or A3 respectively in different time.



Figure 6.x.1-4 AXE mode of virtual number

d) AXE mode of virtual number is shown in Figure 6.x.1-4. This mode may used by a group of users in a enterprise to reduce the cost of number and the call can reach every specific member in the enterprise. The enterprise can request a virtual number and a series of extension from the MMTel service provider, i.e. MNO, in AXE mode. This virtual number plus the extensions applies to the group of users in the enterprise until the enterprise cancels this service from MMTel service provider. If AXE mode virtual number applies, the following characteristics apply to the call:

- outgoing calls: AXE mode can not apply.

- incoming calls: when other users call the virtual number x1 plus extension 101, 102 or 103, the call will go to A1, A2 or A3 respectively.



Figure 6.x.1-5 AXYB mode of virtual number

e) AXYB mode of virtual number is shown in Figure 6.x.1-5. This mode is an enhancement of AX mode. When both caller A1 and callee B1 want to hide the real number in every call, A1 and B1 can request a virtual number x1 and y1 from the MMTel service provider respectively, i.e. MNO, in AXYB mode. In this mode, A1 and B1 do not know the real number of the other party. If AXYB mode virtual number applies, the following characteristics apply to the call:

- outgoing calls: when A1 wants to call B1 or B2, A1 should call the number y1 or y2 respectively. B1 and B2 will see the caller number is x1 and number of A1 will be hid;

- incoming calls: when B1 or B2 wants to call A1, B1 or B2 should call the number x1.A1 will see virtual number y1 or y2 respectively and number of B1 and B2 will be hid.

The user may request the network to assign virtual number(s), and the enterprise may request the network to assign a virtual number(s) for its employee(s). The virtual number(s) will be assigned in one or multiple modes listed above. The network may assign a virtual number to the user on demand, and maintains the mapping between the user’s real number and the virtual number according to the requested mode(s). Considering the high flexibility requirement of the virtual number assignment and maintaining, this feature is not suitable to be handled in IMS. Therefore, the virtual number is expected to have no impact on IMS.

Considering most use cases of eMMTel listed in 3GPP TR 22.873 [10], e.g. AR call used in emergency call, AR call used in remote cooperation, and AR call used in consumer-to-business call, are applied between end user and an application/enterprise, when enable eMMTel service to application providers/Vertical service provider, providing virtual number service for the end user is needed to be considered as a necessary value added service, i.e. virtual number is needed to be supported by eMMTel Enabler layer.

This key issue aims to study how to support the virtual number service in the eMMTel Enabler layer:

1. How to manage the virtual number in eMMTel Enabler layer, e.g. how to assign a virtual number(s) on demand of a user in one or multiple requested mode.

2. How to maintain the relationship between the virtual number and real number in the requested mode(s) and the related number translation procedures in the call.

Editor’s note 1: whether the capabilities provided by SA2, i.e. IMS capability exposure in the context of IMS data channel session, can support the virtual number studied by SA6 is FFS. Coordination with SA2 is needed.

Editor’s note 2 whether the virtual number related procedures have impact on the procedures in 5GC/IMS is FFS and coordination with SA2 is needed.

\* \* \* Next Change \* \* \* \*
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