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1. Introduction
This contribution proposes updates to Solution #12 in TR 23.700-15 to support the exposure of high-granularity sensing data snapshots (Level B) upon the satisfaction of event-triggering conditions.
2. Reason for Change
In safety-critical vertical applications (e.g., railway security, disaster management), a simple notification that an object has been detected (Level D) is often insufficient. To avoid false positives and enable specialized verification, authorized VAL servers require a snapshot of the physical profile (e.g. Amplitude, Phase, Doppler) at the moment the event was triggered.
Currently, Solution #12 does not support the inclusion of such detailed data in the notification. This update aligns the event-monitoring procedure with the multilevel data hierarchy defined in RAN1 (R1-2509243) and being studied in SA2, allowing for "Event-Triggered Multilevel Data Exposure."
3. Conclusions
The updates to Solution #12 enable the SEAL Sensing Enabler to provide authorized consumers with the physical sensing data required to verify alarms. This approach optimizes bandwidth by only exposing high-granularity data "on-exception" when a predefined condition is met.
4. Proposal
It is proposed to agree the following changes to 3GPP TR 23.700-15 v1.0.0.


* * * First Change * * * *
[bookmark: _Toc215518158]6.13	Solution #12: Sensing-based event trigger monitoring procedure
[bookmark: _Toc215518159]6.13.1	Solution Description
This solution addresses KI#1 and proposes a new procedure to support enhanced sensing-based event trigger monitoring.
For certain vertical applications such as smart home, smart factory, and disaster and safety services, the VAL server may require continuous event-trigger monitoring according to predefined triggering conditions. To support this requirement, the SEAL Sensing Enabler server needs to continuously monitor the triggering conditions and send repeated notifications to the VAL server whenever the conditions are satisfied. Upon satisfaction of a triggering condition, the SEAL Sensing Enabler server can include the level of processing of the sensing result in the notification to the VAL server based on the request received from the VAL server. This allows for specialized verification of the event by the vertical application.
To support this functionality, the Sensing Enabler server interacts with the 3GPP CN (e.g., NEF) to get sensing results. The Sensing Enabler Server interprets the sensing requirements provided by the VAL server into corresponding sensing subscription parameters and establishes a sensing subscription toward the 3GPP CN. The Sensing Enabler Server may receive event-triggered notifications from the 3GPP CN when the network detects that the subscribed triggering conditions are met. Based on the sensing results received from 3GPP CN, the Sensing Enabler server evaluates whether the VAL Server’s triggering conditions are satisfied, generates an enhanced sensing result and exposes it to to the VAL Server. 
Editor's note:	The normative support for specific level of prpcessing of the sensing result exposure in SA6 depends on SA2’s progress which depends also on RAN3’s progress.
[bookmark: _Toc215518160]6.13.2	Procedures
 Figure 6.13.2-1: Sensing-based event trigger monitoring procedure
1.	The VAL server sends a monitoring subscription request to the SEAL Sensing Enabler server to subscribe for event trigger monitoring. The request may specify sensing requirements of the VAL server including sensing service type (e.g., presence, object detection, localization, motion, identification, event detection, etc), KPI, service area of interest, time, notification triggering conditions, sensing results processed level and service duration.
2.	The Sensing Enabler server verifies whether the VAL server is authorized to request the sensing-based monitoring service. If authorized, the Sensing Enabler server stores the subscription information contained in the request message.
3.	The Sensing Enabler server responds to the VAL server that the subscription request is accepted.
4.	The Sensing Enabler server performs a continuous monitoring process to obtain sensing results from 3GPP CN until the subscription expires or an unsubscribe request is received from the VAL server. For this, the Sensing Enabler server maps the sensing requirements received from the VAL server into corresponding subscription parameters of 3GPP CN (e.g., via NEF).
5.	The Sensing Enabler server sends a Sensing Subscribe request to 3GPP CN to subscribe for the sensing results from the network.
6.	3GPP CN processes the subscription request and sends a Sensing subscribe response to the Sensing Enabler server. 
7.	When 3GPP CN detects an event satisfies the triggering conditions, it sends a notification to the Sensing Enabler server.
8.	The Sensing Enabler Server evaluates the sensing results received from 3GPP CN to determine whether the triggering conditions of the VAL server are met, and generates an enhanced sensing result, according  to the requested requirements from the VAL server, to send a notification to the VAL server.
9.	When a triggering condition is satisfied, the Sensing Enabler server sends a notification to the VAL Server. 
10	When the VAL server decides to stop the sensing-based monitoring service, it sends an unsubscribe request to the Sensing Enabler server. 
11.	The Sensing Enabler server sends a Sensing unsubscribe request to 3GPP CN to stop the sensing service in the network.
12.	3GPP CN sends a Sensing unsubscribe response to the Sensing Enabler server.
13.	The Sensing Enabler server removes the subscription information.
14.	The Sensing Enabler server sends an unsubscribe response to the VAL server.
.

* * * Next Change * * * *


.
* * * End of Change * * * *
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