	
3GPP TSG-SA WG6 Meeting #71	S6-260619
[bookmark: _Hlk188111820]Goa, India 09th – 13st February 2026	(revision of S6-260090)


Source:	TNO, KPN N.V.
Title:	Pseudo-CR on Update and Evaluation to Solution #2 for KI#1.
Spec:	3GPP TR 23.700-15 v1.0.0
Agenda item:	8.13
Document for:	Approval
Contact:	Anthony Pages (anthony.pages@tno.nl)

1. Introduction
This contribution proposes updates to Solution #2 in TR 23.700-15 to support the exposure of differentiated levels of sensing data, aligned with ongoing progress in RAN1 and SA2.
2. Reason for Change
RAN1 (R1-2509243) has defined a hierarchy of sensing data levels (Level A through D). SA2 study on sensing architecture is currently still on progress and may expose these results to AF(s). While Solution #2 addresses general sensing results, it does not currently enable a VAL server to request a specific sensing data granularity. Specialized industries, such as radar-based vertical applications, require high granularity sensing data to perform proprietary signal processing. Additionally, subtle contextual information regarding the sensing environment (e.g., current radar conditions) can assist in the interpretation of this high-granularity sensing data.
This update ensures the SEAL layer can optionally support these multilevel results as they are made available by the 5G Core Network (SA2).
3. Conclusions
The updates to Solution #2 allow the SEAL Sensing Enabler to support multilevel sensing data exposure. This ensures that SA6 can cater to both specialized and general vertical applications through a flexible provisioning framework.
4. Proposal
It is proposed to agree the following changes to 3GPP TR 23.700-15 v1.0.0.


* * * First Change * * * *
[bookmark: _Toc211955630][bookmark: _Toc215518090]6.3	Solution #2: Support the sensing results exposure based on the sensing subscription request
[bookmark: _Toc211955631][bookmark: _Toc215518091]6.3.1	Solution description
This solution aims to address the issues identified in Key Issue 1 and provides a possible procedure to perform the sensing results exposure.
Editor's note: This solution is built on functional architecture described in solution X for key issue 1. The sensing capabilities in the enabler layer may be provided by a separate SEAL sensing server or directly by the specific SEAL/VAL enabler server. The decision on whether a separate SEAL sensing server is needed will be based on the evaluation of the solutions and FFS.
[bookmark: OLE_LINK2][bookmark: OLE_LINK1]In this solution, after acquiring the sensing requirements from the sensing service consumer, a Sensing enabler server will send sensing request to a 5GC NF (e.g. NEF/SF). After it receives the sensing results from the 5GC NF, it determines whether the sensing requirements (e.g. the required accuracy of sensing result) are met, if not, it may further select other sensing service supplier(s) to acquire more sensing results, then it may generate enhanced sensing results based on the received sensing results from the 5GC NF and other sensing service supplier(s) and expose them or directly expose the sensing results to the sensing service consumer.
To support the enhancement of  the sensing  result, the SEAL Sensing Enabler Server can optionally include relevant metadata (e.g. time, location) alongside the sensing results.
In this solution, the sensing service supplier which can provide sensing results can be another 5GC NF or vertical application server.
Editor’s note: The normative support for specific sensing results exposure in SA6 depends on the progress in SA2 which also depends on the progress in RAN3.
Editor's note:	Whether the sensing service supplier can be 3rd party AF is FFS.
[bookmark: _Toc211955632][bookmark: _Toc215518092]6.3.2	Procedures
The high-level procedure of sensing service exposure is shown in Figure 6.3.2-1.
Pre-conditions:
1.	The Sensing enabler server has acquired sensing capability information of one or more Sensing Service Supplier(s).
2.	The Sensing enabler server has acquired Sensing Authorization information for Sensing Service from CN.


Figure 6.3.2-1: Sensing service exposure procedure
1.	The VAL Server/Client acting as sensing consumer performs sensing service subscription procedure by sending sensing service subscription request and receiving sensing service subscription response. During the sensing service subscription procedure, the Sensing enabler server can acquire the sensing requirements of the VAL Server/Client such as VAL ID, Sensing Service Area of interest, Sensing service type, Requested Sensing results processed level, Sensing target object type, Accuracy requirements, QoS requirements and so on. The consumer may also indicate if additional contextual metadata is required to support the requested sensing result. The Sensing enabler server performs authorization check and determines whether the Sensing Service Area of interest, sensing service type, sensing result level and Sensing target object type is authorized according to the acquired Sensing Authorization information for Sensing Service from CN. Then it sends sensing service subscription response including the authorization information (e.g.,authorized Sensing Service Area, authorized sensing service type, authorized sensing results level and authorized Sensing target object type) to the sensing consumer. If the sensing consumer is authorized to acquire one-time sensing results reporting, the sensing service subscription response includes the allowed time period of triggering sensing request. 
2.	Sensing enabler server sends sensing request to 5GC NF(e.g.,NEF) and it may include the desired level of processing of the sensing result in the request and receives sensing response. The Sensing enabler server determines the content of the sensing request including the accuracy and QoS requirements in the received sensing service subscription request and the authorized requesting information after authorization check in step1. 
Editor's note:	The parameters in the sensing request and response are FFS and should be determined based on SA2’s progress.
3.	Sensing enabler server receives sensing results from 5GC NF(e.g.,NEF) and determine whether the sensing requirements are met.
4.	If the sensing requirements are met,  skip to step 8, if not, the Sensing enabler server selects other Sensing Service Supplier(s) according to the sensing capability information of Sensing Service Supplier(s)  and sensing requirement as received in step1 (e.g. by matching sensing capability information of Sensing Service Supplier to the sensing subscription parameters received from the sensing consumer).
5.	The Sensing enabler server sends sensing request to each selected Sensing Service Supplier and receives sensing response. Different Sensing Service Supplier may be given different sensing request parameters.
Editor's note:	The parameters in the sensing request and response are FFS.
6.	Each Sensing Service Supplier sends sensing results to the Sensing enabler server based on the sensing request  parameters respectively.
7.	The Sensing enabler server further generate enhanced sensing results (e.g.,with higher accuracy) based on the received sensing results from the 5GC NF and other Sensing Service Supplier(s). 
8.	The Sensing enabler server sends the (enhanced) sensing results to the VAL Server/Client. The Sensing enabler server can also provide optional metadata to assist the consumer along with the sensing result.
[bookmark: _Toc211955633][bookmark: _Toc215518093]6.3.3	Solution evaluation


* * * End of Change * * * *
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