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1. Introduction

3GPP TR 23.700-72 specifies Sol#2 (Application enabled Geofencing) and Sol#4(Support dynamic Geofencin) to support Geofencing based location information services. After analyzing the procedures of Sol#2 and Sol#4, this pCR proposes some modifications for improvement.

2. Reason for Change
(1) For Sol#2: Application enabled Geofencing
· Clause 6.2.1.2 describes the Geofencing subscription/unsubscribe procedure. 
· Step 4 explains the server's functionalities to obtain terminal location information from multiple sources, as well as some additional functionalities to check the user's privacy and authorization for the Geofencing service and also stores the user's authorization information. 
· To identify additional features of the SEAL LMS for Geofencing support, we consider that it would be more effective to describe these functionalities in a separate step that do not require interactions with other functional entities.
· We also proposes to modify the current step 9 to delete the user's authorization information in the UE's contexts stored in the current step 4 after receving Geofencing unsubscribe request form the specific application server.

(2) For Sol#4: Support dynamic Geofencing
· Clause 6.4.2 specifies the dynamic geofencing support procedure considering a temporal, connectivity and/or spatial conditions as Geofencing criteria as described in clause 6.4.1.
· After analyzing the procedure, we found that temporal conditions were not explicitly indicated in the steps. 
· Then, the pCR proposes adding step 6c to align the procedure with the description part (6.4.1) of Sol#4.
· It also suggests adding some modifications in steps 8 and 9 for notification.

3. Proposal
It is proposed to agree the following changes to 3GPP TR 23.700-72 v0.5.0.


* * * First Change * * * *

[bookmark: _Toc164675479][bookmark: _Toc164675568]6.2	Solution #2:  Application enabled Geofencing
[bookmark: _Toc164675480][bookmark: _Toc164675569]6.2.1	Description
[bookmark: _Toc164675481][bookmark: _Toc164675570]6.2.1.1	General
This solution addresses the key issue #1: Support of Geofencing. The clause 6.2.1.2-1 describes the procedure of Geofencing subscription/unsubscribeption request/response and the clause 6.2.1.3-1 describes the procedure of Geofencing UE(s) information request/response.
[bookmark: _Toc164675482][bookmark: _Toc164675571]6.2.1.2	Procedure of Geofencing subscription/unsubscribe request
[bookmark: OLE_LINK38][bookmark: OLE_LINK39]The figure 6.2.1.2-1 describes the Geofencing subscription/unsubscribe procedure which could reuse the procedure as defined in clause 9.3.12 of TS 23.434[9] with some clarification and enhancements for Geofencing requirements (e.g. support Geofencing criteria based on LCS QoS and/or time/area/space/amount granularity). 


 
Figure 6.2.1.2-1: Procedure of Geofencing subscription/unsubscribe request 
1.	The specific application server sends a Geofencing subscription request to the SEAL-LM Server embedded with the value-added location function, to ask the SEAL-LM to report the UE information when the UE location meets the Geofencing criteria. The Geofencing criteria may contain the geographical area information, event or conditions for triggering the Geofencing application (e.g. per time/area/space/amount granularity), location quality information (e.g. location QoS), UE identities and the service identification, etc.
NOTE 1:	If the Geofencing subscription request initials without the UE identities, that means it is applicable to all of UEs.
2.	The SEAL-LM Server checks whether the specific application server is authorized to request the Geofencing service. If the request is authorized, the SEAL-LM Server stores the parameters in the request as the UE Geofencing contexts. If the request includes multiple UEs, the SEAL-LM server creates and stores Geofencing contexts for each UE.
3.	The SEAL-LM Server responses to the specific application server that the Geofencing subscription request is accepted. 
[bookmark: OLE_LINK40][bookmark: OLE_LINK41]4.	The SEAL-LM Server obtains the UE location data from multiple sources as defined in clause 9.3.3 and clause 9.3.5 of TS 23.434[9]. Based on the event triggers or conditions in the request of Step 1, the SEAL-LM Server may obtain the UE location data periodically. 
5.  The SEAL-LM Server may check the user's privacy and authorization for the Geofencing service. And the SEAL-LM Server determines whether the user's location is allowed to be provided to the specific application server and stores the user's authorization information in the UE's contexts for Geofencing. The future location information of the user will uses the stored authorization information without new interaction with the user again.
56.	After fetched the UE location information, the SEAL-LM may transform the UE location data into the same format of the geographical area information in the Geofencing context (or conversely, the SEAL-LM transforms the geographical area information in the Geofencing context into the same location format received in Step 4).
76.	The SEAL-LM Server checks whether the UE is inside/outside or entered/left the Geofencing area based on the Geofencing criteria and the (transformed) UE location data.
87.	The SEAL-LM Server reports the Geofencing information (e.g. UE status for inside/outside, UE current location, entered/left time, time duration in the dedicated location, and the amount of UE inside/outside of the geographical area, etc.) to the specific application server if the UE location matches the Geofencing criteria.
If the SEAL-LM server didn't obtain any UE location information due to UE issues (e.g., UE power off) or network issues (e.g., network outage) in Step 4, it shall inform the specific application server with the proper reason (e.g., "UE cannot be connected") in the Geofencing information report.
[bookmark: OLE_LINK36][bookmark: OLE_LINK37]After received the Geofencing information report from the SEAL-LM Server, the specific application server may perform some addition actions. For example:
a.	Send alarms or warning information to the UE via the application layer which is out of 3GPP scope.
b.	Trigger the notification procedure as defined in the clause 17.3.3 of TS 23.434[9] if the UE has subscribed to receive the notification message before.
98.	If the specific application server decides to stop the Geofencing services, it sends a Geofencing unsubscribe request to the SEAL-LM Server with or without the UE identities.
NOTE 2:	If the Geofencing unsubscribe request initials without the UE identities, it means all of UEs will be forbidden to use Geofencing service.
109.	The SEAL-LM Server stops getting the UE(s) location and deletes the UE Geofencing context for the UE(s) and UE’s contexts.
1110.	The SEAL-LM Server sends Geofencing unsubscribe response to the specific application server.


* * * Next Change * * * *

[bookmark: _Toc164675490][bookmark: _Toc164675579]6.4	Solution #4: Support dynamic Geofencing
[bookmark: _Toc164675491][bookmark: _Toc164675580]6.4.1	Description
The following procedure is an example of LM provided service to monitor UE location in relation to Area of Interest (AoI), it supports the following additional functions comparing to clause 9.3.11.2 of 3GPP TS 23.434 [9]:
-	the AoI consists of a reference UE and proximity range from the reference UE.
NOTE 1:	The proximity range is an application defined proximity range.
-	multiple target UEs can be specified by the VAL server.
-	the VAL server can specify a temporal, connectivity and/or a spatial condition(s) for the reference UE in the monitoring location subscription. For instance, the monitoring is valid when a reference UE is served by operator A without using satellite in location area X from 7:00am to 9:00am on working days.
NOTE 2:	The VAL server can be aware of UE/user’s preference via communication with AC, which is out of the scope of 3GPP.
-	the VAL server can request LM server to suppress uninterested notifications (e.g. Notify Presence).
-	the SEAL LM server can notify the VAL server (e.g. Notify Unknown) if the target UE location information cannot be obtained (e.g. UE power off).


 
Figure 6.4.1-1: Dynamic Geofencing support procedure
1.	The Geofencing subscription request from the VAL server is same as step 1, clause 9.3.11.2 of 3GPP TS 23.434 [9]. For AoI related to the target UE(s), a reference UE and its proximity range are included. The VAL server may include interested notification information (e.g. Notify Absence and Notify Unknown), a temporal condition(s) (e.g. time of day and day of week), connectivity condition(s) (e.g. operator information, roaming status, access type) and/or a spatial condition(s) (e.g. location area(s)) for the reference UE. The target UE information under monitoring can be a list of UEs.
NOTE 3:	Geofencing subscription service re-uses Monitor Location subscription service.
2.	The LM server requests 3GPP CN (e.g. NEF service for location, access type and roaming status monitoring as specified in 3GPP TS 23.502 [7]) to monitor the reference UE location change, access type change and roaming status change, in order to determine spatial dynamicity in AoI related to the target UE(s). If spatial condition is received, the LM server also requests 3GPP CN (i.e. NEF service for AoI monitoring as specified in 3GPP TS 23.502 [7]) to know whether the reference UE is in the VAL server’s predetermined area (e.g. PLMN x). The LM server will process the Geofencing monitoring considering the received temporal, connectivity and/or spatial condition(s) for the reference UE.
[bookmark: OLE_LINK30][bookmark: OLE_LINK31][bookmark: OLE_LINK32]NOTE 4:	For temporal condition with time of day and day of week, the LM server supervises the time since it is not supported by UE location service in CN.
3.	In order to know UE status (e.g. purged or detached) in 3GPP CN, the LM server requests 3GPP CN (i.e. NEF service for loss of connectivity as specified in 3GPP TS 23.502 [7]) for both target UE(s) and reference UE.
4a-4c.	Same as step 2, 3 and 4, clause 9.3.11.2 of 3GPP TS 23.434 [9]. If multiple target UEs are received from the VAL server, step 4a-4c are performed for each target UE.
5.	Same as step 5, clause 9.3.11.2 of 3GPP TS 23.434 [9].
6a. Same as step 6a, clause 9.3.11.2 of 3GPP TS 23.434 [9].
6b.	If the location information is matching as a result of step 6a, then the LM server checks if the VAL UE's current location is within the proximity range of the reference UE.
6c. If the location information is matching as a result of step 6b, then the LM server checks whether the reference UE and the target UE(s) meet the temporal condition (e.g., time of day or day of week) specified by the VAL server.
[bookmark: _Hlk61015415]7.	Same as step 7, clause 9.3.11.2 of 3GPP TS 23.434 [9].
8.	If the location information is matching as a result of steps 6a, 6b and/or 6c, and the target UE is not within the proximity range and/or the temporal condition of the reference UE, then the LM server considers the target UE as outside from the AoI related to the target UE(s) and/or the temporal condition is not met. The LM server notifies the VAL server that the target UE's current location is outside of AoI and/or the temporal condition is not met, and target VAL UE ID in "Notify Absence" message.
9.	If the location information is matching as a result of steps 6a, 6b and/or 6c, and the target UE is within the proximity range and/or the temporal condition of the reference UE, then the LM server notifies ("Notify Presence" message) the VAL server periodically, according to the "Notify_Interval" value in "Monitor Location Subscription Request" message, indicating the VAL server that the target UE is within the AoI, along with the target UE's current location information.
10.	If the LM server is notified by the 3GPP CN about loss of connectivity for the reference UE or target UE(s), then the LM server notifies ("Notify Unknown" message) the VAL server indicating that the LM server does not know whether the target UE is "Present" or “Absence", therefore the Geofencing monitoring for the impacted target UE(s) is suspended.
NOTE 5:	Upon "Notify Unknown", the VAL server can remind end user to check status for the reference/target UE, which is out of 3GPP scope. When the connectivity issue is solved (e.g. UE registered in 3GPP CN), the Geofencing monitoring process resumes and the VAL server will be notified accordingly.
Editor's note:	It is to FFS for an appropriate action (whether the Geofencing monitoring needs to be suspended and resumed later) in the LM server after sending Notify Unknown notification.
NOTE 6:	Notifications in step 7-10 can be subject to explicit notification indication from the VAL server, for instance, the VAL server can be interested to know only "Notify Absence" and "Notify Unknown" in Geofencing.


* * * END * * * *
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