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* * * First Change * * * *


8.X 
Procedure for supporting EAS deployment time analytics
8.X.1
General

This clause describes two procedures (covering both subscribe-notify and request-response models in 8.X.2.1 and 8.X.2.2 respectively) for supporting EAS deployment time analytics, where EAS deployment time analytics are performed based on data collected from the OAM and EES. 

8.X.2
Procedure

8.X.2.1
Subscribe-notify model
Figure 8.8.2.1-1 illustrates the procedure for EAS deployment time analytics solution. 

Pre-conditions:

1.
ADAES has discovered the APIs to access the edge services at EDN. 

2.
ADAES has subscribed to OAM for receiving management and DN performance analytics respectively.
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Figure 8.8.2.1-1: ADAES support for EAS deployment time analytics
1.
The consumer (EES, ECS) of the ADAES analytics service sends an EAS deployment time analytics subscription request to ADAES.
2.
The ADAES sends an EAS deployment time analytics subscription response as an ACK to the analytics consumer.
3.
The ADAES maps the analytics event ID to a list of data collection event identifiers, and a list of data producer IDs. Such mapping may be preconfigured by OAM or may be determined by ADAES based on the analytics event ID and/or data producer profile (Table 8.2.4.8-1). Such Data Producers can be EES and OAM.
4.
The ADAES sends a subscription request to the Data Producers (EES and OAM) with the respective Data Collection Event ID and the requirement for data collection. The ADAES sends subscription request message to OAM system (e.g. ECSP provisioning MnS producer) including EAS ID information to subscribe the EAS deployment time. Furthermore, the ADAES sends subscription request meesage to the EES with EASID to subscribe the timing of trigger the EAS deployment and the timing of receiving EAS registration request message.
5.
The Data Producers (e.g., ECSP provisioning MnS producer, EES) send a subscription response as a positive or negative acknowledgement to the ADAES.

6.
The Data Producers start collecting data. Such data can be measurements or analytics based on the data source/producer, as follows:

-
from OAM (e.g., ECSP provisioning MnS producer): The EAS deployment time per EASID
-
from EES: the timing of trigger the EAS deployment and the timing of receiving EAS registration request message per EASID
7.
The edge Data Producers (e.g., ECSP provisioning MnS producer, EES) send the data to the ADAES (based on step 6 measurements) as a data notification message. Such data can be EAS deployment time, the timing of trigger the EAS deployment and the timing of receiving EAS registration request message per EASID.
8. 
The ADAES derives EAS deployment time analytics per EASID. The analytics are derived based on EAS deployment time received from OAM, the timing of trigger the EAS deployment and the timing of receiving EAS registration request message per EASID received from EES. The EAS deployment time analytics can be prediction of the EAS deployment time per EASID.
9.
The ADAES sends the EAS deployment time analytics per EASID to the consumer (e.g. EES, ECS), based on the request and the derived analytics in step 6. Such analytics indicate a prediction of the EAS deployment time per EASID. 

8.X.2.2
Request-response model

Figure 8.X.2.2-1 illustrates the procedure for the analytics consumer to request analytics data of the application server(s) from the ADAE server. 
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Figure 8.X.2.2-1: ADAES support for EAS deployment time analytics
1.
The analytics consumer (e.g. EES, ECS) sends a request message to the ADAE server to receive analytics data for one or more application servers. The request message includes the identity of the analytics consumer, security credential(s) for authorization and verification, identity of all the application server for which analytics data is requested, type of analytics data, time duration since when analytics data is required. The request message also contains the EASID, and the EASID is used to indicate that the consumer needs to obtain the EAS deployment time corresponding to the specific EASID.
2.
Upon receiving the request, the ADAE server authenticates and authorizes the analytics consumer. If the analytics consumer is authorized, the ADAE server may get the analytics data by performing step 3 to 7 of clause 8.X.2.1. The ADAE server sends a response message including the statistical and predictive analytics data of the application servers for the requested duration period (if the time duration is available).
8.X.3
Information flows

8.X.3.1
General

The following information flows are specified for EAS deployment time analytics based on 8.X.2. 

8.X.3.2
EAS deployment time analytics subscription request

Table 8.X.3.2-1 describes information elements for the EAS deployment time analytics subscription request from the Consumer to the ADAE server.

Table 8.X.3.2-1: EAS deployment time subscription request

	Information element
	Status
	Description

	Analytics Consumer ID
	M
	The identifier of the analytics consumer (VAL server, EAS).

	Analytics ID
	M 
	The identifier of the analytics event. This ID can be for example “EAS deployment time analytics”.

	Analytics type
	M
	The type of analytics for the event, e.g. statistics or predictions.

	EAS ID
	O
	The identifier of the EAS, which the consumer requires the EAS deployment time corresponding to the specific EASID.

	Preferred confidence level
	O
	The level of accuracy for the analytics service (in case of prediction).

	Area of Interest
	O
	The geographical or service area for which the subscription request applies.

	Time validity
	O
	The time validity of the subscription request.

	


8.X.3.3
EAS deployment time analytics subscription response

Table 8.X.3.3-1 describes information elements for the EAS deployment time analytics subscription response from the ADAE server to the consumer.

Table 8.X.3.3-1: EAS deployment time analytics subscription response

	Information element
	Status
	Description

	Result
	M
	The result of the analytics subscription request (positive or negative acknowledgement).


8.X.3.4
EAS deployment time data collection subscription request

Table 8.X.3.4-1 describes information elements for the EAS deployment time data collection subscription request from the ADAE server to the Data Producer.

Table 8.X.3.4-1: EAS deployment time Data collection subscription request

	Information element
	Status
	Description

	ADAE server ID
	M
	The identifier of the ADAE server

	Data Collection Event ID 
	M
	The identifier of the data collection event 

	Data Collection requirements
	M
	The requirements for data collection, including the format of data, frequency of reporting, level of abstraction of data, level of accuracy of data.

	Analytics ID
	O
	The identifier of the analytics event, for which the data collection is needed.

	EAS ID
	O
	The identifier of the EAS, which the consumer requires the EAS deployment time corresponding to the specific EASID.

	Target data producer profile criteria
	O
	Characteristics of the data producers to be used.

	Area of Interest
	O
	The geographical or service area for which the requirement request applies.

	Time validity
	O
	The time validity of the request.


8.X.3.5
EAS deployment time data collection subscription response

Table 8.X.3.5-1 describes information elements for the EAS deployment time Data collection subscription response from the Data Producer.

Table 8.X.3.5-1: EAS deployment time Data collection subscription response

	Information element
	Status
	Description

	Result
	M
	The result of the edge data collection subscription request (positive or negative acknowledgement).


8.X.3.6
Data Notification

Table 8.X.3.6-1 describes information elements for the Data Notification from the Data Producer to the ADAE server.

Table 8.8.3.6-1: Data notification

	Information element
	Status
	Description

	Data Collection Event ID
	M
	The identifier of the data collection event.

	Data Producer ID
	M
	The identity of Data Producer.

	EAS ID
	O
	The identifier of the EAS, which the consumer requires the EAS deployment time corresponding to the specific EASID.

	Analytics ID
	O
	The identifier of the analytics event. 

	Data Type
	M
	The type of reported data samples which can be network data, application data, edge data, or different granularities / abstraction of data (e.g. real time, non-real time). This also indicates whether data are offline.

	Data Output
	M
	The reported data, which can be inform of measurements or offline/historical data on the requested parameter based on subscription. Such data can be per EASID for a given time and area of interest.

	


8.X.3.7
EAS deployment analytics Notification

Table 8.X.3.7-1 describes information elements for the EAS deployment analytics Notification from the ADAE server to the Consumer.

Table 8.8.3.7-1: EAS deployment analytics notification

	Information element
	Status
	Description

	Analytics ID
	M
	The identifier of the analytics event. 

	Analytics Output
	M
	The predictive or statistical parameter, which can be stats or prediction related to the EAS deployment time per EASID for a given area/time and based on the event type. 

	Confidence level
	O
	For predictive analytics, the achieved confidence level can be provided.


8.X.3.8
Get analytics data request

Table 8.X.3.8-1 describes information elements for the Get analytics data request from the analytics consumer to the ADAE server.

Table 8.X.3.8-1: Get analytics data request

	Information element
	Status
	Description

	Analytics Consumer ID
	M
	The identifier of the analytics consumer (VAL server, EAS, EES).

	Analytics ID
	M 
	The identifier of the analytics event. This ID can be for example “edge performance analytics”.

	Analytics filter information
	M
	Filter information for the analytics event

	Analytics type
	M
	Whether analytics event is about prediction or statistics.

	EAS ID
	O
	The identifier of the EAS, which the consumer requires the EAS deployment time corresponding to the specific EASID.

	Preferred confidence level
	O
	The level of accuracy for the analytics service (in case of prediction).

	Time duration
	O
	Time duration since when analytics data is required.


8.X.3.9
Get analytics data response

Table 8.X.3.9-1 describes information elements for the edge analytics subscription response from the ADAE server to the consumer.

Table 8.8.3.9-1: EAS deployment time analytics subscription response

	Information element
	Status
	Description

	Result
	M
	The result of the analytics data request (positive or negative acknowledgement).

	Analytics ID
	O
	The identifier of the analytics event. 

	Analytics Output
	O
	The predictive or statistical parameter, which can be stats or prediction related to the EAS deployment time per EASID for a given area/time and based on the event type.

	Confidence level
	O
	For predictive analytics, the achieved confidence level can be provided.


* * * End of Change * * * *
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