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1
Decision/action requested

In this box give a very clear / short /concise statement of what is wanted.
2
References

[1]
3GPP TS 28.104: Management Data Analytics (MDA)
[2]
3GPP TS 28.532: Generic management services
3
Rationale

This pCR to propose use case and requirements for enhancement of Failure prediction.
4
Detailed proposal
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2
References

The following documents contain provisions which, through reference in this text, constitute provisions of the present document.

-
References are either specific (identified by date of publication, edition number, version number, etc.) or non‑specific.

-
For a specific reference, subsequent revisions do not apply.

-
For a non-specific reference, the latest version applies. In the case of a reference to a 3GPP document (including a GSM document), a non-specific reference implicitly refers to the latest version of that document in the same Release as the present document.

[1]
3GPP TR 21.905: "Vocabulary for 3GPP Specifications".
[x]
3GPP TS 28.104: "Management Data Analytics (MDA)".
[y]
3GPP TS 28.532: "Generic management services".
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7.2.X
Enhancing failure prediction 

7.2.X.1
Description

This use case is to enhance the existing MDA capability for failure prediction. The enhancements to the existing use case on failure prediction is targeted towards effective correlation of the predicted alarms and the actual alarms which has resulted as predicted. 
7.2.X.2
Use case

The existing use case of failure prediction provides a prediction of failure with some additional information [x]. This includes information such as predicted time of failure occurrence, perceived severity, and the recommended actions. These additional information helps the consumer to understand the effect of the failure in the network to a basic extent. However, the current solution does not provide additional information (e.g. predicted failure recovery time or the trend of the problem causing the failure) which may enable the consumer to anticipate the impacts to the network more effectively.
The predicted failure recovery time indicates the time by which the target entity recovers from the predicted failure. For instance, MDA can predict the time to recover for a given failure given the predicted root cause of the predicted failure and the history information.
The attribute “trend” indicates the trend of the failure, whether the failure will intensify or weaken in the future. In case of periodic analytics reports, the trend information can provide information on how the identified issue might transform in the future. This is similar to the “trend” attribute in the alarm solution in [y]. 
Also, for the consumers to effectively use the output of MDA assisted failure prediction, it is required by the consumer to seamlessly correlate the predicted failure and the actual failure when it occurs in the system. The alarm stage 2 solution is defined in 28.532 [y]. To utilize the failure prediction output effectively for this purpose, it is required to enhance the existing failure prediction to include additional information that may help in effective correlation. To achieve this, it is required to enhance the existing solution towards the alarm solution in [y]. 

7.2.X.3 Potential Requirements 

REQ-FAILURE_PRED_ENHANCE_MDA-01 ( MDA capability for enhanced failure prediction should be able to provide the following information as part of the failure prediction analytics.

· a predictedRootCauseIndicator indicating the possible root cause of the predicted failure.
· Trend indication about the predicted failure in case of periodic reporting.

· Predicted end time of the failure
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